
ART 2.3.5.3 Support Site Exploitation

Site exploitation consists of a related series of activities inside a 
captured sensitive site to exploit personnel, documents, electronic 
data, and material captured at the site, while neutralizing any threat 
posed by the site or its contents. A sensitive site is a designated, 
geographically limited area with special diplomatic, informational, 
military, and economic sensitivity for the United States. This includes 
factories with technical data on enemy weapon systems, war crimes 
sites, critical hostile government facilities, areas suspected of 
containing persons of high rank in a hostile government or 
organization, terrorist money laundering areas, and document storage 
areas for secret police forces. While the physical process of exploiting 
the sensitive site begins at the site itself, full exploitation may involve 
teams of experts located around the world. (FM 3-90.15) (USACAC)

NO. Scale Measure
01 Yes/No Exploitation of the sensitive site supported U.S. 

operational or strategic diplomatic, informational, 
military, and economic goals.

02 Yes/No Unit supporting the exploitation of the sensitive site had 
isolated, seized, secured, and cleared the site or has 
relieved a unit that accomplished those tactical missions 
prior to exploiting the site under the technical direction 
of subject matter experts.

03 Yes/No Enemy or adversary knew that U.S. forces have 
exploited the site.

04 Yes/No Tactical unit task organized itself appropriately to 
accomplish the mission of supporting the exploitation of 
the sensitive site and compensated for losses.

05 Yes/No Enemy or adversary was not able to exfiltrate sensitive 
equipment or materiel from the sensitive site.

06 Yes/No Unit supporting the sensitive site exploitation did not 
suffer casualties because of a failure to properly 
manage risks associated with the site.

07 Yes/No Enemy or adversary was not able to destroy sensitive 
equipment, materiel, and documents or purge 
computers of sensitive information before securing the 
site.



08 Yes/No Commander of the unit supporting the exploitation of 
the sensitive site maintained situational understanding 
throughout the operation.

09 Yes/No Members of the unit supporting the exploitation had 
access to a high fidelity common operational picture 
throughout the operation consistent with operations 
security.

10 Yes/No Leaders of the unit supporting the exploitation of the 
sensitive site used the MDMP or troop leading 
procedures correctly to include identifying search 
locations, security positions, boundaries, and fires 
coordinating measures. They coordinated and 
synchronized warfighting functions.

11 Yes/No Unit conducted operations per established rules of 
engagement and consideration for the nature of the 
sensitive site.

12 Yes/No Unit recorded results of the search and appropriately 
disseminated results.

13 Yes/No Unit supporting the exploitation of the site appropriately 
killed, captured, or detained enemy Soldiers, 
adversaries, sensitive individuals, and neutrals in the 
site.

14 Time Necessary to isolate the sensitive site and forces and 
individuals located in the site from outside physical, 
informational, and psychological support.

15 Time Necessary to seize the sensitive site.
16 Time Necessary to secure the sensitive site.
17 Time Necessary to search the sensitive site.
18 Time Necessary to establish liaison with and deploy technical 

experts to the sensitive site.
19 Percent Of potential sensitive personnel, documents, electronic 

data, and materiel located in the site discovered during 
the search.

Supporting Collective Tasks:

Task 
No.

Title Proponent Echelon

01-2- Coordinate Unmanned Aircraft 01 - Company



7940 System (UAS) Support Aviation/Aviation 
Logistics 
(Collective)

19-3-
5102

Provide MP Support to Site 
Exploitation

19 - Military 
Police 
(Collective)

Platoon

19-6-
2002

Plan MP Support to Site Exploitation 
BCT PM

19 - Military 
Police 
(Collective)

Brigade

34-4-
0826

Provide Multifunctional Intelligence 
Support to Site Exploitation

34 - Combat 
Electronic 
Warfare and 
Intelligence 
(Collective)

Section

34-5-
0228

Perform Document and Media 
Exploitation (DOMEX)

34 - Combat 
Electronic 
Warfare and 
Intelligence 
(Collective)

Team 
(TOE)

34-5-
0230

Conduct Electronic Media 
Exploitation (MEDEX)

34 - Combat 
Electronic 
Warfare and 
Intelligence 
(Collective)

Team 
(TOE)

34-5-
0231

Conduct Cellular Exploitation 
(CELLEX)

34 - Combat 
Electronic 
Warfare and 
Intelligence 
(Collective)

Team 
(TOE)

34-6-
2038

Process Captured Enemy 
Documents and Material

34 - Combat 
Electronic 
Warfare and 
Intelligence 
(Collective)

Brigade


