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PREFACE

	Purpose
	This training support package provides the instructor with standardized lesson plans for presenting awareness training on the doctrine covered in Field Manual 7-100.1 Opposing Force: Operations.  It also provides the resources to allow individual soldiers to conduct the training on their own.

	 
	Task number:
159-001-0001

Task title:
Apply the operational-level doctrine for the OPFOR “State” as documented in FM 7-100.1.

Conditions:
Given a classroom environment where you have been provided the possible organizations and tactics opposing a friendly military organization in the Contemporary Operational Environment.
Standard:
Understood the operational-level doctrine that could be employed against the unit.
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	Individual Study
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	Training Aid (VGT/Computer Slides)
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	Training Aid (VGT/Computer Slides)
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	Training Aid (VGT/Computer Slides)
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	Training Aid (VGT/Computer Slides)
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	Training Aid (VGT/Computer Slides)
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	Training Aid (VGT/Computer Slides)
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	Training Aid (VGT/Computer Slides)
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	Training Aid (VGT/Computer Slides)
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	Training Aid (VGT/Computer Slides)
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LESSON 1: 0159-00100000 - INTRODUCTION

1 Aug 2004

SECTION I.
ADMINISTRATIVE DATA

	All Courses Including This Lesson
	Course Number
Course Title 

                           
Command and General Staff Officer Course (CGSOC)

                           
Captains Career Course (CCC)

                           
Officer Basic Course (OBC)

                                               

                           
Warrant Officer Candidate School  (WOCS)

                           
Advanced Noncommissioned Officer Course (ANCOC)

                           
Basic Noncommissioned Officer Course (BNCOC)




	Task(s) 

Taught (*) or

Supported
	Task Number
Task Title 

None



	Reinforced Task(s)
	Task Number
Task Title


None



	Academic Hours
	The academic hours required to teach this lesson are as follows:

 
PEACETIME
MOB
AC
TASS Training Bns
AC/RC
1:00/CO
Resident 
1:00/CO
AT/ADT
1:00/CO
IDT
1:00/CO
Non-res DL
1:00/IP
 
TEST
N/A

TOTAL HOURS

1:00/CO


1:00/CO

1:00/CO

1:00/IP

1:00/CO

 
 

	Test Lesson Number
	
Hours
Lesson No.

Testing


(to include test review) 



N/A

	Prerequisite Lesson(s)
	
Lesson Number
Lesson Title

None 


	Security Clearance/ Access
	Security Level:  Unclassified

Requirements:  There are no clearance or access requirements for the lesson.


	Foreign Disclosure Restrictions
	This product/publication has been reviewed by the product developers in coordination with the TRADOC ADCSINT-Threats foreign disclosure authority.  
This product is releasable to students from all requesting foreign countries without restrictions.

	References
	

	Number
	Title
	Date

	FM 7-100.1
	Opposing Force: Operations
	2004

	Student Study Assignments
	NONE

	Instructor Requirements
	One primary instructor



	Additional
	Name
	Quantity
	Man Hours

	Support
	None
	
	

	Personnel
	
	
	

	Requirements
	
	
	

	Equipment 

Required 


	Name
Overhead projector or

Computer With Microsoft PowerPoint and Projection Equipment
	
	

	Materials Required
	Instructor Materials: 

FM 7-100.1, Opposing Force: Operations

Overhead slides or Lesson CD

Student Materials: 
FM 7-100.1, Opposing Force: Operations

	Classroom, Training Area, and Range Requirements
	1 classroom per class



	Ammunition Requirements
	Name
None
	Student Qty
	Misc Qty

	Instructional Guidance
	NOTE: Before presenting this lesson, instructors must thoroughly prepare by studying the lesson and identified reference material.



	Branch Safety Mgr Approval
	NAME




RANK

POSITION

DATE

N/A

	Proponent Lesson Plan Approvals
	NAME




RANK

POSITION

DATE

Gary E. Phillips


GM15

ADCSINT-Threats
1 Aug 2004


SECTION II.
INTRODUCTION

Method of Instruction:  Conference/Discussion
Instructor-to-student Ratio is: 1: class
Time of Instruction: 5 min
Media:  Instructor

             Overhead Projector and Slides; or Computer and CD

	Motivator


	NOTE: Slide 1 TRADOC DCSINT is initially shown.  

The proponent for this Training Support Package is HQ TRADOC. Send comments and recommendations on DA Form 2028 directly to the OPFOR and Threat Integration Directorate (OTID) of the TRADOC Office of Deputy Chief of Staff for Intelligence at the following address: Director, OTID, ADCSINT-Threats, ATTN: ATIN-T (Bldg 53), 700 Scott Avenue, Fort Leavenworth, KS 66027-1323.

This publication is available at Army Knowledge Online (AKO) at http://www.us.army.mil and on the General Dennis J. Reimer Training and Doctrine Digital Library (ADTDL) at http://www.adtdl.army.mil.

Periodic updates of the OPFOR Field Manuals will occur in accordance with TRADOC Regulation 25-36 The TRADOC Doctrine Literature Program, resulting in changes to this TSP. 

All photos included in this presentation are from the Defense Visual Information Center unless otherwise noted.
Remove Slide 1 and Show Slide 2 INTRODUCTION as the class begins
This manual is part of a series that describes a contemporary Opposing Force (OPFOR) for training U.S. Army commanders, staffs, and units. Together, these manuals outline an OPFOR than can cover the entire spectrum of military and paramilitary capabilities against which the Army must train to ensure success in any future conflict.

Applications for this series of manuals include field training, training simulations, and classroom instruction throughout the Army. All Army training venues should use an OPFOR based on these manuals, except when mission rehearsal or contingency training requires maximum fidelity to a specific country-based threat. Even in the latter case, trainers should use appropriate parts of the OPFOR manuals to fill information gaps in a manner consistent with what they do know about a specific threat.

The TSP designed to support FM 7-100.1 primarily consists of Microsoft PowerPoint presentations created with Office 2000 software. The TSP contains copyright material and may not be further reproduced without permission of the copyright holder.


	Terminal Learning Objective
	Note: Inform the students of the following terminal learning objective requirements.

At the completion of this lesson, you [the student] will:

	
	ACTION:
	Demonstrate knowledge of the genesis of OPFOR doctrine used in the Contemporary Operational Environment.

	
	CONDITION:
	Given a classroom environment.



	
	STANDARD:
	Understood the OPFOR background and terminology as documented in FM 7-100.1.

	
	

	Safety Requirements
	None



	Risk Assessment Level
	Low

NOTE:
Obtain commandant approval of any training that receives a high-risk assessment level.

	Environmental Considerations
	It is the responsibility of all soldiers and DA civilians to protect the environment from damage.  There are no environmental considerations with this lesson. 

	Evaluation
	This is awareness training.  There is no student evaluation associated with this lesson.

	Instructional Lead-In
	NOTE:  Show Slide 3 PURPOSE

General MacArthur’s quote implies the “life and death” seriousness with which we must train and train well. The primary function of contemporary OPFOR doctrine is to challenge the execution in training of U.S. Army mission essential tasks as well as to create tough, realistic conditions in which to execute that training. The more challenging and militarily effective the OPFOR, the better trained the Army will become and therefore more likely to prevail in real-world missions against actual adversaries.

This manual describes the operations utilized by a contemporary Opposing Force (OPFOR) that exists for the purpose of training U.S. forces for potential combat operations. This OPFOR reflects the characteristics of military and paramilitary forces that may be present in the contemporary operational environment (COE). Like those real-world threats, the OPFOR will continue to present new and different challenges for U.S. forces. The COE is constantly changing, and it is important for U.S. Army training environments to keep pace with real-world developments.

The contemporary OPFOR is not modeled after the armed forces of any particular real-world nation or coalition. The OPFOR is a plausible, flexible military and / or nonmilitary force representing a composite of varying capabilities of actual worldwide forces used in lieu of a specific threat force for training and developing U.S. forces. The U.S. Army has designed OPFOR doctrine to satisfy a wide audience including OPFOR soldiers, observers/controllers, those in the simulations community, as well as the units and soldiers to be trained.



SECTION III.
PRESENTATION

	 1.  
Learning Step/Activity 1.  Understand the Contemporary Operational Environment which the U.S. military training models. 


Method of Instruction:
 
Conference/Discussion


Instructor-to-student Ratio:
 
1: class


Time of Instruction:
 
20 min 


Media:

Instructor





Actual material





Overhead Projector and Slides; or Computer and CD


References:

FM 7-100.1, Introduction


Security Classification:

Unclassified

NOTE: Show Slide 4 FIELD MANUAL 7-100.1 ORGANIZATION 

This is the organization of the Operations manual.

NOTE: Show Slide 5 TRAINING FOR THE COE

Before we start examining the OPFOR operations and tactics, it is important to first understand the operational environment and how these OPFOR manuals came into being.  When tasked with establishing a new baseline OPFOR that is appropriate for training the Army for current operational environments and those of the foreseeable future, the TRADOC DCSINT began by studying the nature of those environments, the military capabilities and other elements that reside within them, and how all these elements can affect the ability of the U.S. Army to accomplish its missions.  This analysis not only pointed the way to what kind of OPFOR the Army needs, but also called attention to some other conditions that are required for realistic and relevant training environments.  Collectively, this became known as the contemporary operational environment (COE).

This is the official DOD definition of operational environment (OE). In short, the OE consists of all the conditions, circumstances, and influences that affect military operations. The contemporary operational environment (COE) is the OE that exists in the world today and is expected to exist in the clearly foreseeable future.  It is the set of conditions, circumstances, and influences that U.S. Armed Forces can expect to face when conducting operations in various parts of the world.

The COE is “contemporary” in the sense that it does not represent conditions that existed only in the past or that might exist only in the distant, remote future; but rather those conditions that exist today and in the clearly foreseeable, near future.  It is what people in the Army today are likely to encounter during their military careers.  In training environments, the COE is the OE created to approximate the demands of the real-world COE.
NOTE: Show Slide 6 COE PREMISES

Basic to understanding the nature of this COE are the following premises:

• The United States is not likely to have a peer competitor until the year 2020 or beyond.

• However, nations will continue to field armed forces and use these forces as a tool to pursue national interests.

· As nations use their armed forces (or other instruments of national power) in pursuit of national interests, their actions may cause U.S. intervention, either unilaterally or as a coalition partner, with or without U.N. mandate.

· Nations that believe the United States will act counter to their national interests will develop diplomatic and military plans for dealing with U.S. intervention.  If it comes to a fight, they are not going to fight U.S. forces the same way they would fight their peers or lesser forces in their region.

· Nations will continue to modernize their armed forces within the constraints of their economy but in ways that may negate U.S. overmatch.

•  Advanced technology will be available on the world market for a wide variety of nation-state and non-state actors.

• Non-state actors will play an important role in any regional conflict—either as combatants or noncombatants.

• All combat operations will be significantly affected by a number of variables in the environment beyond simply military forces.
NOTE: Show Slide 7 CRITICAL VARIABLES OF COE

As mentioned on the previous slide, there are variables other than military capabilities that affect operations.  Any OE, in the real world or in the training environment, can be defined in terms of eleven critical variables. While these variables can be useful in describing the overall (strategic) environment, they are most useful in defining the nature of specific OEs. Each of these “conditions, circumstances, and influences” and their possible combinations will vary according to the specific situation. 

The next few slides will discuss each variable in more detail.
NOTE: Show Slide 8 CRITICAL VARIABLES – NATURE AND STABILITY OF THE STATE

It is important to understand the nature and stability of the state (or states) with which or in which the conflict takes place.  Study of this variable measure how strong or weak a country is.  It may be a regional power with a strong government generally supported by the populace or it may be a failing state where the government has ceased to meet the needs of the people. It is important to determine where the real strength of the state lies; it may be in the political leadership, the military, the police, or some other element of the population. 

Understanding this variable will allow U.S. forces to better understand the nature of the military campaign and the true aims of an enemy campaign, operation, or action. It also determines what kinds of threats may be present in a particular country. As you will see, the real threat to U.S. forces may come from elements other than the military. 

NOTE: Show Slide 9 CRITICAL VARIABLES – REGIONAL AND GLOBAL RELATIONSHIPS

Nation-states and/or non-state actors often enter into relationships, which can be regional or global. These partnerships support common objectives, which can be political, economic, military, or cultural. An actor’s membership or allegiance to such a relationship can determine its actions of support and motivation. 

Virtually all conflict will occur with alliances and coalitions, some involving the United States and some involving its adversaries. Potential opponents understand the weaknesses of coalitions and alliances and can find ways to influence U.S.-led coalitions.  Additionally, when actors create regional or global alliances, it can add to their collective capability and broaden the scale of operations and actions.

As the world moves away from the traditional long-term, fixed alliances of the past, regional and global relationships are much more fluid and unpredictable. The choice of a state to be nonaligned does not mean that it will not become involved in a conflict or crisis. It simply means that the state does not make a commitment to another state, alliance, or cause before a situation arises. 

This lack of pre-commitment makes it difficult to predict how actors and forces may align when a situation does arise. Alliances can form or change rapidly, even during the course of an operation or campaign. 
Note: Show Slide 10 CRITICAL VARIABLES – ECONOMICS

The economic variable establishes the boundaries between the “haves” and the “have-nots.”   This gap of economic differences among nation-states and other actors can cause conflict. 

Economic superiority, rather than military superiority, may be the key to power or dominance within a region. However, economic position often represents a nation or non-state actor’s ability to buy military technology or to conduct prolonged operations.

Economics help define the relationship between a nation or non-state actor and other actors at the regional or global level. These regional or global economic relationships could result in military or political assistance. 

Note: Show Slide 11 CRITICAL VARIABLES – SOCIOLOGICAL DEMOGRAPHICS

The sociological demographics variable includes the cultural, religious, and ethnic makeup of a given region, nation, or non-state actor. Extreme devotion to a particular cause or significant hatred of a particular group may provide an enemy with an unshakable will and a willingness to die for the cause. 

U.S. forces may also find that large segments of the population around them are sympathetic to the same cause as the enemy force. Refugees and internally displaced persons may increase the complexity of the environment.  Additionally, the enemy may use civilians as shields or obstacles or as cover for hostile intelligence services.

An estimated 45 percent of the world population currently lives in urban environments, and in the next 15 to 20 years, this is expected to increase to at least 66 percent.  Consequently, it will become increasingly difficult to avoid fighting in urban areas.

The indigenous population can impact U.S. forces in ways other than just combat operations.  The needs of the local population can create heavy demands on U.S. military units, particularly their supply and medical systems.
Note: Show Slide 12 CRITICAL VARIABLES – INFORMATION

We now live in an information-based society that uses computers and other information systems throughout our civilian and military sectors.  The information variable considers the extent to which other actors have access to information technology and how they use it.

Our potential adversaries understand the value of information and information warfare.  Many of them see this as the most productive avenue to offset U.S. conventional capabilities.

We can expect our potential opponents to expand their efforts to attack our computer networks and other information systems and disrupt information flow.  They will use psychological warfare and deception at every level.  And these are only a few of the possible aspects of information warfare.
Note: Show Slide 13 CRITICAL VARIABLES – INFORMATION (CONTINUED)

Media and other information means can make combat operations transparent to the world, visible to all who have access to data. Various actors seek to use perception management to control and manipulate how the public sees things. They will exploit U.S. mistakes and failures and use propaganda to sway the local population to support their cause. Media coverage can impact on U.S. political decision-making, international opinion, or the sensitivities of coalition members.

Even without sophisticated sensors and information systems, actors native to the area or region often have greater situational awareness than U.S. forces. Various actors are able to access commercial systems (such as satellite communications and imagery) for the larger picture. For a more detailed view, they can use human networks operating over normal telephone lines or with cellular telephones to maintain situational awareness. 

Note: Show Slide 14 CRITICAL VARIABLES – PHYSICAL ENVIRONMENT

The main elements in the physical environment are terrain and weather. Potential enemies clearly understand that less complex and open environments favor a U.S. force with its long-range, precision-guided weapons and sophisticated reconnaissance capability. So they will try to avoid the types of operations and environments for which such U.S. forces are optimized. 

They will try to operate in urban areas and other complex terrain and in weather conditions that may adversely affect U.S. military operations and mitigate technological advantages. 

Since the term complex terrain is used often within the OPFOR manuals, it is useful to define what is meant by this term.  Complex terrain is a topographical area consisting of an urban center larger than a village and/or of two or more types of restrictive terrain or environmental conditions occupying the same space.  (Restrictive terrain or environmental conditions include but are not limited to slope, high altitude, forestation, severe weather, and urbanization.) 
Note: Show Slide 15 CRITICAL VARIABLES – TECHNOLOGY

The technology that nations or non-state actors can bring to the operational environment includes what they can develop and produce, as well as what they could purchase and import. Access to technological advances available on the global market is slowly eating away at the technological advantage the United States has enjoyed in the past.

It is likely that some high-end forces in a particular region of the world could field a few systems that are more advanced than those of the U.S. force deployed there. Easy access to new technology allows potential adversaries to achieve equality or even overmatch U.S. systems in selected niche areas. Many countries are trying to acquire relatively low-cost, high-payoff, new technologies. In addition, upgrades and hybridization allow older systems to compete with more modern capabilities, thus neutralizing the technical advantage of many modern forces. 

An example of how regular military and/or paramilitary forces can pose a threat to advanced air forces is sophisticated man-portable antiaircraft weapons (most threatening if covertly positioned near airheads).  The British Blowpipe family of shoulder-fired weapons, shown in the right picture on the slide, offers up to three highly accurate, hyper-velocity, guided missiles per launcher.  While the launchers might be considered expensive, they are low-cost in comparison to the aircraft.

In urban areas or other complex terrain, less advanced systems, such as those shown in the left picture on the slide, may still find effective uses. Various actors may find adaptive and innovative ways of using systems for other than their originally intended applications. 
Note: Show Slide 17 CRITICAL VARIABLES – EXTERNAL ORGANIZATIONS (Slide 16 is hidden – instructor notes only)

When the U.S. Army goes into a failed state or into areas torn by conflict, we are likely to find international humanitarian relief organizations there.  They will be trying to help the local population deal with manmade and natural disasters and disease, hunger, and poverty. The presence of transnational corporations operating in the country or region can also place pressure on U.S. forces to avoid collateral damage to civilian life and property.  Additionally, U.S. forces may be used to provide security for these various external organizations.

Other civilian noncombatants from outside the region can also be endangered.  These may include diplomatic personnel, other government employees, media, or private citizens from the U.S. or other countries.  These personnel may become eligible for noncombatant evacuation operations conducted by U.S. forces. 

Note: Show Slide 18 CRITICAL VARIABLES – EXTERNAL ORGANIZATIONS (CONTINUED)

These external organizations will continue to grow in influence and power, as well as in willingness to become involved in crisis situations that were previously purely military operations.

We must be aware that these organizations and their individual members can have both stated and hidden interests and objectives.

Some organizations are favorable to U.S. efforts and are willing to provide us assistance regarding the culture, languages, and peculiarities of the local population.

Alternatively, an organization or at least some of its members may have the same cultural background or ideology as the enemy and may adversely affect U.S. mission accomplishment or may create situations that lead to conflict. 
Note: Show Slide 19 CRITICAL VARIABLES – NATIONAL WILL

The variable of national will reflects how much each country’s people and government are behind what the military or paramilitary forces are doing. This can influence the objectives of a conflict, the duration of the conflict, and the conditions for ending the conflict.

A country will try to attack its opponent’s national will and still preserve its own.  This is often done via psychological warfare questioning the enemy’s reasons for violence while national information campaigns explain to its own citizens its rationale for military action. Clearly, most foreign countries view U.S. national will as a point of vulnerability. Thus, a potential adversary may perceive the collective will of his people as a comparative advantage against the United States.

History has proven that battlefield victory does not always go to the best-trained, best-equipped, and most technologically advanced force. Victory often goes to the side that most wants to win, needs to win, and is willing to sacrifice to do so.

In the famed WWI recruiting poster, Uncle Sam proclaimed “I want you” to America’s young men in hopes that they would volunteer to wage war against Germany’s aggression.  In contrast, protests in a country against war can negatively impact the national will of its citizenry.  Enemy propaganda attacks upon America’s national will usually will portray the United States as the warmonger, when all our enemies supposedly want is peace. Of course, they want peace, in order to continue their activities undisturbed. This plea for peace diminishes our national will by appealing to the pacifists who protest any military action regardless of its justification.  

Note: Show Slide 20 CRITICAL VARIABLES - TIME 

In most cases, potential opponents of the United States view time as being in their advantage. When U.S. forces have to deploy into the area over long time and distance, the opponent can use this time to adjust the nature of the conflict to something for which the U.S. forces are not prepared.  It can also use this time to prepare for adaptive operations against U.S. forces.

First, the opponent will try to control the entry of U.S. forces into the area. If access control fails, the enemy still has the opportunity to oppose lightly equipped U.S. early-entry units and try to prevent full deployment of the rest of the force. 

The opponent will try to speed up the tempo, to rapidly defeat its local or regional enemy or to defeat U.S. early-entry forces before the United States can deploy overwhelming military power. If that fails, the opponent will try to prolong the conflict and to outlast the U.S. will to continue.

Note: Show Slide 21 CRITICAL VARIABLES – MILITARY CAPABILITIES 
From the Army’s point of view, the variable of military capabilities may be the most important. The U.S. Army must determine the ability of threat paramilitary and nonmilitary organizations to project military power outside their base region to affect U.S. strategic, operational, or tactical activities.  (Note that a nonmilitary organization can have military capabilities, as in a transnational corporation with its own private security organization). 

However, all the other variables can affect military capabilities. Potential enemies can use any or all of these 11 factors against the Army as it tries to accomplish its missions in various parts of the world or in various training environments.

Military capabilities are also a relative term, measured against the capabilities of a particular potential opponent against which they might be applied.  Most of the military forces in the world continue to operate in conventional ways, which remain sufficient against other local and regional actors.

However, once the U.S. becomes involved, these same military forces may have to use adaptive approaches.  Various nations and other foreign entities around the world study the United States and its military forces.  They generally view the U.S. as a major power–the world’s only superpower–with an overall advantage in technology and war fighting capability.  Despite these strengths, other actors see some weaknesses that they may be able to exploit.  They can use these perceptions as a guide to optimizing the effectiveness of their own forces and to find ways to negate current U.S. advantages.
CHECK ON LEARNING:  Conduct a check on learning and summarize the activity.

2.  
Learning Step/Activity 2.  Understand the background that led to the evolution of the COE and the contemporary OPFOR. 


Method of Instruction:

Conference / Discussion


Instructor-to-student Ratio:

1: class


Time of Instruction:

10 min 


Media:

Instructor





Actual material





Overhead Projector and Slides; or Computer and CD

 
References:

FM 7-100.1, Introduction


Security Classification:

Unclassified

NOTE: Show Slide 22 ENEMY, THREAT, & OPFOR 

Before going further into the COE, the contemporary OPFOR, and the intended uses of this manual, it may be useful to define some key terms and the distinctions among them. It is important to distinguish among the terms enemy, threat, and OPFOR and to use them correctly.  Additionally, as we examine the opposing force, it is important to understand the difference between the Cold War OPFOR when we were basically focused on the old Soviet Union, and the contemporary OPFOR we use today.

The evolving nature of enemies and threats in the real world drives the nature of the OPFOR we use in U.S. Army training.  In the real world, and in the training environment, we need to consider contemporary nation-states and non-state threats and other actors.

We will now look at these areas in more detail.

NOTE:   Show Slide 23 ENEMY

In our current ‘War on Terror,’ Osama Bin Laden is the single character most identifiable as “our enemy” and embodies the hate that his al Qaeda terrorist organization represents. During the Gulf War of 1991 and the war in Iraq in 2003, Saddam Hussein was the coalition’s enemy. 

ENEMY

The U.S. Army defines enemy as “the individual, group of individuals (organized or not organized), paramilitary or military force, national entity, or national alliance that is in opposition to the United States, its allies, or multinational partners.” In other words, the enemy is whoever is actually opposing the United States in a particular conflict.  Thus, this term is synonymous with adversary or opponent.

NOTE: Show Slide 24 THREAT

A potential adversary is sometimes designated as a threat.  In this sense, the Army defines a threat as “any specific foreign nation or organization with intentions and military capabilities that suggest it could become an adversary or challenge the national security interests of the United States or its allies.” To be a threat, a nation or organization must have both the capabilities and the intention to challenge the United States. Once hostilities actually begin, the threat becomes the enemy.

An example of a threat is the old Soviet Union.  The USSR was seen as a potential adversary of the United States and had the military capabilities that matched our own.  Fortunately, the circumstance never arose where hostilities began and they became the enemy.

NOTE: Show Slide 25 OPPOSING FORCE

In the training environment, an Opposing Force (OPFOR) must be able to represent various kinds of military and/or paramilitary forces of nation-state and/or non-state actors.  An OPFOR is a training tool that should allow the U.S. Army to train against a challenging and plausible sparring partner that represents the wide range of possible opponents the Army could face in actual conflict. Like any real-world opponent, the OPFOR has its strengths and weaknesses.  It is likely to think and act differently from the U.S. force it faces.  It enables training of all arms of the Army and prepares the Army for potential combat operations.

During the road to war leading up to events in a training scenario, the OPFOR may play the role of a “threat” (potential enemy) that is on the verge of becoming an enemy. However, the actual training event usually deals with a state of hostilities. Thus, once hostilities begin in the training event, the OPFOR acts as the “enemy” of the U.S. force in the training environment. 

NOTE: Show Slide 26 COLD WAR OPFOR

During the Cold War period, the Army employed OPFORs based on specific real-world threats.

When the Army established its OPFOR program in 1976 with Army Regulation 350-2, it could hardly have envisioned today’s computerized constructive and virtual simulations, or even the evolving requirements of live simulations. It defined an OPFOR simply as “an organized force created by and from U.S. Army units to portray a unit of a potential adversary armed force.” Thus, all OPFORs were originally threat-based, in the sense that they replicated the forces, capabilities, and doctrine of a particular country officially recognized as a threat or potential adversary.

In the midst of the Cold War, the 1976 regulation identified only one potential adversary against which to train: the Soviet Union.  In 1978, a revision of the regulation added North Korea as a second threat for replication by an OPFOR. Over time, the Army developed other OPFORs to replicate other threats emerging in places ranging from Latin America and Southwest Asia.

NOTE: Show Slide 27 HOW THE WORLD HAS EVOLVED

So, in the Cold War period, our Army was focused on one threat: from the old Soviet bloc.  But, you will notice that that wasn’t where we ended up fighting.  (See the flashes on the red arrow at the bottom.)  Then, as now, there were actually many threats or potential threats around the world.

Then you see where we are today, and how we are evolving to meet the needs of the contemporary operational environment of the 21st century.  In the future, where we fight and who we fight will remain unpredictable.

So, what kind of an OPFOR does the Army need in order to train for the COE?
NOTE: Show Slide 28 CONTEMPORARY OPPOSING FORCE

Training U.S. forces for the COE requires a new kind of OPFOR. The contemporary OPFOR must be less predictable and not based on the armed forces of a particular country. In today’s world, the U.S. Army must be prepared to go anywhere and perform its full range of missions. It must be ready to do so in the face of various possible threats and at the same time be prepared to deal with third-party actors that may have other interests.

Not all threats are purely military in nature. Therefore, the U.S. Army now uses the above definition for OPFOR, which could include, or consist solely of, a paramilitary element. In some environments, a military force can also operate in conjunction with paramilitary forces. 

Various agencies and experts have different lists of real-world threats the United States might have to face. If the U.S. Army were to pick any one of these threats as the threat against which to train, there is no certainty that this threat would be the one the Army would actually fight. What is needed is a composite that is representative of the full range and variety of possible threats and operational environments. It must have a bit of everything–it could be virtually anybody, anywhere. Therefore, this manual defines this representative composite in a way that is flexible enough to fit the most demanding U.S. Army training requirements and provides a framework for training that creates the leaders, soldiers, and unit skills necessary for success on the next battlefield.

CHECK ON LEARNING:  Conduct a check on learning and summarize the activity.
3.    Learning Step/Activity 3.   Understand the contemporary threats and other actors who might play an influential role in the COE. 


Method of Instruction:
 
Conference/Discussion


Instructor-to-student Ratio:
 
1: class


Time of Instruction:
 
5 min 


Media:

Instructor





Actual material





Overhead Projector and Slides; or Computer and CD


References:

FM 7-100.1, Introduction


Security Classification:

Unclassified




NOTE:  Show Slide 29 CONTEMPORARY THREATS & ACTORS

There are many types of actors or participants in today’s complex world environment. Some of the actors are countries (also called nation-states) and some are not. Nation-states are still dominant actors. However, some power is shifting to nontraditional actors and transnational concerns. There are many potential challenges to traditional concepts like balance of power, sovereignty, national interest, and roles of nation-state and non-state actors.

Of course, not all actors are threats. To be a threat, a nation or organization must have both the capabilities and the intention to challenge the United States. The capabilities in question are not necessarily purely military, but encompass all the elements of power available to the nation or organization. 

NOTE: Show Slide 30 NATION-STATE ACTORS

According to their roles and stature in the international community, nation-states fall into the subcategories of core states, transition states, rogue states, and failed or failing states. The category of core states includes more than half of the nearly 200 countries in the world today. These are basically democratic (although to varying degrees) and share common values and interests. Within this larger group, there is an “inner core” of major powers. These are the advanced countries, including the United States, that generally dominate world politics. Most conflict with global consequences will involve the core states in some fashion or another.

Transition states are other larger, industrial-based countries–mostly emerging regional powers–that are striving to become major powers. High-end transition states are moving from an industrial-based society to an information-based society. Low-end transition states are seeking to move from an agricultural-based society to an industrial base. Some transition states may eventually join the ranks of core states and even become major powers within that context.  However, the results of the transition are uncertain: will they eventually join us, or will they become competitors?

Rogue states are those that are hostile to their neighbors or to core states’ interests. These countries can sponsor international terrorism or even confront U.S. military forces operating in the region. They sometimes sell or give armaments to countries we would rather they did not.  Failed or failing states are fragmented in such a way that a rule of law is absent; their instability is a threat to their neighbors and the core states.

Countries can move from one category to another, as conditions change. Sometimes countries join together in multinational alliances and coalitions. Together, they have more strength and can become a power to be reckoned with.  Here is where many analysts believe is the greatest potential for a peer competitor to arise. 

NOTE: Show Slide 31 NON-STATE ACTORS
Non-state actors are those that do not represent the forces of a particular nation-state. Such non-state elements include rogue actors and third-party actors.

Like rogue states, rogue actors are hostile to other actors; however, they may be present in one country or extend across several countries. Examples include insurgents, guerrillas, mercenaries, and transnational or subnational political movements. Particular sources of danger are terrorists and drug-trafficking or criminal organizations, since they may have the best technology, equipment, and weapons available–simply because they have the money to buy them. They may use terror tactics and militarily unconventional methods to achieve their goals.

NOTE: Show Slide 32 NON-STATE ACTORS – THIRD PARTY ACTORS

Third-party actors may not be hostile to other actors. However, their presence, activities, and interests can affect the ability of military forces to accomplish their mission when operating in a foreign country. These actors can be refugees and other civilians on the battlefield, including international humanitarian relief agencies, transnational corporations, and the news media.
CHECK ON LEARNING:  Conduct a check on learning and summarize the activity.
RC
4.
Learning Step/Activity 4.   Understand the OPFOR and their behavior characteristics, as it exists within the COE.



Method of Instruction:
 
Conference / Discussion


Instructor-to-student Ratio:
 
1: class


Time of Instruction:
 
5 min 


Media:

Instructor





Actual material





Overhead Projector and Slides; or Computer and CD


References:

FM 7-100.1, Introduction


Security Classification:

Unclassified

NOTE:  Show Slide 33 CONTEMPORARY OPFOR CHARACTERISTICS

The FM 7-100 series of manuals introduces the baseline of an OPFOR that is representative of contemporary nation-states.  It is applicable to the entire training community, including all of the combat training centers (CTCs), the TRADOC schools, and units in the field.

This manual focuses on an OPFOR that represents the forces of an artificial country called “the State.”  It describes this artificial country in terms of the eleven critical variables of the COE.  It is not a peer competitor of the United States, but is a regional power in its part of the world. The State develops and maintains its Armed Forces and its other instruments of national power primarily with the aim of maintaining and expanding its regional dominance.  However, it is capable of challenging the United States in the region, although it does not design its forces just to fight the United States or its allies.  In fact, it designs them primarily to deal with regional threats.

The OPFOR may be the Armed Forces of this fictitious country.  But, in a broader sense at the strategic level, the OPFOR includes not only the military and paramilitary forces of this “State,” but also the State’s diplomatic-political, informational, and economic instruments of power.  It is also possible that the State could be part of an alliance or coalition, in which case the OPFOR could include allied forces.  These nation-state forces may also operate in conjunction with non-state actors, such as insurgents, terrorists, and drug or criminal organizations–which we refer to as “affiliated forces.”  The OPFOR can use any or all of these means, in varying combinations, according to the situation.

Since OPFOR baseline doctrine is a composite of how various forces worldwide might operate, it uses some terminology that is common with that of other countries, including the United States.  Although some OPFOR terms are specifically defined in the FM, whenever possible, OPFOR doctrine uses established U.S. military terms–with the same meaning as defined in FM 1-02.

NOTE:  Show Slide 34 CONTEMPORARY OPFOR CHARACTERISTICS (CONTINUED)

As a training tool for the U.S. Army, the OPFOR cannot be a static, predictable force.  It must be tailorable to meet the training requirements of our units, plus reflective of a number of possible threats we may face.  Consequently, the FM 7-100 series of manuals were developed with the following characteristics in mind:

Flexibility. The OPFOR baseline presented in this manual often says that the State or the OPFOR “may” be able to do something or “might” or “could” do something. It also uses progressive forms of verbs to say that the State has a “growing” economy or “is developing” a capability or “is continually modernizing.” The purpose of these non-specific statements is to provide scenario writers with the flexibility to determine what the State or the OPFOR actually has at a given point in time or a given place on the battlefield–in a particular scenario.  This provides the framework for users of the manual to develop an OPFOR appropriate for their specific training requirements. 

Thinking. This manual describes how the OPFOR thinks, especially how it thinks about fighting its regional neighbors and/or the United States. This thinking determines basic OPFOR strategy–as well as operations and tactics.  However, just because the U.S. force knows something about how the OPFOR has fought in the past does not mean that the OPFOR will always continue to fight that way. This series of manuals allows for a thinking OPFOR that will learn from its own successes and failures, as well as those of its potential enemies. Consequently, the OPFOR will adapt its thinking, its makeup, and its way of fighting to accommodate these lessons learned and will continuously look for innovative ways to deal with the United States and its armed forces. 

Adaptability. The OPFOR has developed its doctrine, force structure, and capabilities realizing they will be used against both regional and extraregional opponents, if necessary. Consequently, it has thought about and trained for how to adapt once an extraregional force becomes engaged. It has included this adaptability in its doctrine in the form of general principles, based on its perceptions of the United States and other threats to its goals and aspirations. It avoids types of operations and environments for which U.S. forces are optimized and will make further adaptations, based on experience and opportunity.  The result is a contemporary OPFOR that is less predictable than OPFORs in the past and will be difficult to template as it adapts and attempts to create opportunity. 

Initiative - Like U.S. Army doctrine, OPFOR doctrine must allow sufficient freedom for bold, creative initiative in any situation. The OPFOR that U.S. units encounter in various training venues will not apply its doctrine blindly or unthinkingly, but will use its experience and assessments to interpolate from this baseline in light of specific situations. Thus, U.S. units can no longer say that the OPFOR has to do certain things and cannot do anything that is not expressly prescribed in established OPFOR doctrine. Although doctrine guides OPFOR actions in support of the State’s objectives, OPFOR leaders apply it with judgment and initiative. 

SECTION IV.
SUMMARY
Method of Instruction: Conference/Discussion

Instructor-to-student Ratio is: 1: class

Time of Instruction: 5 min  

Media:  Instructor


Overhead Projector and Slides; or Computer and CD


	Check on Learning
	Conduct a check on learning and summarize the lesson.

	Review/ Summarize Lesson
	Note: Show Slide 36 INTRODUCTION SUMMARY (Slide 37 is hidden – instructor notes only)

This lesson provided a basic introduction to the Army’s OPFOR program and the organization of the OPFOR operations manual.  It discussed the various premises of the contemporary operational environment and examined each of the 11 critical variables of the COE in detail. The lesson reviewed the background of the Army’s OPFOR program and provided definitions of key terms required to understand the program, including enemy, threat, and OPFOR.  It then discussed the various contemporary actors or participants in today’s complex world environment, including both nation-state and non-state actors.  Finally it examined some of the characteristics of the contemporary OPFOR that will be utilized by our forces to conduct training.



SECTION V.
STUDENT EVALUATION

	Testing Requirements
	NOTE: Describe how the student must demonstrate accomplishment of the TLO. Refer student to the Student Evaluation Plan.

	 
	N/A.  Testing is not conducted for Awareness Training.

	Feedback Requirements
	NOTE: Feedback is essential to effective learning.  Schedule and provide feedback on the evaluation and any information to help answer students' questions about the test.  Provide remedial training as needed.
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SECTION II.
INTRODUCTION

Method of Instruction:  Conference/Discussion
Instructor-to-student Ratio is: 1: class
Time of Instruction:  5 min

Media:  Instructor

             Overhead Projector and Slides; or Computer and CD

	Motivator


	NOTE: Show Slide 1 TRADOC DCSINT 

The proponent for this Training Support Package is HQ TRADOC. Send comments and recommendations on DA Form 2028 directly to the OPFOR and Threat Integration Directorate (OTID) of the TRADOC Office of Deputy Chief of Staff for Intelligence at the following address: Director, OTID, ADCSINT-Threats, ATTN: ATIN-T (Bldg 53), 700 Scott Avenue, Fort Leavenworth, KS 66027-1323.

This publication is available at Army Knowledge Online (AKO) at http://www.us.army.mil and on the General Dennis J. Reimer Training and Doctrine Digital Library (ADTDL) at http://www.adtdl.army.mil.

Periodic updates of the OPFOR Field Manuals will occur in accordance with TRADOC Regulation 25-36 The TRADOC Doctrine Literature Program, resulting in changes to this TSP. 

All photos included in this presentation are from the Defense Visual Information Center unless otherwise noted.



	Terminal Learning Objective
	Note: Inform the students of the following terminal learning objective requirements.

At the completion of this lesson, you [the student] will:

	
	ACTION:
	Demonstrate knowledge of the strategic framework employed by the State. 


	
	CONDITION:
	Given a classroom environment.

	
	STANDARDS:
	Understood the strategic framework employed by the State.

	
	

	Safety Requirements
	None



	Risk Assessment Level
	Low

NOTE:
Obtain commandant approval of any training that receives a high-risk assessment level.

	Environmental Considerations
	It is the responsibility of all soldiers and DA civilians to protect the environment from damage.  There are no environmental considerations with this lesson. 

	Evaluation
	This is awareness training.  There is no student evaluation associated with this lesson.

	Instructional Lead-In
	NOTE: Show Slide 2 CHAPTER 1: STRATEGIC FRAMEWORK

This chapter describes the State’s national security strategy and how the State designs campaigns and operations to achieve strategic goals outlined in the strategy.  This provides the general framework used by the State to plan and execute military actions at the operational level.


	SECTION III.
PRESENTATION
1.     Learning Step/Activity 1.  Understand the national security strategy of the State.  


Method of Instruction:
 
Conference/Discussion


Instructor-to-student Ratio:
 
1: class


Time of Instruction:
 
5 min 


Media:

Instructor





Actual material





Overhead Projector and Slides; or Computer and CD


References:

FM 7-100.1, Chapter 1


Security Classification:

Unclassified


NOTE: Show Slide 3 NATIONAL SECURITY STRATEGY

National security strategy is the State’s vision for itself as a nation and the underlying rationale for building and employing its instruments of national power. It outlines how the State plans to use its diplomatic-political, informational, economic, and military instruments of power to achieve its strategic goals. 

Although the term security is used, the State’s national security strategy defines not just what the State wants to protect or defend, but what it also wants to achieve. 

NOTE: Show Slide 4 INSTRUMENTS OF NATIONAL POWER

Instruments of national power represent the tangible resources that can be manipulated and employed as part of the State’s overall national security strategy.

A brief summary of each instrument follows: 

Diplomatic-Political: The State has a diplomatic corps that promotes its goals and protects its national interests within the international environment.  These diplomatic means support its national security strategy both regionally and internationally.

Informational: The State communicates and controls information in order to inform its own population and foreign nations about its policies and actions, and to create a positive image.  Since the control of all information is critical to the State, all State agencies and departments follow strict guidelines to ensure the total control and appropriate dissemination of information.

Economic: The State promotes aggressive use of economic means to achieve its goals.  This includes regional and international economic aid, trade agreements, or economic sanctions that support the State’s goals.  Economic superiority, rather than military superiority, may be the key to the State’s dominance in the region and to international recognition.

Military: The military is the State’s most powerful and effective instrument of power.  The State can use its military to support and attain its tactical, operational, and strategic goals, and support its national security strategy.

NOTE: Show Slide 5 NATIONAL COMMAND AUTHORITY

In the State, the National Command Authority (NCA) exercises overall control of the application of all instruments of national power in planning and carrying out the national security strategy. The NCA consists of the State’s President, the Minister of Foreign Affairs, Minister of Public Information, Minister of Finance and Economic Affairs, Minister of the Interior, Minister of Defense, and other members selected by the President.  Thus, the NCA exercises overall control of the application of all instruments of national power.

The President also appoints a Minister of National Security, who heads the Strategic Integration Department (SID) within the NCA.  The SID coordinates the plans and actions of all State ministries, but particularly those associated with the instruments of power.  The SID is the overarching agency responsible for integrating all the instruments of national power under one cohesive national security strategy. 

NOTE: Show Slide 6 NATIONAL STRATEGIC GOALS

As mentioned earlier, national security strategy is designed to achieve the State’s strategic goals, as determined by the National Command Authority (NCA).  The primary long-term goal is to expand the State’s influence in the region. Additionally, the State wants to improve its position within the global community.

Supporting the overall, long-term strategic goals are more specific ones that will enable the State to eventually attain their strategic objectives.  Examples of these are–

•Annexation of territory

•Economic expansion

•Destruction of an insurgency

•Protection of a related minority in a neighboring country

•Acquisition of natural resources located outside the State’s boundaries

•Destruction of external weapons, force, or facilities that threaten the State

•Defense of the State against invasion

•Preclusion or elimination of outside intervention

(A real-world example of a state trying to expand its influence in the region is Iraq’s invasion of Kuwait in 1990.)
CHECK ON LEARNING:  Conduct a check on learning and summarize the activity.

2.     Learning Step/Activity 2.  Understand the NCA’s development of a national strategic campaign. 

Method of Instruction:

Conference / Discussion


Instructor-to-student Ratio:

1: class


Time of Instruction:

5 min 


Media:

Instructor





Actual material





Overhead Projector and Slides; or Computer and CD


References:

FM 7-100.1, Chapter 1


Security Classification:

Unclassified 

NOTE:   Show Slide 7 NATIONAL STRATEGIC CAMPAIGN

To achieve one or more specific strategic goals, the NCA will develop and implement a specific national strategic campaign. This campaign is the aggregate of actions of all the State’s instruments of power to achieve a specific set of the State’s strategic goals against internal, regional, and/or extraregional opponents. There would normally be a diplomatic-political campaign, an information campaign, and an economic campaign, as well as a military campaign. All of these must fit into a single, integrated national strategic campaign. 

The NCA will develop a series of contingency plans for a number of different specific strategic goals that it might want or need to pursue. These contingency plans often serve as the basis for training and preparing the State’s forces. These plans would address the allocation of resources to a potential strategic campaign and the actions to be taken by each instrument of national power contributing to such a campaign. 

Although the NCA would approve only one strategic campaign for implementation at a time, a single campaign could include more than one specific strategic goal.

NOTE:   Show Slide 8 NATIONAL STRATEGIC CAMPAIGN (EXAMPLE)

This map is an example of how multiple strategic goals could be incorporated into a single strategic campaign.  In this case, the State is attempting to annex territory from a hostile neighbor to the west, while trying to defeat an insurgency to the north.  In the course of these operations, the State must defend against a possible invasion to the east from an outside aggressor.

NOTE:   Show Slide 9 MILITARY STRATEGIC CAMPAIGN PLAN

Within the context of the national strategic campaign, the Ministry of Defense and General Staff develop and implement a military strategic campaign.

During peacetime, the Operations Directorate of the General Staff develops, staffs, and continually reviews the military strategic campaign plan (SCP).  Since all elements of national power are included in the State’s SCP, the military must ensure that their plan fits with the conditions created by the ministries in charge of the other three instruments of power.

The focus of the planning by the State’s Armed Forces is on the military aspects of regional, transition, and adaptive operations.  A military strategic campaign may include several combined arms, joint, and/or interagency operations.  If the State succeeds in forming a regional alliance or coalition, these operations may also be multinational.

The Chief of the General Staff, with NCA approval, defines the theater in which the Armed Forces will conduct the military campaign and its subordinate operations. He determines the task organization of forces to accomplish the operational-level missions that support the overall campaign plan. He also determines whether it will be necessary to form more than one theater headquarters. 

In wartime, the Operations Directorate, now part of the Supreme High Command, continues to review the military SCP and modifies it or develops new plans based on direction from the Chief of the General Staff.  The ultimate plan will generate options and contingency plans for various situations that may arise and will provide guidance to the operational-level commanders.

The military SCP directs operational-level military forces, and each command identified in the SCP prepares an operation plan that supports the execution of its role in that SCP. The SCP assigns forces to operational-level commands and designates areas of responsibility (AORs) for those commands.

(A real-world example of a military strategic campaign plan is the Overlord plan during World War II.)

NOTE:   Show Slide 11 STRATEGIC LEVEL COURSES OF ACTION (Slide 10 is hidden – instructor notes only)

In order to achieve its national security strategy, the State conducts four basic types of strategic-level courses of action.  Each course of action involves the use of all four instruments of national power, but to different degrees and in different ways.  

The four different COAs are–

•Strategic operations–strategic-level course of action that uses all instruments of power in peace and war to achieve the goals of the State’s national security strategy by attacking the enemy’s strategic centers of gravity. 

•Regional operations–strategic-level course of action (including conventional, force-on-force military operations) against opponents the State overmatches, including regional adversaries and internal threats.

•Transition operations–strategic-level course of action that bridges the gap between regional and adaptive operations and contains some elements of both, continuing to pursue the State’s regional goals while dealing with the development of outside intervention with the potential for overmatching the State. 

•Adaptive operations–strategic-level course of action to preserve the State’s power and apply it in adaptive ways against opponents that overmatch the State. 

NOTE:   Show Slide 12 FRAMEWORK FOR IMPLEMENTING NATIONAL SECURITY STRATEGY

Although these are referred to as “operations,” each of the four COAs is actually a subcategory of strategy.  Each of these operations is an aggregation of the effects of tactical, operational, and strategic military actions, used in conjunction with the other three instruments of national power.

The type of operation the State conducts at a specific time depends on both the threat and other conditions present in the operational environment.  The chart on this slide depicts the State’s basic concept for how it would apply the 4 COAs in the implementation of its national security strategy.

What the State calls “strategic operations” is actually a universal strategic COA the State would use to deal with all situations–in peacetime and war, against all kinds of opponents, potential opponents, or neutral parties.  Once war begins, these “strategic operations” continue and take place concurrently with regional, transition, or adaptive operations.  The other operations are conducted only during war and only under certain conditions. 

NOTE:   Show Slide 13 NATIONAL SECURITY STRATEGY – BRANCHES AND SEQUELS

The national security strategy identifies branches, sequels, and contingencies and the role and scope of each type of strategic-level action within these modifications to the basic strategy. Successful execution of these branches and sequels can allow the State to resume regional operations and thus achieve its strategic goals. 

This chart depicts examples of branches and sequels to the national security strategy and how the State always desires to return to regional operations. (The numbers refer back to those on the various elements on the chart.  Animation is included in the slide show mode to add each element as it is discussed.)

1st Click

(1) The State achieves its strategic goals without combat, through strategic operations that compel other actors to yield to the State’s will.

2nd Click

(2) The State must react to a particular regional threat or seizes an opportunity to change the status quo in the region.

(3) While strategic operations continue, the State achieves its strategic goals through regional operations against weaker neighbors, without extraregional intervention.

3rd Click

(4) An extraregional power threatens to intervene.

(5) The State deters extraregional intervention through strategic operations.

(6) The State achieves its strategic goals after deterring intervention.

4th Click

(7) The State is unable to deter intervention; it begins transition operations.

(8) The State defeats early-entry forces or causes extraregional forces to withdraw from the region; then it transitions back to regional operations.

5th Click

(9) Extraregional forces are fully deployed and overmatch State forces; the State conducts adaptive operations.

(10) Extraregional forces withdraw from region after defeat or stalemate; the State begins transition back to regional operations.

(11) The State achieves its strategic goals after extraregional intervention.
CHECK ON LEARNING:  Conduct a check on learning and summarize the activity.
3.  
Learning Step/Activity 3.   Understand the various strategic operations conducted by the State.

Method of Instruction:
 
Conference/Discussion


Instructor-to-student Ratio:
 
1: class


Time of Instruction:
 
10 min 


Media:

Instructor





Actual material





Overhead Projector and Slides; or Computer and CD


References:

FM 7-100.1, Chapter 1


Security Classification:

Unclassified

NOTE: Show Slide 15 STRATEGIC OPERATIONS (Slide 14 is hidden – instructor notes only)

Strategic operations involve the application of all four instruments of national power at the direction of national-level leadership in the NCA.  These operations occur throughout the strategic campaign and span the spectrum from peacetime to wartime conditions. During regional, transition, or adaptive operations, the State employs all its instruments of power in strategic operations against the enemy’s strategic centers of gravity. Even before the outset of regional operations, the State lays plans to prevent outside intervention in the region while defeating its internal or regional enemies or otherwise achieving its strategic goals. If extraregional intervention occurs, the State continues to employ strategic operations while conducting transition and adaptive operations. 

Once war begins, strategic operations become an important, powerful component of the State’s strategy for total war using “all means necessary.” What the various instruments of power do and which ones dominate in strategic operations at a given time depends on the same circumstances that dictate shifts from regional through transition to adaptive operations. In most cases, the diplomatic-political, informational, and economic means tend to dominate. 

During strategic operations, military means are most often used to complement those other instruments of power to achieve State goals. For example, the military means are likely to be used against key political or economic centers or tangible targets whose destruction affects intangible centers of gravity, rather than against military targets for purely military objectives.

(Vietnam is a real world example of a regional power that targeted our strategic centers of gravity very successfully, especially public opinion and national will.)

NOTE: Show Slide 16 STRATEGIC OPERATIONS (CONTINUED)

Against such targets, the State will employ all means available: diplomatic initiatives, IW, economic pressure, terrorist attacks, State-sponsored insurgency, direct action by Special-Purpose Forces (SPF), long-range precision fires, and even weapons of mass destruction (WMD) against selected targets. These efforts often place noncombatants at risk and aim to apply diplomatic-political, economic, and psychological pressure by allowing the enemy no sanctuary. 

NOTE: Show Slide 17 REGIONAL OPERATIONS

The State possesses an overmatch in most, and sometimes all, elements of power against regional opponents. It is able to employ that power in a conventional operational design focused on offensive action. A weaker regional neighbor may not actually represent a threat to the State, but rather an opportunity that the State can exploit. 

In such conditions, the State’s doctrine, organization, capabilities, and national security strategy allow it to deal with internal and regional threats or opportunities primarily through offensive action. This enables the State to control its own population and dominate neighboring nations, at least at the outset. The State plans these operations well in advance and executes them as rapidly as possible, in order to preclude regional alliances or outside intervention.

The State designs its military forces and employs an investment strategy that ensures superiority in conventional military power over any of its regional neighbors. Regionally focused operations typically involve “conventional” patterns of operation and includes combined arms, joint, interagency, and/or multinational operations. The term conventional does not mean that the State will use only conventional forces and conventional weapons in such a conflict, though, nor does it mean that the State will not use some adaptive approaches. 

As stated previously, the State continues its strategic operations even during the conduct of regional operations.  Among other objectives, one of the main purposes of continuing strategic operations is to preclude outside intervention.
(A real world example of regional operations is North Vietnam’s offensive operations conducted against South Vietnam.)

NOTE: Show Slide 19 TRANSITION OPERATIONS (Slide 18 is hidden – instructor notes only)

Transition operations serve as a pivotal point between regional and adaptive operations. The transition may go in either direction. The fact that the State begins transition operations does not necessarily mean that it must complete the transition from regional to adaptive operations (or vice versa). As conditions allow or dictate, the “transition” could end with the State conducting the same type of operations as before the shift to transition operations. 

The State conducts transition operations when other regional and/or extraregional forces threaten the State’s ability to continue regional operations in a conventional design against the original regional enemy. At the point of shifting to transition operations, the State still has the ability to exert all instruments of national power against an overmatched regional enemy. 

Although the State would prefer to achieve its strategic goals through regional operations, an SCP has the flexibility to be able to change and adapt if required. Since the State assumes the possibility of extraregional intervention, any SCP will already contain thorough plans for transition operations, as well as adaptive operations, if necessary. 

Transition operations serve as a means for the State to retain the initiative and still pursue its overall strategic goal of regional expansion despite its diminishing advantage in the balance of power. Transition operations can also buy time for the State’s strategic operations to succeed. 

NOTE: Show Slide 20 ADAPTIVE OPERATIONS

Generally, the State conducts adaptive operations as a consequence of intervention from outside the region. Once an extraregional force intervenes with sufficient power to overmatch the State, the full conventional design used in regionally-focused operations is no longer sufficient to deal with this threat. The State has developed its doctrine, organization, capabilities, and strategy with an eye toward dealing with both regional and extraregional opponents. It has already planned how it will adapt to this new and changing threat and has included this adaptability in its doctrine. This is necessary for the State to survive and achieve its long-term goal of expanding in the region.

The State has already thought through how it will adapt to this new or changing threat in general terms. It has already developed appropriate branches and sequels to its basic SCP and does not have to rely on improvisation. 

The OPFOR will seek to conduct adaptive operations in circumstances, opportunities, and terrain that optimize its own capabilities and degrade those of the enemy. It will employ a force that is optimized for the terrain or for a specific mission. For example, it will use its antitank capability, tied to obstacles and complex terrain, inside a defensive structure designed to absorb the enemy’s momentum and fracture his organizational framework. 

(Although not involved in regional operations when the U.S. coalition invaded, Iraq conducted adaptive operations against our forces in 2003.)

CHECK ON LEARNING:  Conduct a check on learning and summarize the activity.

4.  
Learning Step/Activity 4.   Understand the principles of operations versus an extraregional power employed by the State.

Method of Instruction:
 
Conference/Discussion


Instructor-to-student Ratio:
 
1: class


Time of Instruction:
 
5 min 


Media:

Instructor





Actual material





Overhead Projector and Slides; or Computer and CD


References:

FM 7-100.1, Chapter 1


Security Classification:

Unclassified

NOTE: Show Slide 21 ADAPTIVE PRINCIPLES – OPERATIONS VERSUS EXTRAREGIONAL POWERS

The State assumes the distinct possibility of intervention by a major extraregional power in any regional conflict. Consequently, it has devised the following principles for applying its various instruments of diplomatic-political, informational, economic, and military power against this type of threat:

•Control access into the region

•Employ operational shielding

•Control tempo

•Cause politically unacceptable casualties

•Neutralize technological overmatch

•Change the nature of the conflict

•Allow no sanctuary

Initially, the State will seek to deny, delay, and disrupt entry of extraregional forces into the region and to force them to keep their operating bases beyond continuous operational reach.  There are 3 basic forms of access control:

•Strategic preclusion: seeks to completely deter extraregional involvement or severely limit its scope and intensity.

•Operational exclusion: seeks to selectively deny an extraregional force the use of or access to forward bases of operation within the region.

•Access Limitation: seeks to affect an extraregional enemy's ability to introduce forces into the theater.

The OPFOR will use operational shielding to protect key elements of its combat power from destruction—particularly by extraregional air and missile forces.

The OPFOR will initially employ a high operational tempo to conclude regional operations before an extraregional force can be introduced and to set conditions for access-control operations.  Once an extraregional force begins to enter the country, a high OPTEMPO will be used to take advantage of the limited number of enemy early-entry forces.  As the extraregional force gains a foothold in the region, the OPFOR may slow the tempo to prolong the conflict, taking advantage of a perceived lack of enemy commitment over time.

As the OPFOR focuses on preserving its own combat power, it will be looking for opportunities to use its forces to destroy high-visibility enemy targets and cause politically unacceptable casualties.

The OPFOR will try to neutralize the enemy’s technological overmatch, particularly long-range/standoff precision fires, by how it positions and maneuvers its forces. Additionally, the OPFOR will concentrate its own RISTA, maneuver, and fire support means on the destruction of high-visibility (flagship) enemy systems. This offers exponential value in terms of increasing the relative combat power of the OPFOR and also maximizes effects in the information and psychological arenas. 

The OPFOR will try to change the nature of conflict to exploit the differences between friendly and enemy capabilities. Following an initial period of regionally-focused conventional operations and utilizing the opportunity afforded by phased enemy deployment, the OPFOR will change its operations to focus on preserving combat power and exploiting enemy ROE. 

The State will seek to deny the enemy forces safe haven during every phase of deployment and as long as they are in the region.  It is prepared to attack enemy military and civilian targets anywhere on the battlefield, in the region, or even in the enemy’s homeland.

5.  
Learning Step/Activity 5.   Understand the OPFOR military and how they use operational art to link tactics and strategy.

Method of Instruction:
 
Conference/Discussion


Instructor-to-student Ratio:
 
1: class


Time of Instruction:
 
5 min 


Media:

Instructor





Actual material





Overhead Projector and Slides; or Computer and CD


References:

FM 7-100.1, Chapter 1


Security Classification:

Unclassified

NOTE: Show Slide 23 OPFOR MILITARY & OPERATIONAL ART (Slide 22 is hidden – instructor notes only)

The OPFOR understands that military strategy and operations are an important part, but not the whole, of the conduct of war. Military strategy is not separate from politics and political leadership but a means to support the State in achieving its political objectives. The national security strategy is essentially a political document that establishes the goals of the State and provides these goals to military strategists. It is their responsibility to build, train, and employ forces for the purpose of achieving those political goals.

When the political leadership makes the decision to employ military forces to achieve a goal, the military strategy for that employment is closely associated with diplomatic-political, informational, and economic strategies to bring about a favorable political result. Thus, the military leadership requires a broad understanding of the overall national strategy, and the political leadership needs an understanding of the capabilities and limitations of the military.

NOTE: Show Slide 24 MILITARY STRATEGY

The OPFOR views military strategy as the art of developing the ways and means for the application of military power to achieve State objectives. Ways and means encompass the threatened or actual use of force, and military doctrine describes fundamental principles and provides guidelines for the use of military forces in pursuit of national objectives. 

Military and operational art is the theory and practice of conducting armed conflict. It recognizes that war is a human endeavor and therefore not amenable to quantifiable formulas that limit thinking and lead to unimaginative and predictable solutions. It is the intellectual and intuitive synthesis of military doctrine, military science, and intangibles to address the problem at hand. 

Additionally, the study and analysis of political and military history has an important place in the development of OPFOR military thought and doctrine. The OPFOR views the role of history and past experience as one that provides insights and observations into the present and future conduct of war. It is a significant source for the development of new and adaptive ways of conducting military operations. 

NOTE: Show Slide 25 OPERATIONAL ART

Operational art links tactics and strategy to form a coherent structure for the conduct of war. Some strategists have traditionally expressed operational art as the sequencing of battles and engagements so that the collective outcomes will produce a specified military condition in a theater of war. Others describe operational art as the blending of direct and indirect approaches to achieve necessary conditions in a theater. The OPFOR has developed a style of operational art that is an amalgam of both theories, capturing the best from each.

No particular level of command is uniquely concerned with operational art. The Chief of the General Staff and the theater commander(s) normally plan and direct strategic and theater campaigns, respectively, while field group and operational-strategic command (OSC) commanders normally design the major operations of a campaign. The OPFOR recognizes the classic division of warfare between the strategic, operational, and tactical levels. However, the boundaries between these levels are not associated so much with particular levels of command as with the effect or contribution to achieving strategic, operational, or tactical objectives. 

6.  
Learning Step/Activity 6.   Understand the role of paramilitary and irregular forces in operations.

Method of Instruction:
 
Conference/Discussion


Instructor-to-student Ratio:
 
1: class


Time of Instruction:
 
5 min 


Media:

Instructor





Actual material





Overhead Projector and Slides; or Computer and CD


References:

FM 7-100.1, Chapter 1


Security Classification:

Unclassified
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Paramilitary forces are distinct from the regular armed forces but resemble them in organization, equipment, training, or purpose. Basically, any organization that accomplishes its purpose, even partially, through the force of arms is considered a paramilitary organization. These organizations can be part of the government infrastructure or operate outside of the government or any institutionalized controlling authority. 

Supporting the State’s concept of “all means necessary,” the OPFOR recognizes paramilitary organizations as assets that can be used to its advantage during times of conflict. Within its own structure, the OPFOR has formally established this concept by assigning the Internal Security Forces, part of the Ministry of the Interior in peacetime, to the SHC during wartime. Additionally, the OPFOR cultivates relationships with and covertly supports nongovernment paramilitary organizations to achieve common goals while at peace and to have a high degree of influence on them when at war. 

The primary paramilitary organizations are the Internal Security Forces, insurgents, terrorists, and drug and criminal organizations. The degree of control the OPFOR has over these organizations varies from absolute, in the case of the Internal Security Forces, to tenuous when dealing with terrorist and drug and criminal organizations. 

NOTE: Show Slide 27 PARAMILITARY AND IRREGULAR FORCES – INTERNAL SECURITY FORCES

The Internal Security Forces subordinated to the SHC can perform a multitude of tasks.  They provide support zone security and collect information on foreign organizations and spies. They perform civil population control functions and ensure the loyalty of mobilized militia forces. Some units are capable of tactical-level defensive actions if required. 

While performing these functions, the Internal Security Forces may be operating within their own hierarchy of command, or they may be assigned a dedicated command relationship within an OSC or one of its tactical subordinates. 

During regional operations, the Internal Security Forces may help control the population in newly seized territory. They are an excellent source of human intelligence and can provide security for key sites located in the support zones. The Internal Security Forces can either augment or replace regular military organizations in all aspects of prisoner-of-war processing and control. While continuing their normal tasks in the homeland, they can assist regular military organizations in the areas of traffic control and regulation.

NOTE: Show Slide 28 PARAMILITARY AND IRREGULAR FORCES – INTERNAL SECURITY FORCES (CONTINUED)

During transition operations, the Internal Security Forces evacuate important political and military prisoners to safe areas where they can continue to serve as important sources of information or means of negotiation. 

Traffic control and the security of key bridges and infrastructure take on a higher level of importance as the OPFOR repositions and moves forces transitioning to adaptive operations. The Internal Security Forces can continue to gather intelligence from the local population and assist in mobilizing civilians in occupied territory for the purpose of augmenting OPFOR engineer labor requirements. 

Finally, the use of qualified personnel to stay behind as intelligence gatherers and liaison with insurgent, terrorist, and criminal organizations can provide the OPFOR an increased capability during the adaptive operations that follow. 

NOTE: Show Slide 29 PARAMILITARY AND IRREGULAR FORCES – INTERNAL SECURITY FORCES (CONTINUED)

During adaptive operations, Internal Security Forces free up regular military organizations that can contribute directly to the fight. Where necessary, some units can augment the defense or defend less critical areas, thus freeing up regular military forces for higher-priority tasks.

Stay-behind agents working with insurgent, terrorist, and criminal organizations can contribute by directing preplanned actions that effectively add depth to the battlefield. These actions can damage key logistics and command and control (C2) assets, inflict random but demoralizing casualties, and effectively draw enemy forces away from the main fight in response to increased force-protection requirements.

NOTE: Show Slide 30 PARAMILITARY AND IRREGULAR FORCES – INSURGENT FORCES

The OPFOR uses insurgent forces operating against and within neighboring countries as an integral part of its strategic and operational planning. These forces, properly leveraged, provide an added dimension to the OPFOR’s capabilities and provide options not otherwise available. 

During peacetime, a careful balance is kept between covert support for insurgent groups that may prove useful later and overt relations with the government against which the insurgents are operating.

The State’s support to insurgents during peacetime can consist of weapons, staging and sanctuary areas within the State, and training by OPFOR SPF to cultivate their loyalty and trust. Additionally, in all operations of the strategic campaign, insurgent forces serve as an excellent source of intelligence.

During the conduct of regional operations, the decision to influence insurgents to execute actions that support operations will depend on a number of factors. If the OPFOR views extraregional intervention as unlikely, it may choose to keep insurgent participation low, due to the potential for those forces to become an opponent once the OPFOR has accomplished its goals. 

On the other hand, when there is extraregional intervention, the OPFOR may plan to have these groups take part in directly supporting its operations. Insurgent involvement may be held to furthering OPFOR IW objectives by creating support for the State’s actions among the population, harassing and sniping enemy forces, conducting raids, and assassinating politicians who are influential opponents of the State. Insurgents can also serve as scouts or guides for OPFOR regular forces moving through unfamiliar terrain and serve as an excellent source of political and military intelligence.

NOTE: Show Slide 31 PARAMILITARY AND IRREGULAR FORCES – INSURGENT FORCES (CONTINUED)
The usefulness of insurgent forces can be considerable in the event of extraregional intervention and the decision to transition to adaptive operations. During transition operations, insurgent forces can support access-control operations to deny enemy forces access to the region or at least delay their entry. Delay provides the OPFOR more time to conduct an orderly transition and to reposition its forces for the conduct of adaptive operations. The principal means of support include direct action in the vicinity of APODs and SPODs and along LOCs in the enemy’s rear area. Dispersed armed action for the sole purpose of creating casualties can have a demoralizing effect and cause the enemy to respond, thus drawing forces from his main effort. OPFOR regular forces can coordinate with insurgents, supported by SPF advisors, to execute a variety of actions that support the strategic campaign or a particular operation plan. Insurgents can support deception by drawing attention from an action the OPFOR is trying to cover or conceal. They can delay the introduction of enemy reserves through ambush and indirect fire, cause the commitment of valuable force-protection assets, or deny or degrade the enemy’s use of rotary-wing assets through raids on forward arming and refueling points and maintenance facilities.

NOTE: Show Slide 32 PARAMILITARY AND IRREGULAR FORCES – TERRORIST AND CRIMINAL ORGANIZATIONS

The OPFOR maintains contact with and to varying degrees supports terrorist and criminal organizations. During peacetime, these organizations can be useful, and in time of war they can provide an added dimension to OPFOR strategy and operations.

Although these groups vary in reliability, the OPFOR develops relationships with those organizations that have goals, sympathies, and interests congruent with those of the State. In time of war, the State can encourage and materially support criminal organizations to commit actions that contribute to the breakdown of civil control within a neighboring country. The State can also provide support for the distribution and sale of drugs to enemy military forces, which creates both morale and discipline problems within those organizations. The production of counterfeit currency and attacks on financial institutions help to weaken the enemy’s economic stability. 

Coordination with and support of terrorists to attack political and military leaders and commit acts of sabotage against key infrastructure add to the variety and number of threats that the enemy must address. The State and OPFOR leadership also have the ability to promote and support the spread of these same kinds of terrorist acts outside the region. 

7.  
Learning Step/Activity 7.   Understand the State’s system approach to warfare.

Method of Instruction:
 
Conference/Discussion


Instructor-to-student Ratio:
 
1: class


Time of Instruction:
 
5 min 


Media:

Instructor





Actual material





Overhead Projector and Slides; or Computer and CD


References:

FM 7-100.1, Chapter 1


Security Classification:

Unclassified
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Systems warfare serves as a conceptual and analytical tool to assist in the planning, preparation, and execution of warfare. With the systems approach, the intent is to identify critical system components and attack them in a way that will degrade or destroy the use or importance of the overall system.

The OPFOR defines a system as a set of different elements so connected or related as to perform a unique function not performable by the elements or components alone. The essential ingredients of a system include the components, the synergy among components and other systems, and some type of functional boundary separating it from other systems. Therefore, a “system of systems” is a set of different systems so connected or related as to produce results unachievable by the individual systems alone. The OPFOR views the operational environment, the battlefield, the State’s own instruments of power, and an opponent’s instruments of power as a collection of complex, dynamic, and integrated systems composed of subsystems and components.

The primary principle of systems warfare is the identification and isolation of the critical subsystems or components that give the opponent the capability and cohesion to achieve his aims. The focus is on the disaggregation of the system by rendering its subsystems and components ineffective. 

Systems warfare has applicability or impact at all three levels of warfare.

NOTE: Show Slide 34 SYSTEMS WARFARE (CONTINUED)

At the strategic level, the instruments of power and their application are the focus of analysis. National power is a system of systems in which the instruments of national power work together to create a synergistic effect. Each instrument of power (diplomatic-political, informational, economic, and military) is also a collection of complex and interrelated systems. The next slide shows the relationship between these systems.

The State clearly understands how to analyze and locate the critical components of its own instruments of power and will protect its own systems from enemy attack. It also understands that an adversary’s instruments of power are similar to the State’s. Thus, at the strategic level, the State can use the OPFOR and its other instruments of power to counter or target the systems and subsystems that make up an opponent’s instruments of power. The primary purpose is to subdue, control, or change the opponent’s behavior.

If an opponent’s strength lies in his military power, the State and the OPFOR can attack the other instruments of power as a means of disaggregating or disrupting the enemy's system of national power.  Thus, it is possible to render the overall system ineffective without necessarily having to defeat the opponent militarily.

NOTE: Show Slide 35 SYSTEMS WARFARE (CONTINUED)

At the operational level, the application of systems warfare pertains only to the use of armed forces to achieve a result. Therefore, the “system of systems” in question at this level is the combat system of the OPFOR and/or the enemy. 

A combat system is the “system of systems” that results from the synergistic combination of four basic subsystems that are integrated to achieve a military function. The subsystems are as follows:

•Combat forces (such as main battle tanks, IFVs and/or APCs, or infantry).

•Combat support forces (such as artillery, surface-to-surface missiles (SSMs), air defense, engineers, and direct air support).

•Logistics forces (such as transportation, ammunition, fuel, rations, maintenance, and medical).

•C2 and RISTA (such as headquarters, signal nodes, satellite downlink sites, and reconnaissance sensors).

Since there is interaction and interdependence among its subsystems, the OPFOR will seek to identify key subsystems of an enemy combat system and target them and destroy them individually. Against a technologically superior extraregional force, the OPFOR will often use any or all subcomponents of its own combat system to attack the most vulnerable parts of the enemy’s combat system rather than the enemy’s strengths. 

NOTE: Show Slide 36 SYSTEMS WARFARE (CONTINUED)

It is at the tactical level that systems warfare is executed in attacking the enemy’s combat system. While the tactical commander may use systems warfare in the smaller sense to accomplish assigned missions, his attack on systems will be in response to missions assigned him by the operational commander.



SECTION IV.
SUMMARY

Method of Instruction: Conference/Discussion

Instructor-to-student Ratio is: 1: class

Time of Instruction: 5 min  

Media:  Instructor


Overhead Projector and Slides; or Computer and CD

	Check on Learning
	Conduct a check on learning and summarize the lesson.

	Review/ Summarize Lesson
	NOTE: Show Slide 37 STRATEGIC FRAMEWORK – SUMMARY

This lesson addressed the strategic framework of the OPFOR. It looked at the national security strategy and goals of the State and reviewed the national strategic campaign developed by the NCA and the corresponding military strategic campaign developed by the MOD. It then looked at the 4 strategic-level courses of action–strategic operations, regional operations, transition operations, and adaptive operations–that the State employs to meet its national strategy and goals.
After a brief discussion of military strategy and operational art, the lesson looked at the role paramilitary and irregular forces play in supporting the State.

Finally, the lesson looked at how the State uses systems warfare as a conceptual and analytical tool to assist in the planning, preparation, and execution of warfare.
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INTRODUCTION

Method of Instruction:  Conference/Discussion
Instructor-to-student Ratio is: 1: class
Time of Instruction:  5 min
Media:  Instructor

             Overhead Projector and Slides; or Computer and CD

	Motivator
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The proponent for this Training Support Package is HQ TRADOC. Send comments and recommendations on DA Form 2028 directly to the OPFOR and Threat Integration Directorate (OTID) of the TRADOC Office of Deputy Chief of Staff for Intelligence at the following address: Director, OTID, ADCSINT-Threats, ATTN: ATIN-T (Bldg 53), 700 Scott Avenue, Fort Leavenworth, KS 66027-1323.

This publication is available at Army Knowledge Online (AKO) at http://www.us.army.mil and on the General Dennis J. Reimer Training and Doctrine Digital Library (ADTDL) at http://www.adtdl.army.mil.

Periodic updates of the OPFOR Field Manuals will occur in accordance with TRADOC Regulation 25-36 The TRADOC Doctrine Literature Program, resulting in changes to this TSP. 

All photos included in this presentation are from the Defense Visual Information Center unless otherwise noted.



	Terminal Learning Objective
	Note: Inform the students of the following terminal learning objective requirements.

At the completion of this lesson, you [the student] will:

	
	ACTION:
	Demonstrate knowledge of the command and control exercised by the State.


	
	CONDITION:
	Given a classroom environment.

	
	STANDARD:
	Understood the command and control used by the State in control of their armed forces.

	
	

	Safety Requirements
	None



	Risk Assessment Level
	Low

NOTE:
Obtain commandant approval of any training that receives a high-risk assessment level.

	Environmental Considerations
	It is the responsibility of all soldiers and DA civilians to protect the environment from damage.  There are no environmental considerations with this lesson. 

	Evaluation
	This is awareness training.  There is no student evaluation associated with this lesson.

	Instructional Lead-In
	NOTE: Show Slide 2 CHAPTER 2: COMMAND AND CONTROL

This chapter examines the OPFOR system and process for command and control (C2).  It explains how the OPFOR directs its forces and actions, and provides insights into its theory and practice of controlling forces in war.  Additionally, it shows how OPFOR commanders and staffs think and work.



SECTION III.
PRESENTATION

	1.  
Learning Step/Activity 1.  Understand the principles of C2 used by the State.
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Media:
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NOTE: Show Slide 3 PRINCIPLES OF COMMAND AND CONTROL

The OPFOR specifically defines command and control at the operational level as the actions of commanders, command groups, and staffs of military headquarters to maintain continual combat readiness and combat efficiency of forces, to plan and prepare for combat operations, and to provide leadership and direction during the execution of assigned missions. 

At the core of the State’s C2 concept is the assumption that modern communications are susceptible to attack and/or monitoring. Consequently, the State believes that centralized planning is required for assuring both command (establishing the aim) and control (sustaining the aim) of its forces.

The State accepts that decentralized execution is essential to controlling the tempo of operations. In fact, decentralized execution is the essence of its operational doctrine.  Consequently, the OPFOR is organized to provide initiative within the bounds of the aim as stipulated in the planning process. 

To help mitigate the risk of decentralized execution, the OPFOR employs a deliberate decision-making process that produces plans supporting each unit’s role in an operation.  These plans also identify branches and sequels to provide commanders with sufficient guidance so they can use their initiative when accomplishing their mission, yet still meet the aim of their superior. This provides considerable flexibility to subordinates and is deemed essential by the State and the OPFOR for meeting the needs of the modern operational environment.

2.  
Learning Step/Activity 2.  Understand the structures used for C2 by the State.

Method of Instruction:
 
Conference/Discussion


Instructor-to-student Ratio:
 
1: class


Time of Instruction:
 
25 min 


Media:

Instructor





Actual material





Overhead Projector and Slides; or Computer and CD


References:

FM 7-100.1, Chapter 2


Security Classification:

Unclassified
NOTE: Show Slide 4 COMMAND AND SUPPORT RELATIONSHIPS

An important factor in controlling forces is understanding the various command and support relationships–who works for whom, where do they obtain their support, and who decides where they are positioned and what their priorities are.  The OPFOR uses 4 relationships to organize their units.

Constituent. Constituent units are those forces assigned directly to a unit and forming an integral part of it. They may be organic to the table of organization and equipment of the administrative structure forming the basis of a given unit, assigned at the time the unit was created, or attached to it after its formation.

Dedicated. Dedicated is a command relationship identical to constituent with the exception that a dedicated unit still receives logistics support from a parent organization of similar type. 

Supporting. Supporting units continue to be commanded by and receive their logistics from their parent headquarters, but are positioned and given mission priorities by their supported headquarters. This relationship permits supported units the freedom to establish priorities and position supporting units while allowing higher headquarters to rapidly shift support in dynamic situations. 

Affiliated. Affiliated organizations are those operating in a unit’s AOR that the unit may receive help from for a limited time. No “command relationship” exists between an affiliated organization and the unit, since these organizations are typically nonmilitary or paramilitary groups. In some cases, affiliated forces may receive support from a military unit as part of the agreement under which they cooperate. 

NOTE: Show Slide 5 STRATEGIC-LEVEL ORGANIZATION – GENERAL STAFF

As discussed in Chapter 2, FM 7-100, the National Command Authority (NCA) is responsible for the preparation and conduct of strategic campaigns. It also resolves issues regarding the overall wartime situation of the State and the allocation of strategic resources. The NCA allocates forces and establishes general plans for the conduct of national strategic campaigns. 

The General Staff is a major link in the centralization of military command at the national level, since it provides staff support and acts as the executive agency for the NCA. Together with the Ministry of Defense (MOD), the General Staff forms the Supreme High Command (SHC) in wartime, which is commanded by the Chief of the General Staff (CGS). 

The General Staff has direct control over the six services, and all military forces report through it to the NCA. There are three functional directorates that provide staff support to the General Staff–the Operations, Intelligence, and Organization and Mobilization directorates. 

Working with the staffs of each of the services, the Operations Directorate of the General Staff drafts the military strategic campaign plan (SCP) for the CGS. Once the CGS approves the military SCP, it becomes part of the national SCP and the General Staff issues it to appropriate operational-level commanders. During peacetime and preparation for war, the Operations Directorate continues to review and refine the plan. The military SCP assigns forces to operational-level commands and designates AORs for those commands. 

NOTE: Show Slide 6 STRATEGIC-LEVEL ORGANIZATION – SUPREME HIGH COMMAND

This diagram shows the Ministry of Defense and the General Staff forming the SHC.  More detailed discussions on the SHC are in Chapter 2, FM 7-100.  

This diagram also depicts the functional directorates and service components that are subordinate to the SHC.

NOTE: Show Slide 7 STRATEGIC-LEVEL ORGANIZATION – THEATER HEADQUARTERS

A theater is a clearly defined geographic area in which the OPFOR plans to conduct or is conducting military operations. Depending on the situation, the State may plan or conduct a strategic campaign within its region in a single theater or in multiple theaters. The General Staff may create one or more separate theater headquarters, even in peacetime, for planning purposes. However, no forces would be subordinated to such a headquarters until the activation of a particular SCP. 

A theater headquarters controls all theater forces. When there is only one theater, as is typical, the theater headquarters may also be the field headquarters of the SHC, and the CGS may also be the theater commander. When parts of the strategic campaign take place in separated geographical areas and there is more than one major line of operations, the OPFOR may employ more than one theater headquarters, each of which could have its own theater campaign plan. 

The chief responsibility of this headquarters is to exercise command over all forces assigned to a theater in accordance with the mission established by the SHC. A theater headquarters links the operational efforts of the OPFOR to the State’s strategic efforts and reports directly to the SHC.

NOTE: Show Slide 8 STRATEGIC-LEVEL ORGANIZATION – ADMINISTRATIVE FORCE STRUCTURE

The OPFOR has an administrative force structure that manages its military forces in peacetime. This structure is the aggregate of various military headquarters, facilities, and installations designed to man, train, and equip the forces. 

In peacetime, forces are commonly grouped into corps, armies, or army groups for administrative purposes. An army group can consist of several armies, corps, or separate divisions and brigades. In some cases, forces may be grouped administratively under geographical commands designated as military regions or military districts. If the General Staff or SHC creates more than one theater headquarters, it may allocate parts of the administrative force structure to each of the theaters, normally along geographic lines. Normally, these administrative groupings differ from the OPFOR’s go-to-war (fighting) force structure. 

In wartime, the normal role of administrative commands is to serve as force providers during the creation of operational- and tactical-level fighting commands. After transferring control of its major fighting forces to one or more task-organized fighting commands, an administrative headquarters, facility, or installation continues to provide depot- and area support-level administrative, supply, and maintenance functions. A geographically-based administrative command also provides a framework for the continuing mobilization of reserves to complement or supplement regular forces. In rare cases, an administrative command could function as a fighting command.

NOTE: Show Slide 9 OPERATIONAL-LEVEL ORGANIZATION

The operational level of command executes military tasks assigned directly by an SCP. Operational-level commands translate actions directly supporting the SCP into an operation plan. 

The OPFOR has two types of operational-level commands: field groups (FGs) and operational-strategic commands (OSCs).

For the OPFOR, military actions above the tactical level will most commonly involve one or more OSCs, but could possibly involve an FG as an additional level of operational command. In most cases, the statements about an OSC in this manual would also apply to an FG, if one is created. Therefore, for the sake of brevity, references to FG will appear only where it is important to make a distinction between the OSC and FG levels.

There is also the possibility that a division or division tactical group (DTG) could be directly subordinate to the SHC and perform tasks assigned directly by an SCP. In this situation, the OPFOR considers the divisions or DTGs to be operational-level commands.
NOTE: Show Slide 10 OPERATIONAL-LEVEL ORGANIZATION – FIELD GROUP

A field group is the largest operational-level organization, since it has one or more smaller operational-level commands subordinate to it. An FG is a grouping of subordinate organizations with a common headquarters, a common AOR, and a common operation plan. FGs are always joint and interagency organizations and are often multinational. However, this level of command may or may not be necessary in a particular SCP. An FG may be organized when the span of control at theater level exceeds that desired or manageable by the theater commander. 

The General Staff does not normally form standing FG headquarters, but may organize one or more during full mobilization, if necessary. An FG can be assigned responsibilities in controlling forces in the field during adaptive operations in the homeland, or may be assigned an access-control mission. However, FGs may exist merely to accommodate the number of forces in the theater. 

FGs are typically formed for one or more of the following reasons:

•An SCP may require a large number of OSCs and/or operational-level commands from the administrative force structure. When the number of major military efforts in a theater exceeds the theater commander’s desired or achievable span of control, he may form one or more FGs.

•In the rare cases when multiple operational-level commands from the administrative force structure become fighting commands, they could come under the command of an FG headquarters. 

•Due to modifications to the SCP, a standing operational-level headquarters that was originally designated as an OSC headquarters may receive one or more additional major operational-level commands from the administrative force structure as fighting commands. Then the OSC headquarters would evolve into an FG headquarters. 

In the first two cases, a separate FG staff would be formed and identified as having control over two or more OSCs (or operational-level headquarters from the administrative force structure) as part of the same SCP. In the third case, the original OSC headquarters would be redesignated as an FG headquarters. In any case, the FG command group and staff would be structured in the same manner as those of an OSC.

NOTE: Show Slide 12 OPERATIONAL-LEVEL ORGANIZATION – FIELD GROUP EXAMPLE (Slide 11 is hidden – instructor notes only)

This is an example of a field group with multiple operational-level commands from the administrative force structure.

NOTE: Show Slide 13 OPERATIONAL-LEVEL ORGANIZATION – OPERATIONAL STRATEGIC COMMAND 

The OPFOR’s primary operational organization is the OSC.  Once the General Staff writes a particular SCP, it forms one or more standing OSC headquarters. Each OSC headquarters is capable of controlling whatever combined arms, joint, interagency, or multinational operations are necessary to execute that OSC’s part of the SCP. However, the OSC headquarters does not have forces permanently assigned to it.

When the NCA decides to execute a particular SCP, each OSC participating in that plan receives appropriate units from the OPFOR’s administrative force structure, as well as interagency and/or multinational forces. The allocation of organizations to an OSC depends on what is available in the State’s administrative force structure and the requirements of other OSCs. Forces subordinated to an OSC may continue to depend on the administrative force structure for support. 

If a particular OSC has contingency plans for participating in more than one SCP, it could receive a different set of forces under each plan. In each case, the forces would be task organized according to its mission requirements in the given plan. Consequently, each OSC consists of those division-, brigade-, and battalion-size organizations allocated to it by the SCP currently in effect. These forces also may be allocated to the OSC for the purpose of training for a particular SCP. 

When an OSC is neither executing tasks as part of an SCP nor conducting exercises with its identified subordinate forces, it exists as a planning headquarters.

NOTE: Show Slide 14 OPERATIONAL-LEVEL ORGANIZATION – OPERATIONAL STRATEGIC COMMAND EXAMPLE

This is an example of the units allocated to an OSC.

NOTE: Show Slide 15 TACTICAL-LEVEL ORGANIZATIONS

In the OPFOR’s administrative force structure, the largest tactical-level organizations are divisions and brigades. In wartime, they are often subordinate to a larger, operational-level command. However, they may also be directly subordinate to a theater headquarters or to the SHC.

The OPFOR often forms a tactical group, which is a division or brigade that has received an allocation of additional land forces in order to accomplish its mission. Normally, these assets are initially allocated to an OSC or FG, which further allocates them to its tactical subordinates. 
The purpose of a tactical group is to ensure unity of command for all land forces in a given AOR. Tactical groups formed from divisions are division tactical groups (DTGs), and those from brigades are brigade tactical groups (BTGs).

If a DTG has a mission directly assigned by an SCP, it acts as an operational-level command. However, it normally functions at the tactical level.

NOTE: Show Slide 16 INTEGRATED FIRES COMMAND

The integrated fires command (IFC) is a combination of a standing C2 structure and task organization of constituent and dedicated fire support units. All division-level and above OPFOR organizations possess an IFC C2 structure—staff, CP, communications and intelligence architecture, and automated fire control system (AFCS). 

The IFC exercises command of all constituent and dedicated fire support assets retained by its level of command. This includes aviation, artillery, and missile units. It also exercises command over all reconnaissance, intelligence, surveillance, and target acquisition (RISTA) assets allocated to it.

Based on mission requirements, the commander may also allocate maneuver forces to the IFC. This is most often done when he chooses to use the IFC CP to provide C2 for a strike, but can also be done for the execution of other missions.

The IFC also has an integrated support group that provides logistic support to it.

NOTE: Show Slide 17 INTEGRATED FIRES COMMAND – IFC HEADQUARTERS

This shows the various components of the IFC headquarters.  

The IFC headquarters exists in peacetime in order to be ready to accommodate and exercise C2 over all forces made subordinate to it in wartime. The IFC headquarters is composed of the IFC commander and his command group, a RISTA and IW section, an operations section, and a resources section. 

The deputy commander (DC) of the OSC serves as the IFC commander. The RISTA and IW section provides the complete spectrum of intelligence and IW support for the IFC. 

The operations section provides the control, coordination, and communications for the headquarters component. Located within the operations section is the fire support coordination center (FSCC) and liaison teams from subordinate units. 

The resources section provides control and coordination of various support functions in the logistics and administrative areas.

NOTE: Show Slide 18 INTEGRATED FIRES COMMAND (CONTINUED)

The artillery component is task organized to support combat operations. In an OSC’s IFC, it is typically organized around one or more artillery brigades, or parts of these that are not allocated in a constituent or dedicated relationship to tactical-level subordinates. The artillery component includes appropriate target acquisition, C2, and logistics support assets.  

The number of artillery battalions assigned to an IFC varies according such factors as mission of friendly units, the enemy situation, and terrain. 

The aviation component is task organized to provide a flexible and balanced air combat organization capable of providing air support to the OSC commander. It may be organized around an Air Force aviation regiment or an air army, or parts of these, as required by the mission. 

It may also include rotary-wing assets from army aviation. It includes ground attack aviation capability as well as requisite ground and air service support assets. The IFC commander exercises control through facilities provided by the airspace operations subsection of the OSC staff and/or the aviation unit(s).

NOTE: Show Slide 19 INTEGRATED FIRES COMMAND (CONTINUED)

The missile component is a task organization consisting of long-range missiles or rockets capable of delivering conventional or nuclear, biological, and chemical (NBC) munitions. It is organized around an SSM or rocket battalion or brigade and includes the appropriate logistics support assets. Missile and rocket units may come from the Strategic Forces or from other parts of the administrative force structure (where they may be part of a corps, army, or army group).

The State considers the long-range rocket and missile capability, even when delivering conventional munitions, the responsibility of the NCA. For example, the SHC or theater commander may allocate Strategic Forces assets to an IFC in order to use long-range missiles and rockets to advance State political ends during regional, transition, or adaptive operations. Unable to mount robust air campaigns, the State can use these weapons to mount an equivalent effort.
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The SPF component normally consists of assets from an SPF brigade who are trained for insertion in small SPF teams. These assets provide the OPFOR the ability to attack both regional and extraregional enemies throughout their tactical, operational, and strategic depth. SPF assets are inserted in advance of regional operations and in support of transition and adaptive operations.

The SPF conducts operations to achieve strategic military, political, economic, and/or psychological objectives or achieve tactical or operational goals in support of strategic objectives. 

The OPFOR concept of SPF operations includes reconnaissance, direct action, and diversionary measures. Additionally, the SPF component of the IFC has a capability to support terrorist and irregular forces operations.

If an OSC has received SPF units, it may further allocate some of these units to supplement the long-range reconnaissance assets a division or DTG has in its own IFC. However, these scarce SPF assets normally remain at OSC level.

NOTE: Show Slide 21 INTEGRATED FIRES COMMAND (CONTINUED)
The integrated support group (ISG) is a compilation of units performing logistics tasks that support the IFC. Other combat support and combat service support units may be grouped in this component for organizational efficiency although they may support only one of the major units of the IFC. 
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The integrated support command (ISC) is the aggregate of combat service support units (and perhaps some combat support units) allocated from the administrative force structure to an OSC and not suballocated in a constituent or dedicated command relationship to the OSC’s tactical-level subordinates.

The ISC includes all CSS assets that the OSC does not allocate to its IFC or other subordinates.  Those CSS assets retained in the ISC provide overall support to the OSC. 

Other CSS units may be grouped in this ISC for organizational efficiency, although they may support only one of the major units of the OSC. 

Sometimes, an ISC might also include units performing combat support tasks (such as chemical warfare, IW, or law enforcement) that support the OSC. 

NOTE: Show Slide 23 BATTLEFIELD GEOMETRY – LINEAR OPERATIONS

The OPFOR organizes the battlefield so it can rapidly transition between offensive and defensive operations and between linear and nonlinear operations. This flexibility can help the OPFOR adapt and change the nature of the conflict to something for which the enemy is not prepared.

The complexity of the modern battlefield will often lead to situations where part of the OPFOR may operate in a linear fashion, while other parts may conduct nonlinear operations. 

Some military operations develop along a secure line from a base toward a geographically-based objective. These linear operations are characterized by an easily definable front and rear across the entire force. Orientation of the bulk of the force is in one general direction, defined as the front, normally facing the enemy and/or the objective. During linear operations, the flanks of units are normally protected by other units, natural terrain features, or manmade obstacles. 

NOTE: Show Slide 24 BATTLEFIELD GEOMETRY – NONLINEAR OPERATIONS

Military operations that seek to complete a force- or systems-based mission, with no secure connection to a base and no easily defined front and rear across the force, are nonlinear. Orientation of the force is determined by the location of the immediate threat or the objective. 

In most cases, units in a nonlinear environment rely on movement, deception, cover, and concealment to provide protection for potentially exposed portions of the force.

The OPFOR considers the difference between linear and nonlinear operations less in terms of geography and more in terms of effects desired. Linear operations normally produce small effects from small actions and large effects from large actions - a linear relationship. Linear operations are proportional and additive, and typically produce a predictable, measurable effect. 

In contrast, this relationship may not always be present in nonlinear operations, which can produce large effects from small actions. In some cases, small actions produce small effects or no effects at all. Thus, nonlinear operations produce disproportionate, often unpredicted effects. 

NOTE: Show Slide 25 AREAS OF RESPONSIBILITY

OPFOR organizations are given a specific area of responsibility, which is a clearly defined geographic area with associated airspace. It is bounded by a limit of responsibility (LOR) beyond which the organization may not operate or fire without coordination through the next-higher headquarters. AORs may be linear or nonlinear in nature. Linear AORs may contain subordinate nonlinear AORs and vice versa. 

Within the overall LOR, there are normally two types of control lines.  The first one is the battle line, which separates the battle zone from the disruption zone.  The second one is the support line, which separates the support zone from the battle zone.  Since we’ve referred to zones, let’s look at the various zones used by the OPFOR.

AORs normally consist of three basic zones: battle, disruption, and support, and may also contain one or more attack and/or kill zones. These zones may be linear or nonlinear and have the same basic purposes within each type of offensive and defensive operation. The size of these zones depends on the size of the OPFOR units involved, engagement ranges of weapon systems, the terrain, and the nature of the enemy’s operation.

The disruption zone is where the OPFOR sets the conditions for successful operations by beginning the attack on the components of the enemy combat system. A successful disruption zone operation can create a window of opportunity that is exploitable in the battle zone.  Units in the disruption zone also strip away the enemy’s reconnaissance assets while denying him the ability to acquire and engage OPFOR targets with deep fires. Disruption zones may be contiguous or noncontiguous with other disruption zones, or they may be “layered.”
NOTE: Show Slide 27 AREAS OF RESPONSIBILITY (CONTINUED) (Slide 26 is hidden – instructor notes only)

The battle zone is where the OPFOR expects to conduct decisive operations. It will use all components of its combat power to engage the enemy and defeat him in this zone.

An FG or OSC does not form an operational-level battle zone per se—that zone is the aggregate of the battle zones of its subordinate units. 

In a nonlinear operation, multiple, noncontiguous battle zones may exist, and within each a certain task would be assigned to the OPFOR unit charged to operate in that space. 

The support zone is that part of the AOR used to provide logistics and administrative support to the OPFOR units.  It is designed to be free of significant enemy action and uses security forces to defeat enemy special operations forces and other threats. 

Camouflage, concealment, cover, and deception (C3D) measures occur throughout the support zone to protect the force from standoff RISTA and precision attack. 

The OSC support zone may be dispersed within the support zones of subordinate tactical units, or the OSC may have its own support zone that is separate from subordinate AORs. 

The support zone may be in a sanctuary that is noncontiguous with other zones of the AOR.
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An attack zone is given to a subordinate unit with an offensive mission, to delineate clearly where forces will be conducting offensive maneuver. Attack zones are often used to control offensive action by a subordinate unit inside a larger defensive operation. 

A kill zone is a designated area on the battlefield where the OPFOR plans to destroy a key enemy target, usually by fires. A kill zone may be within the disruption zone or the battle zone. In defensive operations, it could also be in the support zone. 

NOTE: Show Slide 29 LINEAR AOR

The simplest way to see how these zones work is in a linear situation.  This is a graphical representation of an AOR for linear operations.  As you can see, the LOR establishes the boundaries of the AOR.  The two types of control lines discussed earlier, the support line and battle line, are used to separate the different zones.

NOTE: Show Slide 30 NONLINEAR AOR

Now let’s take a look at a nonlinear situation.  Note that the lines and zones are the same in terms of purpose, but might be quite different “geometrically” and be used in different ways in relation to each other in a nonlinear fight.

This slide shows examples of several possibilities for organizing AORs in nonlinear situations.  It also shows that an AOR doesn’t necessarily have to contain all three of the basic zones.

In this example, an OSC consists of three DTGs, and each DTG organizes its AOR differently.  One DTG, in the northwest, has a rather “classic” organization of its AOR for nonlinear combat—with a disruption zone surrounding the battle zone, and a support zone protected within the battle zone.  Another DTG, the eastern AOR, has its support zone right next to the blue SPOD, not back in a “rear area” many kilometers away; it is located in a city, which provides it the necessary security.  The third DTG, in the south, has no support zone or battle zone.  It is the main disruption force for the OSC and thus occupies a major portion of the OSC’s disruption zone.
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Within the C2 structure, the headquarters includes the command group and the staff. These elements perform the functions required to control the activities of forces preparing for and conducting combat. 

The command group consists of the commander, deputy commander, and chief of staff. Together, they direct and coordinate the activities of the staff and of subordinate forces.

Commander. The commander directs subordinate commanders and, through his staff and liaison teams, controls any supporting elements. OPFOR commanders have complete authority over their subordinates and overall responsibility for those subordinates’ actions. However, with the fluid conditions of modern warfare, the OPFOR relies on its commanders to accomplish assigned missions on their own initiative without constant guidance from above.

Deputy Commander. In the event the commander is killed or incapacitated, the DC assumes command.   However, the DC’s primary responsibility is to command the IFC. As IFC commander, he is responsible for executing fire support in a manner consistent with the commander’s intent. 

Chief of Staff. The chief of staff (found at every level from the General Staff down to battalion) exercises direct control over the primary staff. During combat, he is in charge of the main CP when the commander moves to the forward CP, and he has the power to speak in the name of both the commander and DC.  In emergency situations, he can make changes in the tasks given to subordinate commanders and controls the battle in the commander’s absence.

The primary function of the staff is to plan and prepare for combat. After the commander makes the decision, the staff must organize, coordinate, disseminate, and support the missions of subordinates. Additionally, it is their responsibility to train and prepare troops for combat, and to monitor the pre-combat and combat situations.

All operational-level headquarters have the same basic organization, although each differs in size and complexity. The higher the level, the larger and more complex the staff. Therefore, the organization of command and staff elements is similar at theater, FG, or OSC. 

The staff consists of three elements: the primary staff, the secondary staff and the functional staff. 

NOTE: Show Slide 33 PRIMARY AND SECONDARY STAFF (Slide 32 is hidden – instructor notes only)

Each member of the primary staff heads a staff section. Within each section are two or three secondary staff officers heading subsections subordinate to that primary staff officer. 

Operations Officer. The operations officer heads the operations section, and conducts planning and prepares operation plans and operational directives. Thus, the operations section is the principal staff section. It includes current operations, future operations, and airspace operations subsections, as well as the functional staff. 

The chief of current operations is a secondary staff officer who proactively monitors the course of current operations and coordinates the actions of forces to ensure execution of the commander’s intent. 

The chief of future operations is a secondary staff officer who heads the planning staff and ensures continuous development of future plans and possible branches, sequels, and contingencies. 

The chief of airspace operations is a secondary staff officer who is responsible for the control of the command’s airspace. 

Intelligence Officer. The intelligence officer heads the intelligence and information section, which consists of the reconnaissance subsection, the IW subsection, and the communications subsection. The intelligence officer is responsible for the acquisition, synthesis, analysis, dissemination, and protection of all information and intelligence related to and required by the command’s operations. 

The chief of reconnaissance develops collection plans, gathers information, and evaluates data on the battlefield situation. During combat, he directs the efforts of subordinate reconnaissance units and reconnaissance staff subsections of subordinate units. 

The chief of information warfare is responsible for supervising the execution of the unit’s IW plan. 

The chief of communications develops a communications plan for the command, covering all forms of communications and organizes communications with subordinate, adjacent, and higher headquarters. 

Resources Officer. The resources officer is responsible for the requisition, acquisition, distribution, and care of all of the command’s resources, both human and materiel. He ensures the commander’s logistics and administrative requirements are met and executes staff supervision over the command’s logistics and administrative procedures. 

The chief of logistics heads the logistics system. He is responsible for managing the order, receipt, and distribution of supplies to sustain the command. He is responsible for the condition and combat readiness of armaments and related combat equipment and instruments. He is also responsible for their supply, proper utilization, repair, and evacuation. 

The chief of administration supervises all personnel actions and transactions in the command. His subsection maintains daily strength reports and TO&E changes; assigns personnel; requests replacements; records losses; administers awards and decorations; and collects, records, and disposes of war booty. 
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The functional staff consists of experts in a particular type of military operation or function. These experts advise the command group and the primary and secondary staff on issues pertaining to their individual areas of expertise.  As stated earlier, they work under the supervision of the operations officer.

Chief of Integrated Fires: responsible for integrating C2 and RISTA means with fires and maneuver. 

Chief of Force Protection: responsible for coordinating activities to prevent or mitigate the effects of hostile actions against OPFOR personnel, resources, facilities, and critical information. 

Chief of Special-Purpose Operations: responsible for planning and coordinating the actions of SPF units allocated to an OSC. 

Chief of Weapons of Mass Destruction: responsible for planning the offensive use of WMD. 

Chief of Population Management: responsible for coordinating the actions of Internal Security Forces, as well as psychological warfare, perception management, civil affairs, and counterintelligence activities. 

Chief of Infrastructure Management: responsible for establishing and maintaining roads, airfields, railroads, hardened structures (warehouses and storage facilities), inland waterways, ports, and pipelines. 

Chief of Littoral Warfare: Responsible for planning and coordinating coastal defense and amphibious operations. 

In addition to the staff, liaison teams from subordinate and supporting units are assigned to support the staff with detailed expertise in their specific areas, plus provide direct communications to their parent units.
CHECK ON LEARNING:  Conduct a check on learning and summarize the activity.

3.   Learning Step/Activity 3.  Understand the command and control process used by the OPFOR.  

Method of Instruction:

Conference / Discussion


Instructor-to-student Ratio:

1: class


Time of Instruction:

4 min 


Media:

Instructor





Actual material





Overhead Projector and Slides; or Computer and CD

 
References:

FM 7-100.1, Chapter 2


Security Classification:

Unclassified
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C2 is a continuous process at all levels of command. The OPFOR recognizes five elements in this process:

Acquiring and Processing Information. Acquiring and processing information is always the first function in the C2 process. This function is a continuous, active process of requesting, receiving, collating, analyzing, and disseminating information commanders and staffs need for decision making and planning.

Decision Making. The structure and process of OPFOR decision-making consists of five phases: assess, orient, decide, act, and adapt. These phases are not completely independent processes or stages of thought. Each phase overlaps and relies on the others. The outcome of this process is the commander’s decision on a recommended course of action.

Planning. Based on the commander’s decision on a course of action, the chief of staff and the staff conduct detailed planning. The planning process is continuous and will be affected by changes in the battlefield situation, amendments to orders and directives, or assignment of new missions. 

Preparation. Preparation links planning and execution. The commander supervises the preparations of his subordinates, either personally or through his DC or chief of staff. The dissemination of missions to subordinates is a critical part of this phase and occurs at several points in the decision-making and planning process. At any level, preliminary instructions from higher-level commanders first present this information in general outline, allowing subordinate commanders and staffs to begin preliminary planning (as part of the decision-making process). 

Execution. Planning continues during execution. The process of forecasting and modeling the commander began in his decision process usually has produced a series of variants, or contingency plans, which the commander can implement without completely changing his concept of operations. Such planning also accounts for a range of probable enemy responses to OPFOR combat actions. 
CHECK ON LEARNING:  Conduct a check on learning and summarize the activity.

4.  Learning Step/Activity 4.  Understand the various command posts used by the OPFOR.  

Method of Instruction:

Conference / Discussion


Instructor-to-student Ratio:

1: class


Time of Instruction:

4 min 


Media:

Instructor





Actual material





Overhead Projector and Slides; or Computer and CD

 
References:

FM 7-100.1, Chapter 2


Security Classification:

Unclassified
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The OPFOR plans to exercise strategic, operational, and tactical control over its wartime forces from an integrated system of CPs. It has designed this system to ensure uninterrupted control of forces.

CPs are typically formed in three parts: a control group, a support group, and a communications group. The control group includes members of the command group and staff. The support group consists of the transport and logistics units. Whenever possible, the communications group, is remoted from the control and support groups, because of its large number of signal vans, generators, and other special vehicles that provide a unique signature.

The main CP generally is located in a battle zone or in a key sanctuary area or fortified position. It contains the bulk of the staff. The chief of staff directs its operation. Its primary purpose is to simultaneously coordinate the activities of subordinate units not yet engaged in combat and plan for subsequent missions. 

The IFC CP possesses the communications, airspace control, and automated fire control systems required to integrate RISTA means and execute long-range fires. It is normally separated from the main CP.

An OSC commander often establishes a forward CP, from which he and a small group of selected staff members can more effectively and personally observe and influence the operation.  The purpose of this CP is to provide the commander with information and communications that facilitate his decisions. 

The resources officer establishes and controls the sustainment CP, which is deployed in a position to permit the supervision of execution of sustainment procedures and the movement of support troops, typically in the support zone. 

To maintain control in very fluid situations, when subordinates are operating over a wide area, or when the other CPs are moving, a commander may use an airborne CP. This is very common in higher-level commands and typically employs fixed-wing aircraft above OSC level. 

The alternate CP provides for the assumption of command should the CP containing the commander be incapacitated. The alternate CP is a designation given to an existing CP and is not a separately established element. 

The commander may create an auxiliary CP to provide C2 over subordinate units fighting on isolated or remote axes. He may also use it in the event of disrupted control or when he cannot adequately maintain control from the main CP. 

As part of the overall IW plan, the OPFOR very often employs deception CPs. These are complex, multi-sensor-affecting sites integrated into the overall deception plan to force the enemy to expend command and control warfare (C2W) effort against meaningless positions.
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This chart depicts the types of CPs used by the various levels of command.

CHECK ON LEARNING:  Conduct a check on learning and summarize the activity.

5.  Learning Step/Activity 5.  Understand the various command and control systems used by the State.  

Method of Instruction:

Conference / Discussion


Instructor-to-student Ratio:

1: class


Time of Instruction:

3 min 


Media:

Instructor





Actual material





Overhead Projector and Slides; or Computer and CD

 
References:

FM 7-100.1, Chapter 2


Security Classification:

Unclassified
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This is an example of the various command and control systems used by the OPFOR.  It uses signal assets ranging from wire lines to satellite communications.  The OPFOR also operates applicable communications nets to support various functions within the command.


	


SECTION IV.
SUMMARY

Method of Instruction: Conference/Discussion

Instructor-to-student Ratio is: 1: class

Time of Instruction: 5 min  

Media:  Instructor


Overhead Projector and Slides; or Computer and CD

	Check on Learning
	Conduct a check on learning and summarize the lesson.

	Review/ Summarize Lesson
	NOTE: Show Slide 43 COMMAND AND CONTROL – SUMMARY

This lesson examined the OPFOR system and process for command and control.  It initially looked at the principles of C2 and then reviewed the four command and support relationships used by the OPFOR.  It then discussed organizational structures at the strategic and operational-levels.  

The integrated fires command was examined, looking at both the standing C2 structure and the task organization of the various fire support and RISTA assets that can be found in this structure.  The lesson also briefly discussed the integrated support command, which provides logistics and administrative support to the OPFOR.

Next we discussed the battlefield geometry used by the OPFOR, examining the area of responsibility assigned to a unit and the various zones that the AOR may contain.

The OPFOR command group and staff were examined, plus the 5 elements used at all levels of command in the command and control process.  Finally the lesson reviewed the 5 basic and 3 special command posts employed by the OPFOR and the various command and control systems required to support its operations.




SECTION V.
STUDENT EVALUATION

	Testing Requirements
	NOTE: Describe how the student must demonstrate accomplishment of the TLO. Refer student to the Student Evaluation Plan.

	 
	N/A.  Testing is not conducted for Awareness Training.

	Feedback Requirements
	NOTE: Feedback is essential to effective learning.  Schedule and provide feedback on the evaluation and any information to help answer students' questions about the test.  Provide remedial training as needed.
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SECTION II.
INTRODUCTION

Method of Instruction:  Conference/Discussion
Instructor-to-student Ratio is:  1: class
Time of Instruction:  5 min
Media:  Instructor

             Overhead Projector and Slides; or Computer and CD

	Motivator


	NOTE: Show Slide 1 TRADOC DCSINT 

The proponent for this Training Support Package is HQ TRADOC. Send comments and recommendations on DA Form 2028 directly to the OPFOR and Threat Integration Directorate (OTID) of the TRADOC Office of Deputy Chief of Staff for Intelligence at the following address: Director, OTID, ADCSINT-Threats, ATTN: ATIN-T (Bldg 53), 700 Scott Avenue, Fort Leavenworth, KS 66027-1323.

This publication is available at Army Knowledge Online (AKO) at http://www.us.army.mil and on the General Dennis J. Reimer Training and Doctrine Digital Library (ADTDL) at http://www.adtdl.army.mil.

Periodic updates of the OPFOR Field Manuals will occur in accordance with TRADOC Regulation 25-36 The TRADOC Doctrine Literature Program, resulting in changes to this TSP. 

All photos included in this presentation are from the Defense Visual Information Center unless otherwise noted.



	Terminal Learning Objective
	Note: Inform the students of the following terminal learning objective requirements.

At the completion of this lesson, you [the student] will:

	
	ACTION:
	Demonstrate knowledge of the offensive operations conducted by the State.


	
	CONDITION:
	Given a classroom environment.

	
	STANDARD:
	Understood the offensive operations used by the State.

	
	

	Safety Requirements
	None



	Risk Assessment Level
	Low

NOTE:
Obtain commandant approval of any training that receives a high-risk assessment level.

	Environmental Considerations
	It is the responsibility of all soldiers and DA civilians to protect the environment from damage.  There are no environmental considerations with this lesson. 

	Evaluation
	This is awareness training.  There is no student evaluation associated with this lesson.

	Instructional Lead-In
	NOTE: Show Slide 2 CHAPTER 3: OFFENSIVE OPERATIONS

This chapter describes the State’s concept for offensive operations.  The State sees the offense as the decisive form of operations and the ultimate means of imposing its will on the enemy.  Although offensive operations are often conventional in nature, the OPFOR does not rely only on large formations of mechanized or motorized units.  Offensive operations may include the use of paramilitary organizations.



SECTION III.
PRESENTATION

	1.  
Learning Step/Activity 1.  Understand the strategic context of offensive operations.


Method of Instruction:
 
Conference/Discussion


Instructor-to-student Ratio:
 
1: class


Time of Instruction:
 
10 min 


Media:

Instructor





Actual material





Overhead Projector and Slides; or Computer and CD


References:

FM 7-100.1, Chapter 3


Security Classification:

Unclassified
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Although offensive operations are an important component of all OPFOR strategic campaigns, the scale and purpose of these actions may differ during the various types of strategic-level actions.

Offensive operations during regional operations attempt to achieve strategic political or military decision by destroying the enemy’s will and capability to fight. This is achieved by destroying components of the enemy’s combat system. Due to its military superiority over a regional adversary, the State pursues primarily offensive military courses of action to achieve these aims. 

Although the State has military forces that overmatch any single regional adversary, it may not be a match for an extraregional power. Consequently, the State seeks to exploit its advantages over one regional opponent rapidly, before other regional neighbors or an extraregional power can enter the fight.

During transition operations, the offense plays two key roles. First, it’s used to continue to achieve the State’s regional goals as rapidly as possible to make the act an extraregional power is trying to prevent a fait accompli. Second, the offense is a component of access-control operations to exclude the extraregional power from key areas and contain him in areas of the OPFOR’s choosing. 

During transition operations, the central aim is to prevent or defeat outside intervention. Although transition operations are primarily defensive in nature, attacks will continue. As a minimum, the OPFOR maintains counterattack forces to physically attack one or more components of an enemy’s combat system. It also conducts limited-objective attacks to secure positions, protect flanks, and control access. It may attack vulnerable early-entry forces before the enemy can bring his technological overmatch to bear. The OPFOR also plans and conducts sophisticated ambushes to destroy high-visibility enemy systems or cause mass casualties.

Once an extraregional power commits forces in the region and the State begins adaptive operations, the OPFOR does not avoid battle. However, it does seek it on its own terms. Battles will occur at a place and time of the OPFOR’s choosing and involve dispersed maneuver, precision fires, and simultaneous actions by all services of the Armed Forces as well as affiliated forces. 

During adaptive operations, the OPFOR may conduct limited-objective operational- and tactical-level offensive actions to prevent buildup of intervening forces, to facilitate the defense, or to take advantage of an opportunity to counterattack.

CHECK ON LEARNING:  Conduct a check on learning and summarize the activity

2.  
Learning Step/Activity 2.  Understand the purpose of the offense.


Method of Instruction:
 
Conference/Discussion


Instructor-to-student Ratio:
 
1: class


Time of Instruction:
 
5 min 


Media:

Instructor





Actual material





Overhead Projector and Slides; or Computer and CD


References:

FM 7-100.1, Chapter 3


Security Classification:

Unclassified

NOTE: Show Slide 5 PURPOSE OF THE OFFENSE (Slide 4 is hidden – instructor notes only)

All offensive operations are designed to achieve the goals of a strategic campaign through active measures. However, the purpose of any given offensive operation varies with the situation. The primary distinction among types of offensive operations is their purpose. Thus, the OPFOR recognizes three general types of offensive operations according to their purpose: to destroy, seize, or expel.

An attack to destroy is designed to eliminate a target entity as a useful fighting force. Operational-level attacks to destroy usually focus on key enemy combat formations or capabilities. These attacks are usually conducted during regional operations, but can also occur during transition or adaptive operations if the OPFOR recognizes a window of opportunity.

An attack to seize is designed to gain control of a key terrain feature or man-made facility. To the OPFOR, seize means to have soldiers on and/or in the feature in question. Attacks to seize can occur as part of all strategic-level courses of action during OPFOR strategic campaigns. 

An attack to expel is used to force the defender to vacate an area. Attacks to expel often have a strong information warfare (IW) component, so that the enemy removes himself from the area largely through a loss of resolve. Attacks to expel typically focus on a key enemy capability or vulnerability and are primarily conducted during transition or adaptive operations.

CHECK ON LEARNING:  Conduct a check on learning and summarize the activity

3.  
Learning Step/Activity 3.  Understand how the State plans for offensive operations.


Method of Instruction:
 
Conference/Discussion


Instructor-to-student Ratio:
 
1: class


Time of Instruction:
 
10 min 


Media:

Instructor





Actual material





Overhead Projector and Slides; or Computer and CD


References:

FM 7-100.1, Chapter 3


Security Classification:

Unclassified
NOTE: Show Slide 6 PLANNING OFFENSIVE OPERATIONS – LEVEL OF PLANNING

For the OPFOR, a key element of planning offensive operations is determining the actual level of planning possible. They identify 2 types of offense based on the planning level.

A planned (or deliberate) offense is an offensive operation or action undertaken when there is sufficient time and knowledge of the situation to prepare and rehearse forces for specific tasks. Typically, the enemy is in prepared defensive positions and in a known location.  The OPFOR will use its planning process as described in Chapter 2, Command and Control.

A situational (or hasty) offense is used when there is insufficient time to conduct the full planning process. Since the modern battlefield is chaotic and fleeting opportunities to attack at an enemy weakness continually present themselves and just as quickly disappear, the OPFOR recognizes that detailed planning and preparation are often not achievable if a window of opportunity is to be exploited. In this situation, the commander develops his assessment of the conditions rapidly and without a great deal of staff involvement. He provides a basic course of action to the staff, who then quickly turn that course of action into an executable operational directive. The situational offense relies heavily on implementation of battle drills by subordinate tactical units.
NOTE: Show Slide 7 ORGANIZING THE BATTLEFIELD

In his operation plan, the commander specifies the organization of the battlefield from the perspective of his level of command. Within his unit’s area of responsibility (AOR), as defined by the next-higher commander, he designates AORs for his subordinates, along with zones, objectives, and axes related to his own overall mission.

OPFOR AORs normally consist of three basic zones: the disruption zone, the battle zone, and the support zone. These zones may be linear or nonlinear in nature and have the same basic purposes in all types of offense. The intent of this method of organizing the battlefield is to preserve as much flexibility as possible for subordinate units within the parameters that define the aim of the senior commander.

As discussed in the C2 chapter, the overall AOR is bounded by a limit of responsibility (LOR). Within the LOR, the OPFOR normally uses two types of control lines—the battle line, which separates the battle zone from the disruption zone, and the support line, which separates the support zone from the battle zone. 

In the offense, the disruption zone is the battlespace where the OPFOR uses direct and indirect fires to destroy the integrity of enemy forces and capabilities without decisive engagement. In general, this zone is the space between the battle line and the LOR. In the offense, the disruption zone exists to disrupt defensive works and preparations, delay or fix enemy counterattacks or response forces, and to attack lucrative targets.

NOTE: Show Slide 8 ORGANIZING THE BATTLEFIELD (CONTINUED)
In the offense, the battle zone is the battlespace where the OPFOR fixes and/or destroys enemy forces through simultaneous or sequential application of all components of combat power. In the offense, the battle zone exists to control forces in proximity to the enemy, define objectives, and to support understanding of roles and missions. Forces operating in the battle zone engage the enemy in close combat to achieve a specific operational objective. 

The support zone is that area of the battlespace designed to be free of significant enemy action and to permit the effective logistics and administrative support of forces. Security forces operate in the support zone in a combat role to defeat enemy special operations forces and other threats. 

The attack zone is the assigned zone of action for an attacking force. 

A kill zone is a designated area on the battlefield where the OPFOR plans to destroy a key enemy target. Kill zones are tied to enemy targets and the OPFOR weapon systems that will engage them, and not a particular zone of the AOR. 
NOTE: Show Slide 9 ORGANIZING THE BATTLEFIELD – LINEAR OFFENSIVE OPERATIONS

This is a graphical representation of an AOR in linear offensive operations. The AOR is bounded—on all sides—by a limit of responsibility (LOR).  The OPFOR uses this term, rather than a left and right boundary and a FEBA or FLOT, so that it facilitates transitioning to a nonlinear AOR.  The battle line separates the battle zone from the disruption zone, and the support line separates the support zone from the battle zone.  In a linear situation, these control lines can shift forward during the course of a successful attack.  Thus, the battle zone would also shift forward.  Objective and axis mean the same as in U.S. Terms.  A kill zone is where enemy forces are targeted for destruction.  Kill zones may be within any of the other zones.
NOTE: Show Slide 10 ORGANIZING THE BATTLEFIELD – NONLINEAR OFFENSIVE OPERATIONS
This is a graphical representation of an AOR for nonlinear offensive operations. Note that the battlefield organization elements are the same in terms of purpose, but might be quite different “geometrically” and be used in different ways in relation to each other in a nonlinear fight.  

This diagram shows examples of several possibilities for organizing AORs in nonlinear situations.  
NOTE: Show Slide 11 ORGANIZING FORCES

In planning and executing offensive actions, the OPFOR organizes and designates various forces according to their function. This provides a common language for how the OPFOR fights functionally, rather than geometrically. The functions do not change, regardless of where the force might happen to be located on the battlefield.

The disruption force conducts operations in the disruption zone. As stated earlier, actions in this zone disrupt defensive works and preparations, delay or fix enemy counterattacks or response forces, and attack lucrative targets.

OPFOR offensive operations are founded on the concept of fixing enemy forces so that they are not free to maneuver. Planners identify which enemy forces need to be fixed and the method by which they will be fixed. They then assign this responsibility to a fixing force that has the capability to fix the required enemy forces with the correct method. 

The assault force creates the conditions that allow the exploitation force the freedom to operate. In order to create a window of opportunity for the exploitation force to succeed, the assault force may be required to operate at a high degree of risk and may sustain substantial casualties. 

The exploitation force is assigned the task of achieving the objective of the mission. It typically exploits a window of opportunity created by the assault force. 

NOTE: Show Slide 12 ORGANIZING FORCES (CONTINUED)

The security force conducts activities to prevent or mitigate the effects of hostile actions against the overall operational-level command and/or its key components. This security force may provide force protection for the entire AOR, including the rest of the functional forces; logistics and administrative elements in the support zone; and other key installations, facilities, and resources. 

When the IW plan requires combat forces to take some action (such as a demonstration or feint), these forces are designated as deception forces. 

Forces may be held out of initial action so the commander may influence unforeseen events or take advantage of developing opportunities. OPFOR offensive reserves are given priorities in terms of the type force they are most likely to be utilized as: a fixing, assault, or exploitation force. 
CHECK ON LEARNING:  Conduct a check on learning and summarize the activity

4.  
Learning Step/Activity 4.  Understand the various types of offensive action.

Method of Instruction:
 
Conference/Discussion


Instructor-to-student Ratio:
 
1: class


Time of Instruction:
 
15 min 


Media:

Instructor





Actual material





Overhead Projector and Slides; or Computer and CD


References:

FM 7-100.1, Chapter 3


Security Classification:

Unclassified

NOTE: Show Slide 13 TYPES OF OFFENSIVE ACTION

An attack seeks to achieve operational decision through primarily military means by defeating the enemy’s military power. This defeat does not come through the destruction of armored weapons systems but through the disruption, dislocation, and subsequent paralyzation that occurs when combat forces are rendered irrelevant by the loss of the capability or will to continue the fight. Attack is the method of choice for OPFOR offensive action and consists of two types of attack: integrated attack and dispersed attack. 

Integrated attack is an offensive action where the OPFOR seeks a military decision by destroying the enemy’s will and/or ability to continue fighting through the application of joint and combined arms effects. Integrated attack is often employed when the OPFOR enjoys overmatch with respect to its opponent and is able to bring all components of offensive combat power to bear. It is integrated in C2 and in purpose.  The OPFOR may also use integrated attack against a more sophisticated and capable opponent, if the appropriate window of opportunity exists or can be created. But the OPFOR will not be trying for a head-to-head clash.

The OPFOR is not solely focused on ground combat forces of the enemy, but often on its C2 and logistics structure. It fixes the majority of the enemy’s force in place with the minimum force necessary and isolates the targeted subcomponent(s) of the enemy’s combat system from his main combat power.

Dispersed attack (also known as decentralized attack) is the primary manner in which the OPFOR conducts offensive action when threatened by a superior enemy and/or when unable to mass or provide integrated C2 to an attack. 

Dispersed attack relies on IW and dispersion of forces to permit the OPFOR to conduct tactical offensive operations while overmatched by precision standoff weapons and imagery and signals sensors. The dispersed attack is continuous and comes from multiple directions.

The primary objective of a dispersed attack is to take advantage of a window of opportunity to bring enough joint and combined arms force to bear to destroy the enemy’s will and/or capability to continue fighting. To achieve this, the OPFOR does not necessarily have to destroy the entire enemy force, but often just a key portion of that force. 

NOTE: Show Slide 15 INTEGRATED ATTACK (Slide 14 is hidden – instructor notes only)

This is a graphical display of an integrated attack. In this example, the objective of the integrated attack is to destroy key elements of the enemy’s logistics structure.  This example also shows that, in a linear situation, the OPFOR's zones can move as the attack progresses.  The support line, the battle line, and the forward boundary of the LOR all move.
NOTE: Show Slide 16 DISPERSED ATTACK

This diagram shows an example of dispersed attack used to control enemy access.  The OPFOR is going after the only C-130-capable airfield in the area.  Two OPFOR divisions are conducting feints to draw enemy forces away from the airfield. These would be the fixing force (not labeled here).  This example shows that the assault and exploitation force may be combined, with seven separate brigades and BTGs moving toward the objective.  Which is the exploitation force?  Even a company may be enough to accomplish the objective—whichever company gets through.

NOTE: Show Slide 17 TYPES OF OFFENSIVE ACTION – LIMITED OBJECTIVE ATTACK

A limited-objective attack seeks to achieve results critical to the strategic campaign plan (SCP) by destroying or denying the enemy key capabilities through primarily military means. The results of a limited-objective attack typically fall short of operational decision on the day of battle, but may be vital to the overall success of the SCP. At the operational level, there are three types of limited-objective attack: sophisticated ambush, spoiling attack, and counterattack.

A sophisticated ambush is the linking in time and task of RISTA, attacking forces, and window of opportunity to destroy key enemy systems or cause politically unacceptable casualties. What makes sophisticated ambushes “sophisticated” is not the actual attack means, but the linking of sensor, ambusher, window of opportunity, and a target that affects an enemy center of gravity. This typically requires sophisticated ambushes to be planned and resourced at the operational level. 

A spoiling attack is designed to control the tempo of combat by disrupting the timing of enemy operations. This is accomplished by attacking during the planning and preparation for the enemy’s own offensive operations. Spoiling attacks do not have to accomplish a great deal to be successful. Conversely, planners must focus carefully on what effect the attack is trying to achieve and how the attack will achieve that effect. 

Spoiling attacks are actually executed using one of the other types of offensive action as the base method: integrated attack, dispersed attack, or sophisticated ambush. 
NOTE: Show Slide 18 SPOILING ATTACK EXAMPLE

This is a graphical depiction of a spoiling attack.
NOTE: Show Slide 19 TYPES OF OFFENSIVE ACTION – LIMITED OBJECTIVE ATTACK (CONTINUED)

A counterattack is designed to cause an enemy offensive operation to culminate and allow the OPFOR to return to offensive operations. A counterattack is designed to control the tempo of operations by returning the initiative to the OPFOR. Like a spoiling attack, a counterattack often develops as a situational attack, when the commander wishes to take advantage of a fleeting opportunity.  The difference is that the counterattack occurs after the enemy begins his attack.
NOTE: Show Slide 20 COUNTERATTACK EXAMPLE

This shows an example of a counterattack.
NOTE: Show Slide 21 TYPES OF OFFENSIVE ACTION – STRIKE

A strike rapidly destroys a key enemy organization through a synergistic combination of massed precision fires and maneuver. The targeted enemy formation is usually a battalion task force or larger. Defeat for the enemy does not come through the simple destruction of armored weapon systems or combat soldiers but through the subsequent paralyzation that occurs when a key organization is completely devastated in a small span of time. 

NOTE: Show Slide 22 STRIKE EXAMPLE

This diagram shows an example of a strike.  It shows forces preserving themselves in complex terrain, not moving around.  However, for a limited period, they can get a window of opportunity to move out and strike with maneuver forces and with fire, too.  The BTG that does the maneuver part does not have to come back.  The OPFOR leadership may consider this a small price to pay for the devastating effect the strike can have on the enemy force and U.S. public and political opinion about continuing the intervention.
CHECK ON LEARNING:  Conduct a check on learning and summarize the activity



SECTION IV.
SUMMARY

Method of Instruction: Conference/Discussion

Instructor-to-student Ratio is: 1: class

Time of Instruction: 5 min  

Media:  Instructor


Overhead Projector and Slides; or Computer and CD

	Check on Learning
	Conduct a check on learning and summarize the lesson.

	Review/ Summarize Lesson
	NOTE: Show Slide 23 OFFENSIVE OPERATIONS– SUMMARY

This lesson covered the OPFOR’s concept of offensive operations. It initially looked at the strategic context of offensive operations, addressing the offense during regional, transitional, and adaptive operations.  It next discussed the three purposes of the offense: attack to destroy, attack to seize, and attack to expel.

After a brief discussion of how the OPFOR plans for offensive operations in both planned and situational offenses, the lesson looked at how the commander organizes the battlefield for the offense.  This included the AOR in general and the various zones that are found within an organization’s AOR.  The lesson also examined how the OPFOR’s forces are organized for the offense, including the disruption, fixing, assault, exploitation, security, deception, and reserve forces.

The final portion of the lesson covered the various types of offensive action, which included the attack, limited-objective attack, and the strike.
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SECTION II.
INTRODUCTION

Method of Instruction:  Conference/Discussion
Instructor-to-student Ratio is: 1: class
Time of Instruction: 5 min
Media:  Instructor

             Overhead Projector and Slides; or Computer and CD

	Motivator


	NOTE: Show Slide 1 TRADOC DCSINT 

The proponent for this Training Support Package is HQ TRADOC. Send comments and recommendations on DA Form 2028 directly to the OPFOR and Threat Integration Directorate (OTID) of the TRADOC Office of Deputy Chief of Staff for Intelligence at the following address: Director, OTID, ADCSINT-Threats, ATTN: ATIN-T (Bldg 53), 700 Scott Avenue, Fort Leavenworth, KS 66027-1323.

This publication is available at Army Knowledge Online (AKO) at http://www.us.army.mil and on the General Dennis J. Reimer Training and Doctrine Digital Library (ADTDL) at http://www.adtdl.army.mil.

Periodic updates of the OPFOR Field Manuals will occur in accordance with TRADOC Regulation 25-36 The TRADOC Doctrine Literature Program, resulting in changes to this TSP. 

All photos included in this presentation are from the Defense Visual Information Center unless otherwise noted.



	Terminal Learning Objective
	Note: Inform the students of the following terminal learning objective requirements.

At the completion of this lesson, you [the student] will:

	
	ACTION:
	Demonstrate knowledge of the defensive operations conducted by the State.

	
	CONDITION:
	Given a classroom environment.



	
	STANDARD:
	Understood the defensive operations used by the State.

	
	

	Safety Requirements
	None



	Risk Assessment Level
	Low

NOTE:
Obtain commandant approval of any training that receives a high-risk assessment level.

	Environmental Considerations
	It is the responsibility of all soldiers and DA civilians to protect the environment from damage.  There are no environmental considerations with this lesson. 

	Evaluation
	This is awareness training.  There is no student evaluation associated with this lesson.

	Instructional Lead-In
	NOTE:  Show Slide 2 CHAPTER 4: DEFENSIVE OPERATIONS

Although the OPFOR sees the offense as the decisive form of military action, it recognizes defense as the stronger form of military action, particularly when faced with a superior, extraregional foe. It understands that defensive operations can lead to strategic victory if the extraregional enemy abandons his mission. 

Even when an operational-level command as a whole is conducting an offensive operation, it is likely that one or more subordinate units may be executing defensive missions.

OPFOR defenses can be characterized as a “shield of blows.” Each force and zone of the defense plays an important role in the attack of the enemy’s combat system. An operational-level defense is structured around the concept that destroying the synergy of the enemy’s combat system will make enemy forces vulnerable to attack and destruction.

Commanders and staffs do not approach the defense with preconceived templates. The operational situation may cause the commander to vary his defensive methods and techniques. Nevertheless, there are basic characteristics of defensive operations (purposes and types of action) that have applications in all situations. This chapter discusses these characteristics.



SECTION III.
PRESENTATION 

1.    Learning Step/Activity 1.  Understand the strategic context of defensive operations.

Method of Instruction:

Conference / Discussion


Instructor-to-student Ratio:

1: class


Time of Instruction:

5 min


Media:

Instructor





Actual material





Overhead Projector and Slides; or Computer and CD

 
References:

FM 7-100.1, Chapter 4


Security Classification:

Unclassified

NOTE: Show Slide 3 STRATEGIC CONTEXT

Defensive operations are an important component of all OPFOR strategic campaigns. However, the scale and purpose of defensive actions may differ during the various types of strategic-level actions. 

Since the State overmatches internal and regional opponents, it is able to employ its power in regional operations in a conventional operational design. This overmatch does not mean that regional operations are entirely offensive. Consolidation of gains, security actions, and economy-of-force measures can all produce defensive courses of action inside a larger offensive design. 

Although the State’s military forces are sufficient to overmatch any single regional neighbor, an alliance or coalition of neighboring countries could present a problem. Additionally, the OPFOR may not be a match for the forces an extraregional power can bring to bear. Consequently, the OPFOR seeks to exploit its numerical and technological overmatch against one regional opponent rapidly, before other regional neighbors or an extraregional power can enter the fight. 

In some cases, this may require defensive operations against one or more regional neighbors who are not the main target of the strategic campaign, to mitigate their ability to disrupt an OPFOR offensive against the one that is.

As the State begins transition operations, its immediate goal is preservation of its instruments of power while seeking transition back to regional operations. Transition operations therefore feature a mixture of offensive and defensive actions.

This combination of offensive and defensive actions can allow the State to control the strategic tempo while changing the nature of conflict to something for which the intervening force is unprepared.

During transition operations, the State must decide whether to keep its forces in any territory it has occupied in a neighboring country or to withdraw them back to its home territory. The decision to stay or withdraw at this point may be based on the presence or absence of complex terrain suitable for defensive operations in the occupied territory against an extraregional power with overmatch in technology and conventional forces. 

Meanwhile, transition operations permit other key forces the time, space, and freedom of action necessary to move into sanctuary in preparation for a shift to adaptive operations. These forces preserve combat power and prepare to defend the State homeland, if necessary. 

(A real-world example of a state trying to expand its influence in the region and conducting transition operations when an extraregional power entered is North Vietnam.)

NOTE: Show Slide 5 STRATEGIC CONTEXT (CONTINUED) (Slide 4 is hidden – instructor notes only)

When the OPFOR shifts to adaptive operations, these are more defensive in nature than were regional or transition operations. When overmatched in conventional power, the OPFOR seeks to preserve its own power and apply it in adaptive ways. 

Adaptive operations occur as a result of an extraregional power intervening with sufficient forces to thwart the OPFOR’s original offensive operations in the region. The OPFOR disperses to the extent its C2 allows and conducts decentralized operations in both offense and defense. However, the OPFOR views adaptive operations as temporary in nature, serving only as a means for the OPFOR to return to regional operations.

Adaptive operations are often sanctuary-based, which limits the ability of an opponent to apply his full range of capabilities. The OPFOR uses both physical and/or moral sanctuaries for preserving and applying forces. It can defend in sanctuaries or attack out of them. It may conduct limited-objective attacks from these positions to prevent buildup of intervening forces, to facilitate the defense, or to take advantage of an opportunity to counterattack. When defending, the OPFOR generally does not employ fixed, contiguous defensive fronts. 

(The insurgent attacks conducted in Iraq after major combat operations ceased in 2003 are excellent examples of adaptive operations.)

CHECK ON LEARNING:  Conduct a check on learning and summarize the activity.
2.
Learning Step/Activity 2.  Understand the purpose of the defense.

Method of Instruction:

Conference / Discussion


Instructor-to-student Ratio:

1: class


Time of Instruction:

5 min 


Media:

Instructor





Actual material





Overhead Projector and Slides; or Computer and CD

  
References:

FM 7-100.1, Chapter 4


Security Classification:

Unclassified

NOTE: Show Slide 6 PURPOSE OF DEFENSE

At the operational level, defensive operations are designed to achieve the goals of the strategic campaign through active measures while preserving combat power. However, the purpose of any given defensive operation depends on the situation. 

A defense to destroy is designed to eliminate an attacking formation’s ability to continue offensive operations while preserving friendly forces and setting the military conditions for a favorable political settlement. Such a defense may be the entirety of an operation or may be used to defeat a counterattack during a larger OPFOR offensive action. An operational defense to destroy often has one or more tactical offensive actions as subcomponents.

A defense to preserve is designed to protect key elements of the OPFOR from destruction by the enemy. This type defense may be used before the outbreak of a war, or in its early stages, to cover the mobilization and deployment of the main forces to preserve combat power for future operations.  Additionally, it may be used when facing numerically or qualitatively superior enemy forces and during an offense, to economize force in one area and achieve superiority in another. 

A defense to deny is intended to deny the enemy access to a geographic area or use of facilities that could enhance his combat operations or provide him substantial value for information operations. This type of defense is most often used as part of an overall campaign of theater access control. It may also be used to consolidate, retain, and protect critical positions that attacking forces have captured. 

CHECK ON LEARNING:  Conduct a check on learning and summarize the activity.
3.
Learning Step/Activity 3.  Understand how the OPFOR plans for defensive operations.

Method of Instruction:

Conference / Discussion


Instructor-to-student Ratio:

1: class


Time of Instruction:

10 min 


Media:

Instructor





Actual material





Overhead Projector and Slides; or Computer and CD

  
References:

FM 7-100.1, Chapter 4


Security Classification:

Unclassified
NOTE: Show Slide 7 PLANNING DEFENSIVE OPERATIONS

For the OPFOR, a key element of planning defensive operations is determining the actual level of planning possible. It identifies 2 types of defense based on the planning level.

A planned (or deliberate) defense is a defensive operation undertaken when there is sufficient time and knowledge of the situation to prepare and rehearse forces for specific tasks. Typically, the enemy is in a staging or assembly area and in a known location and status. The OPFOR plans a defense using the method described in Chapter 2, Command and Control. 

In a situational (or hasty) defense, the commander develops his assessment of the conditions rapidly and without a great deal of staff involvement. He provides a basic course of action to the staff, who then quickly turn that course of action into an executable operational directive.

A situational defense is used when an OPFOR attack culminates prior to achieving the objective or when intervention by a powerful extraregional force materializes more quickly than anticipated.  Other conditions that may lead to a hasty defense would be when the enemy gains or regains air superiority sooner than anticipated, when an enemy counterattack is not effectively fixed, or when an attacking force makes contact with an enemy formation it did not expect. 
NOTE: Show Slide 8 ORGANIZING THE BATTLEFIELD

Similar to the offense, the commander specifies in his operation plan the organization of the battlefield from the perspective of his level of command. Within his unit’s area of responsibility (AOR), as defined by the next-higher commander, he designates AORs for his subordinates, along with zones related to his own overall mission.

OPFOR AORs normally consist of three basic zones: the disruption zone, the battle zone, and the support zone. These zones may be linear or nonlinear in nature and have the same basic purposes in all types of defense. They are designed to facilitate rapid transition between linear and nonlinear operations, as well as between offense and defense. 

In the defense, the disruption zone is that battlespace where operational forces begin their attack on the designated component or subsystem of the enemy’s combat system. It is located between the OSC’s battle zone and the limit of responsibility (LOR) that defines the extent of the AOR. Within this battlespace, the OPFOR seeks to set the conditions for the defeat of the attacking force in the battle zone. 

The disruption zone is the primary area in which the operational-level commander will employ long-range joint fires and strikes. He may establish kill zones within his disruption zone for the purpose of integrating the actions of long-range fire elements and disruption force elements.

Operational-level forces in the disruption zone could include special-purpose forces (SPF) and affiliated forces, which could be operating in enemy-held territory even before the beginning of hostilities. There could also be stay-behind forces in areas seized by the enemy. 

The battle zone is that battlespace in which the main defense force uses fires and maneuver to exploit the conditions created by successful disruption zone operations. In the battle zone, the main defense force completes the disaggregation of the enemy’s combat system by destroying the components exposed by the disruption force. 

The battle zone ties all available obstacles into an integrated fire support plan of all available weapons and denies complex terrain to the enemy.
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The support zone in the defense is similar to that in the offense.  It is that area of the battlespace designed to be free of significant enemy action and to permit the effective logistics and administrative support of forces. Security forces operate in the support zone in a combat role to defeat enemy special operations forces and other threats. Camouflage, concealment, cover, and deception (C3D) measures occur throughout the support zone to protect the force from standoff RISTA and precision attack.

During an overall defensive operation, an attack zone may be employed to conduct an offensive action inside a larger defensive action and will have the same basic offensive characteristics described in Chapter 3. At the operational level, multi-division OSCs may conduct offensive actions as a part of the larger defensive scheme in the operation plan.

A kill zone is a designated area on the battlefield where the OPFOR plans to destroy a key enemy target, usually by fire. Kill zones may be within any of the zones described above. 

Within the AOR of an operational command, tactical-level subordinates may occupy battle positions.  These are defensive positions designed to maximize the unit’s ability to accomplish its mission.  The simple battle positions are defensive locations oriented on the most likely enemy avenue of approach.  Complex ones are designed to protect the units from detection and attack while denying their seizure and occupation by the enemy.
NOTE: Show Slide 11 ORGANIZING THE BATTLEFIELD – LINEAR DEFENSIVE OPERATIONS

This is an example of the organization of the battlefield for linear defensive operations.
NOTE: Show Slide 12 ORGANIZING THE BATTLEFIELD – NONLINEAR DEFENSIVE OPERATIONS
This is an example of an AOR organized for nonlinear defensive operations.
NOTE: Show Slide 13 ORGANIZING FORCES

In his operation plan, the operational-level commander specifies the organization of the forces within his organization. Each of the separate functional forces has an identified commander, who is often the senior commander of the largest subordinate unit assigned to that force. 

The purpose of the disruption force is to prevent the enemy from conducting an effective attack. The disruption force does this by initiating the attack on components of the enemy’s combat system, which begins the disaggregation of the enemy’s combat system and creates vulnerabilities for exploitation in the battle zone. The disruption force may also have a counterreconnaissance mission, selectively destroying or rendering irrelevant the enemy’s RISTA forces. 

The main defense force is the component of the operational-level command that is charged with execution of the defensive mission. It operates in the battle zone to accomplish the purpose of the operation (destroy, preserve, or deny).

In a defense to preserve, the protected force is the force being kept from detection or destruction by the enemy. Protection can be provided by C3D and/or the actions of other OPFOR units.  There is generally some force that the OPFOR is trying to protect from enemy observation and fire, to ensure that it will still have that force after the current operation is over.  At the operational level, this force is critical to future operations and the preservation of the regime. It may be in the battle zone or the support zone. 

The security force conducts activities to prevent or mitigate the effects of hostile actions against the overall operational-level command and/or its key components. This security force may provide force protection for the entire AOR, including the rest of the functional forces; logistics and administrative elements in the support zone; and other key installations, facilities, and resources.
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In a defensive operation with a planned counterattack scheme (typically in a maneuver defense), the operational-level commander designates one or more counterattack forces. He also shifts his task organization to create a counterattack force when a window of opportunity opens that leaves the enemy vulnerable to such an action. At the operational level, the counterattack force may be a multi-division force with the mission to destroy a major enemy formation that is exposed. The operational-level commander uses counterattack forces to complete the defensive mission assigned and regain the initiative for the offense. 

At the commander’s discretion, forces may be held out of initial action so that he may influence unforeseen events or take advantage of developing opportunities. Various types of reserve forces of varying strengths can be employed by the commander depending on the situation. These forces include maneuver, antitank, antilanding, and special reserves.

When the deception portion of the IW plan requires the creation of nonexistent or partially existing formations, these forces are designated deception forces. The deception force in the defense is typically given its own command structure to both replicate the organization(s) necessary to the deception story and to execute the multidiscipline deception required to replicate an actual military organization. 

CHECK ON LEARNING:  Conduct a check on learning and summarize the activity.

4.
Learning Step/Activity 4.  Understand how the OPFOR prepares for the defense.

Method of Instruction:

Conference / Discussion


Instructor-to-student Ratio:

1: class


Time of Instruction:

5 min 


Media:

Instructor





Actual material





Overhead Projector and Slides; or Computer and CD

  
References:

FM 7-100.1, Chapter 4


Security Classification:

Unclassified
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In the preparation phase, the OPFOR focuses on ways of applying all available resources and the full range of actions to conduct defensive operations. 

Operational-level commanders realize that enemy operations hinge on an understanding of the situation. So, defensive preparations focus on destruction and deception of enemy national and theater sensors. Additionally, the OPFOR operational-level commander considers ground reconnaissance by enemy special operations forces as a significant threat in the enemy RISTA suite and focuses significant effort to ensure its removal. 

The OPFOR understands that engineer works are vital to the stability of the defense. Engineer assets will be used to improve the advantages of complex terrain in protecting friendly forces and exposing enemy forces to engagement. 

The OPFOR tries to make maximum use of complex terrain in all defensive operations. Complex terrain provides cover from fires, concealment from standoff RISTA assets, and intelligence and logistics support from the population of urban areas. 

The OPFOR understands that a defensive operation can easily culminate due to a lack of sufficient logistics support. Careful consideration is given to carried days of supply and pre-established caches to obviate the need for easily disrupted lines of communication (LOCs). 

The OPFOR takes into account that, while it might consider itself to be in the preparation phase for one operation, it is continuously in the execution phase. Consequently, plans are never considered final but are checked throughout the course of their development to ensure they are still valid in light of battlefield events. 

At the operational level, rehearsals are usually confined to map or sand table exercises to ensure understanding of the operation plan by subordinate commanders. The commander establishes the priority for critical parts of the operation, and rehearses those operations with his subordinates, especially commitment of the reserves, initiation of counterattacks, and the execution of the fire support plan.

CHECK ON LEARNING:  Conduct a check on learning and summarize the activity.

5.
Learning Step/Activity 5.  Understand the difference between integrated and decentralized defense.

Method of Instruction:

Conference / Discussion


Instructor-to-student Ratio:

1: class


Time of Instruction:

5 min 


Media:

Instructor





Actual material





Overhead Projector and Slides; or Computer and CD

  
References:

FM 7-100.1, Chapter 4


Security Classification:

Unclassified
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The OPFOR recognizes two general forms of defense: integrated and decentralized. The distinction between the two rests on the ability of the OPFOR to operate freely in the battlespace with full joint and combined arms synchronization and adequate C2 and logistics support. 

A defensive operation is integrated if the OPFOR has the ability to achieve full joint and/or combined arms synchronization through all levels of command and throughout the battlespace. This requires a modernized C2 system, a robust logistics capability, and the ability to operate relatively free of enemy influence in the support zone and battle zones prior to the commencement of full-fledged enemy offensive action. 

Because the OPFOR has the first two of these characteristics, at least in relation to regional opponents, it would often be operating in an integrated fashion during regional operations and perhaps transition operations unless the enemy is able to achieve a sufficient level of overmatch in RISTA and standoff attack capability to deny the OPFOR freedom of action.

A defensive operation is decentralized if the OPFOR’s C2 and/or logistics capability has been significantly degraded or it does not have the ability to operate freely in the battlespace. This typically occurs when the enemy enjoys significant technological overmatch, particularly in technical RISTA means and standoff precision attack. Decentralized defenses focus on preserving combat power while buying time for the execution of strategic operations. 

CHECK ON LEARNING:  Conduct a check on learning and summarize the activity.

6.
Learning Step/Activity 6.  Understand the various types of defensive action.

Method of Instruction:

Conference / Discussion


Instructor-to-student Ratio:

1: class


Time of Instruction:

10 min 


Media:

Instructor





Actual material





Overhead Projector and Slides; or Computer and CD

  
References:

FM 7-100.1, Chapter 4


Security Classification:

Unclassified
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The types of defensive action in OPFOR doctrine are both tactical methods and guides to the design of operational courses of action. The two basic types are maneuver and area defense. An operational-level defensive plan may include subordinate units that are executing various combinations of maneuver and area defenses, along with some offensive courses of action, within the overall defensive mission framework. 

In situations where the OPFOR is not completely overmatched, it may conduct an operational maneuver defense. This type of defense is designed to achieve operational decision through the use of fires and maneuver to destroy key components of the enemy’s combat system and deny enemy forces their objective, while preserving the friendly force. 

Maneuver defenses are almost always integrated defenses and allow the operational defender to choose the place and time for engagements. Each portion of a maneuver defense allows a continuing attack on the enemy’s combat system. As the system begins to disaggregate, more elements are vulnerable to destruction. The maneuver defense accomplishes this through a succession of defensive battles in conjunction with short, violent counterattacks and fires. 

The basis of maneuver defense is for units to conduct maneuver from position to position on a succession of defensive lines. In this case, the “line” defended on is not a continuous line of defenses, but rather a notional line on which one or more units have orders to defend for a certain time at a certain depth within a unit’s AOR. 

NOTE: Show Slide 19 MANEUVER DEFENSE EXAMPLE

This example of maneuver defense shows a linear situation with a disruption force conducting a cover. The contact force (the component occupying the forward-most defensive line) fixes the enemy attacking elements so that their C2 and logistics means can be attacked by long-range fires in the kill zones.  The disruption force can also attack those targets after being bypassed by enemy maneuver forces.  Once the enemy deploys his artillery to engage the original contact force, that force withdraws to subsequent positions, and long-range fires attack the enemy to keep him from pursuing the contact force. The shielding force (the component occupying the next line immediately to the rear of the contact force) covers that repositioning and then becomes the new contact force.  The two forces withdraw by bounds until the enemy’s offense culminates or conditions are set for destruction of the enemy force by counterattack or by fire.

NOTE: Show Slide 20 TYPES OF DEFENSIVE ACTION – AREA DEFENSE

In situations where the OPFOR must deny geographic areas (or the access to them) or where it is overmatched, it may conduct an operational area defense. In any area defense, the number one mission is to preserve combat power, keeping key forces intact. 

Area defense inflicts losses on the enemy, retains ground, and protects friendly forces. It does so by occupying battle positions in complex terrain and dominating the surrounding battlespace with reconnaissance fire. These fires attack designated elements of the enemy’s combat system to destroy components and subsystems that create an advantage for the enemy. The operational design of an area defense is to begin disaggregating the enemy’s combat system in the disruption zone. When enemy forces enter the battle zone, they should be incapable of synchronizing combat operations. Consequently, the area defense creates windows of opportunity in which to conduct limited-objective attacks or strikes.  Extended windows of opportunity can facilitate transition to a larger offensive action, such as an integrated or dispersed attack. 

NOTE: Show Slide 21 AREA DEFENSE EXAMPLE

This is an example of an area defense.  In this example, units of the main defense force occupy battle positions in complex terrain in the DTG battle zones that collectively make up the OSC battle zone.  The battle positions are generally tied to urban areas or other complex terrain, with extensive C3D, engineer preparation, and logistics caches.  This meets the OPFOR definition of complex battle positions.  Note that the OPFOR chooses to occupy and utilize complex terrain while denying it to the enemy.

This forces the enemy to maneuver in the disruption zone, where the OPFOR can bring him under attack when the conditions are right.  Depending on the window of opportunity, the offensive action could be an ambush, raid, spoiling attack, counterattack, or a strike.  The strike could be accomplished with a combination of maneuver and fire or by fire alone.  The combination of fire from one DTG and maneuver from another to destroy the enemy brigade at the lower left of this diagram shows how this area defense is integrated.  Forces can be dispersed and still conduct integrated defense, as long as they are integrated in C2 and purpose.
SECTION IV.
SUMMARY

Method of Instruction: Conference/Discussion

Instructor-to-student Ratio is: 1: class

Time of Instruction: 5 min  

Media:  Instructor


Overhead Projector and Slides; or Computer and CD

	Check on Learning
	Conduct a check on learning and summarize the lesson.

	Review/ Summarize Lesson
	NOTE: Show Slide 22 DEFENSIVE OPERATIONS– SUMMARY 

This lesson covered the OPFOR’s concept of defensive operations. It initially looked at the strategic context of defensive operations, addressing the defense during regional, transitional, and adaptive operations.  It next discussed the three purposes of the defense: defense to destroy, preserve, or deny.

After a brief discussion of how the OPFOR plans for defensive operations in both planned and situational defenses, the lesson looked at how the commander organizes the battlefield for the defense.  This included the AOR in general and the various zones that are found within an organization’s AOR.  It also examined how the OPFOR’s forces are organized for the defense, including the disruption, main defense, protected, security, counterattack, deception, and reserve forces.

The lesson next looked at the preparation phase and how the OPFOR focuses on ways of applying all available resources and the full range of actions to conduct defensive operations.

The next portion of the lesson covered the two general forms of defense, the integrated and the decentralized defense.  Finally, the two types of defensive actions were discussed, which included the maneuver defense and the area defense.
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SECTION II.
INTRODUCTION

Method of Instruction:  Conference/Discussion
Instructor-to-student Ratio is: 1: class
Time of Instruction: 5 min
Media:  Instructor

             Overhead Projector and Slides; or Computer and CD

	Motivator


	NOTE: Show Slide 1 TRADOC DCSINT 

The proponent for this Training Support Package is HQ TRADOC. Send comments and recommendations on DA Form 2028 directly to the OPFOR and Threat Integration Directorate (OTID) of the TRADOC Office of Deputy Chief of Staff for Intelligence at the following address: Director, OTID, ADCSINT-Threats, ATTN: ATIN-T (Bldg 53), 700 Scott Avenue, Fort Leavenworth, KS 66027-1323.

This publication is available at Army Knowledge Online (AKO) at http://www.us.army.mil and on the General Dennis J. Reimer Training and Doctrine Digital Library (ADTDL) at http://www.adtdl.army.mil.

Periodic updates of the OPFOR Field Manuals will occur in accordance with TRADOC Regulation 25-36 The TRADOC Doctrine Literature Program, resulting in changes to this TSP. 

All photos included in this presentation are from the Defense Visual Information Center unless otherwise noted.



	Terminal Learning Objective
	Note: Inform the students of the following terminal learning objective requirements.

At the completion of this lesson, you [the student] will:

	
	ACTION:
	Demonstrate knowledge of how the State conducts information warfare during military operations.

	
	CONDITION:
	Given a classroom environment.



	
	STANDARD:
	Understood how the State conducts information warfare.

	
	

	Safety Requirements
	None



	Risk Assessment Level
	Low

NOTE:
Obtain commandant approval of any training that receives a high-risk assessment level.

	Environmental Considerations
	It is the responsibility of all soldiers and DA civilians to protect the environment from damage.  There are no environmental considerations with this lesson. 

	Evaluation
	This is awareness training.  There is no student evaluation associated with this lesson.

	Instructional Lead-In
	NOTE:  Show Slide 2 CHAPTER 5: INFORMATION WARFARE

This chapter covers the OPFOR concept of information warfare (IW). The OPFOR defines information warfare as the specifically planned and integrated actions taken to achieve an information advantage at critical points and times. The ultimate goal of IW is to influence decision makers.

The OPFOR conducts IW at all levels of warfare–strategic, operational, and tactical–but without regard to strict definitional boundaries among these levels. Opponents of the State are subject to IW regardless of the level and degree of engagement in other types of operations. The State’s leadership integrates all instruments of power–diplomatic-political, economic, military, and informational–to implement an information strategy. One element of power may have primacy over the others at a given time, but all work together.

In the OPFOR’s view, skillful application of IW can facilitate the defeat of a technologically superior enemy. It can challenge or counter an enemy’s goal of information dominance. The OPFOR can target key components (such as technology providing situational awareness, and advanced computing and communications technologies) that provide such dominance, thus shaking the opponent’s confidence. 




SECTION III.
PRESENTATION 

1.
Learning Step/Activity 1.  Understand the new concepts of information in warfare.

Method of Instruction:

Conference / Discussion


Instructor-to-student Ratio:

1: class


Time of Instruction:


5 min 


Media:



Instructor






Actual material






Overhead Projector and Slides; or Computer and CD


References:

FM 7-100.1, Chapter 5


Security Classification:

Unclassified 

NOTE: Show Slide 3 INFORMATION WARFARE CONCEPTS

The OPFOR can use information as a component of combat power to shape the OE and create the conditions for employing the other components of its combat power. The OPFOR clearly understands the power of information and the revolution in information technology (IT) and is actively developing doctrine and tactics to supplement more traditional types of warfighting. 

The importance of information, and its flow and control, to the conduct of military operations is not a new concept. The OPFOR has for years employed an integrated approach to attacking, disrupting, or manipulating information inside the enemy’s decision-making cycle. Objectives have included not only the systems and information its enemies collect, process, and analyze, but also the leaders and the decisions they make. What is new, however, is the speed and volume of information available; networking, routing, and switching technologies; and the global connectivity of information systems and infrastructures. This information explosion, coupled with an integrated IW doctrine, provides the OPFOR a greater opportunity to inflict damage, trigger chaos, weaken national will, or permanently cripple an opponent. In effect, IW challenges traditional approaches to warfare.  The following are ways that IW redefines operations.

Information Infrastructure: Most of today’s information environment is outside of military control, making it harder to regulate, dominate, or protect. Although the State and its opponents cannot control the global information environment or global information infrastructure (GII), they must prepare to operate within it. The GII is defined as the worldwide interconnection of communications networks, computers, databases, and consumer electronics that make vast amounts of information available to users. Within the GII, various countries have their own national information infrastructures (NIIs) and defense information infrastructures (DIIs).

The NII is the physical and virtual backbone of a nation. It is composed of multiple critical infrastructures. Critical infrastructures are those information and communication assets, systems, and functions so vital to a nation that their disruption or destruction would have a debilitating effect on national security, economy, governance, public health and safety, and morale.

The DII is defined as the shared or interconnected system of computers, communications, data applications, security, people, training, and other support structures serving an actor’s defense needs. The DII connects computers used for mission support, command and control (C2), and intelligence through voice, telecommunications, imagery, video, and multimedia services. 

The interaction of the GII, NIIs, and DIIs introduces multiple actors into the information environment, which increases vulnerabilities and dependencies. 

Blurred Boundaries: There is no clear-cut line of demarcation between the military, economic, and diplomatic-political aspects of an operation or strategic campaign and the informational element cuts across these other three. Therefore, the OPFOR uses all types of IW across all these dimensions.

In an information-based world, the boundaries between nations, individuals, and private-sector organizations can be undefined and nebulous. The traditional distinction between enemy and friendly forces becomes harder to observe, define, and ultimately defend against. Additionally, the interaction of the GII, NIIs, and DIIs compresses and blurs the distinction among tactics, operations, and strategy.

Perception Management: Perception management is a critical piece of IW, and the OPFOR constantly attempts to “spin” any conflict or situation to its advantage. With modern technologies, the OPFOR can target a global audience for support and sympathy. 
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Technology Role:  Information and communications technologies have grown exponentially in recent years and have produced an incredibly complex global information environment. Satellite and cellular communications, direct-broadcast television, personal computers, global positioning system (GPS) technologies, wireless communication capabilities, and the Internet are a few examples of the capabilities widely available to nations, as well as independent organizations and individuals. Given such advances, the capabilities of both the OPFOR and its potential adversaries are increasing in both sophistication and lethality. The OPFOR tries to exploit such technologies to gain the operational advantage.

State Investment: The State is creating an IT research and development base, plus it actively seeks international sources (overt and covert) and commercial off-the-shelf (COTS) products to satisfy its civilian and military requirements. 

Technology Vulnerability: To some degree, the OPFOR’s opponents also rely on COTS components, which usually are not hardened against electronic spikes, remote collection capabilities, or extreme weather conditions. Thus, the OPFOR will attempt to exploit the vulnerabilities of such systems. 

Neutralizing IT Superiority: The OPFOR recognizes the increasing dependence of modern extraregional forces on information systems and their desire to obtain information superiority. The OPFOR recognizes that it cannot stand toe-to-toe with most extraregional enemies in a conventional war, and therefore seeks to target enemy weaknesses. IW will be the tool of choice to counter a technologically superior opponent and to challenge his relative information dominance. 

NOTE: Show Slide 6 INFORMATION WARFARE CONCEPTS (CONTINUED)

New Targets: Societies rely increasingly on a high-performance, networked information infrastructure for everything from air travel to electric-power generation and telecommunications to financial transactions. This means that a new set of lucrative strategic and operational targets is now open to attack. The OPFOR will focus all elements of its power, as well as the State’s, on the destruction of the adversary’s critical information infrastructures. 

Ease of Operations & Low Cost: IW actions do not require large financial resources or state sponsorship. Information weapons can be software logic bombs or computer worms and viruses. IW can be easily conducted with cellular telephones and the Internet. 
CHECK ON LEARNING:  Conduct a check on learning and summarize the activity.
2.
Learning Step/Activity 2.  Understand the elements of information warfare.


Method of Instruction: 

Conference / Discussion


Instructor-to-student Ratio:

1: class


Time of Instruction:


10 min 


Media:



Instructor






Actual material






Overhead Projector and Slides; or Computer and CD

 
References:

FM 7-100.1, Chapter 5


Security Classification:

Unclassified
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The following elements are integrated when developing and implementing IW:

· Electronic warfare (EW).

· Computer warfare.

· Deception.

· Physical destruction.

· Protection and security measures.

· Perception management.

· Information attack (IA).

These elements do not exist in isolation and are often mutually supporting.  The actual use of each element or a combination of elements is determined by the operational situation and support to the overall strategic objective.

The next few slides will address these 7 areas.

NOTE: Show Slide 8 IW ELEMENTS – ELECTRONIC WARFARE

EW consists of measures conducted to control or deny the enemy’s use of the electromagnetic spectrum, while ensuring its use by the State and the OPFOR. EW capabilities allow the OPFOR to exploit, deceive, degrade, disrupt, damage, or destroy sensors, processors, and C2 nodes. 

The OPFOR employs both lethal and nonlethal measures for EW. Lethal EW activities include the physical destruction of high-priority targets supporting the enemy’s decision-making process–such as reconnaissance sensors, command posts, and communications systems. 

Nonlethal means range from signals reconnaissance and electronic jamming to the deployment of corner reflectors, protective countermeasures, and deception jammers. Sophisticated camouflage, deception, decoy, or mockup systems can degrade the effects of enemy reconnaissance, intelligence, surveillance, and target acquisition (RISTA) systems. Also, the OPFOR can employ low-cost GPS jammers to disrupt enemy precision munitions targeting, sensor-to-shooter links, and navigation.

EW activities especially focus on the enemy’s advanced C2 systems developed to provide real-time force synchronization and shared situational awareness. By targeting vulnerable communications links, the OPFOR can disrupt the enemy’s ability to digitally transfer and share such information. 
NOTE: Show Slide 9 IW ELEMENTS – COMPUTER WARFARE

Computer warfare consists of attacks that focus specifically on the computer systems, networks, and/or nodes.  This includes a wide variety of activities, ranging from unauthorized access (hacking) of information systems for intelligence-collection purposes, to the insertion of malicious software (viruses, worms, logic bombs, or Trojan horses) and deceptive information entry into enemy computer systems. 

These attacks focus on the denial, disruption, or manipulation of the infrastructure’s integrity and may be conducted prior to or during a military action. 

Examples of this type attack are the denial-of-service attacks (DOS) conducted by pro-Serbian hackers responsible for the April 1999 attacks against U.S. government and NATO Web sites.  Although not military-related, some notable attacks with major consequences were the attacks conducted during the week of February 7th through 11th, 2000. Hackers launched denial-of-service attacks on some of the leading Web sites in the United States—including Amazon.com, Yahoo.com, E*Trade, eBay and Buy.com—and shut them down for varying amounts of time. The result was the loss of millions of dollars in revenue by these organizations.

NOTE: Show Slide 10 IW ELEMENTS - DECEPTION

OPFOR deception activities include measures designed to mislead adversaries by manipulation, distortion, or falsification of information. The aim of deception is to influence opponents’ situational understanding and lead them to act in a manner that favors the OPFOR or is prejudicial to their own interests. 

Forms of deception in support of IW range from physical decoys and electronic devices to operational activities. Because of the number and sophistication of sensors available to an extraregional adversary, the OPFOR recognizes that a multispectral effort is required to deceive him. This includes providing false or misleading thermal, visual, and electronic signatures. 

The preparations for the D-Day landings on Normandy on June 6, 1944 provide a large-scale example of deception.  Starting in 1943, a team worked to create the illusion of a large invasion force being massed in Kent. False radio traffic was used to create a fictitious American force—the 1st Army Group—just across the Channel from the Pas de Calais. Using technology pioneered in Hollywood, soldiers built dummy tanks and aircraft of canvas and inflatable rubber, placed in realistic looking “camps” and filled harbors with mock landing craft.  To German reconnaissance aircraft, it all looked real, even down to attempts at camouflage.

NOTE: Show Slide 11 IW ELEMENTS – PHYSICAL DESTRUCTION

When employed as part of IW, physical destruction involves measures to destroy critical components of the enemy’s information infrastructure. The OPFOR integrates all types of conventional and precision weapon systems to conduct the destructive fires, to include fixed- and rotary-wing aviation, cannon artillery, multiple rocket launchers, and surface-to-surface missiles. It can also utilize other means of destruction, such as explosives delivered by special-purpose forces (SPF), insurgents, terrorists, or even co-opted civilians. 

The OPFOR may integrate all forms of destructive fires, especially artillery and aviation, with other IW activities to maximize their effects. 
NOTE: Show Slide 12 IW ELEMENTS – PROTECTION AND SECURITY MEASURES

The purpose of protection and security measures in IW is to protect the OPFOR’s information infrastructure, maintain OPFOR capabilities for effective C2, and deny protected information to other actors. 

Protection and security measures conducted as part of IW include—

• Information collection, processing, and utilization.

• Reconnaissance and counterreconnaissance.

• Information and operations security.

• Camouflage, concealment, cover, and deception (C3D).

• Force protection.

• Secure use of information-collection and -processing systems. 

NOTE: Show Slide 13 IW ELEMENTS – PERCEPTION MANAGEMENT

Perception management involves measures aimed at creating a perception of truth that furthers the OPFOR’s objectives. It integrates several widely differing activities that use a combination of true, false, misleading, or manipulated information. Enemy or foreign audiences, as well as the State’s own public, may be targets. Perception management can include misinformation, media manipulation, and psychological warfare (PSYWAR). 

PSYWAR is the capability and activities designed to influence selected friendly, neutral, and/or hostile target audiences’ attitudes and behaviors in support of the OPFOR. PSYWAR can target either specific decision-making systems or the entire information system of the target audience, while influencing key communicators and decision makers. 

The OPFOR skillfully employs media and other neutral players, such as nongovernmental and private volunteer organizations, to influence further public and private perceptions. It exploits the international media’s willingness to report information without independent and timely confirmation. 

NOTE: Show Slide 14 MEDIA MANIPULATION - EXAMPLES

Here are two historical examples of media manipulation by our adversaries.  

The 1991 deception efforts by the Internal Security Forces of Iraq during the Persian Gulf conflict are quickly dismissed as ridiculous.  Besides the tell-tale indicators of an undamaged sign written in English, a host of other indicators betrayed Iraqi’s “Baby Milk Plant” disguise as an attempt to prevent a bombing raid similar to the Israeli attack on Iraq's main nuclear facility in 1981 and to garnish world sympathy after the attack.

The other example is not so easily dismissed or quickly countered.  In July 1972, (and again in 1974) actress Jane Fonda traveled to Vietnam to become the media darling of the North Vietnamese and Viet Cong.  By sitting at an enemy anti-aircraft gun, belittling U.S. POWs, and making numerous anti-America broadcasts over Radio Hanoi, “Hanoi Jane” undercut the morale of U.S. servicemen in the region.  Her launch of the “Indochina Peace Campaign” was instrumental in America losing public support for the war. 

NOTE: Show Slide 15 IW ELEMENTS – INFORMATION ATTACK

An information attack focuses on the intentional disruption or distortion of information in a manner that supports a comprehensive IW campaign. Attacks on the commercial Internet by civilian hackers and crackers have demonstrated the vulnerability of cyber and information systems to innovative and flexible penetration, disruption, or distortion techniques.

Attacks can occur in many fashions, to include altering data, stealing data, or forcing a system to perform a function for which it was not intended, such as spoofing an air traffic control grid. 

Likely targets for an IA are the critical infrastructures of an opponent: telecommunications links and switches, commercial infrastructures, and economic infrastructures.

As discussed in an earlier slide, denial-of-service attacks also fall within this category and the attacks during the week of February 7th through 11th, 2000 had significant economic impacts on leading Web sites in the country.

CHECK ON LEARNING:  Conduct a check on learning and summarize the activity.

3.
Learning Step/Activity 3.  Understand the tools and targets of information warfare.

Method of Instruction: 

Conference / Discussion


Instructor-to-student Ratio: 

1: class


Time of Instruction: 

5 min 


Media:



Instructor






Actual material






Overhead Projector and Slides; or Computer and CD

 
References:

FM 7-100.1, Chapter 5


Security Classification:

Unclassified

NOTE: Show Slide 16 TOOLS OF IW

The OPFOR can employ IW tools from both civilian and military sources and assets of third-party sources.

Tools include conventional physical and electronic destruction means, malicious software, denial-of-service attacks, news agencies, television, radio, the Internet, traditional print media, communication networks, and diplomatic activities and well as various types of reconnaissance, espionage, and eavesdropping technologies. 

NOTE: Show Slide 17 TARGETS OF IW

There are numerous targets of the OPFOR’s IW activities. Targets include decision makers, weapons and hardware, an opponent’s critical information infrastructure, C2 system, information and telecommunications systems, and C2 centers and nodes. 

The enemy’s national communications media are also among the important targets in an OPFOR IA. Information links, such as transmitters, communication devices, and protocols, will also be targeted. 
CHECK ON LEARNING:  Conduct a check on learning and summarize the activity.

4.
Learning Step/Activity 4.  Understand IW at the strategic level.

Method of Instruction: 

Conference / Discussion


Instructor-to-student Ratio: 

1: class


Time of Instruction: 

5 min 


Media:



Instructor






Actual material






Overhead Projector and Slides; or Computer and CD

 
References:

FM 7-100.1, Chapter 5


Security Classification:

Unclassified

NOTE: Show Slide 18 STRATEGIC IW

Strategic information warfare (SIW) is the synergistic effort of the State to control or manipulate information events in the strategic environment, whether they are political, economic, military, or diplomatic in nature. 

Specifically, the State defines SIW as any attack (digital, physical, or cognitive) against the information base of an adversarial nation’s critical infrastructures. The ultimate goal of SIW is strategic disruption and damage to the overall strength of the opponent. This disruption also focuses on the shaping of foreign decision makers’ actions to support the State’s strategic objectives and goals.

The Strategic Integration Department (SID) develops a strategic information warfare plan (SIWP) to support the national security strategy. The SID has a special Strategic Information Warfare Planning Office (SIWPO) dedicated to reviewing and integrating information-related plans of all State ministries, both military and civilian. 

In the General Staff, the Chief of IW handles IW functions that cross service component boundaries. He reviews and approves the IW plans of all operational-level commands as well as any separate theater headquarters that might be established. He drafts the overall military IW plan that is forwarded to the Operations Directorate of the General Staff for inclusion in the military strategic campaign plan (SCP). 

CHECK ON LEARNING:  Conduct a check on learning and summarize the activity.

5.
Learning Step/Activity 5.  Understand IW at the operational level.

Method of Instruction: 

Conference / Discussion


Instructor-to-student Ratio: 

1: class


Time of Instruction: 

5 min 


Media:



Instructor






Actual material






Overhead Projector and Slides; or Computer and CD

 
References:

FM 7-100.1, Chapter 5


Security Classification:

Unclassified

NOTE: Show Slide 19 OPERATIONAL-LEVEL IW

The OPFOR conducts IW actions at the operational level to support strategic campaigns or operational objectives.

The focus at this level is on affecting an adversary’s lines of communication (LOCs), logistics, C2, and critical decision-making processes. The OPFOR targets information or information systems in order to affect the information-based process, both human and automated.

Operational-level IW can include both offensive and defensive actions.  The next few slides will cover each one.

NOTE: Show Slide 20 OPERATIONAL-LEVEL IW – OFFENSIVE IW

Offensive IW seeks to deny, degrade, destroy, disrupt, deceive, and exploit an adversary’s information systems and capabilities. It helps the OPFOR seize and retain the initiative by degrading the enemy’s information systems and forcing the enemy commander to be reactive. 

This can result in slowing the enemy’s tempo, disrupting his decision cycle, and impacting his overall ability to generate combat forces and execute and sustain operations.

NOTE: Show Slide 21 OPERATIONAL-LEVEL IW – DEFENSIVE IW

Defensive IW protects and defends friendly information and information systems. It also seeks to conceal the physical locations of critical information systems. IW measures, combined with the mobility and redundancy of C2 systems, can provide a high degree of survivability, even if the enemy is successful in disrupting or destroying some elements of the process. 

Defensive IW also detects enemy attacks against the OPFORs information infrastructure.  Additionally, it is used to mislead the enemy concerning the OPFOR’s force structure, location, and intent.

CHECK ON LEARNING:  Conduct a check on learning and summarize the activity.

6.
Learning Step/Activity 6.  Understand the planning and execution of IW operations.

Method of Instruction: 

Conference / Discussion


Instructor-to-student Ratio: 

1: class


Time of Instruction: 

5 min 


Media:



Instructor






Actual material






Overhead Projector and Slides; or Computer and CD

 
References:

FM 7-100.1, Chapter 5


Security Classification:

Unclassified

NOTE: Show Slide 22 IW PLANNING AND EXECUTION

OPFOR IW planning occurs at all levels of conflict and before and after conflict. An effective IW action demands the coordination of activities and capabilities into a single, focused plan. Any or all elements of IW may be effectively used in any given plan. The next 2 slides provide examples of objectives and targets. 
NOTE: Show Slide 23 IW PLANNING AND EXECUTION (CONTINUED)

NO COMMENTS FOR THIS SLIDE

CHECK ON LEARNING:  Conduct a check on learning and summarize the activity.

7.
Learning Step/Activity 7.  Understand the strategic context of IW.

Method of Instruction: 

Conference / Discussion


Instructor-to-student Ratio: 

1: class


Time of Instruction: 

5 min 


Media:



Instructor






Actual material






Overhead Projector and Slides; or Computer and CD

 
References:

FM 7-100.1, Chapter 5


Security Classification:

Unclassified

NOTE: Show Slide 24 STRATEGIC CONTEXT – STRATEGIC OPERATIONS

The OPFOR uses IW activities during all four strategic-level courses of action: strategic, regional, transition, and adaptive operations.

 Strategic operations can occur before and after armed conflict and in conjunction with any of the other three strategic courses of action during war. The State recognizes the value of IW in peacetime actions as well as during actual conflict. At this level, the State employs all the elements of IW to support its strategic objectives.

Some of the IW elements that are especially critical during strategic operations are perception management, deception, and protection and security measures. 

Strategic operations involve the application of any or all of the four instruments of power (including the informational) to target enemy strategic centers of gravity. Thus, IW targets during strategic operations might include—

• Key leaders and decision makers (military and civilian).

• All relevant media outlets.

• Diplomatic entities.

• Relevant private institutions or influential organizations.

• Public opinion (international and domestic).

• National will (enemy and friendly).

• Commitment of alliance and coalition members. 
NOTE: Show Slide 25 STRATEGIC CONTEXT – REGIONAL OPERATIONS

IW activities during regional operations focus on controlling foreign perceptions of such operations and preventing the development of any international consensus to intervene. The State tries to keep foreign perceptions of its actions below the threshold that could invite intervention by extraregional forces. 

During regional operations, the State also conducts an internal information campaign to help maintain and strengthen the national will. The overall goal is to give the entire country a common focus and guarantee internal support. All elements of IW are important in regional operations. Depending on the specific conditions, EW, IAs, protection and security measures, or perception management may dominate.

NOTE: Show Slide 26 STRATEGIC CONTEXT – TRANSITION OPERATIONS

During transition operations, the OPFOR focuses IW activities on access-control operations, perception management and deception campaigns, and protection and security of its IW assets. Deception activities focus on concealing the intentions of the OPFOR as well as the likely course of the transition—either into adaptive operations or back to regional operations. 

The OPFOR’s paramount goal during transition operations is to preserve all instruments of power and prepare for a possible move to more adaptive operations.  Additionally, the State has an internal IW goal to convince its citizens that transition operations are necessary in order to exploit the many gains it has already made and to prevent the intervention of an extraregional force. The State also conducts an information campaign to strengthen its national will by portraying the State as a victim of impending antagonistic actions, thus rallying support for State actions.  

Externally, the State has perception management campaigns targeting the international community, where the State increases its emphasis on popularizing the State and its actions. 

NOTE: Show Slide 27 STRATEGIC CONTEXT – ADAPTIVE OPERATIONS

Against extraregional threats, the OPFOR begins to use more offensive and adaptive forms of IW. These include not only more aggressive information campaigns, but also IA, EW, and increased emphasis on physical destruction. As extraregional forces continue to deploy into the region, the OPFOR can use IAs on enemy C2 systems and to strip away the enemy’s RISTA capabilities.

The OPFOR uses perception management and other tools to attack the enemy’s will to fight or otherwise continue its intervention, and to manipulate international opinion. If it still occupies territory of a neighboring country, it also tries to turn the populace there against the intervening extraregional force.

The State continues to leverage international media to influence world perception and public opinion within the extraregional power’s own populace. It also continues to censor and manipulate the media within the State.

CHECK ON LEARNING:  Conduct a check on learning and summarize the activity.
SECTION IV.
SUMMARY



Method of Instruction: Conference/Discussion



Instructor-to-student Ratio is: 1: class



Time of Instruction:  5 min  



Media:  
Instructor




Overhead Projector and Slides; or Computer and CD

	Check on Learning
	Conduct a check on learning and summarize the lesson.

	Review/ Summarize Lesson
	NOTE: Show Slide 28 INFORMATION WARFARE - SUMMARY

This lesson centered on the State’s concept of information warfare.  It initially looked at some of the new concepts of information warfare and then addressed the seven elements of IW.  It then discussed the tools and targets of IW, and then reviewed information warfare at both the strategic and operational levels.  After reviewing IW planning at all levels of conflict, it addressed this type warfare in the strategic context, looking at strategic, regional, transition, and adaptive operations.



SECTION V.
STUDENT EVALUATION

	Testing Requirements
	NOTE: Describe how the student must demonstrate accomplishment of the TLO. Refer student to the Student Evaluation Plan.

	 
	N/A.  Testing is not conducted for Awareness Training.

	Feedback Requirements
	NOTE: Feedback is essential to effective learning.  Schedule and provide feedback on the evaluation and any information to help answer students' questions about the test.  Provide remedial training as needed.
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SECTION II.
INTRODUCTION

Method of Instruction:  Conference/Discussion
Instructor-to-student Ratio is: 1: class
Time of Instruction: 5 min
Media:  Instructor

             Overhead Projector and Slides; or Computer and CD

	Motivator


	NOTE: Show Slide 1 TRADOC DCSINT 

The proponent for this Training Support Package is HQ TRADOC. Send comments and recommendations on DA Form 2028 directly to the OPFOR and Threat Integration Directorate (OTID) of the TRADOC Office of Deputy Chief of Staff for Intelligence at the following address: Director, OTID, ADCSINT-Threats, ATTN: ATIN-T (Bldg 53), 700 Scott Avenue, Fort Leavenworth, KS 66027-1323.

This publication is available at Army Knowledge Online (AKO) at http://www.us.army.mil and on the General Dennis J. Reimer Training and Doctrine Digital Library (ADTDL) at http://www.adtdl.army.mil.

Periodic updates of the OPFOR Field Manuals will occur in accordance with TRADOC Regulation 25-36 The TRADOC Doctrine Literature Program, resulting in changes to this TSP. 

All photos included in this presentation are from the Defense Visual Information Center unless otherwise noted.



	Terminal Learning Objective
	Note: Inform the students of the following terminal learning objective requirements.

At the completion of this lesson, you [the student] will:

	
	ACTION:
	Demonstrate knowledge of how the State conducts reconnaissance.

	
	CONDITION:
	Given a classroom environment.



	
	STANDARD:
	Understood how the State conducts reconnaissance.

	
	

	Safety Requirements
	None



	Risk Assessment Level
	Low

NOTE:
Obtain commandant approval of any training that receives a high-risk assessment level.

	Environmental Considerations
	It is the responsibility of all soldiers and DA civilians to protect the environment from damage.  There are no environmental considerations with this lesson. 

	Evaluation
	This is awareness training.  There is no student evaluation associated with this lesson.

	Instructional Lead-In
	NOTE:  Show Slide 2 CHAPTER 6: RECONNAISSANCE

This chapter deals with the OPFOR’s utilization of reconnaissance in its operations.  The OPFOR considers reconnaissance the most important element of combat support since it can decisively influence the outcome of an operation or even the strategic campaign. All commanders and staffs organize reconnaissance to acquire information about the enemy's reconnaissance, intelligence, surveillance, and target acquisition (RISTA) assets, precision weapons, force disposition, intentions, and terrain and weather in the area of responsibility (AOR). This information is crucial to the planning process in OPFOR command and control (C2).

For the OPFOR, reconnaissance is a mission, not a force or unit.  OPFOR reconnaissance is an integrated combined arms effort, not solely the mission of reconnaissance troops.  Besides reconnaissance units, the OPFOR will use other arms for recon missions.  It will also use paramilitary forces, affiliated forces, and/or friendly civilians to collect information. 




SECTION III.
PRESENTATION 

1.
Learning Step/Activity 1.  Understand the State’s concept for reconnaissance efforts.

Method of Instruction:

Conference / Discussion


Instructor-to-student Ratio:

1: class


Time of Instruction:

10 min 


Media:

Instructor





Actual material





Overhead Projector and Slides; or Computer and CD

 
References:

FM 7-100.1, Chapter 6


Security Classification:

Unclassified

NOTE: Show Slide 3 RECON PRINCIPLES

The OPFOR uses the six principles shown on this slide to guide its reconnaissance activities.  For the greatest likelihood of a successful operation, OPFOR reconnaissance must satisfy all of these principles simultaneously and continuously.

Focus. The OPFOR’s reconnaissance resources are scarce. So the commander must carefully define and limit ground reconnaissance objectives and concentrate reconnaissance assets on the critical areas of the battlefield. These reconnaissance assets must focus on elements and objectives critical to the execution of combat operations. 

Continuity. The modern, fluid battlefield demands continuous reconnaissance to provide an uninterrupted flow of information under all conditions. Reconnaissance provides constant coverage of the enemy situation and helps prevent enemy operational surprise. To ensure continuity, the OPFOR employs a wide variety of redundant assets with deep overlapping coverage ranging from satellites to human agents to unmanned aerial vehicles (UAVs). 

Aggressiveness. Aggressiveness is the vigorous search for information, including the willingness to fight for it if necessary. The OPFOR recognizes that reconnaissance is an offensive combat operation, requiring successful penetration or avoidance of enemy security forces to be successful. It vigorously employs all available collection resources and adheres to the reconnaissance plan, modifying the plans when circumstances dictate.

Timeliness. Timely information is critical on the modern battlefield. Because of the high mobility of modern armies, there are frequent and sharp changes in the battlefield situation. As a result, information quickly becomes outdated. Timely reporting enables the commander to exploit temporary enemy vulnerabilities and windows of opportunity. 

Camouflage, Concealment, Cover & Deception (C3D). Since the enemy can learn a great deal about OPFOR intentions through its reconnaissance plan, OPFOR commanders try to conceal the scale, missions, targets, and nature of reconnaissance efforts. Although they cannot hide the fact that reconnaissance is being conducted, they do strive to prevent the enemy from discovering where they are concentrating their main strength in the defense or where they are preparing to launch their main attack.

The OPFOR can also use C3D to “paint a picture” that confirms the enemy’s stereotyped views of how the OPFOR fights. By showing the enemy what he wants to see, the reconnaissance effort can help to establish the conditions for success during ensuing operations.

Accuracy and Reliability. The OPFOR uses every available means to verify the accuracy and reliability of reported information, since the commander must base his decisions on accurate and timely reconnaissance information. Reconnaissance must reliably clarify the true enemy situation in spite of enemy C3D and counterreconnaissance activities. Multiple means of acquisition help defeat enemy counterreconnaissance. 

NOTE: Show Slide 5 RECON CHARACTERISTICS (Slide 4 is hidden – instructor notes only)

When examining reconnaissance operations, there are a number of characteristics that are reflected in OPFOR doctrine.

Flexibility. The OPFOR must be able to switch priorities from one target to another without degrading the overall mission. 

Sustainability. Reconnaissance forces must be able to sustain themselves wherever they are operating, without relying on others for transport or subsistence.

Security. A reconnaissance asset should be as secure as possible during operations. This means operating in a manner that conceals activities and areas of interest at all times. Reconnaissance activity should not reveal the parent unit’s plan of action.

Communications. Reconnaissance forces must have reliable communications. An intelligence organization may successfully gather all necessary information, but if it cannot transmit this information to the user (such as the maneuver commander or an artillery unit), the entire effort is useless.

Reserves. All levels should maintain a reconnaissance reserve to take on unforeseen tasks or redeem failure on key missions.

NOTE: Show Slide 6 RECON PRIORITIES

Priorities vary at different levels of command for utilization of reconnaissance assets.  This is based on the information requirements of the commanders.

Strategic. The highest priority of strategic reconnaissance is to provide indications and warning of impending hostilities, as well as targeting information for weapons of mass destruction (WMD). Additionally, strategic intelligence can gather information that is also useful to operational and even tactical commanders. 

Operational. At the operational-level, the commander conducts reconnaissance to locate the most critical enemy targets that could impact his operations.  These targets include—

• Precision weapons.

• Nuclear, biological, and chemical (NBC) systems.

• Air defenses.

• Intelligence-collection assets.

• Higher headquarters and communications centers.

• General support artillery. 

NOTE: Show Slide 7 RECON PRIORITIES (CONTINUED)

• Operational maneuver formations and their movements.

• Contents of airfields and army aviation forward operating bases.

• Major concentration areas of reserves.

• Unit boundaries.

• Location and extent of defended areas.

• The enemy's combat capabilities and intentions.

NOTE: Show Slide 8 RECON PRIORITIES (CONTINUED)

Tactical. Tactical groups address more local threats, including the following:

• Location of direct support artillery and mortars and attack helicopters.

• Disposition of tanks and medium- and long-range antitank systems.

• Deployment of air defense weapons.

• Location of brigade and battalion command posts.

• Nature and extent of natural and manmade obstacles.

• Locations of field defenses. 

CHECK ON LEARNING:  Conduct a check on learning and summarize the activity.
2.
Learning Step/Activity 2.  Understand the strategic assets available to the State to conduct reconnaissance.

Method of Instruction:

Conference / Discussion


Instructor-to-student Ratio:

1: class


Time of Instruction:

10 min 


Media:

Instructor





Actual material





Overhead Projector and Slides; or Computer and CD 


References:

FM 7-100.1, Chapter 6


Security Classification:

Unclassified

NOTE: Show Slide 9 STRATEGIC ASSETS

Strategic reconnaissance acquires and analyzes information about the military-political situation in individual countries and coalitions of probable or actual enemy nations, their armed forces, and their military, industrial, and economic potential. Information includes—

• Intentions and capabilities.

• Preparation and disposition of forces in various theaters.

• NBC capability.

• Diplomatic initiatives.

• Strength and weaknesses of alliances and coalitions. 

In order to gather this information, the OPFOR uses the following assets at the strategic level.

Special-Purpose Forces. The General Staff normally reserves some units of the SPF Command under its own control for reconnaissance missions supporting national-level intelligence requirements.  It may control these units either through the SPF Command or by placing them directly under the control of its own Intelligence Directorate.  It can also allocate some SPF assets to a theater headquarters (if established) or to an OSC. 

The SPF represent an important element in the total integrated reconnaissance network planners try to achieve. SPF provide reconnaissance and combat capabilities for strategic and operational employment. They gather information to satisfy strategic and operational requirements at extended distances (sometimes more than 100 km) or close to tactical reconnaissance, in nonlinear and noncontiguous situations. Their priorities typically include precision weapons; NBC systems; headquarters and other C2 installations; road, rail, and air movements; airfields, ports, and logistics facilities; and air defense systems.

Signals Reconnaissance Units.  Signals reconnaissance is an integral part of information warfare and includes the interception, analysis, and exploitation of electromagnetic (radio and radar) emissions, coupled with measures to disrupt or destroy the enemy’s radio and radar assets. 

Air Assets. Aerial reconnaissance includes visual observation, aerial imagery, UAV reconnaissance, and signals reconnaissance.  Specific air assets include:

• Fixed-Wing. The Air Force has varying reconnaissance assets to meet specific needs. These units use high-performance aircraft to conduct aerial reconnaissance, including visual, photographic, radar, and signals reconnaissance missions. 

• Rotary-Wing. Helicopters are a primary means to transport and insert reconnaissance forces behind enemy lines. They can emplace observation posts or reconnaissance patrols rather than perform air reconnaissance, especially when the OPFOR does not have air superiority. 

• Unmanned Aerial Vehicles.  The OPFOR uses two types of UAVs: drones and remotely-piloted vehicles (RPVs). A drone flies a set course programmed into its onboard flight control system prior to launch. An RPV, on the other hand, can be flown by remote control from a ground station, over a flight path of the controller’s choosing. UAVs are used for surveillance, reconnaissance, intelligence collection, target acquisition, and battle damage assessment missions.

• Satellites. The Intelligence Directorate controls satellite reconnaissance to support the OPFOR. The OPFOR uses three basic types of reconnaissance satellites: photographic, early warning, and signals reconnaissance. 

• Photographic. The OPFOR uses specialized photographic reconnaissance satellites to record designated enemy activity. Satellites may photograph an area 40 to 50 km wide from an altitude of 200 to 250 km. 

• Early Warning. Early warning satellite orbits cross over foreign countries and the oceans. The satellites might be used to detect infrared signatures from intercontinental ballistic missile (ICBM) launches or the deployment of enemy troops.

• Signals Reconnaissance. The OPFOR uses several classes of signals reconnaissance satellites to gather information on the electronic order of battle. Signals reconnaissance satellites locate C2 nodes, battlefield radars, and forward units. Some might also monitor transoceanic shipping and air traffic. Another function could be to detect unknown electronic signatures that might indicate the presence of new equipment. 

CHECK ON LEARNING:  Conduct a check on learning and summarize the activity.
3.
Learning Step/Activity 3.  Understand the operational assets available to the State to conduct reconnaissance.

Method of Instruction:

Conference / Discussion


Instructor-to-student Ratio:

1: class


Time of Instruction:

10 min 


Media:

Instructor





Actual material





Overhead Projector and Slides; or Computer and CD 


References:

FM 7-100.1, Chapter 6


Security Classification:

Unclassified

NOTE: Show Slide 11 OPERATIONAL ASSETS (Slide 10 is hidden – instructor notes only)

Operational reconnaissance forces support OSC commanders. They acquire and analyze information about an actual or probable enemy in preparation for combat operations. 

Operational reconnaissance forces usually collect information throughout the entire depth of an enemy corps area (300 to 600 km). Operational reconnaissance collection assets include the following:

Special-Purpose Forces. The General Staff often allocates SPF units to support the operations of an OSC or to become part of the OSC in a constituent or dedicated command relationship. Such units have SPF troops specially trained to insert by parachute, helicopter, light aircraft, or infiltration to conduct reconnaissance.

Signals Reconnaissance Assets. The OPFOR typically allocates radio and radar intercept and direction finding units to OSC level. These assets report gathered information to both higher and lower levels. 

Air Assets. The theater commander normally controls aerial reconnaissance but may allocate aircraft to lower headquarters to support a particular operation or battle. The number and composition of units, and the types of fixed- and rotary-wing aircraft can vary greatly. The OPFOR also employs UAVs to conduct aerial reconnaissance. 

Artillery Assets. OSCs will often have constituent target acquisition units to obtain and transmit meteorological, topographic, and targeting information. This can include sound-ranging systems, battlefield surveillance and countermortar /counterbattery radars. 

NBC Assets. OSCs operating in potential NBC environments typically have chemical defense units and chemical reconnaissance units allocated to them.  These units perform decontamination and detect, report, and mark all contaminated areas. 

Engineer Assets. Engineer units have reconnaissance specialists to accompany maneuver unit reconnaissance forces. Additionally, there are specialized engineer reconnaissance patrols that assess routes, reporting on obstacles, road conditions, and the general nature of the terrain. 

Airborne Forces. Airborne forces are elite troops whose primary purpose is to conduct active combat operations in the enemy’s rear area. However, these forces might conduct reconnaissance operations and relay information directly to the main command post or headquarters as they operate against targets in the enemy’s rear. 

Unmanned Aerial Vehicles. An OSC often is assigned one or more UAV units to provide aerial reconnaissance support.

Ground Forces Tactical Reconnaissance. Ordinary mechanized infantry and tank units perform two reconnaissance functions: they perform their own close reconnaissance tasks with organic resources, and they provide reconnaissance detachments of up to battalion strength. Leading units may also conduct reconnaissance attacks. 

OSCs and tactical groups may also form task-oriented reconnaissance detachments based on a combat arms battalion, augmented by engineer and chemical reconnaissance and, often, by mechanized infantry and tank units. Generally, these groups try to avoid combat in fulfilling their tasks, although they may direct artillery fire or air attacks.

CHECK ON LEARNING:  Conduct a check on learning and summarize the activity.

4.
Learning Step/Activity 4.  Understand the strategic context of reconnaissance.

Method of Instruction:

Conference / Discussion


Instructor-to-student Ratio:

1: class


Time of Instruction:

10 min 


Media:

Instructor





Actual material





Overhead Projector and Slides; or Computer and CD 


References:

FM 7-100.1, Chapter 6


Security Classification:

Unclassified

NOTE: Show Slide 13 STRATEGIC CONTEXT (Slide 12 is hidden – instructor notes only)

Reconnaissance plays a critical role in all OPFOR strategic courses of action. Targets of reconnaissance actions may be the same during different strategic courses of action, but for different reasons.

Regional Operations.  Military operations during regional operations attempt to achieve strategic political or military decision by destroying the enemy’s will and capability to fight. This is often brought about by destroying the C2 and logistics systems the enemy needs for continued operations. Reconnaissance actions during this period are therefore focused on locating and tracking enemy C2 nodes and logistics centers. Other targets of OPFOR RISTA during regional operations include the enemy’s precision and long-range weapon systems, weapons of mass destruction, and RISTA assets.

Transition Operations. A key reconnaissance task during transition operations is to support the requirements of access-control operations. RISTA assets can gather information on likely enemy aerial and seaports of debarkation and other targets of access-control activities, such as potential operating or staging bases.

Reconnaissance efforts are directed against vulnerable early-entry forces before the enemy can bring his technological overmatch to bear. They can also support sophisticated ambushes to destroy high-visibility enemy systems or cause mass casualties. 

Adaptive Operations. In adaptive operations, RISTA assets support the creation of windows of opportunity that permit OPFOR units to move out of sanctuary and attack. OPFOR RISTA can do this by locating and tracking key elements of the enemy’s C2, RISTA, air defense, and long-range fires systems for attack. RISTA assets can also play a direct role in supporting counterreconnaissance operations. 
CHECK ON LEARNING:  Conduct a check on learning and summarize the activity.
SECTION IV.
SUMMARY

Method of Instruction: Conference/Discussion

Instructor-to-student Ratio is: 1: class

Time of Instruction: 5 min  

Media:  Instructor


Overhead Projector and Slides; or Computer and CD

	Check on Learning
	Conduct a check on learning and summarize the lesson.

	Review/ Summarize Lesson
	NOTE: Show Slide 15 RECONNAISSANCE - SUMMARY

This lesson covered the OPFOR’s concept of reconnaissance.  It first addressed the six principles used to guide reconnaissance activities.  These included focus, continuity, aggressiveness, timeliness, C3D, and accuracy and reliability.  It next looked at the characteristics of OPFOR reconnaissance operations, which included flexibility, sustainability, security, communications, and reserves.

Since priorities vary at the different levels of command, the next section addressed the priority of reconnaissance activities at the strategic, operational, and tactical levels.  Tied very closely to the priorities are the assets available to the commander to conduct reconnaissance activities.  The lesson addressed these assets at both the strategic and operational-levels.  Finally, we looked at how reconnaissance is used during regional, transition, and adaptive operations.




SECTION V.
STUDENT EVALUATION

	Testing Requirements
	NOTE: Describe how the student must demonstrate accomplishment of the TLO. Refer student to the Student Evaluation Plan.

	 
	N/A.  Testing is not conducted for Awareness Training.

	Feedback Requirements
	NOTE: Feedback is essential to effective learning.  Schedule and provide feedback on the evaluation and any information to help answer students' questions about the test.  Provide remedial training as needed.
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SECTION I.
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Command and General Staff Officer Course (CGSOC)
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	Task Number
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None
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AC
TASS Training Bns
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SECTION II.
INTRODUCTION

Method of Instruction:  Conference/Discussion
Instructor-to-student Ratio is: 1: class
Time of Instruction: 5 min
Media:  Instructor

             Overhead Projector and Slides; or Computer and CD

	Motivator


	NOTE: Show Slide 1 TRADOC DCSINT 

The proponent for this Training Support Package is HQ TRADOC. Send comments and recommendations on DA Form 2028 directly to the OPFOR and Threat Integration Directorate (OTID) of the TRADOC Office of Deputy Chief of Staff for Intelligence at the following address: Director, OTID, ADCSINT-Threats, ATTN: ATIN-T (Bldg 53), 700 Scott Avenue, Fort Leavenworth, KS 66027-1323.
This publication is available at Army Knowledge Online (AKO) at http://www.us.army.mil and on the General Dennis J. Reimer Training and Doctrine Digital Library (ADTDL) at http://www.adtdl.army.mil.

Periodic updates of the OPFOR Field Manuals will occur in accordance with TRADOC Regulation 25-36 The TRADOC Doctrine Literature Program, resulting in changes to this TSP. 

All photos included in this presentation are from the Defense Visual Information Center unless otherwise noted.


	Terminal Learning Objective
	Note: Inform the students of the following terminal learning objective requirements.

At the completion of this lesson, you [the student] will:

	
	ACTION:
	Demonstrate knowledge of how fire support is utilized by the OPFOR.

	
	CONDITION:
	Given a classroom environment.



	
	STANDARD:
	Understood the OPFOR’s use of fire support. 

	
	

	Safety Requirements
	None



	Risk Assessment Level
	Low

NOTE:
Obtain commandant approval of any training that receives a high-risk assessment level.

	Environmental Considerations
	It is the responsibility of all soldiers and DA civilians to protect the environment from damage.  There are no environmental considerations with this lesson. 

	Evaluation
	This is awareness training.  There is no student evaluation associated with this lesson.

	Instructional Lead-In
	NOTE:  Show Slide 2 CHAPTER 7: FIRE SUPPORT

The integration of air, artillery, and missile assets into a unified fire support plan is a major task for the combined arms commander. The OPFOR does not consider itself to be an “artillery-centric” army. Rather, it views itself as using various forms of fire support to achieve success during offensive and defensive operations. 

In the offense, fire support is important to the success of any attack. It can destroy key systems; disrupt, immobilize, or destroy enemy groupings; and repel counterattacks. Fire support is also the cornerstone of any defense, blunting attacks at the crucial point in the battle. It disrupts enemy preparations for the attack, causes attrition as he approaches, and repels forces. 

This chapter covers the OPFOR’s fire support doctrine and how it is used to support the overall mission of the commander.




SECTION III.
PRESENTATION 
1.  
Learning Step/Activity 1.  Understand the concepts of fire support.


Method of Instruction:

Conference / Discussion


Instructor-to-student Ratio:

1: class


Time of Instruction:

5 min 


Media:

Instructor





Actual material





Overhead Projector and Slides; or Computer and CD


References:

FM 7-100.1, Chapter 7


Security Classification:

Unclassified 

NOTE: Show Slide 3 FIRE SUPPORT CONCEPTS

The OPFOR stresses that fire support should combine target acquisition, air assets, surface-to-surface missiles (SSMs), and artillery into an integrated attack throughout the area of responsibility (AOR) to ensure continuous support for maneuver units.
Additionally, the OPFOR considers information warfare (IW) an essential element of fire support because it provides a nonlethal alternative or supplement to attack by fire and maneuver. It is integrated into the overall concept of the operation, to confuse, deceive, delay, and disorganize the enemy.
NOTE: Show Slide 4 FIRE SUPPORT PRINCIPLES

The principles of fire support are the framework for a thought process that ensures the most effective use of fire support assets. These principles apply at all levels of command, regardless of the specific fire support assets available:

• Plan early and continuously.

• Exploit all available reconnaissance, intelligence, surveillance, and target acquisition (RISTA) assets.

• Consider airspace management and the use of all fire support (lethal and nonlethal) means.

• Use the lowest echelon capable of furnishing effective support.

• Avoid unnecessary duplication of effort.

• Use the most effective means to accomplish the mission.

• Provide rapid and effective coordination.

• Provide for flexibility of employment.

• Provide for safeguarding and survivability of OPFOR fire support assets.

• Attempt to achieve surprise when possible.

• Deliver highly accurate and effective fire. 

NOTE: Show Slide 5 SYSTEMS WARFARE

As discussed in Chapter 1, Strategic Framework, the OPFOR uses systems warfare as a conceptual and analytical tool to assist in the planning, preparation, and execution of warfare. In systems warfare, the subsystems or components of a combat system are targeted and destroyed individually. Once a favorable combat situation has developed, the targeted enemy subsystem is quickly destroyed in high-intensity operations, thus making the enemy’s overall combat system vulnerable to destruction or at least degrading its effectiveness. 

Within the systems warfare approach, the primary reason for attacking an enemy with fires is to destroy one or more key components of the enemy’s combat system and/or to create favorable conditions for destroying other parts of his combat system.

The OPFOR employs a fire support concept centered on a phased-cycle of finding a critical component of the enemy combat system and determining its location with RISTA assets; engaging it with precision fires, maneuver, or other means; and recovering to support the fight against another part of the enemy force. 

NOTE: Show Slide 6 TARGET DAMAGE CRITERIA

Target damage is the effect of fires on a given military target. The OPFOR categories of target damage are annihilation, demolition, neutralization, and harassment; the first three categories fall under the general term destruction.

Annihilation.  Annihilation fires render targets completely combat-ineffective and incapable of reconstruction or token resistance. OPFOR doctrine requires firing sufficient ammunition for a 70 to 90 percent probability of kill for point targets and destruction of 50 to 60 percent of the targets within a group for area targets. 

Demolition.  The OPFOR uses the term demolition in reference to the destruction of buildings and engineer works (such as bridges, fortifications, or roads). Demolition requires enough munitions to render these targets unfit for further use. 

Neutralization.  Fire for neutralization inflicts enough losses on a target to cause it to temporarily lose its combat effectiveness, restrict or prohibit its maneuver, or to disrupt its command and control (C2) capability.  To achieve neutralization, the OPFOR must deliver enough munitions to destroy 30 percent of a group of unobserved targets. 

Harassment. Harassment fires put psychological pressure on enemy personnel in locations such as defensive positions, command posts (CPs), and logistics installations. Successful harassment fire inhibits maneuver, lowers morale, interrupts rest, and weakens enemy combat readiness. 
CHECK ON LEARNING:  Conduct a check on learning and summarize the activity.

2.
Learning Step/Activity 2.  Understand fire support command and control.

Method of Instruction:

Conference / Discussion


Instructor-to-student Ratio:

1: class


Time of Instruction:

5 min 


Media:

Instructor





Actual material





Overhead Projector and Slides; or Computer and CD


References:

FM 7-100.1, Chapter 7


Security Classification:

Unclassified 

NOTE: Show Slide 7 COMMAND AND CONTROL

The nature of fire support units, with assets capable of long ranges and their potential wide influence and flexibility on the battlefield, requires that fire support C2 be more complex than for maneuver units. The chief of integrated fires is part of the operations section on the OSC staff. This officer is responsible for coordinating and advising the commander on the effective integration of C2 and RISTA means with fire support means (including precision fires) to support the overall operation plan. He controls, but does not command, the fire support units subordinate to or supporting the OSC.

The OPFOR instituted the integrated fires command (IFC) as the principal fire support C2 structure to ensure flexibility of C2 and response in meeting the fire support challenges on future battlefields. The IFC is a combination of a standing C2 structure and task organization of constituent and dedicated fire support units. All division-level and above OPFOR organizations possess an IFC C2 structure—staff, CPs, communications and intelligence architecture, and automated fire control system. The IFC exercises C2 of all constituent and dedicated fire support assets retained by its level of command. This can include Air Force, army aviation, artillery, and SSM units. It also exercises C2 over all RISTA assets constituent or dedicated to it. The mission of the IFC is to execute all fire support tasks required to accomplish the mission of the command to which the IFC belongs. There is one IFC per OSC.

A fire support coordination center (FSCC) is established at each organizational level (maneuver battalion to IFC). The FSCC is the staff element responsible for the planning and coordination of fires to support the respective maneuver unit. 

NOTE: Show Slide 8 NAVAL FIRE SUPPORT

Naval fire support includes shipborne gunfire and sea-launched cruise missiles. Depending on the hydrography and the orientation of the ground operation, naval fire support may provide deep indirect fire attacks on enemy formations and installations.

Naval fire support assets allocated to a theater or OSC in a constituent or dedicated relationship are under the command of the theater- or OSC-level IFC. Another option is for naval fire support assets to remain under the command of the Navy but to provide support for ground operations. 

A naval fire support liaison team augments the operations section of the IFC staff when naval fire support is required to support the ground maneuver force.
CHECK ON LEARNING:  Conduct a check on learning and summarize the activity.

3.
Learning Step/Activity 3.  Understand fire support planning.

Method of Instruction:

Conference / Discussion


Instructor-to-student Ratio:

1: class


Time of Instruction:

5 min 


Media:

Instructor





Actual material





Overhead Projector and Slides; or Computer and CD


References:

FM 7-100.1, Chapter 7


Security Classification:

Unclassified 

NOTE: Show Slide 9 FIRE SUPPORT PLANNING

In the OPFOR’s “top-down” approach to the planning and allocation of fire support, fire support planning occurs at the highest level possible. The IFC commander at the OSC or theater level plans and coordinates fire support, always under the direction of the maneuver commander. The highest level of participating units coordinates and approves the fire support plan, with input from subordinate units. 

The OSC headquarters performs general fire support planning. Detailed planning occurs in maneuver units, IFCs, and fire support units. The fires of all indirect fire support units within a brigade or BTG are incorporated into the brigade or BTG fire support plan. In turn, brigade or BTG fire support plans become part of division or DTG fire support plans. Division or DTG fire support plans become part of OSC fire support plans. 

The fire support planning process includes—

• Target acquisition.

• Organization of forces for combat.

• Assignment of fire support missions.

• Determination of ammunition requirements.

• Formulation of a detailed fire support plan.

In addition to conventional munitions, the OPFOR does possess some precision munitions.  However, since not all artillery units have precision munitions, these rounds are normally allocated to high-value targets (HVTs).  

The OPFOR might plan for use of NBC weapons either to deter aggression or as a response to an enemy attack on the State. The State considers the employment of NBC weapons as a responsibility of the National Command Authority (NCA). The OPFOR has SSMs capable of carrying nuclear, chemical, or biological warheads. Additionally, it can employ aircraft systems and cruise missiles to deliver an NBC attack. If needed, the majority of OPFOR artillery (152-mm and above) is capable of firing nuclear or chemical munitions. 
CHECK ON LEARNING:  Conduct a check on learning and summarize the activity.

4.
Learning Step/Activity 4.  Understand fire support targeting.

Method of Instruction:

Conference / Discussion


Instructor-to-student Ratio:

1: class


Time of Instruction:

5 min 


Media:

Instructor





Actual material





Overhead Projector and Slides; or Computer and CD


References:

FM 7-100.1, Chapter 7


Security Classification:

Unclassified 

NOTE: Show Slide 11 TARGETING (Slide 10 is hidden – instructor notes only)

Targeting is the process of selecting targets and matching the appropriate response, taking into account operational requirements and OPFOR capabilities. Targeting requires constant interaction between maneuver, reconnaissance, fire support, and IW, at all levels. Target value analysis is an analytical tool that is used in the targeting process by which the supported maneuver commander–

• Provides focus for his target acquisition effort.

• Identifies priorities for the engagement of enemy targets that will facilitate the success of his mission.

• Identifies the target damage criteria.

• Permits planning for identified contingencies based on enemy options available when the enemy operation fails. 

High-value targets are those deemed important to the enemy commander for the successful mission accomplishment. The loss of HVTs can be expected to contribute to a substantial degradation of an important battlefield function. 

High-payoff targets are HVTs that must be successfully acquired and attacked to contribute substantially to the success of OPFOR operations. The OSC commander, with advice from his IFC commander, selects HPTs and establishes a prioritized list of them. This list identifies the HPTs for a specific point in the operation in the order of their priority for acquisition and attack. 

Time-sensitive targets are those targets requiring an immediate response because they either pose (or will soon pose) a clear and present danger to the OPFOR or are highly lucrative, fleeting targets of opportunity. 

NOTE: Show Slide 12 TARGET ATTACK METHODOLOGY

For the OPFOR, the vast array of potential targets could easily exceed the capability of its fire support assets. To ensure fire support assets are used in the most efficient manner, the OPFOR uses the target attack methodology of plan, detect, deliver, and assess.

Plan.  The plan phase provides the focus and priorities for the reconnaissance collection management and fire planning process.  The OSC commander, with advice from the IFC commander, determines what HPTs to look for, when and where they are likely to appear on the battlefield, who can locate them, and how they should be attacked.

Detect.  During the detect phase, the reconnaissance plan is executed.  As targets are located, the appropriate command observation post or delivery system is notified to initiate the attack on the target.

Deliver.  Delivery is rapidly executed by having designated attack systems respond to the maneuver commander’s guidance when the HPTs are observed.

Assess.  Following the attack on the target, the RISTA assets are cued to determine if the established target damage criteria for the target was achieved.  If these criteria are not achieved, delivery assets will re-engage the target.
CHECK ON LEARNING:  Conduct a check on learning and summarize the activity.

5.
Learning Step/Activity 5.  Understand the methods of fire.

Method of Instruction:

Conference / Discussion


Instructor-to-student Ratio:

1: class


Time of Instruction:

5 min 


Media:

Instructor





Actual material





Overhead Projector and Slides; or Computer and CD


References:

FM 7-100.1, Chapter 7


Security Classification:

Unclassified 

NOTE: Show Slide 13 METHODS OF FIRE

The OPFOR uses various types of fires against the enemy. The methods of fire may have different purposes in the offense and defense.

Fire Support to a Strike.  At the operational level, a strike involves the employment of a combination of strategic- and operational-level RISTA systems with fire support, SPF, and maneuver forces to conduct precision strike operations that can result in a decisive operational victory. The strike can be employed in both defensive and offensive operations.

Fire support to a strike involves the employment of a wide variety of ammunition types to destroy an enemy formation after typically setting the conditions for its destruction through reconnaissance fire. Additionally, fire support to a strike incorporates other methods of fire. IFC fire support units are assigned interdiction fire missions to support the maneuver component throughout the strike. Constituent and dedicated indirect fire support units (allocated to the maneuver component) provide close support fire throughout the operation. 

Reconnaissance Fire. Reconnaissance fire is the integration of RISTA, fire control, and weapon systems into a closed-loop, automated fire support system that detects, identifies, and destroys critical targets in minutes. This integration capability normally exists only within an IFC and enables the OPFOR to deliver fixed- and rotary-wing air, SSM, cruise missile, and artillery fires on enemy targets within a very short time after acquisition. The OPFOR can use reconnaissance fire in offensive and defensive phases of combat.

Close Support Fire. Close support fire supports maneuver forces and attacks targets of immediate concern to units such as battalions and brigade tactical groups. The requirement is to provide a quick response time and accurate fires capable of either neutralizing or destroying all types of targets. 

Interdiction Fire. Interdiction fire attacks targets in depth (such as logistics sites or assembly areas) and prevents enemy follow-on or reserve forces from reinforcing or influencing a battle or situation. When compared to close support fire, interdiction fire generally has a slower response time, especially for stationary targets; accuracy may be lower; and the targets are generally not as well protected. 

Counterfire. Counterfire destroys the enemy fire support infrastructure throughout the battlefield. This infrastructure includes mortars, cannon, rockets, missiles, fire support C2 and RISTA, and logistics assets. Counterfire enables the ground forces to achieve effective fire support on the battlefield. The OPFOR believes it is especially important for the early destruction of the enemy’s long-range and precision weapons. 

Counterbattery Fire. Counterbattery fire accomplishes the annihilation or neutralization of enemy artillery batteries. It enables ground forces to maneuver on the battlefield with little to no suppression by enemy artillery. 

CHECK ON LEARNING:  Conduct a check on learning and summarize the activity.

6.
Learning Step/Activity 6.  Understand fire support of maneuver operations.

Method of Instruction:

Conference / Discussion


Instructor-to-student Ratio:

1: class


Time of Instruction:

5 min 


Media:

Instructor





Actual material





Overhead Projector and Slides; or Computer and CD


References:

FM 7-100.1, Chapter 7


Security Classification:

Unclassified
Note: Show Slide 15 FIRE SUPPORT OF OFFENSIVE MANEUVER OPERATIONS (Slide 14 is hidden – instructor notes only)

The fire support of maneuver operations is characterized by the use of all available fire support to carry out the commander’s plan. The OPFOR believes that fire support must be flexible to meet all contingencies during combat operations. 

Fire support considerations for the offense apply to all types of offensive action discussed in Chapter 3, Offensive Operations. The OPFOR plans and executes fires to support the offensive action and complete the destruction of the enemy. The use of selected lines or zones controls the shifting of fires, and the displacement of fire support units reflects changes in command and support relationships between fire support units and maneuver units. Fires are planned to— 

• Suppress enemy troop activity and weapon systems.

• Deny the enemy information about friendly forces.

• Prevent the enemy from restoring fire support, C2, and RISTA systems neutralized during previous fire support missions.

• Deny the enemy the ability to use reserve forces to conduct a counterattack.

• If necessary, create favorable conditions for the conduct of a strike.

• Support the exploitation force. 

Note: Show Slide 16 FIRE SUPPORT OF DEFENSIVE MANEUVER OPERATIONS

Fire support considerations for the defense apply to all types of defensive action discussed in Chapter 4, Defensive Operations. Key is the application of fire support as early as possible throughout the AOR in support of the defensive operation plan. Emphasis is placed on RISTA assets locating enemy formations and attack positions, with the goal of determining the direction and composition of the enemy main attack. Carefully analyzing the terrain over which the enemy will advance and canalizing his movement into kill zones can create conditions for fires in the defense. Fires are planned to—

• Deny the enemy information about friendly forces.

• Develop the situation early by forcing the enemy to deploy early and thus reveal the location of his main effort.

• Maximize the effect of obstacles as combat multipliers.

• Create favorable conditions for the conduct of a strike or counterattack. 

CHECK ON LEARNING:  Conduct a check on learning and summarize the activity.

7.
Learning Step/Activity 7.  Understand the strategic context of fire support.

Method of Instruction:

Conference / Discussion


Instructor-to-student Ratio:

1: class


Time of Instruction:

10 min 


Media:

Instructor





Actual material





Overhead Projector and Slides; or Computer and CD


References:

FM 7-100.1, Chapter 7


Security Classification:

Unclassified
Note: Show Slide 17 STRATEGIC CONTEXT

During all strategic-level courses of action, the OPFOR may use various fire support assets to attack the most vulnerable parts of the enemy’s combat system. 

The OPFOR is able to employ all of its methods of fire in regional and transition operations. However, it is unable or finds it difficult to employ the counterbattery method of fire during adaptive operations due to an extraregional force’s technological advantage in ability to target OPFOR fire support assets.

Regional Operations. During regional operations, the OPFOR will use fire support means (primarily aviation, SSMs, and long-range rockets) to attack targets in the homeland of a regional opponent. 

Transition Operations. During transition operations, the OPFOR is concerned about the extraregional force’s military capabilities arriving or being established before the OPFOR can completely achieve its strategic objectives. Therefore, the overall focus is on the disaggregation of the enemy’s combat system. 

The OPFOR may use various fire support assets in access-control operations and attack of the enemy’s LOCs and rear. The goal of the OPFOR is to disrupt the deployment tempo of the extraregional force by attacking unique or key targets in aerial and sea ports of debarkation. These targets include key C2 nodes, contractors and contractor-operated facilities, logistics operating bases, and ground and airborne RISTA platforms. Additionally, during transition operations, the OPFOR begins to disperse its fire support assets and emphasize the use of fire and decoy tactics, techniques, and procedures.

Adaptive Operations.  During adaptive operations, the OPFOR primarily shifts its emphasis to force preservation and seeks opportunities to attack and destroy the key components of the enemy’s combat system, including his information systems.  Additionally, the OPFOR mindset is that the tempo has been adjusted to attack targets (using reconnaissance fire) at critical times in order to preserve the force. The OPFOR also continues to emphasize the use of the fire and decoy TTP. It will seek to collocate the fire support assets with the civilian populace especially in urban areas to create a moral sanctuary. 
CHECK ON LEARNING:  Conduct a check on learning and summarize the activity.

SECTION IV.
SUMMARY

Method of Instruction: Conference/Discussion

Instructor-to-student Ratio is: 1: class

Time of Instruction: 5 min  

Media:  Instructor


Overhead Projector and Slides; or Computer and CD

	Check on Learning
	Conduct a check on learning and summarize the lesson.

	Review/ Summarize Lesson
	NOTE: Show Slide 19 FIRE SUPPORT – SUMMARY (Slide 18 is hidden – instructor notes only)

This lesson reviewed the OPFOR’s doctrine for fire support.  It initially looked at the OPFOR’s concept of fire support, which stresses the combination of RISTA, air assets, surface-to-surface missiles, and artillery into an integrated attack throughout the enemy’s defenses.  It next looked at the eleven principles of fire support that make up the framework for a thought process that ensures the most effective use of fire support assets.  The lesson also showed the connection between fire support and the State’s use of systems warfare in planning and executing operations.

The lesson discussed the four categories of target damage and then covered the command and control used in the fire support arena, including the role of the integrated fires command and the possible use of naval fire support.  The fire support planning process was briefly discussed, followed by the process used by the OPFOR to select targets.  The target attack methodology was reviewed and various methods of fire against the enemy were explained and how fire support is used to achieve the commander’s objectives during maneuver operations.  Finally, fire support was discussed in the strategic context, covering its use in regional, transition, and adaptive operations.




SECTION V.
STUDENT EVALUATION

	Testing Requirements
	NOTE: Describe how the student must demonstrate accomplishment of the TLO. Refer student to the Student Evaluation Plan.

	 
	N/A.  Testing is not conducted for Awareness Training.

	Feedback Requirements
	NOTE: Feedback is essential to effective learning.  Schedule and provide feedback on the evaluation and any information to help answer students' questions about the test.  Provide remedial training as needed.
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SECTION I.
ADMINISTRATIVE DATA

	All Courses Including This Lesson
	Course Number
Course Title 

                           
Command and General Staff Officer Course (CGSOC)


Captains Career Course (CCC)

                           
Officer Basic Course (OBC)

                                               

                           
Warrant Officer Candidate School  (WOCS)

                           
Advanced Noncommissioned Officer Course (ANCOC)

                           
Basic Noncommissioned Officer Course (BNCOC)




	Task(s) 

Taught (*) or

Supported
	Task Number
Task Title 

None



	Reinforced Task(s)
	Task Number
Task Title


None



	Academic Hours
	The academic hours required to teach this lesson are as follows:
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TASS Training Bns
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1:00/CO
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1:00/CO
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1:00/CO
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FM 7-100.1, Opposing Force: Operations

	Classroom, Training Area, and Range Requirements
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	Ammunition Requirements
	Name
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	Misc Qty

	Instructional Guidance
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SECTION II.
INTRODUCTION

Method of Instruction:  Conference/Discussion
Instructor-to-student Ratio is: 1: class
Time of Instruction: 5 min
Media:  Instructor

             Overhead Projector and Slides; or Computer and CD

	Motivator


	NOTE: Show Slide 1 TRADOC DCSINT 

The proponent for this Training Support Package is HQ TRADOC. Send comments and recommendations on DA Form 2028 directly to the OPFOR and Threat Integration Directorate (OTID) of the TRADOC Office of Deputy Chief of Staff for Intelligence at the following address: Director, OTID, ADCSINT-Threats, ATTN: ATIN-T (Bldg 53), 700 Scott Avenue, Fort Leavenworth, KS 66027-1323.

This publication is available at Army Knowledge Online (AKO) at http://www.us.army.mil and on the General Dennis J. Reimer Training and Doctrine Digital Library (ADTDL) at http://www.adtdl.army.mil.

Periodic updates of the OPFOR Field Manuals will occur in accordance with TRADOC Regulation 25-36 The TRADOC Doctrine Literature Program, resulting in changes to this TSP. 

All photos included in this presentation are from the Defense Visual Information Center unless otherwise noted.



	Terminal Learning Objective
	Note: Inform the students of the following terminal learning objective requirements.

At the completion of this lesson, you [the student] will:

	
	ACTION:
	Demonstrate knowledge of how the State employs aviation.

	
	CONDITION:
	Given a classroom environment.



	
	STANDARD:
	Understood the State’s concept of aviation employment.

	
	

	Safety Requirements
	None



	Risk Assessment Level
	Low

NOTE:
Obtain commandant approval of any training that receives a high-risk assessment level.

	Environmental Considerations
	It is the responsibility of all soldiers and DA civilians to protect the environment from damage.  There are no environmental considerations with this lesson. 

	Evaluation
	This is awareness training.  There is no student evaluation associated with this lesson.

	Instructional Lead-In
	NOTE: Show Slide 2 CHAPTER 8: AVIATION

This chapter covers the OPFOR’s concept of aviation operations. The air doctrine of the OPFOR represents a blend of principles growing out of past experience and doctrine adapted from foreign advisors. 

Aviation operations are an integral part of all OPFOR operations. Most fixed-wing assets belong to the Air Force, while most of the rotary-wing aircraft belong to the Army. 

The Air Force is the largest, best equipped, and best trained in the geographic region. The capabilities of the OPFOR’s fixed- and rotary-wing aircraft far exceed those of its neighbors, allowing for regional air superiority. However, the Air Force is not strong enough to defeat the air force of a modern power from outside this region. Realizing this limitation, the OPFOR will modify its use of aviation assets to ensure effective use against high-payoff targets. 




SECTION III.
PRESENTATION 

1.
Learning Step/Activity 1.  Understand the organizational structure of OPFOR aviation assets.

Method of Instruction:

Conference / Discussion


Instructor-to-student Ratio:

1: class


Time of Instruction:

10 min


Media:

Instructor





Actual material





Overhead Projector and Slides; or Computer and CD


References:

FM 7-100.1, Chapter 8


Security Classification:

Unclassified 

NOTE: Show Slide 3 ORGANIZATION – AIR FORCE

The State’s aviation organizations are structured similar to the ground components. As with the ground forces, the administrative force structure is a system in peacetime that mans, trains, and equips units to deploy for war.

In wartime, the Air Force’s peacetime air armies may be utilized in whole or may be parceled to provide units to a theater- or operational-level command. The subordinate Air Force organizations are grouped into divisions, regiments, and squadrons. The Army’s aviation units are structured similarly to other Army units, with brigades and battalions being the primary size of deployable units. This structure provides timely and effective use of assets at all levels of combat from the strategic campaign to the tactical ground maneuver plan.

The OPFOR has a variety of Air Force assets at national and theater levels in the administrative force structure. It has organized these assets so that each of these levels of command can have its own aviation forces to fulfill mission requirements. 

National Level. The State has subordinated air armies directly to the Supreme High Command (SHC) for strategic missions. Aircraft include bombers, interceptors, fighters, electronic warfare (EW) platforms, transport aircraft, and tankers. Some bombers can deliver long-range, air-launched cruise missiles (ALCMs) with high accuracy and a standoff range of 3,000 km or more. Tankers provide a capability for air-to-air refueling of bombers. A national-level air army has the mission of inflicting losses on vital targets and conducting aerial reconnaissance in support of the strategic campaign. The SHC can also allocate these air armies to support a specific theater- or operational-level command. 
NOTE: Show Slide 4 ORGANIZATION – AIR FORCE (CONTINUED)

Theater air armies are subordinate to the theater headquarters (if created) and play a key role in all types of combat, from participating in theater-level campaigns to supporting low-level tactical units of the ground forces. In the former role, they complement national-level aviation, and in the latter, army aviation.

High-performance fighters, interceptors, and some light bombers comprise the air army of the theater. At theater level, the Air Force also controls a substantial number of fixed- and rotary-wing EW aircraft, as well as medium- and heavy-lift helicopters. Theater headquarters may also use these assets to support high-priority operational-level actions.

The size and composition of the theater air army varies greatly depending on the theater needs.  Aviation assets retained to provide fire support at the theater level are part of the theater’s integrated fires command (IFC).
NOTE: Show Slide 5 ORGANIZATION – AIR FORCE (CONTINUED)
At the operational level, an operational-strategic command (OSC) is a joint command. Therefore, the SHC may include Air Force units in the formation of the OSC. These units are sized and equipped according to the mission assigned to the OSC. Similar to theater-level, Air Force assets allocated to an OSC in a constituent or dedicated relationship for fire support become part of the OSC’s IFC. 
NOTE: Show Slide 6 ORGANIZATION – ARMY AVIATION

The OPFOR has a variety of attack, transport, multipurpose, and special-purpose helicopters that belong to the Army.  In addition to these helicopters, army aviation also owns a limited number of small fixed-wing aircraft to support transport and reconnaissance missions. Army aviation units may remain under centralized control at theater level or may be task organized within an OSC, division tactical group (DTG), or brigade tactical group (BTG).

Theater-level. Army aviation provides reconnaissance, lift for heliborne landings, and direct air support (DAS) for ground forces. The OPFOR generally uses helicopters for reconnaissance only within the protection of the ground forces’ air defense umbrella. Helicopters perform such tasks as route or NBC reconnaissance. In the DAS role, it is common for army aviation to supplement theater’s fixed-wing ground-attack aircraft. 

The type and number of aviation brigades or battalions subordinate to the theater headquarters or theater IFC varies according to the theater needs and the importance of that theater in the OPFOR’s strategic campaign. All attack helicopter units would be part of the theater IFC.

Operational-level. When the OSC is formed for combat operations, an army aviation brigade or battalion may be task organized under this command to provide agility, versatility, and increased firepower. The type, size, and quantity of the units vary depending on the mission of the OSC.

In some cases, the OPFOR may include a limited number of army aviation assets in the formation of a DTG or BTG. 

CHECK ON LEARNING:  Conduct a check on learning and summarize the activity.
2.
Learning Step/Activity 2.  
Understand the command and control of aviation assets.

Method of Instruction:

Conference / Discussion


Instructor-to-student Ratio:

1: class


Time of Instruction:

5 min 


Media:

Instructor





Actual material





Overhead Projector and Slides; or Computer and CD


References:

FM 7-100.1, Chapter 8


Security Classification:

Unclassified 

NOTE: Show Slide 7 COMMAND AND CONTROL

The commander of the theater air army (Air Force asset) is subordinate to the theater commander. If the majority of the air army’s assets retained at theater level are allocated to the theater IFC, the air army commander may also become subordinate to the IFC commander. The senior commander of the army aviation component is also directly subordinate to the theater commander or the theater IFC commander. 

The OPFOR has a limited number of aviation units compared to the size of the ground force. For this reason, it believes that maintaining centralized control over its aviation assets is essential to the effective employment of both fixed-wing and rotary-wing aircraft. However, control over fixed-wing assets will be tighter than rotary-wing. 

The chief of airspace operations (CAO) at theater, OSC, and tactical group levels is the primary person in the staff responsible for the coordination of all airspace users. He and his staff, make up the airspace operations subsection (AOS). They work directly for the operations officer in the planning of future operations and the execution of current operations. Additionally, the theater air army and ground forces have an integrated C2 structure to ensure close and continuous coordination in joint operations. 

NOTE: Show Slide 8 MISSION REQUESTS

In order to provide effective support to the ground forces, air support is assigned missions according to the following categories of requests: preplanned, on-call, and immediate. 

A preplanned mission is planned well in advance of its execution, usually 24 hours prior to launch. Such missions are normally planned against static or non-moving targets with known locations. 

An on-call mission is one in which the target may be predesignated, but the timing of the attack remains at the discretion of the ground force commander. These missions are normally planned to support maneuver forces not yet in contact with the enemy, but expected to make contact once the aircraft are available. 

The on-call mission is planned the same as preplanned missions, with the exception of the attack’s timing. A “window of availability,” usually no longer than 4 to 5 hours, is established. The mission can be launched at any time during that window. On-call missions are planned with secondary targets in the event the window of availability expires before the primary target becomes available for attack. 

A limited number of aircraft are designated to respond only to requests from ground commanders for unplanned immediate air support. A request for immediate air support is forwarded through AOS channels. 
NOTE: Show Slide 9 LEVELS OF COMBAT READINESS

The OPFOR recognizes three levels of combat readiness for aircraft and crews. Aircraft in categories one and two respond to on-call missions.
CHECK ON LEARNING:  Conduct a check on learning and summarize the activity.
3.
Learning Step/Activity 3.  Understand aviation capabilities of the State.

Method of Instruction:

Conference / Discussion


Instructor-to-student Ratio:

1: class


Time of Instruction:

5 min 


Media:

Instructor





Actual material





Overhead Projector and Slides; or Computer and CD


References:

FM 7-100.1, Chapter 8


Security Classification:

Unclassified 

NOTE: Show Slide 10 CAPABILITIES

The priority for organizational strength and equipment modernization depends on the importance of a unit within the overall strategic plan. The OPFOR continues to modernize units with aircraft having—

• Improved avionics.

• Improved electronic countermeasures (ECM) and electronic counter-countermeasures (ECCM) equipment.

• Increased payload.

• Longer combat radius.

• Increased night capability. 

The OPFOR will continue to modify the employment of its aviation units as the modernization continues. 

Direct Air Support. Aviation continues to improve nighttime and poor-weather air reconnaissance and ordnance delivery in support of ground maneuver formations. The OPFOR has all-weather fighters and bombers that are capable of supporting ground forces even for night missions. Additionally, they have the range and payload to attack deep targets. Many modern fixed-wing aircraft and combat helicopters have electronic and infrared instruments that enable pilots to conduct sorties at night and in poor weather at low altitudes. 

Counterair. The Air Force has the most lethal air intercept aircraft in the region. However, it would be challenged by air forces of a first-class power and would modify its operations when required. The deployment of a wide array of mobile and semi-mobile ground air defense systems has freed some aircraft from air defense missions for ground support roles. 

Reconnaissance. Aerial reconnaissance includes visual observation, imagery, and signals reconnaissance. Imagery reconnaissance encompasses all types of optical cameras utilizing conventional fixed-frame and strip photography, infrared photography, and television systems; it also includes side-looking airborne radar (SLAR) and synthetic-aperture radar (SAR) capabilities. Airborne signals reconnaissance includes communications and noncommunications emitter intercept and direction finding. 

Electronic Warfare. The OPFOR continues to improve its capabilities to conduct EW, including sophisticated jamming equipment. The OPFOR can jam the enemy air defense network’s major surveillance and acquisition radars. It also uses advanced deception jamming techniques. All these capabilities allow OPFOR aviation to provide increased support that combines accuracy in ordnance delivery, greater flexibility in employment, increased survivability, and increased responsiveness to combined arms commanders. 

UAV. The OPFOR is currently acquiring unmanned aerial vehicles (UAVs). As technology allows, it will develop doctrine for employing UAVs in the reconnaissance, attack, deception, and resupply roles. 
CHECK ON LEARNING:  Conduct a check on learning and summarize the activity.
4.
Learning Step/Activity 4.  Understand the missions aviation units can conduct.

Method of Instruction:

Conference / Discussion


Instructor-to-student Ratio:

1: class


Time of Instruction:

5 min 


Media:

Instructor





Actual material





Overhead Projector and Slides; or Computer and CD


References:

FM 7-100.1, Chapter 8


Security Classification:

Unclassified 

NOTE: Show Slide 12 MISSIONS (Slide 11 is hidden – instructor notes only)

Based on the capabilities discussed in the previous slide, the OPFOR conducts a wide variety of missions with its aviation assets. 

Counterair. During regional operations, the Air Force attempts to establish and maintain the desired degree of air dominance. Air superiority is established through a combination of offensive and defensive actions. Preplanned attacks while the enemy’s aircraft are on the ground would be an example of offensive air defense missions, while flying intercept missions to engage enemy aircraft firing on air or ground troops is an example of a defensive mission.

When the State is attacked by a major power, the Air Force will attempt to defend strategic centers and conduct precision attacks early to inflict politically significant damage on invaders.  An invasion of the State may dictate an “all-out” effort to control access to the region or harass the early-entry forces before they build up sufficient air and air defense capabilities to dominate the airspace.

Reconnaissance. Aerial reconnaissance is a principal method of gathering target intelligence. Theater aviation’s reconnaissance forces gather tactical and operational intelligence up to a 300-km radius. They may also be tasked to collect strategic intelligence to support national-level requirements. The processing of data from an air reconnaissance mission can take 2 to 8 hours. However, to shorten this time, the aircraft transmit perishable target intelligence by radio to ground CPs. 

Counterreconnaissance. The OPFOR emphasizes the destruction of the enemy reconnaissance teams and dedicates numerous assets to accomplish this mission. The OPFOR includes either armed or lift helicopters in the counterreconnaissance plan to search for, locate, and report enemy reconnaissance teams. Depending on the plan, the OPFOR may use armed helicopters, infantry, artillery, or other methods to destroy these teams.

Direct Air Support. DAS disrupts or destroys enemy forces in proximity to friendly forces. This mission is accomplished using fixed-wing assets and fire support helicopters. Because these assets are centrally controlled, the missions are formulated at various staff levels and allocated based on assets available and significance of the mission. DAS missions are part of the fire support plan.

Interdiction. Air interdiction is planned and executed to destroy targets that are not in proximity to friendly troops. These missions are planned at the theater or OSC level to support the ground commander’s overall plan. Interdiction missions can be conducted in advance of ground maneuver to set the conditions, or simultaneously to force the enemy to fight on different fronts. 

Helicopters as a Maneuver Force. The OPFOR might employ a highly-trained unit equipped with modern attack helicopters as a maneuver element in the ground commander’s scheme of maneuver. In this role, the attack helicopter unit can be used as the fixing, assault, or exploitation force in the offense or as the disruption or counterattack force in the defense. In either offense or defense, it could be a deception or reserve force. Such employment is among the most complex missions conducted by aviation units and requires detailed planning, rehearsals, and execution. 

Combat Support and Combat Service Support Missions. The OPFOR has a variety of medium- and heavy-lift helicopters that can provide transport capability throughout the battlefield. These aircraft are lightly armed and are used to move troops, equipment, and supplies in the relatively safe areas. Periodically, these aircraft are tasked to assist in CS and CSS missions such as large heliborne assaults, combat search and rescue, and forward arming and refueling point (FARP) emplacement. 

CHECK ON LEARNING:  Conduct a check on learning and summarize the activity.
5.
Learning Step/Activity 5.  Understand the principles of aviation employment.

Method of Instruction:

Conference / Discussion


Instructor-to-student Ratio:

1: class


Time of Instruction:

10 min 


Media:

Instructor





Actual material





Overhead Projector and Slides; or Computer and CD


References:

FM 7-100.1, Chapter 8


Security Classification:

Unclassified 

NOTE: Show Slide 14 PRINCIPLES OF EMPLOYMENT (Slide 13 is hidden – instructor notes only)

The OPFOR’s use of aviation assets is guided by key employment principles. 

Purpose. Every mission must be focused toward a clearly defined, decisive, and attainable task and directly contribute to the higher commander’s immediate plan. 

Coordination. The coordination of aviation with artillery, air defense, and maneuver units is one of the most difficult tasks of modern combat, particularly in the absence of air superiority. CAOs are assigned at various levels of command to ensure a coordinated effort among the airspace users. Liaison teams from aviation units also assist in this effort.

Concentration of Efforts. The OPFOR does not distribute resources evenly throughout the theater, but identifies specific goals to be achieved with aviation assets and organizes them accordingly. 

Economy. If the OPFOR hopes to achieve the principles of concentration and purpose, it cannot use air assets to perform missions that can be adequately executed by other means. The OPFOR must carefully assess the risks and payoff of using the limited assets of aviation for each mission. 

Reconnaissance. Aerial reconnaissance provides timely and accurate information that can have a significant impact on the outcome of an operation. For this reason, every aviation mission has an implied task to conduct reconnaissance along the route of flight and report any activity or inactivity that may affect the ground commander’s plan. 

Surprise. To maximize the effects that aviation can bring to the operation, surprise is an essential element of all aviation missions. Means of achieving surprise include—

• Choosing unexpected or concealed axes.

• Attacking at unlikely times.

• Attacking in unanticipated strength.

• Using new weapons or tactics.

• Limiting or eliminating radio and radar emissions.

• Degrading the enemy’s early warning radar net.

• Making decoy raids.

• Using camouflage, concealment, cover, and deception (C3D) on airfields. 

Responsiveness. The OPFOR aviation assets provide the most agile, flexible, and reactive firepower to the ground commander. Plans to employ aviation assets must capitalize on these traits and provide the commander the responsiveness to be employed in a timely manner across the entire area of responsibility (AOR). 

CHECK ON LEARNING:  Conduct a check on learning and summarize the activity.
6.
Learning Step/Activity 6.  Understand the strategic context of aviation.

Method of Instruction:

Conference / Discussion


Instructor-to-student Ratio:

1: class


Time of Instruction:

5 min 


Media:

Instructor





Actual material





Overhead Projector and Slides; or Computer and CD


References:

FM 7-100.1, Chapter 8


Security Classification:

Unclassified 

NOTE: Show Slide 16 DEGREE OF AIRSPACE DOMINANCE (Slide 15 is hidden – instructor notes only)

The OPFOR uses standardized terms to define the degree of dominance of its airspace. This allows planners to best employ assets in the theater to satisfy the requirements to support ground forces. 

Air Supremacy. Air supremacy is when the enemy air force is incapable of effective interference. Through the complete destruction of the enemy air forces, this condition is the ultimate goal of air operations. 

Air Superiority. Air superiority is when the conduct of operations is possible at a given time and place without prohibitive interference by the enemy. The most efficient method of attaining air superiority is to attack early warning and C2 sites, ground-based air defense sites, and enemy aviation assets close to their source of maintenance and launch facilities.

Local Air Superiority. Although the OPFOR hopes to attain air superiority, it recognizes the potential for only local air superiority to exist. Purely geographic in nature, this condition is characterized by well-timed aviation missions to coincide with enemy aircraft downtime, returning sorties, aircraft rearming, or gaps in air defense coverage. 

Air Parity. Air parity is the functional equivalency between enemy and friendly air forces in strength and capability to attack and destroy targets. Under the condition of air parity, where neither side has gained superiority, some enemy capabilities affect friendly ground forces at times and places on the battlefield. 
NOTE: Show Slide 17 STRATEGIC CONTEXT

OPFOR aviation planners modify the employment of aviation assets according to the strategic goals of the State and the degree of airspace dominance attained by the OPFOR. This slide examines some of these differences as the OPFOR fights in regional, transition, and adaptive operations. 

Regional Operations. The OPFOR relies heavily on its aviation assets when planning its strategic campaign against a regional enemy. In fact, it does not initiate hostilities unless air superiority can be attained prior to ground combat. In the initial days of any strategic campaign against a regional opponent, the OPFOR focuses the air campaign on attaining air superiority. Once that is established, aircraft apportionment is gradually shifted to ground attacks while maintaining air superiority. Secondary missions include reconnaissance, transportation, logistics support, and insertion of troops. 

Transition Operations. When an extraregional enemy becomes involved, the OPFOR cannot rely on the continued dominance of the airspace. Consequently, it shifts its air operations to control the access of the enemy into the region and slow or alter the enemy’s deployment progress by attacking ports, airfields, railheads, and other infrastructure. 

While the extraregional force is deploying, the OPFOR has a limited time of marginal airspace dominance.  During this period, it can use its aviation forces to support the ground forces’ transition to adaptive operations by performing security, support, and deception missions. The OPFOR transitions to maintaining local air superiority and even air parity to support the ground transition to adaptive operations.

Transition operations can also be a shift from adaptive operations to regional operations. In this case, the OPFOR uses its aviation assets to regain air superiority once the air dominance of the extraregional force has diminished. 

Adaptive Operations. During adaptive operations, the extraregional enemy can severely limit the employment of OPFOR aviation forces in the conventional manner. The OPFOR is not willing to lose its aviation assets and will find creative means to use its air power during limited windows of opportunity. The primary concern, though, is to preserve combat power in order to remain a dominant force within the region after the extraregional force has departed. 

As the OPFOR transitions to adaptive operations, it relies more on helicopter operations and less on fixed-wing assets for ground attacks. This allows the OPFOR to keep the fixed-wing assets in sanctuaries, while helicopters from dispersed locations use flight profiles minimizing the risk against enemy air defense systems. 

The centralized control of aviation assets may be elevated to a higher level during adaptive operations. Because of the high risk associated with flying missions against the extraregional force, theater and OSC commanders may retain the authority to determine what targets are valuable enough to risk aviation assets. 
CHECK ON LEARNING:  Conduct a check on learning and summarize the activity.
SECTION IV.
SUMMARY

Method of Instruction: Conference/Discussion

Instructor-to-student Ratio is: 1: class

Time of Instruction: 5 min  

Media:  Instructor


Overhead Projector and Slides; or Computer and CD

	Check on Learning
	Conduct a check on learning and summarize the lesson.

	Review/ Summarize Lesson
	NOTE: Show Slide 19 AVIATION – SUMMARY (Slide 18 is hidden – instructor notes only)

During this lesson, we covered the OPFOR’s concept of aviation employment.  We initially looked at the organization of its air assets, reviewing both Air Force and army aviation structures.  We then looked at the command and control used by OPFOR commanders to control and plan for aviation operations and reviewed the three types of mission requests.

Next the lesson addressed the three levels of combat readiness for aircraft and crews, and then discussed the capabilities of the OPFOR’s aviation and how they are trying to modernize their force.  Next we looked at the seven missions that can be conducted by aviation assets and the principles of employment when conducting these missions.  Finally we covered the degrees of airspace dominance and how this impacts on aviation operations during regional, transition, and adaptive operations.




SECTION V.
STUDENT EVALUATION

	Testing Requirements
	NOTE: Describe how the student must demonstrate accomplishment of the TLO. Refer student to the Student Evaluation Plan.

	 
	N/A.  Testing is not conducted for Awareness Training.

	Feedback Requirements
	NOTE: Feedback is essential to effective learning.  Schedule and provide feedback on the evaluation and any information to help answer students' questions about the test.  Provide remedial training as needed.


LESSON 10: 0159-00100009 – CHAPTER 9: AIR DEFENSE SUPPORT

1 Aug 2004

SECTION I.
ADMINISTRATIVE DATA

	All Courses Including This Lesson
	Course Number
Course Title 

                           
Command and General Staff Officer Course (CGSOC)


Captains Career Course (CCC)

                           
Officer Basic Course (OBC)

                                               

                           
Warrant Officer Candidate School  (WOCS)

                           
Advanced Noncommissioned Officer Course (ANCOC)

                           
Basic Noncommissioned Officer Course (BNCOC)




	Task(s) 

Taught (*) or

Supported
	Task Number
Task Title 

None



	Reinforced Task(s)
	Task Number
Task Title


None



	Academic Hours
	The academic hours required to teach this lesson are as follows:

 
PEACETIME
MOB
AC
TASS Training Bns
AC/RC
1:20/CO
Resident 
1:20/CO
AT/ADT
1:20/CO
IDT
1:20/CO
Non-res DL
1:20/IP
 
TEST
N/A

TOTAL HOURS

1:20/CO


1:20/CO

1:20/CO

1:20/IP

1:20/CO
                                       
 

	Test Lesson Number
	
Hours
Lesson No.

Testing


(to include test review) 



N/A

	Prerequisite Lesson(s)
	
Lesson Number
Lesson Title

0159-00100000            INTRODUCTION 


	Security Clearance/ Access
	Security Level:  Unclassified

Requirements:  There are no clearance or access requirements for the lesson.


	Foreign Disclosure Restrictions
	This product/publication has been reviewed by the product developers in coordination with the TRADOC ADCSINT-Threats foreign disclosure authority.  
This product is releasable to students from all requesting foreign countries without restrictions.

	References
	

	Number
	Title
	Date

	FM 7-100.1
	Opposing Force: Operations
	2004

	Student Study Assignments
	NONE

	Instructor Requirements
	One primary instructor



	Additional
	Name
	Quantity
	Man Hours

	Support
	None
	
	

	Personnel
	
	
	

	Requirements
	
	
	

	Equipment 

Required 


	Name
Overhead projector or

Computer With Microsoft PowerPoint and Projection Equipment
	
	

	Materials Required
	Instructor Materials: 

FM 7-100.1, Opposing Force: Operations

Overhead slides or Lesson CD

Student Materials: 
FM 7-100.1, Opposing Force: Operations

	Classroom, Training Area, and Range Requirements
	1 classroom per class



	Ammunition Requirements
	Name
None
	Student Qty
	Misc Qty

	Instructional Guidance
	NOTE: Before presenting this lesson, instructors must thoroughly prepare by studying the lesson and identified reference material.



	Branch Safety Mgr Approval
	NAME




RANK

POSITION

DATE

N/A

	Proponent Lesson Plan Approvals
	NAME




RANK

POSITION

DATE

Gary E. Phillips
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SECTION II.
INTRODUCTION

Method of Instruction:  Conference/Discussion
Instructor-to-student Ratio is: 1: class
Time of Instruction: 5 min
Media:  Instructor

             Overhead Projector and Slides; or Computer and CD

	Motivator


	NOTE: Show Slide 1 TRADOC DCSINT 

The proponent for this Training Support Package is HQ TRADOC. Send comments and recommendations on DA Form 2028 directly to the OPFOR and Threat Integration Directorate (OTID) of the TRADOC Office of Deputy Chief of Staff for Intelligence at the following address: Director, OTID, ADCSINT-Threats, ATTN: ATIN-T (Bldg 53), 700 Scott Avenue, Fort Leavenworth, KS 66027-1323.

This publication is available at Army Knowledge Online (AKO) at http://www.us.army.mil and on the General Dennis J. Reimer Training and Doctrine Digital Library (ADTDL) at http://www.adtdl.army.mil.

Periodic updates of the OPFOR Field Manuals will occur in accordance with TRADOC Regulation 25-36 The TRADOC Doctrine Literature Program, resulting in changes to this TSP. 

All photos included in this presentation are from the Defense Visual Information Center unless otherwise noted.



	Terminal Learning Objective
	Note: Inform the students of the following terminal learning objective requirements.

At the completion of this lesson, you [the student] will:

	
	ACTION:
	Demonstrate knowledge of how the OPFOR employs air defense.

	
	CONDITION:
	Given a classroom environment.



	
	STANDARD:
	Understood the State’s concept of air defense employment.

	
	

	Safety Requirements
	None



	Risk Assessment Level
	Low

NOTE:
Obtain commandant approval of any training that receives a high-risk assessment level.

	Environmental Considerations
	It is the responsibility of all soldiers and DA civilians to protect the environment from damage.  There are no environmental considerations with this lesson. 

	Evaluation
	This is awareness training.  There is no student evaluation associated with this lesson.

	Instructional Lead-In
	NOTE: Show Slide 2 AIR DEFENSE SUPPORT

The OPFOR system of air defense includes assets and actions at the strategic (national), operational, and tactical levels. The focus in this chapter is on air defense of maneuver forces at the operational level. However, operational-level air defense does not exist in isolation from the overall system of OPFOR air defense. 



SECTION III.
PRESENTATION 

1.
Learning Step/Activity 1.  Understand the OPFOR all-arms air defense system.

Method of Instruction:

Conference / Discussion


Instructor-to-student Ratio:

1: class


Time of Instruction:

5 min


Media:

Instructor





Actual material





Overhead Projector and Slides; or Computer and CD


References:

FM 7-100.1, Chapter 9


Security Classification:

Unclassified 

NOTE: Show Slide 3 ALL-ARMS AIR DEFENSE

The main objective of air defense is to prevent enemy air action from interfering with mission accomplishment of the entire force. Consequently, the OPFOR does not treat air defense just as a particular organization or branch of service, but views it as a mission.

To do this, the OPFOR uses a combined arms and joint approach, involving not only air defense units, but also other forces such as—

• Aviation.

• Special-purpose forces (SPF).

• Rockets and surface-to-surface missiles (SSMs).

• Artillery and mortars.

• Infantry.

• Engineers.

• Affiliated forces.

These forces are often used in combination or participate separately in attacking targets, which in effect achieves a combined result. 

Against a sophisticated enemy and especially an extraregional force, the OPFOR recognizes that it will have to adapt the operations and tactics employed by air defense units to improve their chances of success. It also views the creative and adaptive use of other arms to accomplish air defense objectives as part of the overall air defense effort. 

CHECK ON LEARNING:  Conduct a check on learning and summarize the activity.
2.
Learning Step/Activity 2.  
Understand the goals of the OPFOR air defense system.

Method of Instruction:

Conference / Discussion


Instructor-to-student Ratio:

1: class


Time of Instruction:

5 min 


Media:

Instructor





Actual material





Overhead Projector and Slides; or Computer and CD


References:

FM 7-100.1, Chapter 9


Security Classification:

Unclassified 

NOTE: Show Slide 4 AIR DEFENSE CONCEPTS

The OPFOR’s concept of air defense is not purely defensive in nature. In fact, the destruction of enemy aircraft is not always linked to military objectives. The destruction of high-visibility or unique systems employed by enemy forces not only offers exponential value in terms of increasing the relative combat power of the OPFOR but also has positive effects in the information and psychological arenas. 

The OPFOR emphasizes that air defense does not necessarily have to destroy aircraft to accomplish the mission, although that is obviously desirable. The mission is accomplished if air defense prevents enemy aircraft from conducting successful air activities. In fact, the mere presence of active and effective air defense weapon systems can reduce the effectiveness of enemy air activities by forcing aircraft to avoid the systems or otherwise use less than optimum procedures. The OPFOR can also use air defense jammers, GPS jammers, and other electronic warfare (EW) methods to disrupt the enemy’s air capability.

One role of air defense is to create an opportunity for fire and maneuver by clearing or minimizing the air threat in the airspace above friendly forces. Even if it does not have air superiority, by concentrating the fires of its air defense assets, the OPFOR can create a window of opportunity for a limited-duration and limited-objective offensive action. Likewise, air defense can enhance the ability to defend or transition from defense to offense. Air defense can also mass fires to protect the key reconnaissance and fire assets that perform reconnaissance fires.

Another important OPFOR concept is that air defense is an integral part of combined arms combat. OPFOR maneuver unit commanders understand that if they disregard the enemy air threat or fail to properly plan for defending against this threat, they risk mission failure.

A closely related concept is that air defense weapons, radars, and associated equipment cannot be regarded as single pieces of equipment or even units engaged in combat actions but as parts of an integrated air defense system (IADS). Proper integration of these assets in mission planning and execution is the only way the commander can effectively deal with the enemy air threat.

NOTE: Show Slide 6 AIR DEFENSE PRINCIPLES (Slide 5 is hidden – instructor notes only)

The OPFOR follows several basic principles when conducting air defense: surprise, firepower, mobility, continuity, initiative, coordination, and security. Of these, the element of surprise is the most critical.

Surprise.  Achieving surprise is fundamental to successful air defense. Surprise can be achieved by positioning air defense systems in unexpected locations, using other arms for air defense, and by using camouflage, concealment, cover, and deception (C3D).

The OPFOR is aware of the potential physical destruction it can achieve by attacking an unsuspecting and unprepared enemy. It is also aware of the psychological effects of violent and unexpected fires on aviation crews. 

The element of surprise is also increasingly important because of modern technological advances. The speed and evasiveness of modern aircraft reduce engagement times, plus modern aircraft also have a great amount of firepower with which to suppress air defenses. These two factors make it necessary for units to achieve some degree of surprise. 

Firepower. The OPFOR force structure includes a wide variety of air defense weapons (both missiles and guns). This mix of capabilities gives ground force commanders outstanding firepower for air defense. It is important that air defense planning considers and employs all assets available, across all arms, to achieve maximum firepower.

Mobility. Since the ground forces, for which air defenses provide cover, are quite mobile and frequently change formation, air defense assets must have mobility comparable to these ground forces. Consequently, when planning air defense, the commander must always consider the mobility of air defense weapons and the time required for their deployment. 

Continuity. Air defense forces must provide continuous protection of critical organizations and assets. Only constantly-moving air defense units that have adequate logistics support can ensure comprehensive air coverage. They must provide air defense day or night in all weather conditions. As you can see, the principle of mobility contributes directly to continuity. 

Initiative. Since the modern battlefield is a fluid and volatile environment, air defense unit commanders must respond to constant changes in the situation with initiative and aggressive action. Units must continue to operate efficiently even when communications with other air defense units fail or when the enemy changes tactics.

Coordination. The OPFOR stresses coordination between air defense units and supported maneuver units, other air defense units, and units of other arms performing air defense functions. It views air defense as a single, integrated system composed of various parts and considers it an integral element of the air and ground battle. 

Security. The OPFOR recognizes that enemy air assets can attack from any quarter. Therefore, it must provide security for units anywhere on the battlefield or in sanctuary areas against air attack from any direction. Air defense must function with unremitting reliability and overall security. This requires careful deployment, uninterrupted ammunition supply, and a comprehensive early-warning system. Commanders must factor security into air defense planning. 

CHECK ON LEARNING:  Conduct a check on learning and summarize the activity.
3.
Learning Step/Activity 3.  
Understand the command and control procedures used for air defense.

Method of Instruction:

Conference / Discussion


Instructor-to-student Ratio:

1: class


Time of Instruction:

5 min 


Media:

Instructor





Actual material





Overhead Projector and Slides; or Computer and CD


References:

FM 7-100.1, Chapter 9


Security Classification:

Unclassified 

NOTE: Show Slide 8 COMMAND AND CONTROL (Slide 7 is hidden – instructor notes only)

The OPFOR combines ground-based national-, operational-, and tactical-level air defense assets with fixed-wing aircraft forces to provide an integrated air defense umbrella for ground units. Consequently, effective control of the airspace becomes more complex. The OPFOR stresses the need for operations conducted with a single integrated plan under unified command and control.

IADS.  OPFOR air defense weapons and surveillance systems at all levels of command are part of an integrated air defense system (IADS) that presents a threat to any potential enemy. The OPFOR’s intent is to integrate air defense assets at all levels of command into a continuous, unbroken umbrella of air defense coverage. 

Against regional opponents, the OPFOR may be able to use an IADS that is centrally directed from the national level. Centralization of control gives the OPFOR flexibility in the employment of resources to meet the overall goal of air defense. Additionally, the national-level air defense organization can play a major role in the control of air defense assets of operational-level commands. 

The OPFOR realizes that it probably will not be able to employ a nationally integrated air defense system to defend its entire airspace against a modern extraregional force. In fact, a vertically integrated system centrally directed from the national level could be a liability from a C2 standpoint. Therefore, OPFOR doctrine calls for IADS at sector levels. Within sectors, it has a better chance to challenge the most modern air forces and perhaps temporarily prevent extraregional air forces from attaining air supremacy.

In most situations, an operational-strategic command (OSC) directs the employment of the air defense assets of at least its immediate tactical-level subordinates–divisions and division tactical groups (DTGs) or separate brigades or brigade tactical groups (BTGs). Brigades and BTGs that are part of a division or DTG provide coverage for their own units and vertically integrate with division or DTG coverage. 

Centralization. Air defense control relationships are subject to conflicting pressures for centralization and decentralization. Factors favoring centralized control include the greater efficiency and effectiveness of centralized target detection systems and the increased ranges of modern surface-to-air missiles (SAMs). Centralized control is necessary, especially during defensive operations, to ensure that the coverage of air defense units is mutually supporting and comprehensive. Centralization of control gives the OPFOR flexibility in the employment of air defense resources to meet the overall goal of an operation. In most situations, therefore, an operational-level command directs the employment of the air defense assets of at least its immediate tactical-level subordinates.

Decentralization. The OPFOR does understand, though, that the complexity and fluidity of the modern battlefield require the possibility of some decentralization. Decentralized control provides flexibility and shorter response times for supporting fast-paced operations by ground maneuver units and the many contingencies that can arise in local situations. The OPFOR expects its air defense commanders, like their maneuver counterparts, to demonstrate aggressive action and originality, responding to changes in the tactical situation and operating effectively when cut off from communications with other air defense units. In general, the OPFOR imposes enough centralization to optimize efficiency while allowing sufficient decentralization for effectiveness.

NOTE: Show Slide 10 COMMAND AND CONTROL (CONTINUED) (Slide 9 is hidden – instructor notes only)

Airspace Management. When the OPFOR Air Force is able to fly, airspace management is the most complex aspect of air defense operations. Commanders must divide the airspace among ground-based air defense systems and aviation.

A single operational-level commander must control the full scope of combined arms and/or joint activity, including air defense within his AOR. He approves the overall operation plan prepared by his staff, which includes the air defense plan and coordinating instructions.

The OSC is the lowest level of joint command with control of both Army and Air Force units. The chief of airspace operations (CAO) is the staff officer at the OSC that is responsible for airspace management issues and procedures. The CAO maintains the airspace control net for controlling the command’s airspace. 

In order to minimize interference between its fighter aircraft and ground-based air defense weapons, the OPFOR establishes zones of responsibility. Zones of responsibility are also used to determine areas or altitudes to be covered by national-level Air Defense Forces, as opposed to operational- or tactical-level air defense assets. However, the use of such zones does not preclude engagement of high-priority targets by more than one type of weapon system if there is centralized control of all weapon systems involved.

Command Posts & Communications.  The CAO and his staff are part of the OSC staff at the main command post (CP). Also located there are Air Force, army aviation, and air defense liaison teams with whom he closely coordinates for airspace management. A deputy CAO and possibly an air defense officer from the liaison team may also be present at the forward CP to advise the OSC commander.

The basic rule for the establishment of communications between supported and supporting unit is that the higher command allocates landline, radio relay, and mobile communication means, while radio equipment is allocated by both higher and subordinate levels. An air defense and NBC warning communications net is established to warn maneuver units, the staffs, and logistics units of incoming enemy aircraft. The warning is communicated through signal equipment that is specially allocated for this purpose.

CHECK ON LEARNING:  Conduct a check on learning and summarize the activity.
4.
Learning Step/Activity 4.  
Understand the phases of the air defense system.

Method of Instruction:

Conference / Discussion


Instructor-to-student Ratio:

1: class


Time of Instruction:

5 min 


Media:

Instructor





Actual material





Overhead Projector and Slides; or Computer and CD


References:

FM 7-100.1, Chapter 9


Security Classification:

Unclassified 
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The OPFOR plans to employ its air defense units and all-arms air defense in three phases. The phases are defined by where the enemy aircraft are and what they are doing:

•Phase I: Actions against enemy aircraft and control systems on the ground before they are employed.

•Phase II: Actions against enemy aircraft while in flight but before they enter the airspace over OPFOR ground maneuver forces.

•Phase III: Actions against enemy aircraft that have penetrated into that airspace. 

The first phase includes all actions taken to destroy enemy aircraft and control systems before they are employed. It targets aircraft while they are still on the ground at airfields or in marshalling or staging areas. This “basing area” extends from enemy home territory, to allied basing and staging areas, to and including in-theater enemy support areas down to enemy division level. 

Planning for Phase I begins at the national level, when the General Staff is considering various contingency plans for possible strategic campaigns before the actual threat of war or extraregional intervention. This planning includes any OSCs that might be involved in a particular contingency.

Attacks on airfields and related facilities feature coordinated operations by all available forces, and they are primarily not air defense units. Aviation, SSMs, artillery, or SPF can destroy air C2 facilities, aviation support facilities, and the enemy’s aircraft while they are still on the ground. 
NOTE: Show Slide 13 AIR DEFENSE PHASES (CONTINUED)

The second phase of air defense aims at destroying enemy aircraft while in flight and before they enter the airspace over OPFOR ground maneuver forces. The “flight area” overlaps the basing area and extends from enemy bases to the battle zones of OPFOR units. 

As with Phase I, planning for Phase II occurs primarily at the national and operational levels. This planning includes any OSCs whose AORs fall in the “flight area.” Although tactical units in the disruption zone can carry out air defense-related actions, these actions are part of a larger plan. 

There are various assets that can be used in this phase.  OPFOR SPF teams can infiltrate man-portable, shoulder-fired SAMs close to airfields or along identified and potential flight routes in the flight area. However the Phase II mission is performed primarily by air defense forces at the strategic and operational levels. Interceptor aircraft and long- and medium-range SAMs conduct this phase of the air defense. 

When the enemy aircraft enter an OPFOR disruption zone, shorter-range operational- and tactical-level air defense systems can engage them. These systems often conduct air defense ambushes from positions within the disruption zone.

NOTE: Show Slide 14 AIR DEFENSE PHASES (CONTINUED)

The third phase entails the destruction of enemy aircraft that have penetrated into the airspace over OPFOR ground maneuver forces. Thus, the “target area” consists of the area where enemy aircraft have penetrated over the OPFOR disruption, battle, and support zones. 

In this phase it is not always necessary to destroy the enemy aircraft since the real objective is to deny enemy aviation the ability to interfere with OPFOR ground maneuver units. The OPFOR can accomplish this either by destroying enemy aircraft or by forcing them to expend their munitions beyond effective range or by diverting the aircraft before they reach their targets.

Planning for Phase III extends down to the tactical level. However, tactical efforts are typically part of a plan for integrated air defense at the operational and perhaps the national level. 

In Phase III, the OPFOR may be able to employ its own tactical fighter aircraft, operating in the relatively safe airspace of the “target area.”  However, the bulk of the air defense effort in this phase falls upon short- to medium-range SAMs and antiaircraft (AA) guns of tactical air defense units, complemented by operational- and national-level air defense assets and other weapons of the ground maneuver units.

CHECK ON LEARNING:  Conduct a check on learning and summarize the activity.
5.
Learning Step/Activity 5.  
Understand the air defense assets available to the OPFOR.

Method of Instruction:

Conference / Discussion


Instructor-to-student Ratio:

1: class


Time of Instruction:

5 min 


Media:

Instructor





Actual material





Overhead Projector and Slides; or Computer and CD


References:

FM 7-100.1, Chapter 9


Security Classification:

Unclassified 
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Both the Air Force and the Army maintain air defense forces. In peacetime, all these air defense assets belong to the OPFOR’s administrative force structure. Even in wartime, some of them—such as the national-level Air Defense Forces—may remain centrally controlled at the national or theater level. Other assets from the administrative force structure are initially allocated to OSCs. An OSC, in turn, may allocate some of its air defense assets to augment those of its tactical subordinates. Thus, it is hard to predict where national-, operational-, and tactical-level assets may actually appear in the wartime, fighting force structure.

National-level air defense forces focus their efforts on destroying enemy aircraft, while protecting critical defensive positions and key political and economic sites. 

Assets at this level include fighter-interceptor aircraft of the Air Force. Against a regional opponent, the OPFOR can use these aircraft to prevent enemy aircraft from entering or operating in OPFOR airspace. It can destroy enemy aircraft before they even take off by using air attacks and the long-range rockets and missiles of the Strategic Forces or direct action teams from its SPF Command. Additionally, national-level assets include medium- and long-range SAMs, some short-range AA guns, and early warning radar units. 
NOTE: Show Slide 16 OPERATIONAL-LEVEL ASSETS

The inventory of operational-level air defense weapons includes a variety of missiles, guns, and support equipment. The actual composition of the air defense assets provided to the operational-level commander, however, will vary with the size and composition of the OSC. An OSC may have some air defense assets that it reserves for coverage of its own operational support zone and for engaging enemy aircraft that get past tactical air defenses. It also has assets it can allocate to subordinates to augment tactical air defenses at critical points on the battlefield or to cover gaps in the air defense umbrella.

Operational-level air defense systems include medium-range SAMs (and perhaps some long-range SAMs) for medium- to high-altitude area coverage. Some SAMs have the capability to engage ballistic or cruise missiles, as well as aircraft. Medium-range SAM units typically have some AA guns or shoulder-fired SAMs for self-protection.

Operational-level commands may have some short-range AA guns for point protection. The AA guns found at the operational level are typically towed systems that lack the mobility of self-propelled SAM systems and cannot fire on the move. These AA gun units are capable of only a limited area coverage and are better suited for short-range, point protection of individual locations. OSCs normally have early warning units with a variety of air surveillance and target acquisition radars, plus some AA guns or shoulder-fired SAMs for self-protection. 

NOTE: Show Slide 17 TACTICAL-LEVEL ASSETS

Aside from air defense assets that might be allocated down from the operational level, tactical maneuver units have a number of systems designed for air defense. They also have systems belonging to other arms that can contribute to the air defense mission. 

Tactical-level air defense includes short- and medium-range SAMs, short-range AA guns (to include radar controlled self propelled systems), and shoulder-fired SAMs. In fact, the Army considers every soldier with a shoulder-fired SAM to be an air defense-firing unit. The OPFOR is acquiring as many of them as possible, within economic constraints, and issuing them in large numbers to a wide variety of units. 

Throughout maneuver units, there are also a number of other systems that can be used in an air defense role. The heavy AA machineguns on tanks are specifically designed for air defense, although they can also be used against ground targets. Machineguns on APCs and automatic cannon on IFVs can engage both ground and air targets. Some ATGMs can be effective against low-flying rotary-wing aircraft. Field artillery and small arms can also be integral parts of the air defense scheme.

NOTE: Show Slide 18 NONLETHAL AIR DEFENSE ASSETS

The OPFOR also uses nonlethal air defense-related systems, such as air defense jammers, radar corner reflectors, and GPS jammers. Such systems are potential combat multipliers, when employed in conjunction with SAM and AA gun systems, to defend high-value assets. 
NOTE: Show Slide 19 PASSIVE AIR DEFENSE MEASURES

In addition to active air defense, the OPFOR practices a variety of passive air defense measures. Many of these measures involve use of C3D or maneuver and dispersal techniques.

The OPFOR emphasizes the use of natural terrain and vegetation, camouflage netting and other artificial materials, smokescreens, and decoy equipment to provide C3D. Deception includes deception positions and decoys. 

Maneuver and dispersal of air defense assets, both emitters and other types of equipment, is important for their survival both during movement and in combat formations. Sudden maneuver and periodic changes of position are simple and effective means to counter enemy reconnaissance and precision weapons; these measures are planned and implemented at the tactical level. 

Other measures taken to improve the security and survivability of air defense systems include signal security, frequency spread, frequency diversity, multiple and interchangeable missile guidance systems, and mobility.

CHECK ON LEARNING:  Conduct a check on learning and summarize the activity.
6.
Learning Step/Activity 6.  
Understand the reconnaissance used in support of air defense operations.

Method of Instruction:

Conference / Discussion


Instructor-to-student Ratio:

1: class


Time of Instruction:

5 min 


Media:

Instructor





Actual material





Overhead Projector and Slides; or Computer and CD


References:

FM 7-100.1, Chapter 9


Security Classification:

Unclassified 
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Reconnaissance related to air defense takes two basic forms. First, commanders conduct terrain reconnaissance to determine likely avenues of approach for enemy aircraft and optimum positions for air defense weapons. The second form, air surveillance, detects approaching aircraft and provides early warning and target information.

Terrain Reconnaissance.  The OPFOR places significant emphasis on identifying all potential attack routes for low-flying enemy aircraft of all types. Routes of approach suitable for armed helicopters and positions from which these helicopters might employ ATGMs are of special concern. 

Terrain reconnaissance is also conducted by both the commander of the supported maneuver unit and the commander of the supporting air defense unit to identify positions for deployment of air defense weapons in defensive areas, along movement routes, or in areas seized by advancing OPFOR units.

Air Surveillance. The main objective of air surveillance is to provide the earliest possible warning of approaching enemy aircraft and to develop target information for planning and conducting air defense. 

The OPFOR uses electronic and electro-optical means and visual observation to conduct air surveillance. The air defense forces have a passive early warning system based on a combination of radar systems and observers that will serve them well in the early stages of combat operations against even the most modern opponents. In later stages, the OPFOR accepts that it will lose many of its electronic systems and is prepared to rely primarily on observers for air surveillance.

CHECK ON LEARNING:  Conduct a check on learning and summarize the activity.
7.
Learning Step/Activity 7.  
Understand the missions and employment of air defense forces.

Method of Instruction:

Conference / Discussion


Instructor-to-student Ratio:

1: class


Time of Instruction:

5 min 


Media:

Instructor





Actual material





Overhead Projector and Slides; or Computer and CD


References:

FM 7-100.1, Chapter 9


Security Classification:

Unclassified 

NOTE: Show Slide 21 MISSIONS AND EMPLOYMENT

Regardless if the OPFOR is on the offense or defense, most actions of supporting air defense units are inherently defensive. The essence of an air defense unit’s combat mission is to provide area coverage and/or point protection. However, air defense missions can also have an offensive nature, with the purpose of destroying certain enemy air platforms or denying or disrupting their employment.  The specific mission of the air defense will vary depending at what level it is being employed.

National-Level. The intent of national-level air defense forces is to ensure continuous coverage in both detection and engagement capabilities.  These forces use their own air defense weapons for various missions, depending on the situation. While some national-level assets might cover the air defense weapons of subordinate commands, others fill gaps between operational-level commands. National-level assets usually are somewhere to the rear of operational-level air defense weapons in order to engage aircraft that penetrate forward air defenses. Some national assets might provide general air defense coverage of the State and nearby airspace. 

Operational-Level. Operational-level commands use their air defense units in many ways. Some medium-range SAM units may augment tactical-level assets while others provide cover for gaps between tactical units or provide general area coverage of the OSC’s entire AOR. This area coverage gives depth to the defensive effort and overlaps with envelopes of tactical units. Where possible, this SAM coverage overlaps the envelopes of adjacent operational-level commands.

The medium-range SAM units engage enemy aircraft at some distance from tactical maneuver units and other high-value assets within the OSC’s AOR. These SAMs and shorter-range AA guns also protect key targets such as operational-level CPs, tactical ballistic missiles (TBMs), long-range rockets and artillery, and reserves.

NOTE: Show Slide 23 MISSIONS AND EMPLOYMENT (CONTINUED) (Slide 22 is hidden – instructor notes only)

Tactical-Level. Ideally, a division or DTG will have sufficient air defense assets to provide area coverage over its AOR, including the AORs of subordinate units. At brigade or BTG level, there is a significant element of point protection in support of subordinate units and brigade- or BTG-level assets. 

Tactical-level short- and medium-range SAMs provide area coverage for the entire tactical-level unit, overlapping with the envelopes of flanking units. Short-range AA guns and shoulder-fired SAMs can provide point protection. 

Air Defense Umbrella. Air defense assets from national down through tactical level create an air defense umbrella. Radars can provide an unbroken detection envelope extending well into enemy territory and across the entire AOR. As OPFOR units maneuver, the air defense umbrella also moves when necessary, in order to prevent maneuver units from becoming exposed to enemy ground-attack aircraft and armed helicopters. 

NOTE: Show Slide 24 AIR DEFENSE COVERAGE

This diagram shows both the vertical and horizontal coverage typically provided by OPFOR air defense systems at the tactical, operational, and strategic levels.

CHECK ON LEARNING:  Conduct a check on learning and summarize the activity.
8.
Learning Step/Activity 8.  
Understand air defense support of the offense.

Method of Instruction:

Conference / Discussion


Instructor-to-student Ratio:

1: class


Time of Instruction:

5 min 


Media:

Instructor





Actual material





Overhead Projector and Slides; or Computer and CD


References:

FM 7-100.1, Chapter 9


Security Classification:

Unclassified 
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Air operations have become a critical component of combined arms combat. Thus, air defense is a vital part of the combined arms operation. The OPFOR can successfully execute operational offensive actions only if it can negate enemy air power. Therefore, the OPFOR has an extensive air defense system to protect attacking maneuver units. 

Deployment.  The shape of the air defense deployment can change as supported units maneuver. SAM units at the operational and tactical levels deploy where they can provide area coverage for as much as possible of the supported maneuver unit’s AOR.

In the disruption zone, dispersed ground ambushing forces and other key assets will require point air defense protection. Regular infantry, SPF, and affiliated forces operating in the disruption zone should have air defense systems as mobile and survivable as the force they are protecting. This may require extensive use of man-portable, shoulder-fired SAMs. Some forces may rely strictly on C3D for protection from enemy air.

Some air defense forces may be deployed in the disruption zone as air defense ambush teams. Their purpose can be to deny aerial attack and/or to prevent enemy reconnaissance platforms from targeting forces in the disruption zone or battle zone.

Area coverage is desirable for protecting the overall disruption force. When necessary, the OPFOR will move divisional assets or even OSC assets well out into the disruption zone to assist in area coverage or to provide early warning for other air defense units. 

Most air defense forces would normally be within the battle zone. In order to provide continuous coverage for supported maneuver forces, air defense systems need to have the mobility to move with those forces. Their main role is to allow friendly ground forces the freedom to maneuver as the operational situation develops rapidly and can help create the window of opportunity for an attack. 

Some air defense units may be deployed in the support zone to help keep this zone free of significant air action and thus permit the effective logistics and administrative support of forces. Generally, commanders can afford to defend the support zone with less mobile air defense assets than in the disruption and battle zones. Additionally, the OPFOR makes extensive use of passive air defense measures, including C3D, maneuver, and dispersal throughout the support zone. 

Movement. The OPFOR realizes that its units may come under air attack during movement. Consequently, moving units are protected by their constituent air defense assets and, in many cases, by additional air defense assets allocated by their parent unit. Additionally, an operational-level command may order its own air defense assets to provide cover for the moving unit. 

As OPFOR units move, air defense units must relocate as necessary to provide continuous and effective protection to the supported unit. OPFOR commanders maintain effective protection by leaving at least one air defense battery in firing position to cover the movement. Air defense units constituent to or augmenting a maneuver unit usually move as a part of that unit if the air threat is high. If there is little or no air threat, these air defense assets may move separately to a new location. 

CHECK ON LEARNING:  Conduct a check on learning and summarize the activity.
9.
Learning Step/Activity 9.  
Understand air defense support of the defense.

Method of Instruction:

Conference / Discussion


Instructor-to-student Ratio:

1: class


Time of Instruction:

5 min 


Media:

Instructor





Actual material





Overhead Projector and Slides; or Computer and CD


References:

FM 7-100.1, Chapter 9


Security Classification:

Unclassified 
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When the OPFOR is on the defense, air defense is a critical component. Under conditions when the OPFOR employs an integrated defense, it generally can also employ integrated air defense, integrated both vertically and horizontally. During transition and adaptive operations, however, decentralized conditions may affect the ability to integrate horizontally and thus provide mutual support. The same would apply to the commander’s ability to achieve vertical integration between the tactical and operational levels.

Deployment.  Deployments closely parallel those in the offense, but there are some differences. One key point is that the positioning of operational-level air defense assets depends on the overall organization of the battlefield for the defense. Operational-level SAM units might deploy to provide point protection for the main CP, SSM units, airfields, or other high-value assets. The SAMs might also cover units in sanctuary areas or lines of commitment for an operational-level counterattack. Additionally, the OPFOR sees the threats posed by air reconnaissance and airborne or heliborne assault as being greater in the defense and devotes greater effort to guarding against those threats.

Air defense in the disruption zone should provide area coverage to defend forces in the zone and provide point protection for key assets involved in conducting fires. As in the offense, they also try to prevent enemy aerial reconnaissance platforms from targeting forces in the disruption zone or the battle zone. This is a key part of the OPFOR’s aggressive and creative counterreconnaissance effort.

In maneuver or area defense, air defense units provide protection for the battle positions of DTGs or BTGs of the main defense force in the battle zone. In a maneuver defense, they especially cover units maneuvering from line to line. In an area defense, they help preserve key components of OPFOR combat power or assist units in holding tactically favorable defensive positions. 

In any type of defense, air defense units conduct air defense ambushes to provide opportunities for other forces to conduct counterattacks or reconnaissance fires.

An OSC in the defense usually employs a strong reserve positioned in an assembly area with good C3D measures and strong air defense protection. The reserve must have sufficient air defense coverage to allow it to maneuver from the assembly area in order to conduct a variety of contingency missions the OSC commander might give it as the operation develops. 

The OPFOR usually deploys some air defense units in the support zone to protect key logistics units and administrative support elements. However, it also relies heavily on passive air defense measures, including C3D and dispersal. 

NOTE: Show Slide 29 DEFENSE (CONTINUED) (Slide 28 is hidden – instructor notes only)

Air defense units have a significant role in defending ground forces against attacks by enemy airborne and air assault troops. When the OPFOR detects an enemy airborne operation, Air Force units (if available) attempt to intercept and destroy enemy transport aircraft either at marshalling airfields or en route to drop zones.

Operational- and tactical-level SAM units engage transport aircraft entering their respective air defense zones of responsibility. Short-range air defense assets near the drop zones also engage transport aircraft. These air defense forces typically act in the form of either air defense ambushes or roving air defense units. Self-propelled AA guns, vehicle-mounted machineguns, and small arms all fire on descending paratroops and equipment. 

CHECK ON LEARNING:  Conduct a check on learning and summarize the activity.
10.
Learning Step/Activity 10.  
Understand air defense ambushes and roving units.

Method of Instruction:

Conference / Discussion


Instructor-to-student Ratio:

1: class


Time of Instruction:

5 min 


Media:

Instructor





Actual material





Overhead Projector and Slides; or Computer and CD


References:

FM 7-100.1, Chapter 9


Security Classification:

Unclassified 

NOTE: Show Slide 30 AIR DEFENSE AMBUSHES AND ROVING UNITS

Ambushes.  The OPFOR recognizes the disproportionate effects that sudden, unexpected destruction of an aircraft or small group of aircraft can have can on enemy tactics and morale. Because of this, air defense ambushes may be set up at temporary firing positions to surprise and destroy enemy aircraft and disorganize enemy fixed-wing aircraft and rotary-wing operations. 

Air defense ambushes usually comprise a single AA gun or SAM weapon, section, platoon, or battery with the mission of engaging enemy aircraft from a hidden or unexpected position. The OPFOR may also employ antihelicopter mines.

Ambushes may be planned and executed on short notice with little preparation, or they may involve elaborate preparation and camouflage, and tracking enemy aircraft over several days to discern operational patterns and possible weaknesses, or optimum weather patterns for a specific ambush site.

Roving Units. Employment of roving units is similar to that of air defense ambushes. The primary difference is that, while an ambushing unit lies in wait in one position for approaching enemy aircraft, a roving unit moves to the most likely areas of enemy air attack and occupies a series of predesignated positions in the supported unit’s AOR. 

CHECK ON LEARNING:  Conduct a check on learning and summarize the activity.
11.
Learning Step/Activity 11.  
Understand air defense against unmanned aerial vehicles.

Method of Instruction:

Conference / Discussion


Instructor-to-student Ratio:

1: class


Time of Instruction:

5 min 


Media:

Instructor





Actual material





Overhead Projector and Slides; or Computer and CD


References:

FM 7-100.1, Chapter 9


Security Classification:

Unclassified 

NOTE: Show Slide 31 AIR DEFENSE AGAINST UNMANNED AERIAL VEHICLES

The OPFOR recognizes the increasing importance of UAVs on the battlefield, to both its own forces and those of the enemy.  Because of this, air defense is planned against enemy UAV systems.

The OPFOR does not believe that countering UAVs is just defense against the aerial vehicle.  They target the entire system, which is comprised of three basic subsystems: the air vehicle, the ground station, and the launcher. There are also a variety of communication data links between the ground station and the air vehicle. Some systems also include satellite links. In the minds of the OPFOR, the successful destruction of a UAV ground station has a far greater impact than the destruction of a single air vehicle.

Because the OPFOR targets both the aerial vehicles and the ground components, defense against UAVs requires not only an IADS but also an integrated all-arms approach. Air defense commanders and planners view the three UAV subsystems as three separate targets that can be countered through both active and passive means.

NOTE: Show Slide 32 AIR DEFENSE AGAINST UNMANNED AERIAL VEHICLES (CONTINUED)

Active Measures. A wide variety and large number of active measures are available to the OPFOR to counter UAVs. These include air defense radars and sound-ranging systems.  Additionally, reconnaissance assets for locating these targets can be tied to artillery, MRLs, or aircraft that can quickly engage the targets once the information is received. SPF operating in the enemy rear is also used to locate launchers and ground stations. SPF either take direct action to destroy the targets or relay location information to allow the OPFOR to employ other means against them. The OPFOR also uses jamming techniques to counter UAV system data links. 

Passive Measures. Since the mission the UAV is executing may not be apparent, actions should be taken to counter all possibilities. The integrated use of the passive air defense measures, such as C3D, maneuver, and dispersal can reduce the effectiveness of UAVs. Additionally, the use of a variety of decoys provides a false picture of the mission area to the enemy and, to a large extent, can deny information or distort the information collected by the UAV. 

CHECK ON LEARNING:  Conduct a check on learning and summarize the activity.
12.
Learning Step/Activity 12.  
Understand the strategic context of air defense.

Method of Instruction:

Conference / Discussion


Instructor-to-student Ratio:

1: class


Time of Instruction:

5 min 


Media:

Instructor





Actual material





Overhead Projector and Slides; or Computer and CD


References:

FM 7-100.1, Chapter 9


Security Classification:

Unclassified 

NOTE: Show Slide 33 STRATEGIC CONTEXT

Regional Operations.  The OPFOR views its air defense system as fully capable of protecting ground forces and infrastructure from air attack by any of its neighbors. To accomplish this, it believes that its aircraft will be capable of conducting successful counterair operations, thus denying any major encroachment into its territory or significant attacks by fixed-wing aircraft against its military forces operating in enemy territory. The ability to use ground-based systems to defeat any “leakers” and rotary-wing attacks serves to reinforce this belief. This confidence does not preclude the OPFOR from using a wide variety of other options, to include TBMs or SPF.

Transition Operations. The first OPFOR combat actions against extraregional forces may be against the enemy air threat, which may be in the enemy’s homeland or in a regional neighbor’s territory. Attacking sites within these countries, especially third countries or the extraregional enemy’s homeland, is a decision made at the highest political levels. Once the State leadership has assessed this as a viable option, however, the OPFOR will use every means available to preclude deployment or, more realistically, limit access and delay deployment timelines.

Taking early action against the air threat is essential to forces transitioning to adaptive operations. It provides time for ground forces to reposition. It also allows the use of OPFOR fixed-wing aircraft against targets they can range. 

NOTE: Show Slide 34 STRATEGIC CONTEXT (CONTINUED)

OPFOR air defense actions during adaptive operations are based on the premise that it is essential to attack aircraft while they are on the ground. While defensive in nature, OPFOR air defense has an important offensive component to it. Therefore, it must use every means available to attack enemy air capability. TBMs provide the OPFOR with the means to continue to attack after the effective loss or degradation of its fixed-wing capability. Additionally, the OPFOR will employ SPF, insurgents, and terrorist groups to attack the enemy’s aircraft on the ground. 

In defending against air attack, air defense by ground-based systems still plays a key role in adaptive operations. Additionally, there is heavier reliance on the use of passive systems.

The use of other arms is also an effective means of augmenting air defense capability. An in-depth analysis of the battlespace is conducted to identify likely helicopter firing positions. These are sowed with antihelicopter mines and remote sensors. The sensors serve to key artillery fires to attack these sites and render them unusable or prevent effective fires by attack helicopters.

CHECK ON LEARNING:  Conduct a check on learning and summarize the activity.
SECTION IV.
SUMMARY

Method of Instruction: Conference/Discussion

Instructor-to-student Ratio is: 1: class

Time of Instruction: 5 min  

Media:  Instructor


Overhead Projector and Slides; or Computer and CD

	Check on Learning
	Conduct a check on learning and summarize the lesson.

	Review/ Summarize Lesson
	NOTE: Show Slide 35 AIR DEFENSE SUPPORT – SUMMARY 

This lesson covered the OPFOR’s doctrine on air defense.  It started with their concept that air defense is an “all-arms” requirement, using both combined arms and joint resources to accomplish the mission.  After reviewing the OPFOR’s concepts and seven basic principles of air defense, we discussed the command and control used in the air defense arena.

Next the lesson focused on the three phases of air defense and then looked at the air defense assets available to the OPFOR, addressing these at the national, operational, and tactical levels.  We then covered the reconnaissance related to air defense, discussing both terrain and air reconnaissance.  

The missions and employment of air defense by the OPFOR at the national, operational, and tactical levels were covered, followed by a discussion of air defense in both the offense and defense.  Next, air defense ambushes and roving units were covered, as well as how the OPFOR defends against UAVs.  Finally, we looked at the strategic context, addressing regional, transitional, and adaptive operations.




SECTION V.
STUDENT EVALUATION

	Testing Requirements
	NOTE: Describe how the student must demonstrate accomplishment of the TLO. Refer student to the Student Evaluation Plan.

	 
	N/A.  Testing is not conducted for Awareness Training.

	Feedback Requirements
	NOTE: Feedback is essential to effective learning.  Schedule and provide feedback on the evaluation and any information to help answer students' questions about the test.  Provide remedial training as needed.
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SECTION I.
ADMINISTRATIVE DATA

	All Courses Including This Lesson
	Course Number
Course Title 

                           
Command and General Staff Officer Course (CGSOC)


Captains Career Course (CCC)

                           
Officer Basic Course (OBC)

                                               

                           
Warrant Officer Candidate School  (WOCS)

                           
Advanced Noncommissioned Officer Course (ANCOC)

                           
Basic Noncommissioned Officer Course (BNCOC)




	Task(s) 

Taught (*) or

Supported
	Task Number
Task Title 

None



	Reinforced Task(s)
	Task Number
Task Title


None



	Academic Hours
	The academic hours required to teach this lesson are as follows:

 
PEACETIME
MOB
AC
TASS Training Bns
AC/RC
1:00/CO
Resident 
1:00/CO
AT/ADT
1:00/CO
IDT
1:00/CO
Non-res DL
1:00/IP
 
TEST
N/A

TOTAL HOURS

1:00/CO


1:00/CO

1:00/CO

1:00/IP

1:00/CO
                                       
 

	Test Lesson Number
	
Hours
Lesson No.

Testing
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	Foreign Disclosure Restrictions
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This product is releasable to students from all requesting foreign countries without restrictions.
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	2004

	Student Study Assignments
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	Instructor Requirements
	One primary instructor
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	Name
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	Man Hours
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	Personnel
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	Equipment 

Required 


	Name
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Student Materials: 
FM 7-100.1, Opposing Force: Operations

	Classroom, Training Area, and Range Requirements
	1 classroom per class



	Ammunition Requirements
	Name
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	Misc Qty

	Instructional Guidance
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SECTION II.
INTRODUCTION

Method of Instruction:  Conference/Discussion
Instructor-to-student Ratio is: 1: class
Time of Instruction: 5 min
Media:  Instructor

             Overhead Projector and Slides; or Computer and CD

	Motivator


	NOTE: Show Slide 1 TRADOC DCSINT 

The proponent for this Training Support Package is HQ TRADOC. Send comments and recommendations on DA Form 2028 directly to the OPFOR and Threat Integration Directorate (OTID) of the TRADOC Office of Deputy Chief of Staff for Intelligence at the following address: Director, OTID, ADCSINT-Threats, ATTN: ATIN-T (Bldg 53), 700 Scott Avenue, Fort Leavenworth, KS 66027-1323.

This publication is available at Army Knowledge Online (AKO) at http://www.us.army.mil and on the General Dennis J. Reimer Training and Doctrine Digital Library (ADTDL) at http://www.adtdl.army.mil.

Periodic updates of the OPFOR Field Manuals will occur in accordance with TRADOC Regulation 25-36 The TRADOC Doctrine Literature Program, resulting in changes to this TSP. 

All photos included in this presentation are from the Defense Visual Information Center unless otherwise noted.



	Terminal Learning Objective
	Note: Inform the students of the following terminal learning objective requirements.

At the completion of this lesson, you [the student] will:

	
	ACTION:
	Demonstrate knowledge of how the OPFOR employs engineer support.

	
	CONDITION:
	Given a classroom environment.



	
	STANDARD:
	Understood the State’s concept of engineer support.

	
	

	Safety Requirements
	None



	Risk Assessment Level
	Low

NOTE:
Obtain commandant approval of any training that receives a high-risk assessment level.

	Environmental Considerations
	It is the responsibility of all soldiers and DA civilians to protect the environment from damage.  There are no environmental considerations with this lesson. 

	Evaluation
	This is awareness training.  There is no student evaluation associated with this lesson.

	Instructional Lead-In
	NOTE: Show Slide 2 ENGINEER SUPPORT

This chapter describes the OPFOR’s doctrine on employing engineer support. The OPFOR believes success in battle requires extensive engineer support at every level, and engineer plans at the operational level support the various strategic-level courses of action involved in the State’s strategic campaign. 

Engineers are used by the OPFOR to facilitate the mobility and high rate of movement of combined arms forces while enhancing the survivability of its forces. Although the OPFOR generally conducts engineer countermobility activities at the tactical level, it also maximizes activities conducted at the operational level to disaggregate, disrupt, delay, block, or canalize enemy forces. 



SECTION III.
PRESENTATION 

1.
Learning Step/Activity 1.  Understand how engineer assets are organized.

Method of Instruction:

Conference / Discussion


Instructor-to-student Ratio:

1: class


Time of Instruction:

5 min


Media:

Instructor





Actual material





Overhead Projector and Slides; or Computer and CD


References:

FM 7-100.1, Chapter 10


Security Classification:

Unclassified 

NOTE: Show Slide 3 ASSETS

Military engineers fall into two basic categories: combat engineers and special-category engineers. Combat engineers are those whose tasks may bring them in direct contact with the enemy. 

Special-category engineers (such as bridge- and road-building units) do not normally engage the enemy and generally use utility vehicles as their primary transportation rather than engineer vehicles designed to survive close combat. 

At the operational level, the OPFOR plans the complete integration of civilian and military engineer resources, since civilian workers can perform many of the basic engineer tasks.

CHECK ON LEARNING:  Conduct a check on learning and summarize the activity.
2.
Learning Step/Activity 2.  
Understand the command and control of engineer resources.

Method of Instruction:

Conference / Discussion


Instructor-to-student Ratio:

1: class


Time of Instruction:

5 min 


Media:

Instructor





Actual material





Overhead Projector and Slides; or Computer and CD


References:

FM 7-100.1, Chapter 10


Security Classification:

Unclassified 

NOTE: Show Slide 4 COMMAND AND CONTROL

As discussed in previous classes, the OPFOR has a number of command and support relationships.  Units that are allocated to an OSC in either a constituent or dedicated relationship can be under the direct command of the OSC commander.  Those that are allocated to the OSC commander or his subordinate commanders in just a supporting relationship are under their control, but are not commanded by them.

The operations officer has overall responsibility to advise the commander on engineer matters.  He has various secondary staff elements that provide this input, including the chief of force protection and the chief of infrastructure management.  These two staff elements also receive liaison teams from each of the constituent, dedicated, or supporting engineer units.

The OPFOR places no real doctrinal constraints on task organization of engineer units to complete the mission.  The ability to allocate assets downward and to task organize is restrained only by the availability of engineer assets and the nature of the mission they must accomplish.

CHECK ON LEARNING:  Conduct a check on learning and summarize the activity.
3.
Learning Step/Activity 3.  
Understand the missions of engineer resources.

Method of Instruction:

Conference / Discussion


Instructor-to-student Ratio:

1: class


Time of Instruction:

5 min 


Media:

Instructor





Actual material





Overhead Projector and Slides; or Computer and CD


References:

FM 7-100.1, Chapter 10


Security Classification:

Unclassified 

NOTE: Show Slide 5 MISSIONS

The primary engineer missions conducted during combat fall within the categories of reconnaissance, mobility, countermobility, and survivability.  This slide reflects some of the basic tasks conducted by engineers in support of the 4 missions noted above.
NOTE: Show Slide 6 SUPPORT TO OFFENSE

In the offense, the engineers’ primary mission is to support the commander’s operation plan, placing emphasis on clearing and maintaining routes for maneuver elements, clearing mines and obstacles, crossing gaps, and creating obstacles for flank protection and protection against counterattacks.
NOTE: Show Slide 7 SUPPORT TO DEFENSE

In defensive operations, OSC engineer units are heavily engaged in the preparation and conduct of an operational-level defense.  During these defensive preparations, emphasis is placed on fortifying battle positions and assembly areas, performing engineer camouflage, concealment, cover, and deception (C3D) measures, and on adapting the terrain for defense.
NOTE: Show Slide 8 SUPPORT TO IW

A good deal of engineer activities support the OPFOR’s IW efforts.  Engineers are especially suited to provide support in the area of deception, camouflage and concealment, and obscurants.
CHECK ON LEARNING:  Conduct a check on learning and summarize the activity.
4.
Learning Step/Activity 4.  
Understand engineer support to reconnaissance.

Method of Instruction:

Conference / Discussion


Instructor-to-student Ratio:

1: class


Time of Instruction:

5 min 


Media:

Instructor





Actual material





Overhead Projector and Slides; or Computer and CD


References:

FM 7-100.1, Chapter 10


Security Classification:

Unclassified 

NOTE: Show Slide 9 RECONNAISSANCE

As noted earlier in the class, one of the engineers’ primary missions is to conduct reconnaissance.  Although there are a myriad of tasks that fall within this category, the primary goal at the operational level is to provide information on the suitability of movement routes.  Specifically, this route reconnaissance is used to select the routes along the axis of movement and to identify suitable halt areas that provide OPFOR units with concealment.  It also identifies possible infiltration routes.

During offensive operations, engineers are primarily conducting reconnaissance to obtain information on battle damage created during offensive preparations and during the execution of the offense, troop movement routes and trafficability of off-road terrain, locations of enemy obstacles, locations for establishing OPFOR obstacles, and water obstacles on the OPFOR’s axes of advance.

NOTE: Show Slide 10 RECONNAISSANCE (CONTINUED)

Engineers assist in reconnaissance and preparation of the defense by determining the protective and camouflage features of the terrain and by helping select positions for command posts (CPs) and unit battle positions. Engineers also determine road and bridge conditions in the AOR, availability of local materials for construction of positions, and the status of the water supply. 
CHECK ON LEARNING:  Conduct a check on learning and summarize the activity.
5.
Learning Step/Activity 5.  
Understand engineer support to survivability.

Method of Instruction:

Conference / Discussion


Instructor-to-student Ratio:

1: class


Time of Instruction:

5 min 


Media:

Instructor





Actual material





Overhead Projector and Slides; or Computer and CD


References:

FM 7-100.1, Chapter 10


Security Classification:

Unclassified 

NOTE: Show Slide 11 SURVIVABILITY

Preparing fortified positions is a task for engineers in both the offense and defense. Fortified positions increase weapons effectiveness and protect personnel, weapons, and materiel.

In preparation for offensive action, the primary use of field fortification is in the preparation of assembly areas. These field fortifications are used in a way that allows a smooth and protected movement of troops and supplies in and out of the assembly areas. 

When the OPFOR is transitioning to the defense and preparing complex battle positions or sanctuary areas, use of engineer assets allows better use of terrain features and constructed fortifications.  Engineers can use this time to construct or improve routes for movement of troops and supplies and to conceal forces and caches or short-duration storage facilities. 

The full preparation of defensive positions involving entrenchments, communications trenches, positions for tanks and infantry vehicles, and protected CPs will often exceed the capability of the engineers and will require the assistance of other units.
CHECK ON LEARNING:  Conduct a check on learning and summarize the activity.
6.
Learning Step/Activity 6.  
Understand engineer support to countermobility.

Method of Instruction:

Conference / Discussion


Instructor-to-student Ratio:

1: class


Time of Instruction:

5 min 


Media:

Instructor





Actual material





Overhead Projector and Slides; or Computer and CD


References:

FM 7-100.1, Chapter 10


Security Classification:

Unclassified 

NOTE: Show Slide 12 COUNTERMOBILITY

Another key mission of engineers is countermobility.  Creating engineer obstacles and carrying out demolition activities are significant functions in all phases of combat. 

In the offense, obstacles will be employed to protect flanks, disrupt counterattacks, and strengthen captured positions. In the defense, engineer obstacles may strengthen the defense, disrupt enemy operations, and cover gaps.

When discussing obstacles in the countermobility role, mines are the major system employed by the OPFOR.  They use 5 types of minefields: antitank (AT), antipersonnel (AP), mixed, decoy, and antilanding.  Of these 5 types, AT are the primary ones employed.

Emplacement means may be manual, mechanical, or remote. The actual method used will depend on a number of factors, including time available to emplace the minefield and the resources available.

When looking at other than manual emplacement, the OPFOR not only will use mechanical minelayers, but also will continue to develop methods of remote minelaying, including delivery by minelaying helicopters, fixed-wing aircraft, or cannon and rocket artillery. 
NOTE: Show Slide 13 COUNTERMOBILITY (CONTINUED)

The OPFOR’s primary organization for conducting countermobility operations is the obstacle detachment (OD). It is a task organization composed primarily of engineers. An OD can vary in size depending on the operational situation and the needs of the commander. An OSC may form several ODs based on its constituent or dedicated engineer units. An OD formed at this level is typically based on an engineer unit as large as a battalion. The OSC generally tries to create one OD for each antitank reserve (ATR) formed from its AT assets.

In the offense, the OD usually moves with the ATR either on an open flank or in a central position ready to deploy to any threatened axis.  In the defense, the OPFOR commander may hold the OD and other forces in reserve to provide a quick-reaction AT force to block enemy penetrations. 

Engineer countermobility missions are part of an overall, all-arms effort to deny the enemy freedom of maneuver.  Although obstacles emplaced by the OPFOR support the countermobility mission, the OPFOR can also impede the enemy’s mobility by attacking his mobility assets, such as preemptive attacks on bridging and mineclearing assets. 
CHECK ON LEARNING:  Conduct a check on learning and summarize the activity.
7.
Learning Step/Activity 7.  
Understand the strategic context of engineer support.

Method of Instruction:

Conference / Discussion


Instructor-to-student Ratio:

1: class


Time of Instruction:

10 min 


Media:

Instructor





Actual material





Overhead Projector and Slides; or Computer and CD


References:

FM 7-100.1, Chapter 10


Security Classification:

Unclassified 

NOTE: Show Slide 14 STRATEGIC CONTEXT

Operational-level engineers support the State’s various strategic-level courses of action, whether conducting regional, transition, or adaptive operations. Specific engineer requirements are determined by the operational mission of the supported OSC within whichever strategic-level course of action is occurring in a given AOR at a given time. 

During regional operations, engineer units are critical in facilitating the mobility and high rate of advance of joint, combined arms, interagency, and/or multinational forces. Engineer support is also important in enhancing the survivability of these forces. Although countermobility activities are normally conducted at the tactical level, the OPFOR tailors the obstacle plan to the overall operation and integrates it into the operation plan, using obstacles to disaggregate, delay, block, and canalize enemy forces. 

During transition operations, engineer actions can be various combinations of those occurring during regional or adaptive operations, since transition operations can overlap with both. Several engineer missions become more critical during transition operations when shifting to adaptive operations, especially C3D measures to protect forces while they are attempting to get into sanctuary and begin adaptive operations. Engineer reconnaissance becomes important because it must locate secure routes for OPFOR units to move into sanctuaries while limiting their exposure to extraregional forces. Additionally, engineer units or other forces supervised by engineers provide fortified positions and prepare caches and water sources required by the units.
NOTE: Show Slide 15 STRATEGIC CONTEXT (CONTINUED)

During adaptive operations, several trends in engineer employment may be at odds with one another. On the one hand, the dispersal of forces may require task organization of engineer units into smaller groupings. With dispersal and decentralization, however, the task organization of operational-level engineer assets to support tactical-level missions becomes increasingly difficult. This is especially true when the OPFOR goes into a force-preservation mode.  Commanders often create larger engineer reserves and put into protected storage some scarce engineer assets that will be critical to success in later operations.  The shortage of key equipment is further intensified by any combat losses.

Since requirements for engineer support do not change during the absence of the protected or combat loss equipment, the OPFOR has planned the complete integration of civilian and military engineer resources to help compensate for this loss.

However, even with the challenges presented to the OPFOR during adaptive operations, the basic engineer missions remain reconnaissance, countermobility, survivability, and mobility, along with the task of support to IW. 

CHECK ON LEARNING:  Conduct a check on learning and summarize the activity.
SECTION IV.
SUMMARY

Method of Instruction: Conference/Discussion

Instructor-to-student Ratio is: 1: class

Time of Instruction: 5 min  

Media:  Instructor


Overhead Projector and Slides; or Computer and CD

	Check on Learning
	Conduct a check on learning and summarize the lesson.

	Review/ Summarize Lesson
	NOTE: Show Slide 16 ENGINEER SUPPORT – SUMMARY 

This lesson covered the basic engineer doctrine employed by the OPFOR.  It initially discussed the assets available to the OPFOR, including both combat engineers and special-category engineers.  It then addressed the command and control exercised over engineers and the primary missions performed in combat: reconnaissance, mobility, countermobility, and survivability.

The lesson then reviewed the various support provided to offensive or defensive operations and to IW.  It then discussed engineer reconnaissance, specifically addressing route reconnaissance, and then reconnaissance in support of both the offense and the defense.  The survivability mission was discussed, and then countermobility was covered, with discussions on the various minefields employed by the OPFOR.  Finally, engineer support as it relates to the strategic context was reviewed, looking at support in regional, transition, and adaptive operations.



SECTION V.
STUDENT EVALUATION

	Testing Requirements
	NOTE: Describe how the student must demonstrate accomplishment of the TLO. Refer student to the Student Evaluation Plan.

	 
	N/A.  Testing is not conducted for Awareness Training.

	Feedback Requirements
	NOTE: Feedback is essential to effective learning.  Schedule and provide feedback on the evaluation and any information to help answer students' questions about the test.  Provide remedial training as needed.
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SECTION I.
ADMINISTRATIVE DATA

	All Courses Including This Lesson
	Course Number
Course Title 

                           
Command and General Staff Officer Course (CGSOC)


Captains Career Course (CCC)

                           
Officer Basic Course (OBC)

                                               

                           
Warrant Officer Candidate School  (WOCS)

                           
Advanced Noncommissioned Officer Course (ANCOC)

                           
Basic Noncommissioned Officer Course (BNCOC)




	Task(s) 

Taught (*) or

Supported
	Task Number
Task Title 

None



	Reinforced Task(s)
	Task Number
Task Title


None



	Academic Hours
	The academic hours required to teach this lesson are as follows:

 
PEACETIME
MOB
AC
TASS Training Bns
AC/RC
1:00/CO
Resident 
1:00/CO
AT/ADT
1:00/CO
IDT
1:00/CO
Non-res DL
1:00/IP
 
TEST
N/A

TOTAL HOURS

1:00/CO


1:00/CO

1:00/CO

1:00/IP

1:00/CO
                                       
 

	Test Lesson Number
	
Hours
Lesson No.

Testing


(to include test review) 



N/A

	Prerequisite Lesson(s)
	
Lesson Number
Lesson Title

0159-00100000            INTRODUCTION 


	Security Clearance/ Access
	Security Level:  Unclassified

Requirements:  There are no clearance or access requirements for the lesson.


	Foreign Disclosure Restrictions
	This product/publication has been reviewed by the product developers in coordination with the TRADOC ADCSINT-Threats foreign disclosure authority.  
This product is releasable to students from all requesting foreign countries without restrictions.

	References
	

	Number
	Title
	Date

	FM 7-100.1
	Opposing Force: Operations
	2004

	Student Study Assignments
	NONE

	Instructor Requirements
	One primary instructor



	Additional
	Name
	Quantity
	Man Hours

	Support
	None
	
	

	Personnel
	
	
	

	Requirements
	
	
	

	Equipment 

Required 


	Name
Overhead projector or

Computer With Microsoft PowerPoint and Projection Equipment
	
	

	Materials Required
	Instructor Materials: 

FM 7-100.1, Opposing Force: Operations

Overhead slides or Lesson CD

Student Materials: 
FM 7-100.1, Opposing Force: Operations

	Classroom, Training Area, and Range Requirements
	1 classroom per class



	Ammunition Requirements
	Name
None
	Student Qty
	Misc Qty

	Instructional Guidance
	NOTE: Before presenting this lesson, instructors must thoroughly prepare by studying the lesson and identified reference material.



	Branch Safety Mgr Approval
	NAME




RANK

POSITION

DATE

N/A

	Proponent Lesson Plan Approvals
	NAME




RANK

POSITION

DATE

Gary E. Phillips
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SECTION II.
INTRODUCTION

Method of Instruction:  Conference/Discussion
Instructor-to-student Ratio is: 1: class
Time of Instruction: 4 min
Media:  Instructor

             Overhead Projector and Slides; or Computer and CD

	Motivator


	NOTE: Show Slide 1 TRADOC DCSINT 

The proponent for this Training Support Package is HQ TRADOC. Send comments and recommendations on DA Form 2028 directly to the OPFOR and Threat Integration Directorate (OTID) of the TRADOC Office of Deputy Chief of Staff for Intelligence at the following address: Director, OTID, ADCSINT-Threats, ATTN: ATIN-T (Bldg 53), 700 Scott Avenue, Fort Leavenworth, KS 66027-1323.

This publication is available at Army Knowledge Online (AKO) at http://www.us.army.mil and on the General Dennis J. Reimer Training and Doctrine Digital Library (ADTDL) at http://www.adtdl.army.mil.

Periodic updates of the OPFOR Field Manuals will occur in accordance with TRADOC Regulation 25-36 The TRADOC Doctrine Literature Program, resulting in changes to this TSP. 

All photos included in this presentation are from the Defense Visual Information Center unless otherwise noted.



	Terminal Learning Objective
	Note: Inform the students of the following terminal learning objective requirements.

At the completion of this lesson, you [the student] will:

	
	ACTION:
	Demonstrate knowledge of how the State conducts NBC and smoke operations.

	
	CONDITION:
	Given a classroom environment.



	
	STANDARD:
	Understood the State’s concept of NBC and smoke employment.

	
	

	Safety Requirements
	None



	Risk Assessment Level
	Low

NOTE:
Obtain commandant approval of any training that receives a high-risk assessment level.

	Environmental Considerations
	It is the responsibility of all soldiers and DA civilians to protect the environment from damage.  There are no environmental considerations with this lesson. 

	Evaluation
	This is awareness training.  There is no student evaluation associated with this lesson.

	Instructional Lead-In
	NOTE: Show Slide 2 NBC AND SMOKE OPERATIONS

The chapter focuses on the OPFOR’s nuclear, biological, and chemical (NBC) capabilities. The use of NBC weapons can have an enormous impact on all battlefield operations. Not only does the sheer killing and destructive power of these weapons affect the battlefield, but the strategic, operational, psychological, environmental, economic, and political consequences of their use affect strategic campaign plans and operational design.

The OPFOR maintains a capability to conduct chemical, nuclear, and possibly biological warfare. However, the State does prefer to avoid the use of NBC weapons by either side–especially nuclear and biological weapons. Both nuclear and biological weapons characteristically have lethal effects over much larger areas than do chemical weapons. Additionally, the effects of biological weapons can be difficult to localize and to employ in operations without affecting friendly forces. 

Unlike nuclear or biological weapons, chemical agents can be used to affect limited areas of the battlefield. The consequences of chemical weapons use are more predictable and thus more readily integrated into operation plans.



SECTION III.
PRESENTATION 

1.
Learning Step/Activity 1.  Understand how the OPFOR prepares for NBC and smoke operations.

Method of Instruction:

Conference / Discussion


Instructor-to-student Ratio:

1: class


Time of Instruction:

4 min


Media:

Instructor





Actual material





Overhead Projector and Slides; or Computer and CD


References:

FM 7-100.1, Chapter 11


Security Classification:

Unclassified 

NOTE: Show Slide 3 OPFOR NBC PREPAREDNESS

Because of the worldwide proliferation of NBC weapons, the OPFOR realizes that it must be prepared for their use during combat operations, particularly the employment of chemical weapons. 

OPFOR planners believe that the best solution is to locate and destroy enemy NBC weapons and their supporting infrastructure before the enemy can use them against OPFOR troops or the State. However, in case this fails and it is necessary to continue combat operations despite the presence of contaminants, the OPFOR has developed and fielded a wide range of NBC detection and warning devices, individual and collective protection equipment, and decontamination equipment.

The OPFOR does have numerous options for attacking the enemy with conventional or NBC weapons.   In fact, many of the same delivery means available for NBC weapons can also be used to deliver precision weapons that can often achieve desired effects without the stigma associated with NBC weapons. However, the OPFOR might use NBC weapons either to deter aggression or as a response to an enemy attack on the State.  It has a variety of systems that can deliver these type weapons, including SSM, artillery, aircraft, and even special-purpose forces (SPF).

When targeting, enemy NBC delivery means (aircraft, artillery, missiles, and rockets) normally receive the highest priority. The suitability of other targets depends on the OPFOR’s missions, the current military and political situation, and the NBC weapons available for use.
CHECK ON LEARNING:  Conduct a check on learning and summarize the activity.
2.
Learning Step/Activity 2.  
Understand the staff responsibility for NBC and smoke operations.

Method of Instruction:

Conference / Discussion


Instructor-to-student Ratio:

1: class


Time of Instruction:

4 min 


Media:

Instructor





Actual material





Overhead Projector and Slides; or Computer and CD


References:

FM 7-100.1, Chapter 11


Security Classification:

Unclassified 

NOTE: Show Slide 4 STAFF RESPONSIBILITY

On the functional staff of an operational-level headquarters, the chief of weapons of mass destruction (WMD) is responsible for planning the offensive use of WMD, including NBC weapons. The WMD staff element advises the command group and the primary and secondary staff on issues pertaining to NBC employment. This element receives liaison teams from any subordinate or supporting units that contain WMD delivery means.

NBC defense comes under the chief of force protection. The force protection element of the functional staff may also receive liaison teams from any subordinate or supporting chemical defense units. However, those units can also send liaison teams to other parts of the staff, as necessary.
CHECK ON LEARNING:  Conduct a check on learning and summarize the activity.
3.
Learning Step/Activity 3.  
Understand how the State conducts chemical warfare.

Method of Instruction:

Conference / Discussion


Instructor-to-student Ratio:

1: class


Time of Instruction:

6 min 


Media:

Instructor





Actual material





Overhead Projector and Slides; or Computer and CD


References:

FM 7-100.1, Chapter 11


Security Classification:

Unclassified 

NOTE: Show Slide 5 CHEMICAL WARFARE – WEAPONS AND AGENTS

The OPFOR is capable of conducting both offensive and defensive chemical warfare and is continually striving to improve its chemical warfare capabilities. It believes that an army using chemical weapons must be prepared to fight in the environment it creates. Therefore, it views chemical defense as part of a viable offensive chemical warfare capability. Consequently, it maintains a large inventory of individual and collective chemical protection and decontamination equipment.

The OPFOR has numerous options to employ chemical weapons, including delivery by aircraft, multiple rocket launchers (MRLs), artillery, mines, rockets, and surface-to-surface missiles (SSMs). In fact, virtually all OPFOR indirect fire weapons can deliver chemical agents. Additionally, the OPFOR uses SPF, affiliated insurgent or terrorist organizations, and civilian sympathizers to employ these type weapons.

The OPFOR uses a variety of chemical agents.  As in most militaries, they have two major types. Lethal agents, categorized by how they attack and kill personnel, include nerve, blood, blister, and choking agents. Nonlethal agents include incapacitants and irritants. 

Chemical agents are also categorized according to their persistency. Generally, the OPFOR will use persistent agents on areas it does not plan to enter and nonpersistent agents where it does.
NOTE: Show Slide 6 CHEMICAL WARFARE – OTHER TOXIC CHEMICALS

In addition to traditional chemical warfare agents, the OPFOR may find creative and adaptive ways to cause chemical hazards using chemicals commonly present in industry or in everyday households. In the right combination, or in and of themselves, the large-scale release of such chemicals can present a health risk, whether caused by military operations, intentional use, or accidental release. 

Toxic industrial chemicals (TICs) are chemical substances with acute toxicity that are produced in large quantities for industrial purposes. Exposure to some industrial chemicals can have a lethal or debilitating effect on humans. The near-universal availability of large quantities of highly toxic stored materials, their proximity to urban areas, their low cost, and the low security associated with storage facilities, make them a potentially attractive option for use as weapons of opportunity or weapons of mass destruction. Additionally, catastrophic accidental releases of stored industrial chemicals may result from collateral damage associated with military operations, electrical power interruption, or improper facility maintenance or shutdown procedures. 

The OPFOR understands that some everyday household chemicals have incompatible properties that result in undesired chemical reaction when mixed with other chemicals. This includes substances that can react to cause an imminent threat to health and safety, such as explosion, fire, and/or the formation of toxic materials. 

NOTE: Show Slide 7 CHEMICAL WARFARE – CHEMICAL RELEASE

Among NBC weapons, the State is most likely to use chemical weapons against even an extraregional enemy, particularly if the enemy does not have the capability to respond in kind. Since the State does not believe that first use of chemical agents against units in the field would provoke a nuclear response, it is less rigid than other nations in the control of chemical release.

As with all NBC weapons, the National Command Authority (NCA) controls initial authorization for release.  Once initial release has been approved, however, commanders can employ chemical weapons freely, as the situation demands. Then each commander at the operational-strategic command (OSC) and lower levels who has systems capable of chemical delivery can implement the chemical portions of his fire support plan.  Additionally, after a decision is made to employ nuclear weapons, the OPFOR can employ chemical weapons to complement these systems. 

NOTE: Show Slide 8 CHEMICAL WARFARE – OFFENSIVE CHEMICAL EMPLOYMENT

The basic principle of chemical warfare is to achieve surprise. In fact, the OPFOR will mix chemical rounds with high-explosive (HE) rounds in order to achieve this surprise. 

Nonpersistent agents are used against targets on axes the OPFOR intends to exploit. While possibly used against deep targets, their most likely role is to prepare the way for an assault by maneuver units, especially when enemy positions are not known in detail. The OPFOR may also use nonpersistent agents against civilian population centers in order to create panic and a flood of refugees.

Persistent agents are used against targets the OPFOR cannot destroy by conventional or precision weapons. This can be because a target is too large or located with insufficient accuracy for attack by other than an area weapon. 

NOTE: Show Slide 9 CHEMICAL WARFARE – DEFENSIVE CHEMICAL EMPLOYMENT

When the enemy is preparing to attack, the OPFOR can use chemical attacks to disrupt activity in his assembly areas, limit his ability to maneuver into axes favorable to the attack, or deny routes of advance for his reserves. 

Once the enemy attack begins, the use of chemical agents can impede an attacking force, destroying the momentum of the attack by causing casualties or causing attacking troops to adopt protective measures. Additionally, persistent chemical agents can deny the enemy certain terrain and canalize attacking forces into kill zones.
CHECK ON LEARNING:  Conduct a check on learning and summarize the activity.
4.
Learning Step/Activity 4.  
Understand how the State conducts nuclear warfare.

Method of Instruction:

Conference / Discussion


Instructor-to-student Ratio:

1: class


Time of Instruction:

6 min 


Media:

Instructor





Actual material





Overhead Projector and Slides; or Computer and CD


References:

FM 7-100.1, Chapter 11


Security Classification:

Unclassified 

NOTE: Show Slide 10 NUCLEAR WARFARE

The OPFOR believes that war will most likely not start using nuclear weapons.  However, OPFOR commanders deploy troops based on the assumption that a nuclear-capable enemy might attack with nuclear weapons at any moment. Additionally, the State continuously plans for its own nuclear use, even though it prefers to avoid this type conflict.

If any opponent uses nuclear weapons against the State, the State will respond in kind, as long as it is still capable. Additionally, the OPFOR is probably more likely to use its nuclear capability against a regional opponent. The likelihood increases if that opponent uses or threatens to use its own nuclear weapons against the State or does not have the means to retaliate in kind.  This could account for a nuclear or nuclear-threatened environment existing at the time an outside (U.S.) force might choose to intervene in the region.

When the OPFOR employs its own nuclear weapons, delivery systems include aircraft from both national- and theater-level aviation, and SSMs. Additionally, most artillery 152-mm or larger is capable of firing nuclear rounds. Other possible delivery means could include SPF.  However, the OPFOR is unlikely to use affiliated forces for nuclear delivery.
NOTE: Show Slide 11 NUCLEAR WARFARE – TYPES OF NUCLEAR ATTACK

When looking at the OPFOR’s nuclear doctrine, it categorizes nuclear attacks as either massed or individual attacks. The category depends on the number of targets hit and the number of nuclear munitions used.

A massed nuclear attack employs multiple nuclear munitions simultaneously or over a short period of time. The OPFOR’s goal is to destroy a single large enemy formation, or several formations, as well as other important enemy targets. A massed attack can involve a single service of the State’s Armed Forces, as in a nuclear missile attack by the Strategic Forces, or the combined forces of different services.

An individual nuclear attack may hit a single target or group of targets. The attack consists of a single nuclear munition, such as a missile or bomb. 
NOTE: Show Slide 12 NUCLEAR WARFARE – NUCLEAR RELEASE

At all stages of a conflict, the OPFOR keeps nuclear forces ready to make an attack. However, as with chemical weapons, the decision to initiate nuclear warfare occurs at the highest level of the State government. National-level planners develop the fire plan for the initial nuclear attack for approval by the NCA.

After the initial nuclear release, the NCA may delegate employment authority for subsequent nuclear attacks to an OSC commander. 
NOTE: Show Slide 13 NUCLEAR WARFARE – OFFENSIVE NUCLEAR EMPLOYMENT

Once the NCA releases nuclear weapons, two principles govern their use: mass and surprise. The OPFOR plans to conduct the initial nuclear attack suddenly and in coordination with nonnuclear fires. 

Initial nuclear attack objectives are to destroy the enemy’s main combat formations, C2 systems, and nuclear and precision weapons, thereby isolating the battlefield. Additionally, nuclear attacks may target and destroy the enemy’s defenses and set the conditions for the exploitation force. 

Although the opening stages of an offensive operation are likely to be conventional, OPFOR planning focuses on:

•Countering enemy employment of nuclear weapons.

•Maintaining the initiative and momentum.

•Maintaining fire superiority over the enemy (preempting his nuclear attack, if necessary). 
NOTE: Show Slide 14 NUCLEAR WARFARE – DEFENSIVE NUCLEAR EMPLOYMENT

The OPFOR’s primary uses of nuclear weapons in the defense are to—

• Destroy enemy nuclear and precision weapons and delivery means.

• Destroy main attacking groups.

• Eliminate penetrations.

• Support counterattacks.

• Deny areas to the enemy.

• Conduct preemptive attack.

When an enemy offensive is degraded through nuclear weapons, the OPFOR quickly gains the opportunity to switch to an offensive role. 
CHECK ON LEARNING:  Conduct a check on learning and summarize the activity.
5.
Learning Step/Activity 5.  
Understand how the State conducts biological warfare.

Method of Instruction:

Conference / Discussion


Instructor-to-student Ratio:

1: class


Time of Instruction:

6 min 


Media:

Instructor





Actual material





Overhead Projector and Slides; or Computer and CD


References:

FM 7-100.1, Chapter 11


Security Classification:

Unclassified 

NOTE: Show Slide 15 BIOLOGICAL WARFARE – WEAPONS AND AGENTS

Biological weapons provide a great equalizer in the face of a numerically and/or technologically superior adversary that the OPFOR cannot defeat in a conventional confrontation. However, their effects on the enemy can be difficult to predict, and the OPFOR must also be concerned about the possibility that the effects could spread to friendly forces.

The OPFOR’s inventory of biological weapons consists of pathogenic microbes, micro-organism toxins, and bioregulating compounds. Depending on the specific type, these weapons can incapacitate or kill people or animals and destroy plants, food supplies, or materiel. 

Biological weapons are extremely potent and provide wide-area coverage. Some biological agents are extremely persistent, retaining their capabilities to infect for days, weeks, or longer. Additionally, biological weapons can take some time (days, weeks, or months–depending on the agent) to achieve their full effect. 
NOTE: Show Slide 16 BIOLOGICAL WARFARE – DELIVERY MEANS

As with chemical agents, the OPFOR uses a number of ways to disseminate biological agents. Generally, the objective is to expose enemy forces to an agent in the form of a suspended cloud of very fine biological agent particles. Dissemination through aerosols, either as droplets from liquid suspensions or by small particles from dry powders, is by far the most efficient method. 

There are two basic types of biological munitions: point-source bomblets delivered directly on targets and line-source tanks that release the agent upwind from the target. 

The OPFOR uses military systems, as well as unconventional means, to deliver biological agents. Potential delivery means include rockets, artillery shells, aircraft sprayers, saboteurs, and infected rodents. Aside from SPF and civilian sympathizers, the OPFOR might use affiliated insurgent or terrorist organizations to deliver biological agents within the region, outside the immediate region, or even in the homeland of an extraregional opponent.
NOTE: Show Slide 17 BIOLOGICAL WARFARE – TARGETS

Probable targets for biological warfare pathogen attack are nuclear delivery units, airfields, logistics facilities, and C2 centers. Additionally, the OPFOR may target biological weapons against objectives such as food supplies, water sources, troop concentrations, convoys, and urban and rural population centers rather than against frontline forces. 

The use of biological agents against rear area targets can disrupt and degrade enemy mobilization plans as well as the subsequent conduct of war. This type of targeting can also reduce the likelihood that friendly forces would become infected.
NOTE: Show Slide 18 BIOLOGICAL WARFARE – BIOLOGICAL RELEASE

As with chemical and nuclear release, the decision to employ biological agents is a political decision made at the national level–by the NCA. Besides the political ramifications, the State recognizes a degree of danger inherent in the use of biological agents, due to the difficulty of controlling an epidemic caused by them.
The prolonged incubation period makes it difficult to track down the initial location and circumstances of contamination. Thus, there is the possibility of plausible deniability. Even if an extraregional opponent might be able to trace a biological attack back to the State, it may not be able to respond in kind. 
CHECK ON LEARNING:  Conduct a check on learning and summarize the activity.
6.
Learning Step/Activity 6.  
Understand how the State protects against NBC weapons.

Method of Instruction:

Conference / Discussion


Instructor-to-student Ratio:

1: class


Time of Instruction:

4 min 


Media:

Instructor





Actual material





Overhead Projector and Slides; or Computer and CD


References:

FM 7-100.1, Chapter 11


Security Classification:

Unclassified 

NOTE: Show Slide 19 NBC PROTECTION

The OPFOR’s ability to protect itself against NBC weapons and to operate in contaminated environments is at least equal to any force in the world, including extraregional forces. However, the OPFOR believes the best way to protect against NBC weapons is to destroy delivery systems, which are always high-priority targets. Other operational-tactical responses to the threat include—

•Dispersion: Concentrations of forces must last for as short a time as possible.

•Speed of advance: If the advance generates enough momentum, this can make enemy targeting difficult and keep enemy systems on the move.

•Camouflage, concealment, cover, and deception (C3D): C3D measures complicate enemy targeting.

•Continuous contact: The enemy cannot attack with NBC weapons as long as there is intermingling of friendly and enemy forces. 

When reacting to an enemy NBC operation, chemical defense units are responsible for nuclear and biological, as well as chemical, protection and reconnaissance measures. In the administrative force structure, such units are organic to all maneuver units brigade and above. Operational-level commands may provide some chemical defense augmentation to subordinate units, particularly those conducting the main effort. However, they must also retain some chemical defense assets at the operational level to deal with the threat to the support zone and provide chemical defense reserves.

When examining the NBC equipment of the OPFOR, their troops have protective clothing, and most combat vehicles and many noncombat vehicles have excellent overpressure and filtration systems. Additionally, chemical defense units have specialized equipment for detecting and monitoring NBC contamination. They have some specialized NBC reconnaissance vehicles, and they may use helicopters for NBC reconnaissance. Decontamination equipment is also widely available.
CHECK ON LEARNING:  Conduct a check on learning and summarize the activity.
7.
Learning Step/Activity 7.  
Understand how the State conducts smoke operations.

Method of Instruction:

Conference / Discussion


Instructor-to-student Ratio:

1: class


Time of Instruction:

6 min 


Media:

Instructor





Actual material





Overhead Projector and Slides; or Computer and CD


References:

FM 7-100.1, Chapter 11


Security Classification:

Unclassified 

NOTE: Show Slide 21 SMOKE (Slide 20 is hidden – instructor notes only)

The OPFOR plans to employ smoke extensively on the battlefield whenever the situation permits. Use of smoke can make it difficult for the enemy to conduct observation, determine the true disposition of OPFOR troops, and conduct fires (including precision weapon fires) or air attacks. Additionally, the possible presence of toxic smokes may cause the enemy to use chemical protection systems, thus lowering his effectiveness, even if the OPFOR is using only neutral smoke. 

In the administrative force structure, army groups, armies, and corps typically have smoke companies in their chemical defense battalions and/or smoke battalions. In either case, the smoke companies each consist of nine smoke-generating trucks. These assets are often allocated to OSCs, which can then suballocate them to tactical-level subordinates.

Smoke agents employed by the OPFOR may be either neutral or toxic. Neutral smoke agents are liquid agents, pyrotechnic mixtures, or phosphorus agents with no toxic characteristics. Toxic smokes degrade electro-optical (EO) devices in the visual and near-infrared (near-IR) wavebands; they also can debilitate an unmasked soldier by inducing watering of eyes, vomiting, or itching.
NOTE: Show Slide 22 SMOKE (CONTINUED)

The OPFOR has an ample variety of equipment for smoke dissemination. Its munitions and equipment include—

• Smoke grenades.

• Vehicle engine exhaust smoke systems (VEESS).

• Smoke barrels, drums, and pots.

• Mortar, artillery, and rocket smoke rounds.

• Spray tanks (ground and air).

• Smoke bombs.

• Large-area smoke generators (ground and air). 
NOTE: Show Slide 23 SMOKESCREENS

The OPFOR recognizes three types of smokescreens: blinding, camouflage, and decoy.

Blinding smokescreens are used to mask friendly forces from enemy gunners, observation posts, and target-acquisition systems and restrict the enemy’s ability to engage the OPFOR effectively. The OPFOR lays blinding smoke directly in front of enemy positions, particularly those of antitank weapons and observation posts. Blinding smoke can reduce a soldier’s ability to acquire targets by a factor of 10, and its use can reduce casualties significantly.

The OPFOR uses camouflage smokescreens to support all kinds of C3D measures. Such screens can cover maneuver, conceal the location of units, hide the nature and direction of attacks, or mislead the enemy regarding any of these. The camouflage smokescreen is useful on or ahead of friendly troops. 

A decoy screen deceives an enemy about the location of friendly forces and the probable direction of attack. Additionally, if the enemy fires into the decoy smoke, the OPFOR can pinpoint the enemy firing systems and adjust its fire plan for the true attack. The site and location of decoy screens depend on the type of combat action, time available, terrain, and weather conditions. 
CHECK ON LEARNING:  Conduct a check on learning and summarize the activity.
8.
Learning Step/Activity 8.  
Understand the strategic context of NBC and smoke operations.

Method of Instruction:

Conference / Discussion


Instructor-to-student Ratio:

1: class


Time of Instruction:

5 min 


Media:

Instructor





Actual material





Overhead Projector and Slides; or Computer and CD


References:

FM 7-100.1, Chapter 11


Security Classification:

Unclassified 

NOTE: Show Slide 24 STRATEGIC CONTEXT

During regional operations, the State may employ NBC weapons with little fear of retaliation from its regional neighbors. Consequently, the OPFOR may use chemical weapons early in an operation or from its outset, against key targets in a neighbor’s homeland. Additionally, the OPFOR could use NBC against a regional neighbor as a warning to any potential extraregional enemy that it is willing to use such weapons. 

The OPFOR may use NBC weapons during transition operations to attack key targets in aerial and seaports of debarkation to disrupt the deployment of the extraregional force. These targets include key C2 nodes, logistics operating bases, ground and airborne RISTA platforms, and contractors and contractor-operated facilities. These attacks will normally be conducted in concert with the perception management portion of the information warfare (IW) plan, in order to leverage the world media to report adverse perceptions of the extraregional force.

When the OPFOR shifts to adaptive operations, it will employ all means available—even WMD against selected targets—to allow the enemy no sanctuary. The OPFOR will conduct WMD-like events in concert with the perception management portion of the IW plan with the intent of making the extraregional force appear to be using WMD. 
CHECK ON LEARNING:  Conduct a check on learning and summarize the activity.
SECTION IV.
SUMMARY

Method of Instruction: Conference/Discussion

Instructor-to-student Ratio is: 1: class

Time of Instruction: 5 min  

Media:  Instructor


Overhead Projector and Slides; or Computer and CD

	Check on Learning
	Conduct a check on learning and summarize the lesson.

	Review/ Summarize Lesson
	NOTE: Show Slide 25 NBC AND SMOKE OPERATIONS – SUMMARY 

This lesson covered the OPFOR’s concept of NBC and smoke operations.  It initially addressed how the State prepares for this type warfare and the various assets it has in its inventory to conduct NBC operations.  It also discussed how OPFOR planners believe that the best solution to winning in an NBC environment is to locate and destroy enemy NBC weapons and their supporting infrastructure before the enemy can use them against OPFOR troops or the State. The lesson then looked at the staff responsibility for NBC, briefly discussing that the chief of WMD is responsible for planning the offensive use of WMD and that NBC defense comes under the chief of force protection.

The lesson then addressed chemical, nuclear, and biological warfare, covering the various weapons systems, their employment, and how the State controls release. The OPFOR’s ability to protect itself against NBC weapons and to operate in contaminated environments was reviewed, noting that the OPFOR’s NBC protection capabilities is at least equal to any force in the world, including extraregional forces. 

The OPFOR’s use of smoke during combat operations was discussed, highlighting its use of 3 types of smokescreens; blinding, camouflage, and decoy.  Finally, NBC operations were reviewed in the strategic context, addressing regional, transition, and adaptive operations.



SECTION V.
STUDENT EVALUATION

	Testing Requirements
	NOTE: Describe how the student must demonstrate accomplishment of the TLO. Refer student to the Student Evaluation Plan.

	 
	N/A.  Testing is not conducted for Awareness Training.

	Feedback Requirements
	NOTE: Feedback is essential to effective learning.  Schedule and provide feedback on the evaluation and any information to help answer students' questions about the test.  Provide remedial training as needed.
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SECTION II.
INTRODUCTION

Method of Instruction:  Conference/Discussion
Instructor-to-student Ratio is: 1: class
Time of Instruction: 5 min
Media:  Instructor

             Overhead Projector and Slides; or Computer and CD

	Motivator


	NOTE: Show Slide 1 TRADOC DCSINT 

The proponent for this Training Support Package is HQ TRADOC. Send comments and recommendations on DA Form 2028 directly to the OPFOR and Threat Integration Directorate (OTID) of the TRADOC Office of Deputy Chief of Staff for Intelligence at the following address: Director, OTID, ADCSINT-Threats, ATTN: ATIN-T (Bldg 53), 700 Scott Avenue, Fort Leavenworth, KS 66027-1323.

This publication is available at Army Knowledge Online (AKO) at http://www.us.army.mil and on the General Dennis J. Reimer Training and Doctrine Digital Library (ADTDL) at http://www.adtdl.army.mil.

Periodic updates of the OPFOR Field Manuals will occur in accordance with TRADOC Regulation 25-36 The TRADOC Doctrine Literature Program, resulting in changes to this TSP. 

All photos included in this presentation are from the Defense Visual Information Center unless otherwise noted.



	Terminal Learning Objective
	Note: Inform the students of the following terminal learning objective requirements.

At the completion of this lesson, you [the student] will:

	
	ACTION:
	Demonstrate knowledge of how the State provides logistics support to its forces.

	
	CONDITION:
	Given a classroom environment.



	
	STANDARD:
	Understood the State’s concept of logistical support.

	
	

	Safety Requirements
	None



	Risk Assessment Level
	Low

NOTE:
Obtain commandant approval of any training that receives a high-risk assessment level.

	Environmental Considerations
	It is the responsibility of all soldiers and DA civilians to protect the environment from damage.  There are no environmental considerations with this lesson. 

	Evaluation
	This is awareness training.  There is no student evaluation associated with this lesson.

	Instructional Lead-In
	NOTE: Show Slide 2 LOGISTICS

Operational maneuver and the exploitation of operational or tactical success often hinge on the adequacy of logistics and the ability of the force to safeguard its critical lines of communication (LOCs), materiel, and infrastructure.

This lesson covers the State’s concept of operational logistics support.  Operational logistics links strategic-level logistics resources with the tactical level of logistics, thus creating the conditions for effective sustainment of a combat force. It covers the support activities required to sustain campaigns and major operations. 



SECTION III.
PRESENTATION 

1.
Learning Step/Activity 1.  Understand the strategic context for the State’s logistics support system.

Method of Instruction:

Conference / Discussion


Instructor-to-student Ratio:

1: class


Time of Instruction:

5 min


Media:

Instructor





Actual material





Overhead Projector and Slides; or Computer and CD


References:

FM 7-100.1, Chapter 12


Security Classification:

Unclassified 

NOTE: Show Slide 3 STRATEGIC CONTEXT

The State strategic logistics complex is the foundation for the logistics system, where the State fully integrates civilian and military components of both its materiel and service industries. Thus, the State strategic logistics complex includes the national industrial base with its supply points, distribution centers, arsenals, plants, manufacturing facilities, medical support, and personnel support centers. Additionally, the national industrial base is capable of building everything from small arms to nuclear-capable missiles. 

The State logistics system is designed to provide continuous support to the civilian populace while simultaneously supporting military forces from the strategic level to the individual fighting unit. The State continues to make major improvements in all aspects of its logistics system, including an emphasis on support zone security and plans for stockpiling war materiel throughout the country. 

NOTE: Show Slide 4 LOGISTICS STOCKPILES

In preparation for war, the State’s national security strategy includes plans for stockpiling war materials, as well as critical civilian supplies and materials, throughout the country. The logistics storage of war materials consists of four major categories: national, strategic, mobilization, and mobile reserves.

Government warehouses store national-level reserves consisting of foodstuffs, petroleum products, manufactured goods, and strategic raw materials. Although these stocks are separate from the military items held in strategic reserve, the military will likely use part of these stocks.

Strategic reserves are stocks of supplies and equipment controlled by the General Staff. These stocks are similar to stocks in national reserves and are not planned for early use in a conflict.

Mobilization reserve stocks are used by the OPFOR for issue to newly activated, large military units and for resupply to combat units in the early stages of a conflict. 

Deployed ground units hold and transport mobile logistics reserves consisting of ammunition, fuel, rations, and equipment. Ground forces maintain these supplies for ground operations and distribute them to both tactical and support units. Published planning factors establish quantities of these supplies. Each OPFOR unit maintains an emergency reserve of supplies, and only the unit commander can order the use of these supplies. 
NOTE: Show Slide 5 DEPOT FACILITIES AND OPERATIONS

Depots are part of the strategic logistics support structure and hold national-level stockpiles and strategic reserves. They manage the distribution of war stocks and armaments and materiel, and perform any higher-level repair work that is accomplished in country. There are four categories of depots.

An area distribution depot (ADD) receives, stores, and distributes items for units operating or assigned within its geographic support area. The materiel stored within an ADD should accommodate a majority of the demands placed on the distribution system for the units located in its respective support area.

An ammunition depot receives stores, renovates, issues, and demilitarizes munitions of all types. 

Maintenance depots overhaul major end items and repairable components and, as necessary, perform limited fabrication and manufacturing. All overhaul items are stored at a maintenance depot until disposition instructions are received from the MOD. 

Medical depots store and distribute medical materiel, including repair parts for medical equipment.

Physical facilities for depots include aboveground structures, which range from factory warehouses to aboveground hardened structures. Underground structures are dispersed throughout the country and include shallow buried and deep underground bunkers and complexes. There are cases where the State uses underground storage facilities to house its C2 complexes and medical facilities. Additionally, the State plans, develops, and builds short-duration storage facilities for the pre-positioning of equipment and supplies to sustain deployed forces. These short-duration facilities play a central role in any strategic campaign that may involve intervention by an extraregional power. 

NOTE: Show Slide 6 THEATER DISTRIBUTION NETWORK

Theater distribution is the flow of personnel, equipment, and materiel within a theater, which enables combat forces to accomplish their assigned missions. The OPFOR’s theater distribution network consists of the physical and resource networks.

The physical network consists of fixed structures and established facilities to support distribution operations. It includes roads, airfields, railroads, hardened structures (warehouses and storage facilities), inland waterways, ports, and pipelines. 

The resource network consists of personnel (military and civilian), organizations, materiel, and equipment. These resources operate within the physical network of the distribution system. 

CHECK ON LEARNING:  Conduct a check on learning and summarize the activity.
2.
Learning Step/Activity 2.  
Understand how the State tailors its logistics units.

Method of Instruction:

Conference / Discussion


Instructor-to-student Ratio:

1: class


Time of Instruction:

5 min 


Media:

Instructor





Actual material





Overhead Projector and Slides; or Computer and CD


References:

FM 7-100.1, Chapter 12


Security Classification:

Unclassified 

NOTE: Show Slide 7 TAILORED LOGISTICS UNITS

The OPFOR concentrates the bulk of its logistics units at theater and OSC level.  This supports its philosophy of streamlined, highly mobile combat forces at the tactical level.  Tailoring also allows allocation of logistics resources to the combat forces most essential to mission success.

The administrative force structure is the aggregate of military headquarters, organizations, facilities, and installations that are designed to man, train, and equip the OPFOR.  After transferring control of its major fighting forces to a fighting command, an administrative headquarters, facility, or installation continues to provide depot and area support-level administrative, supply, and maintenance functions to the OPFOR. 

The OPFOR’s fighting force structure is a flexible organization.  It receives logistics assets from the administrative force structure and tailors them to meet specific objectives, based on forces available, mission requirements, enemy forces, and the geography of the AOR.  Tailoring affects both the number and type of subordinate combat units and the number and type of logistics units allocated to support them.  

CHECK ON LEARNING:  Conduct a check on learning and summarize the activity.
3.
Learning Step/Activity 3.  
Understand the various logistics missions.

Method of Instruction:

Conference / Discussion


Instructor-to-student Ratio:

1: class


Time of Instruction:

5 min 


Media:

Instructor





Actual material





Overhead Projector and Slides; or Computer and CD


References:

FM 7-100.1, Chapter 12


Security Classification:

Unclassified 

NOTE: Show Slide 8 LOGISTICS MISSIONS

In operational and tactical logistics, there are three basic logistics missions that the OPFOR uses to provide support to the field. These missions are primary support, area support, and depot support.

Primary support is a mission given to supply, services, transportation, and maintenance units that normally provide support directly to other units. This allows the primary support unit to respond directly to the supported unit’s request for assistance or supplies.

Area support is a mission given to supply, services, transportation, and maintenance units that normally provide support to primary support units and other area support units. Lower-priority units may have to rely on area support, rather than receiving supplies and services directly from the next-higher echelon.

Depot support is a mission given to national-level or strategic units that normally provide support to area support units. Depot support operations include the receipt, storage, and issue of war stocks and domestically produced armaments and materiel, and the overhaul and rebuilding of major end items.
NOTE: Show Slide 9 OPERATIONAL LOGISTICS CONCEPTS

The OPFOR considers thorough logistics planning and preparation essential to executing operation plans. To ensure logistics support meets the needs of OPFOR commanders, it relies on three concepts: centralized planning and decentralized execution, support forward, and sustainment from other sources.

To ensure both priority of effort and efficiency in the logistics process, the OPFOR uses centralized planning and decentralized execution. Logistics plans are developed at higher levels and executed by units and organizations at lower levels. Whereas centralized planning allows an overview of the operation as a whole and management of scarce resources, decentralized execution enhances the flexibility of lower-level commanders to meet local requirements and to rapidly reprioritize support. 

Logistics units are organized and deployed to support forward. The guiding principle is that a combat force should retain its organic support resources (such as trucks, recovery equipment, and ambulances) to support its subordinate units. It should not have to use its own resources to go to support areas to pick up supplies or to evacuate resources that can no longer contribute to combat power.

Finally, the logistics system may have to rely on sustainment from other than military sources. Supplies may be procured or obtained from social groups, consumer cooperatives, government farms, or individual citizens, and by coercion or foraging in the AOR. 

CHECK ON LEARNING:  Conduct a check on learning and summarize the activity.
4.
Learning Step/Activity 4.  
Understand the command and control of OPFOR logistics.

Method of Instruction:

Conference / Discussion


Instructor-to-student Ratio:

1: class


Time of Instruction:

10 min 


Media:

Instructor





Actual material





Overhead Projector and Slides; or Computer and CD


References:

FM 7-100.1, Chapter 12


Security Classification:

Unclassified 

NOTE: Show Slide 10 COMMAND AND CONTROL

The General Staff may keep some national-level logistics units under its direct control.  However, it normally allocates some national-level assets, as well as logistics assets of operational-level commands in the administrative force structure, to provide logistics support to an operational-strategic command (OSC). In some cases, these allocated assets may remain under the command of their original parent headquarters but become associated with an OSC in a supporting relationship.  In other cases, they actually come under the command of the OSC in a constituent or dedicated status.

At the OSC level, the resources section of the primary staff is the principal office for the logistics integration of supply, maintenance, transportation, and services. The resources officer heads this section, with two subsections headed by secondary staff officers who support him: the chief of logistics and the chief of administration. 

NOTE: Show Slide 11 INTEGRATED SUPPORT COMMAND

The integrated support command (ISC) is the aggregate of combat service support units, and perhaps some combat support units, allocated from the administrative force structure to an OSC and not suballocated in a constituent or dedicated command relationship to a subordinate headquarters within the OSC. 

The functions of an  ISC include—

•Materiel support (supply and services).

•Maintenance.

•Transportation.

•Medical support.

•Personnel support. 

Sometimes, an ISC might also include units performing combat support tasks (such as chemical defense, IW, or law enforcement) that support the OSC. 

Similar to the ISC is the integrated support group (ISG), which is a compilation of units performing logistics tasks that support the integrated fires command (IFC).
NOTE: Show Slide 12 ISC HEADQUARTERS

The ISC headquarters is composed of the ISC commander and his command group, an operations section, and a resources section. 

The operations section provides the control, coordination, communications, and IW support for the ISC. Located within the operations section is the support operations coordination center (SOCC), which is responsible for the planning and coordination of support for the OSC. In addition to the SOCC, the operations section has subsections for future operations and airspace operations. 

The resources section consists of logistics and administrative subsections, which execute staff supervision over the ISC’s support procedures. The ISC headquarters includes liaison teams from subordinate units of the ISC and from other OSC subordinates to which the ISC provides support. These liaison teams work together with the SOCC to ensure the necessary coordination of support for combat operations. 
NOTE: Show Slide 13 ISC EXAMPLE

The units allocated to an OSC and its ISC vary according to the mission of that OSC and the support requirements of other operational-level commands. This shows a typical OSC organization, with an example of the types of combat service support and combat support units that might appear in an OSC ISC.  You can also see the ISG, which is a compilation of units performing logistics tasks that support the IFC.
CHECK ON LEARNING:  Conduct a check on learning and summarize the activity.
5.
Learning Step/Activity 5.  
Understand the five logistics support functions employed by the OPFOR.

Method of Instruction:

Conference / Discussion


Instructor-to-student Ratio:

1: class


Time of Instruction:

5 min 


Media:

Instructor





Actual material





Overhead Projector and Slides; or Computer and CD


References:

FM 7-100.1, Chapter 12


Security Classification:

Unclassified 

NOTE: Show Slide 14 LOGISTIC SUPPORT FUNCTIONS

There are five basic logistics support functions: materiel support, maintenance, transportation, personnel support, and medical support.

The OPFOR materiel support system is a mix of modern and less modern capabilities that vary depending on the priority of the supported units. Within materiel support, there are two categories: supply and services.  Supply includes actions to acquire, manage, receive, store, and issue the materiel required to equip and sustain the force from deployment through combat operations and recovery. The OPFOR concept of services includes all troops, installations, and duty positions that perform logistics support for combat arms units. 

Maintenance includes actions taken to keep materiel and equipment in a serviceable condition, to return it to service, or to update and upgrade its capability. The maintenance system is designed to repair vehicles and equipment in the battle zone or as close to it as possible. 

The OPFOR classifies three categories of repair: routine, medium, or capital. Routine repairs—such as replacements, adjustments, or repair of individual components—require a short time to fix. Generally, maintenance personnel do not disassemble major components as part of routine repair. Medium repairs include the minor overhaul of equipment and the repair of individual components requiring a short time to fix. Capital repairs are conducted at depot level and involve the major overhaul and/or assembly of equipment. 

The OPFOR sees transportation as the function that ties sustainment and all other battlefield operations together.  In fact, when planning, military logistics planners base their estimates on the use of all movement resources available. These estimates include tactical combat vehicles as well as civilian transportation assets mobilized to move supplies, equipment, and personnel. Transportation operations may include various modes, to include motor vehicles, rail, aircraft, and waterway (coastal and inland) transport vessels. 
NOTE: Show Slide 16 LOGISTIC SUPPORT FUNCTIONS (CONTINUED) (Slide 15 is hidden – instructor notes only)

The State views personnel support as all activities associated with assignment of personnel against authorized billets and validated individual augmentation requirements, as well as those administrative activities associated with personnel programs within a command. 

The OSC chief of administration is responsible for all personnel actions and transactions in the command. The personnel support battalion provides the personnel to operate the personnel operations center. That center’s major functions include providing personnel and administrative support, finance support, and legal support.

During peacetime, the State cannot fully man the military with critical professional and technical specialists to maintain an elaborate support structure, resulting in a shortage of doctors, engineers, computer programmers, electronic technicians, and other support professionals. Once the country mobilizes, however, these critical professionals are detailed into the military structure to augment existing professionals.

Replacement operations are based on unit strength reports and include the coordinated support and delivery of replacements and soldiers returning from medical facilities. Replacement operations include individual replacements, incremental replacements, composite unit formations, and whole-unit replacement.
NOTE: Show Slide 17 LOGISTIC SUPPORT FUNCTIONS (CONTINUED)

The basic principle of combat medical support is multistage evacuation with minimum treatment by medical personnel at each unit level. Additionally, in anticipation of an overtaxed combat medical support system, OPFOR doctrine emphasizes the importance of self-help and mutual aid among individual soldiers. 

The medical logistics system operates on a pull system in which personnel in the field request medical materiel from a medical depot where it must be picked up and delivered to the field. Normally, medical supplies are transported from the support zone to the battle zone on cargo-carrying transport vehicles, water vessels, or aircraft. However, ground ambulances returning to the battle zone may assist in transporting medical supplies. A medical equipment maintenance unit at the medical depot provides all medical equipment maintenance.

For casualty handling, evacuation is based on a higher-to-lower method. The next-higher echelon provides transportation for casualties. Each level has specific responsibilities for the care of the sick and wounded. This ranges from the medic providing advanced first aid, pain relief, intravenous fluids, and treatment of most common illnesses at the company level to definitive care in the Central Military Hospital and major civilian hospitals at the OSC and theater support zone levels. 

A field hospital is the first level in the evacuation system capable of conducting major surgery and giving extended care. It is mobile and capable of deployment near the battle zone. Civilian hospitals are used to supplement the military care facilities.
CHECK ON LEARNING:  Conduct a check on learning and summarize the activity.
6.
Learning Step/Activity 6.  
Understand logistics support to combat operations.

Method of Instruction:

Conference / Discussion


Instructor-to-student Ratio:

1: class


Time of Instruction:

5 min 


Media:

Instructor





Actual material





Overhead Projector and Slides; or Computer and CD


References:

FM 7-100.1, Chapter 12


Security Classification:

Unclassified 

NOTE: Show Slide 18 COMBAT OPERATIONS SUPPORT

During both offense and defense, OPFOR logistics units operate from locations that are protected, concealed, and serviced by good road networks. 

The logistics objective in supporting offensive operations is to maintain the momentum of the attack by supporting in the battle zone or as close to it as possible. Planners must consider the nature of offensive operations as it affects logistics activities. In considering the attack, materiel support units ensure that all support equipment is ready and that supplies are best located for support. They also ensure that sufficient transportation is available to support maneuver and logistics plans. Normally, ammunition and fuel are the most important supplies in the offense. However, consideration is also given to all supplies, as well as other support procedures, specifically medical and maintenance.

The logistics objective in supporting defensive operations is to sustain the attrition of enemy attacking forces through support from dispersed sites located in the support zone. During defensive operations, supply activity is greatest in the preparation stage. Supplies generally are stockpiled or pre-positioned in initial and subsequent defensive positions. 

NOTE: Show Slide 19 COMBAT OPERATIONS SUPPORT (CONTINUED)

The OPFOR expects any enemy to make an effort to conduct reconnaissance, espionage, and diversionary action in its operational support zone. Additionally, the OPFOR anticipates attacks on its support zone by airborne and heliborne forces as well as larger-scale attacks by enemy operational maneuver forces. 

The OPFOR uses a security force to counter any threats in its support zone. Each OSC deploys a considerable counterintelligence effort and can assign up to an entire division for security tasks. The security force is equipped and trained for conventional as well as unconventional warfare. 

The OPFOR will establish a mission support site (MSS) as a temporary base used by units that are operating at a considerable distance from their support zone during an extended mission. These temporary sites provide food, shelter, medical support, ammunition, or demolitions. They eliminate unnecessary movement of supplies and allow a force to move more rapidly to and from attack sites or objectives. 

CHECK ON LEARNING:  Conduct a check on learning and summarize the activity.
7.
Learning Step/Activity 7.  
Understand post-combat support to the OPFOR.

Method of Instruction:

Conference / Discussion


Instructor-to-student Ratio:

1: class


Time of Instruction:

5 min 


Media:

Instructor





Actual material





Overhead Projector and Slides; or Computer and CD


References:

FM 7-100.1, Chapter 12


Security Classification:

Unclassified 

NOTE: Show Slide 20 POST-COMBAT SUPPORT

Strategic and operational logisticians are not only focused on supporting units in combat. They are also focused on other post-combat support requirements such as personnel replacement, weapon systems replacement, reconstitution, and receiving and preparing reinforcements. 

Weapon systems replacement is simply a procedure for providing a weapon system to a combat unit. It involves processing the vehicle or equipment from a storage or transportation configuration to a ready-to-fight condition. It also involves the integration of a completely trained crew with the weapon system.

Reconstitution is performed in support of all combat operations and includes two methods: reorganization and regeneration. 

Reorganization is action taken to shift resources internally within a degraded unit to increase its level of combat effectiveness. Reorganization is normally done at unit level and requires only limited external support such as supply replenishment, maintenance assistance, and limited personnel replacement. 

Regeneration is action taken to rebuild a unit through large-scale replacement of personnel, equipment, and supplies. Additionally, it is action taken to restore C2 and conduct mission-essential training. 

In the area of reinforcements, OPFOR strategic and operational logisticians prepare contingency plans for the mobilization and reception of reserve forces. Once the unit personnel and equipment are mobilized, they are sustained, configured, and transported to their respective OSC. 
CHECK ON LEARNING:  Conduct a check on learning and summarize the activity.
SECTION IV.
SUMMARY

Method of Instruction: Conference/Discussion

Instructor-to-student Ratio is: 1: class

Time of Instruction: 5 min  

Media:  Instructor


Overhead Projector and Slides; or Computer and CD

	Check on Learning
	Conduct a check on learning and summarize the lesson.

	Review/ Summarize Lesson
	NOTE: Show Slide 21 LOGISTICS–SUMMARY 

This lesson covered the OPFOR’s doctrine for logistics support.  It initially looked at the State’s strategic logistics complex and how the State integrates civilian and military components.  It next addressed the State’s national security strategy for stockpiling war materials and explained the State’s depot facilities and operations. 

The theater distribution network was then covered, looking at both the physical and resource networks.  Following this, the State’s concept for tailoring logistics units was described. The next area discussed covered the three basic logistics missions: primary support, area support, and depot support. 

The three operational concepts used in logistics planning (centralized planning and decentralized execution, support forward, and sustainment from other sources) were then discussed followed by an explanation of the command and control used for logistics units.    

The organizational structure of the ISC was then discussed, followed by a discussion of the five functions performed in the logistics area: materiel support, maintenance, transportation, personnel support, and medical support.  It next looked at how logistics supports combat operations, primarily addressing the offense and defense.  Finally, we discussed the support the State provides to the military following combat operations.



SECTION V.
STUDENT EVALUATION

	Testing Requirements
	NOTE: Describe how the student must demonstrate accomplishment of the TLO. Refer student to the Student Evaluation Plan.

	 
	N/A.  Testing is not conducted for Awareness Training.

	Feedback Requirements
	NOTE: Feedback is essential to effective learning.  Schedule and provide feedback on the evaluation and any information to help answer students' questions about the test.  Provide remedial training as needed.
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SECTION II.
INTRODUCTION

Method of Instruction:  Conference/Discussion
Instructor-to-student Ratio is: 1: class
Time of Instruction: 5 min
Media:  Instructor

             Overhead Projector and Slides; or Computer and CD

	Motivator


	NOTE: Show Slide 1 TRADOC DCSINT 

The proponent for this Training Support Package is HQ TRADOC. Send comments and recommendations on DA Form 2028 directly to the OPFOR and Threat Integration Directorate (OTID) of the TRADOC Office of Deputy Chief of Staff for Intelligence at the following address: Director, OTID, ADCSINT-Threats, ATTN: ATIN-T (Bldg 53), 700 Scott Avenue, Fort Leavenworth, KS 66027-1323.

This publication is available at Army Knowledge Online (AKO) at http://www.us.army.mil and on the General Dennis J. Reimer Training and Doctrine Digital Library (ADTDL) at http://www.adtdl.army.mil.

Periodic updates of the OPFOR Field Manuals will occur in accordance with TRADOC Regulation 25-36 The TRADOC Doctrine Literature Program, resulting in changes to this TSP. 

All photos included in this presentation are from the Defense Visual Information Center unless otherwise noted.



	Terminal Learning Objective
	Note: Inform the students of the following terminal learning objective requirements.

At the completion of this lesson, you [the student] will:

	
	ACTION:
	Demonstrate knowledge of how the State uses airborne, special-purpose, and amphibious forces.

	
	CONDITION:
	Given a classroom environment.



	
	STANDARD:
	Understood the State’s concept of employment of airborne, special-purpose, and amphibious forces.

	
	

	Safety Requirements
	None



	Risk Assessment Level
	Low

NOTE:
Obtain commandant approval of any training that receives a high-risk assessment level.

	Environmental Considerations
	It is the responsibility of all soldiers and DA civilians to protect the environment from damage.  There are no environmental considerations with this lesson. 

	Evaluation
	This is awareness training.  There is no student evaluation associated with this lesson.

	Instructional Lead-In
	NOTE: Show Slide 2 AIRBORNE, SPECIAL-PURPOSE FORCES, AND AMPHIBIOUS OPERATIONS

The OPFOR views airborne and special-purpose forces (SPF) as means to carry the battle into the enemy’s depth. The General Staff uses these highly mobile forces against strategic objectives or for regional power projection. It may also allocate such forces down to the operational and tactical levels. Additionally, it has the capability to conduct amphibious operations, which sometimes occur in conjunction with airborne or SPF operations in a coastal area. This lesson will cover the OPFOR’s doctrine for employing these type forces.



SECTION III.
PRESENTATION 

1.
Learning Step/Activity 1.  Understand how the State conducts airborne and heliborne operations.

Method of Instruction:

Conference / Discussion


Instructor-to-student Ratio:

1: class


Time of Instruction:

15 min


Media:

Instructor





Actual material





Overhead Projector and Slides; or Computer and CD


References:

FM 7-100.1, Chapter 13


Security Classification:

Unclassified 

NOTE: Show Slide 3 AIRBORNE AND HELIBORNE OPERATIONS

The first area we will look at is airborne and heliborne operations.  

Airborne and heliborne forces have the capability to surprise the enemy, rapidly envelop key objectives, or exploit targets weakened by the effects of deep fires. 

The State also will use airborne forces as a means of projecting power in its region.  Consequently, these forces train specifically to establish, defend, and expand an airhead. Additionally, they are used as a means to control access into the region by extraregional forces by seizing ports and airfields critical to enemy deployment. 

The OPFOR’s airborne and heliborne forces are especially suited for operations conducted during the transition from regional to adaptive operations. Their unique capabilities also render them especially useful in support of adaptive operations. They can serve as fixing, assault, exploitation, or deception forces when the rapid positioning of such forces in support of offensive operations is critical.
NOTE: Show Slide 4 AIRBORNE AND HELIBORNE OPERATIONS – COMMAND AND CONTROL

Administratively, airborne forces are part of the Army. During wartime, however, they are directly subordinate to the Supreme High Command (SHC), with control exercised by the General Staff, to allow flexibility in employment. 

When the OPFOR establishes more than one theater headquarters, the General Staff may allocate some airborne units to each theater. A theater commander with dedicated airborne assets could further dedicate airborne units to an operational-strategic command or, dependent upon the mission, he could also place airborne units in support of an operational-strategic command (OSC). A theater commander with constituent airborne assets can allocate them to an OSC in a constituent, dedicated, or supporting relationship.

The landing force commander is the commander of the airborne or ground force unit forming the basis for the airborne or heliborne landing force. He is responsible for preparing and positioning troops for loading. He shares with the aviation commander the decision to proceed with the landing, based on the assessment of the situation at the drop zone (DZ) or landing zone (LZ). After the landing, the landing force commander is solely responsible for conducting the operation, until linkup with ground maneuver forces.  
NOTE: Show Slide 5 AIRBORNE AND HELIBORNE OPERATIONS - MISSIONS

The OPFOR categorizes airborne and heliborne missions based on the depth and importance of the objective, the size of forces involved, and the command level of the controlling commander. The three categories of missions are strategic, operational, and tactical. 

The strategic-level missions are established by the SHC and controlled by the General Staff. These type missions, including the use of airborne forces in a regional power-projection role, have significant impact on the war or strategic campaign. 

Airborne forces conduct strategic missions against deep targets. Objectives of strategic missions could be national capitals or other administrative-political centers, industrial or economic centers, ports or maritime straits, or airfields. Strategic missions also may establish a new theater or neutralize one member of an enemy coalition.

At the operational level, when an OSC is allocated airborne forces for a given operation, they are normally brigade size.  The objectives could include—

• Headquarters or command posts (CPs).

• Communications facilities.

• Enemy precision and nuclear weapons.

• Logistics facilities.

• Airfields.

• Ports.

• Bridges and other water- or gap-crossing sites.

• Lines of communications (LOCs).
NOTE: Show Slide 6 AIRBORNE AND HELIBORNE OPERATIONS – MISSIONS (CONTINUED)

Although airborne forces can be used for tactical missions, they are used primarily for strategic and operational missions. For the most part, in the tactical realm, heliborne forces are used in lieu of airborne units.

In either case, though, the primary function of these tactical airborne or heliborne landings is to cooperate with ground maneuver forces in reaching operational or tactical objectives. In other situations, heliborne insertions can serve as a rapid means for positioning or repositioning forces on the battlefield.  Additionally, heliborne units can perform reconnaissance missions when inserted into the disruption zone or the enemy rear area. They may perform tactical security missions, or cover, delay, or defend against an enemy approach to a vulnerable flank. Heliborne units can also serve in an antilanding reserve, providing rapid reaction to the threat of enemy airborne or amphibious landings. 

Ambushes, raids, sabotage, and deception activities are examples of other missions suited to heliborne operations. Heliborne units can also lay and clear mines in the enemy rear. 
NOTE: Show Slide 7 AIRBORNE AND HELIBORNE OPERATIONS – PLANNING AND PREPARATION

There are a number of areas that the OPFOR considers when planning airborne or heliborne operations.  These include the mission, troops and support available, terrain, the depth of the operation, flight routes, air superiority, DZs or LZs, surprise, security, and the enemy situation. 

Given routine readiness conditions, the time required to plan a battalion-size or larger airborne or heliborne mission is approximately 24 hours. 

NOTE: Show Slide 8 AIRBORNE AND HELIBORNE OPERATIONS – CONDUCT
The Air Force allocates the aviation units required for deployment of airborne forces. Either transport aircraft or lift helicopters or a combination of the two can air-land airborne units or insert airborne battalions. Lift helicopters from army aviation normally support heliborne landings. Additionally, aircraft of civil aviation can augment military capabilities when necessary.

The OPFOR considers the air movement phase of an airborne or heliborne operation to be its most vulnerable phase. The OPFOR tries to create a threat-free flight corridor from the departure area to the DZ or LZ. This includes suppressing enemy air defenses, providing fighter escort to protect against enemy fighters and ground fires, and providing attack helicopters to protect lift helicopters during a heliborne operation. 

Once the force is on the ground, speed and security are the primary concerns during movement to the objective. During movement, the landing force maintains radio silence until making contact with the enemy, with only the landing force commander transmitting messages. When the force reaches its objective, tactics are similar to those of similarly equipped infantry forces. 

Airborne or heliborne units either await a linkup with friendly forces or, when necessary, fight their way back to friendly lines. The rule of thumb is that the probability of overall success is greater the sooner the linkup occurs. 

CHECK ON LEARNING:  Conduct a check on learning and summarize the activity.
2.
Learning Step/Activity 2.  
Understand how the State uses special-purpose forces.

Method of Instruction:

Conference / Discussion


Instructor-to-student Ratio:

1: class


Time of Instruction:

15 min 


Media:

Instructor





Actual material





Overhead Projector and Slides; or Computer and CD


References:

FM 7-100.1, Chapter 13


Security Classification:

Unclassified 

NOTE: Show Slide 9 SPECIAL-PURPOSE FORCES OPERATIONS

The OPFOR maintains a broad array of SPF. The SPF Command, which is one of the six service components, provides the capability to attack both regional and extraregional enemies throughout their strategic depth. In addition to conducting direct action, this command has strategic reconnaissance forces to support national intelligence requirements. It also has a capability to support local irregular forces operations. The SPF Command includes both SPF units and commando units. Its units provide a balanced capability including some tactical transport for use in inserting SPF or commando units.

In addition to the SPF Command, the Army, Navy, and Air Force have their own SPF used primarily at the operational level to conduct reconnaissance and direct action at the enemy’s operational depth. The Internal Security Forces also have their own highly trained SPF units, equipped to conduct direct-action missions in the enemy’s rear. 

The Air Force has light transport aircraft for insertion of its own SPF or those belonging to other service components, within the region. The Navy’s submarine force may also insert SPF for reconnaissance or direct action outside the region.

NOTE: Show Slide 10 SPECIAL-PURPOSE FORCES OPERATIONS – COMMAND AND CONTROL

As stated earlier, the SPF Command includes both SPF units and commando units. The Army, Navy, Air Force, and Internal Security Forces also have their own SPF. Any of these various types of SPF units may remain under the command and control of their respective service headquarters or may be suballocated to lower levels during task organization. More than likely, they will appear in the task organization of an OSC.

When the OPFOR establishes more than one theater headquarters, the General Staff may allocate some SPF units to each theater. From those SPF assets allocated to him in a constituent or dedicated relationship, the theater commander can suballocate some or all of them to a subordinate OSC.

The General Staff (or a theater commander with constituent or dedicated SPF) can allocate SPF units to an OSC in a constituent or dedicated relationship or place them in support of an OSC. The OSC commander may employ the SPF assets allocated to him as constituent or dedicated as part of his integrated fires command (IFC), or he may suballocate them to his tactical-level subordinates. 

Regardless of the parent administrative organization, SPF normally infiltrate and operate as small teams. When deployed, these teams may operate individually, or they may be task organized into detachments. 

NOTE: Show Slide 11 SPECIAL-PURPOSE FORCES OPERATIONS – SPECIAL RECONNAISSANCE

SPF are a major source of human intelligence (HUMINT), placing “eyes on target” in hostile, denied, or politically sensitive territory. They operate in small teams and gather information to satisfy strategic and operational intelligence requirements at extended distances (sometimes more than 100 km) or close to tactical reconnaissance, in nonlinear and noncontiguous situations. Their priorities include—

• Precision weapons.

• NBC delivery systems.

• Headquarters and other command and control (C2) installations.

• Reconnaissance, intelligence, surveillance, and target acquisition (RISTA) systems and centers.

• Rail, road, and air movement routes.

• Airfields and ports.

• Logistics facilities.

• Air defense systems.

Once SPF teams locate such targets, they either monitor and report on activity there, or they may conduct direct action or diversionary measures. 

NOTE: Show Slide 12 SPECIAL-PURPOSE FORCES OPERATIONS – DIRECT ACTION

Direct action involves an overt, covert, or clandestine attack by armed individuals or groups to damage or destroy high-value targets or to kill or seize a person or persons. Examples of direct-action missions for SPF units are assassination, abduction, hostage taking, sabotage, capture, ambushes, raids, rescue of hostages (civilian and military), and rescue of downed pilots and aircrews. 

Diversionary measures are direct actions of groups or individuals operating in the enemy’s rear area. These measures include the destruction or degradation of key military objectives and the disruption of C2, communications, junctions, transport, and LOCs. Additionally, these measures include misdirecting military road movement by moving road markers and generating false communications. They also involve killing personnel, spreading disinformation, destroying military hardware, and other actions to weaken the morale and will of the enemy by creating confusion and panic. 
NOTE: Show Slide 13 SPECIAL-PURPOSE FORCES OPERATIONS – MISSIONS

Collectively, all of the State’s SPF assets can engage the enemy simultaneously to his operational and even strategic depth. They are prepared to attack enemy forces anywhere in the region, at overseas bases, at home stations, and even in military communities. 

The SPF are capable of the following basic missions:

•Neutralize weapons of mass destruction and precision weapons.

•Attack air defense facilities and airfields.

•Disrupt LOCs.

•Attack C2 and RISTA facilities.

•Exploit surprise to disrupt defensive actions.

•Undermine morale and spread panic.

•Disrupt enemy power supplies and transportation networks (power utilities, POL transfer and storage sites, and internal transportation).

•Conduct reconnaissance for future ground force operations or for airborne and/or amphibious landings.

•Organize local irregular forces.

•Prevent efficient movement of enemy reserves.

•Assassinate important political and military figures.

•Provide terminal guidance for attacking aircraft, missiles, and precision weapons.

While conducting these missions, SPF will find themselves operating not only during wartime, but also during peacetime and during the transition to war.

NOTE: Show Slide 14 SPECIAL-PURPOSE FORCES OPERATIONS – COMMANDOS

As mentioned earlier, the SPF Command also includes commando units. Like SPF units, commandos normally operate in territory not controlled by the State. They receive training for more specialized commando missions, with emphasis on infiltrating and fighting in complex terrain and at night.

Commandos are employed as battalions, companies, platoons, and squads or as small teams, depending on the type of mission. These small teams are harder to detect during infiltration and provide the ability to strike many targets simultaneously to achieve maximum effect. However, based on factors such as the enemy situation and the size of the target, the individual teams may come together temporarily to form commando detachments. If necessary, they can re-form into platoon- to company-size units to perform attacks against critical military and civilian targets. 

Commando units can be allocated in a constituent or dedicated status to be task organized as part of an OSC or of a division or brigade tactical group (DTG or BTG) based on a regular ground forces organization. However, the reason for incorporating a commando unit into such an organization is to perform specialized commando missions that contribute to the overall mission of the command. 

Although trained for specialized missions, there are times when commandos may be called on to perform regular infantry missions, filling gaps between dispersed regular forces. In this case, commandos fight as companies or battalions, using tactics similar to those of regular infantry units.

NOTE: Show Slide 15 SPECIAL-PURPOSE FORCES OPERATIONS – COMMANDOS (CONTINUED)

Commando units generally conduct various types of reconnaissance and combat missions in the disruption zone or deep in enemy territory, during larger operations or tactical actions that are either offensive or defensive. 

Typical missions that are assigned to the commandos include —

•Collecting information on deployment of enemy forces and reserve unit movement.

•Collecting information on logistics facilities and seaports.

•Collecting information on enemy aircraft operating from forward airfields.

•Conducting reconnaissance of terrain and enemy forces, in support of the offense.

•Locating and destroying enemy weapons of mass destruction.

•Conducting team- or platoon-size raids and ambushes and destroying critical military or civilian targets in enemy territory.

•Conducing larger-scale (company- or battalion-size) raids and ambushes in the disruption zone or in enemy territory.

•Clearing LOCs for use by supported regular ground force units during the offense or defense.

•Clearing or emplacing obstacles.

•Conducting surprise attacks on enemy forces and create disturbances after infiltrating into enemy territory.

•Acting as a disruption/fixing/assault/exploitation/security force.

•Acting as an antilanding reserve. 

NOTE: Show Slide 16 SPECIAL-PURPOSE FORCES OPERATIONS – COMMANDOS (CONTINUED)

When commandos operate in conjunction with regular ground forces, they can conduct various missions to ensure the success in both the offense and defense. In the offense, commandos can act as or be part of a disruption force, a fixing force, an assault force, or an exploitation force.

During a defensive operation conducted by an OSC, commando units allocated to the OSC can support the action primarily in reconnaissance and security roles. They can conduct reconnaissance in the OSC disruption zone or deep in enemy territory, plus they may act as a security force in the OSC support zone. When OSC maneuver forces are forced to withdraw from an area, commando units can remain behind to conduct reconnaissance and limited-objective attacks against enemy targets.
CHECK ON LEARNING:  Conduct a check on learning and summarize the activity.
3.
Learning Step/Activity 3.  
Understand how the State conducts amphibious operations.

Method of Instruction:

Conference / Discussion


Instructor-to-student Ratio:

1: class


Time of Instruction:

10 min 


Media:

Instructor





Actual material





Overhead Projector and Slides; or Computer and CD


References:

FM 7-100.1, Chapter 13


Security Classification:

Unclassified 

NOTE: Show Slide 17 AMPHIBIOUS OPERATIONS

The last major section of this lesson deals with amphibious operations. The Navy has a limited amphibious capability that allows it to insert either naval infantry or regular ground forces or SPF from the sea. It also has a submarine force that can insert naval infantry to conduct raids against critical installations within the region. 

Amphibious landings can be either operational or tactical in scale. However, either type can influence the outcome of a larger operation or strategic campaign. 

NOTE: Show Slide 18 AMPHIBIOUS OPERATIONS – MISSIONS

Operational missions may have the following objectives:

•Conduct operations in concert with ground forces to envelop and destroy enemy positions in a coastal area.

•Seize or destroy ports, islands, peninsulas, and/or straits, radar sites, and other important objectives in coastal areas.

•Interdict enemy LOCs within the coastal areas.

•Conduct combined operations with or in support of airborne and SPF elements landed deep within enemy territory.

•Contribute to deception operations with amphibious landings mounted as a feint to mislead the enemy about the direction of the OPFOR main effort.

•Block the approach routes of enemy reserves or counterattack forces that might influence the outcome of the main operation or campaign.

•Establish coastal defenses on occupied coasts as other OPFOR forces move deeper into enemy territory. 

NOTE: Show Slide 19 AMPHIBIOUS OPERATIONS – MISSIONS (CONTINUED)

Tactical amphibious landings are the most frequent form of OPFOR amphibious operation. Their purpose is to attack at the rear area or flank of any enemy force along a coastline or to seize islands, naval bases, coastal airfields, ports, and other objectives on an enemy-held coastline. 
NOTE: Show Slide 20 AMPHIBIOUS OPERATIONS – MISSIONS (CONTINUED)

Reconnaissance and sabotage amphibious landings are in a special category. These seaborne raids may perform the multiple functions of conducting reconnaissance, damaging or destroying high-value installations located near a coast, disrupting the enemy's C2 and/or logistics, or tying down substantial numbers of enemy troops in the defense of long, vulnerable coastlines. 
NOTE: Show Slide 21 AMPHIBIOUS OPERATIONS – COMMAND AND CONTROL

Although the naval infantry forces are part of the Navy in the administrative force structure, they may conduct amphibious landings in support of an OSC or theater command as part of joint and combined arms operations. In this case, the SHC or theater command may allocate naval infantry units to an OSC in a given operation. 

A naval commander exercises overall C2 of the amphibious operation when amphibious landings are conducted by naval infantry delivered by naval transport, without support from or coordinated action with other services of the Armed Forces. However, most landings by naval infantry are part of a larger joint operation or campaign in which they operate in conjunction with forces of other services. In these cases, the OSC or theater commander normally organizes and controls the amphibious operation.

The landing force commander is the commander of the naval infantry, ground force, or SPF unit forming the basis for the amphibious landing force. Although he must coordinate with the commander of the naval unit during transport, the landing force commander is solely responsible for conducting the operation after the landing. 

NOTE: Show Slide 22 AMPHIBIOUS OPERATIONS – CONDUCT

The preference for smaller-scale landings reflects the limited and subordinate role amphibious landings play in OPFOR thinking.   Although the doctrine of some militaries dictates that the seizure of a beachhead is just a prelude to extended action ashore, the OPFOR normally uses its naval infantry troops only to secure a beachhead. Any buildup of effort is by ordinary infantry or mechanized infantry units, with supporting artillery and staying power. 

During the actual conduct of the amphibious operation, the landing usually takes on a joint and combined arms character. Its success normally requires at least temporary local air and naval superiority. Against all but the weakest of enemy defenses, a heavy fire preparation is also necessary to suppress the enemy.  Additionally, an airborne or heliborne landing normally precedes or accompanies any important amphibious landing. 

Based on doctrine, the OPFOR can be expected to conduct amphibious operations during regional, transition, and adaptive operations.
CHECK ON LEARNING:  Conduct a check on learning and summarize the activity.
SECTION IV.
SUMMARY

Method of Instruction: Conference/Discussion

Instructor-to-student Ratio is: 1: class

Time of Instruction: 5 min  

Media:  Instructor


Overhead Projector and Slides; or Computer and CD

	Check on Learning
	Conduct a check on learning and summarize the lesson.

	Review/ Summarize Lesson
	NOTE: Show Slide 23 AIRBORNE, SPECIAL-PURPOSE FORCES, AND AMPHIBIOUS OPERATIONS–SUMMARY 

This lesson covered the OPFOR’s concept of conducting airborne/heliborne, SPF, and amphibious operations.  It initially addressed the use of airborne and heliborne forces, looking at how they are used in strategic-, operational-, and tactical-level actions.  Next it discussed the planning considerations that the OPFOR examines when preparing for an operation and then detailed how the OPFOR conducts these type missions.

The next major area dealt with SPF operations.  It reviewed the fact that in addition to the SPF Command, the Army, Navy, Air Force, and Internal Security Forces have organic SPF forces and that any of these SPF units may remain under the command and control of their respective service headquarters or may be suballocated to lower levels during task organization.  It then discussed SPF use in special reconnaissance and direct action operations and the various missions related to these two categories. This section ended with a discussion on the elite commando units, which are part of the SPF Command.

The last section covered amphibious operations that are conducted by the OPFOR.  It discussed the fact that these landings can be either operational or tactical in scale and then reviewed the various missions associated with each category.  It then covered the fact that, although a naval commander would exercise overall command and control of an operation that included only naval forces, the norm is that these operations are usually part of a larger joint operation and control is more than likely under the theater or OSC commander.  The lesson ended by discussing the fact that the OPFOR uses naval infantry troops only to secure a beachhead and that any buildup of effort is by ordinary infantry or mechanized infantry units. 
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STUDENT EVALUATION
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	N/A.  Testing is not conducted for Awareness Training.

	Feedback Requirements
	NOTE: Feedback is essential to effective learning.  Schedule and provide feedback on the evaluation and any information to help answer students' questions about the test.  Provide remedial training as needed.
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SECTION II.
INTRODUCTION

Method of Instruction:  Conference/Discussion
Instructor-to-student Ratio is: 1: class
Time of Instruction: 5 min
Media:  Instructor

             Overhead Projector and Slides; or Computer and CD

	Motivator


	NOTE: Show Slide 1 TRADOC DCSINT 

The proponent for this Training Support Package is HQ TRADOC. Send comments and recommendations on DA Form 2028 directly to the OPFOR and Threat Integration Directorate (OTID) of the TRADOC Office of Deputy Chief of Staff for Intelligence at the following address: Director, OTID, ADCSINT-Threats, ATTN: ATIN-T (Bldg 53), 700 Scott Avenue, Fort Leavenworth, KS 66027-1323.

This publication is available at Army Knowledge Online (AKO) at http://www.us.army.mil and on the General Dennis J. Reimer Training and Doctrine Digital Library (ADTDL) at http://www.adtdl.army.mil.

Periodic updates of the OPFOR Field Manuals will occur in accordance with TRADOC Regulation 25-36 The TRADOC Doctrine Literature Program, resulting in changes to this TSP. 

All photos included in this presentation are from the Defense Visual Information Center unless otherwise noted.



	Terminal Learning Objective
	Note: Inform the students of the following terminal learning objective requirements.

At the completion of this lesson, you [the student] will:

	
	ACTION:
	Demonstrate knowledge of the operational-level doctrine for the OPFOR “State” as documented in FM 7-100.1.

	
	CONDITION:
	Given a classroom environment.



	
	STANDARD:
	Understood the operational-level doctrine employed by the State as documented in FM 7-100.1.

	
	

	Safety Requirements
	None



	Risk Assessment Level
	Low

NOTE:
Obtain commandant approval of any training that receives a high-risk assessment level.

	Environmental Considerations
	It is the responsibility of all soldiers and DA civilians to protect the environment from damage.  There are no environmental considerations with this lesson. 

	Evaluation
	This is awareness training.  There is no student evaluation associated with this lesson.

	Instructional Lead-In
	NOTE: Show Slide 2 OVERVIEW CHAPTERS 1 THROUGH 13

This Overview presentation summarizes the major points within each chapter of FM 7-100.1.  It is intended for those personnel, classes, or units that do not have the time to cover each individual chapter lesson included in the TSP. 

As shown in the Course Map of the TSP (Appendix E), the Introduction presentation and this Overview presentation together will provide a working summary of what is included in FM 7-100.1.

It must be stressed though, that the Overview provides only the most cursory introduction to the topics presented in more depth in the individual chapter presentations and within the FM.



SECTION III.
PRESENTATION 

1.
Learning Step/Activity 1.  Understand the strategic framework employed by the State.

Method of Instruction:

Conference / Discussion


Instructor-to-student Ratio:

1: class


Time of Instruction:

10 min


Media:

Instructor





Actual material





Overhead Projector and Slides; or Computer and CD


References:

FM 7-100.1, Chapter 1


Security Classification:

Unclassified 

NOTE: Show Slide 3 CHAPTER 1 STRATEGIC FRAMEWORK

This chapter describes the State’s national security strategy and how the State designs campaigns and operations to achieve strategic goals outlined in the strategy.  This provides the general framework used by the State to plan and execute military actions at the operational level.
NOTE: Show Slide 4 NATIONAL SECURITY STRATEGY

National security strategy is the State’s vision for itself as a nation and the underlying rationale for building and employing its instruments of national power. It outlines how the State plans to use its diplomatic-political, informational, economic, and military instruments of power to achieve its strategic goals. 

Although the term security is used, the State’s national security strategy defines not just what the State wants to protect or defend, but what it also wants to achieve. 
NOTE: Show Slide 5 NATIONAL COMMAND AUTHORITY

In the State, the National Command Authority (NCA) exercises overall control of the application of all instruments of national power in planning and carrying out the national security strategy. The NCA consists of the State’s President, the Minister of Foreign Affairs, Minister of Public Information, Minister of Finance and Economic Affairs, Minister of the Interior, Minister of Defense, and other members selected by the President.  Thus, the NCA exercises overall control of the application of all instruments of national power.
The President also appoints a Minister of National Security, who heads the Strategic Integration Department (SID) within the NCA.  The SID coordinates the plans and actions of all State ministries, but particularly those associated with the instruments of power.  The SID is the overarching agency responsible for integrating all the instruments of national power under one cohesive national security strategy. 
NOTE: Show Slide 6 NATIONAL STRATEGIC GOALS

As mentioned earlier, national security strategy is designed to achieve the State’s strategic goals, as determined by the National Command Authority (NCA).  The primary long-term goal is to expand the State’s influence in the region. Additionally, the State wants to improve its position within the global community.

Supporting the overall, long-term strategic goals are more specific ones that will enable the State to eventually attain their strategic objectives.  Examples of these are–

•Annexation of territory

•Economic expansion

•Destruction of an insurgency

•Protection of a related minority in a neighboring country

•Acquisition of natural resources located outside the State’s boundaries

•Destruction of external weapons, force, or facilities that threaten the State

•Defense of the State against invasion

•Preclusion or elimination of outside intervention

(A real-world example of a state trying to expand its influence in the region is Iraq’s invasion of Kuwait in 1990.)
NOTE: Show Slide 7 NATIONAL STRATEGIC CAMPAIGN

To achieve one or more specific strategic goals, the NCA will develop and implement a specific national strategic campaign. This campaign is the aggregate of actions of all the State’s instruments of power to achieve a specific set of the State’s strategic goals against internal, regional, and/or extraregional opponents. There would normally be a diplomatic-political campaign, an information campaign, and an economic campaign, as well as a military campaign. All of these must fit into a single, integrated national strategic campaign. 

The NCA will develop a series of contingency plans for a number of different specific strategic goals that it might want or need to pursue. These contingency plans often serve as the basis for training and preparing the State’s forces. These plans would address the allocation of resources to a potential strategic campaign and the actions to be taken by each instrument of national power contributing to such a campaign. 

Although the NCA would approve only one strategic campaign for implementation at a time, a single campaign could include more than one specific strategic goal.
NOTE: Show Slide 8 MILITARY STRATEGIC CAMPAIGN PLAN

Within the context of the national strategic campaign, the Ministry of Defense and General Staff develop and implement a military strategic campaign.

During peacetime, the Operations Directorate of the General Staff develops, staffs, and continually reviews the military strategic campaign plan (SCP).  Since all elements of national power are included in the State’s SCP, the military must ensure that their plan fits with the conditions created by the ministries in charge of the other three instruments of power.

The focus of the planning by the State’s Armed Forces is on the military aspects of regional, transition, and adaptive operations.  A military strategic campaign may include several combined arms, joint, and/or interagency operations.  If the State succeeds in forming a regional alliance or coalition, these operations may also be multinational.

The Chief of the General Staff, with NCA approval, defines the theater in which the Armed Forces will conduct the military campaign and its subordinate operations. He determines the task organization of forces to accomplish the operational-level missions that support the overall campaign plan. He also determines whether it will be necessary to form more than one theater headquarters. 

In wartime, the Operations Directorate, now part of the Supreme High Command, continues to review the military SCP and modifies it or develops new plans based on direction from the Chief of the General Staff.  The ultimate plan will generate options and contingency plans for various situations that may arise and will provide guidance to the operational-level commanders.

The military SCP directs operational-level military forces, and each command identified in the SCP prepares an operation plan that supports the execution of its role in that SCP. The SCP assigns forces to operational-level commands and designates areas of responsibility (AORs) for those commands.
(A real-world example of a military strategic campaign plan is the Overlord plan during World War II.)
NOTE: Show Slide 10 STRATEGIC-LEVEL COURSE OF ACTION (Slide 9 is hidden – instructor notes only)

In order to achieve its national security strategy, the State conducts four basic types of strategic-level courses of action.  Each course of action involves the use of all four instruments of national power, but to different degrees and in different ways.  

The four different COAs are–

•Strategic operations–strategic-level course of action that uses all instruments of power in peace and war to achieve the goals of the State’s national security strategy by attacking the enemy’s strategic centers of gravity. 

•Regional operations–strategic-level course of action (including conventional, force-on-force military operations) against opponents the State overmatches, including regional adversaries and internal threats.

•Transition operations–strategic-level course of action that bridges the gap between regional and adaptive operations and contains some elements of both, continuing to pursue the State’s regional goals while dealing with the development of outside intervention with the potential for overmatching the State. 

•Adaptive operations–strategic-level course of action to preserve the State’s power and apply it in adaptive ways against opponents that overmatch the State. 

NOTE: Show Slide 11 SYSTEMS WARFARE

Systems warfare serves as a conceptual and analytical tool to assist in the planning, preparation, and execution of warfare. With the systems approach, the intent is to identify critical system components and attack them in a way that will degrade or destroy the use or importance of the overall system.

The OPFOR defines a system as a set of different elements so connected or related as to perform a unique function not performable by the elements or components alone. The essential ingredients of a system include the components, the synergy among components and other systems, and some type of functional boundary separating it from other systems. Therefore, a “system of systems” is a set of different systems so connected or related as to produce results unachievable by the individual systems alone. The OPFOR views the operational environment, the battlefield, the State’s own instruments of power, and an opponent’s instruments of power as a collection of complex, dynamic, and integrated systems composed of subsystems and components.

The primary principle of systems warfare is the identification and isolation of the critical subsystems or components that give the opponent the capability and cohesion to achieve his aims. The focus is on the disaggregation of the system by rendering its subsystems and components ineffective. 

Systems warfare has applicability or impact at all three levels of warfare.

CHECK ON LEARNING:  Conduct a check on learning and summarize the activity.
2.
Learning Step/Activity 2.  
Understand the command and control exercised by the State.

Method of Instruction:

Conference / Discussion


Instructor-to-student Ratio:
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This chapter examines the OPFOR system and process for command and control (C2).  It explains how the OPFOR directs its forces and actions, and provides insights into its theory and practice of controlling forces in war.  Additionally, it shows how OPFOR commanders and staffs think and work.
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An important factor in controlling forces is understanding the various command and support relationships–who works for whom, where do they obtain their support, and who decides where they are positioned and what their priorities are.  The OPFOR uses 4 relationships to organize their units.

Constituent. Constituent units are those forces assigned directly to a unit and forming an integral part of it. They may be organic to the table of organization and equipment of the administrative structure forming the basis of a given unit, assigned at the time the unit was created, or attached to it after its formation.

Dedicated. Dedicated is a command relationship identical to constituent with the exception that a dedicated unit still receives logistics support from a parent organization of similar type. 

Supporting. Supporting units continue to be commanded by and receive their logistics from their parent headquarters, but are positioned and given mission priorities by their supported headquarters. This relationship permits supported units the freedom to establish priorities and position supporting units while allowing higher headquarters to rapidly shift support in dynamic situations. 

Affiliated. Affiliated organizations are those operating in a unit’s AOR that the unit may receive help from for a limited time. No “command relationship” exists between an affiliated organization and the unit, since these organizations are typically nonmilitary or paramilitary groups. In some cases, affiliated forces may receive support from a military unit as part of the agreement under which they cooperate. 
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The OPFOR has an administrative force structure that manages its military forces in peacetime. This structure is the aggregate of various military headquarters, facilities, and installations designed to man, train, and equip the forces. 

In peacetime, forces are commonly grouped into corps, armies, or army groups for administrative purposes. An army group can consist of several armies, corps, or separate divisions and brigades. In some cases, forces may be grouped administratively under geographical commands designated as military regions or military districts. If the General Staff or SHC creates more than one theater headquarters, it may allocate parts of the administrative force structure to each of the theaters, normally along geographic lines. Normally, these administrative groupings differ from the OPFOR’s go-to-war (fighting) force structure. 

In wartime, the normal role of administrative commands is to serve as force providers during the creation of operational- and tactical-level fighting commands. After transferring control of its major fighting forces to one or more task-organized fighting commands, an administrative headquarters, facility, or installation continues to provide depot- and area support-level administrative, supply, and maintenance functions. A geographically-based administrative command also provides a framework for the continuing mobilization of reserves to complement or supplement regular forces. In rare cases, an administrative command could function as a fighting command.
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Although the FM discusses a number of organizations, the OPFOR’s primary operational organization is the OSC.  Once the General Staff writes a particular SCP, it forms one or more standing OSC headquarters. Each OSC headquarters is capable of controlling whatever combined arms, joint, interagency, or multinational operations are necessary to execute that OSC’s part of the SCP. However, the OSC headquarters does not have forces permanently assigned to it.

When the NCA decides to execute a particular SCP, each OSC participating in that plan receives appropriate units from the OPFOR’s administrative force structure, as well as interagency and/or multinational forces. The allocation of organizations to an OSC depends on what is available in the State’s administrative force structure and the requirements of other OSCs. Forces subordinated to an OSC may continue to depend on the administrative force structure for support. 

If a particular OSC has contingency plans for participating in more than one SCP, it could receive a different set of forces under each plan. In each case, the forces would be task organized according to its mission requirements in the given plan. Consequently, each OSC consists of those division-, brigade-, and battalion-size organizations allocated to it by the SCP currently in effect. These forces also may be allocated to the OSC for the purpose of training for a particular SCP. 

When an OSC is neither executing tasks as part of an SCP nor conducting exercises with its identified subordinate forces, it exists as a planning headquarters.
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The integrated fires command (IFC) is a combination of a standing C2 structure and task organization of constituent and dedicated fire support units. All division-level and above OPFOR organizations possess an IFC C2 structure—staff, CP, communications and intelligence architecture, and automated fire control system (AFCS). 

The IFC exercises command of all constituent and dedicated fire support assets retained by its level of command. This includes aviation, artillery, and missile units. It also exercises command over all reconnaissance, intelligence, surveillance, and target acquisition (RISTA) assets allocated to it.

Based on mission requirements, the commander may also allocate maneuver forces to the IFC. This is most often done when he chooses to use the IFC CP to provide C2 for a strike, but can also be done for the execution of other missions.

The IFC also has an integrated support group that provides logistic support to it.
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The integrated support command (ISC) is the aggregate of combat service support units (and perhaps some combat support units) allocated from the administrative force structure to an OSC and not suballocated in a constituent or dedicated command relationship to the OSC’s tactical-level subordinates.
The ISC includes all CSS assets that the OSC does not allocate to its IFC or other subordinates.  Those CSS assets retained in the ISC provide overall support to the OSC. 

Other CSS units may be grouped in this ISC for organizational efficiency, although they may support only one of the major units of the OSC. 

Sometimes, an ISC might also include units performing combat support tasks (such as chemical warfare, IW, or law enforcement) that support the OSC. 
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Within the C2 structure, the headquarters includes the command group and the staff. These elements perform the functions required to control the activities of forces preparing for and conducting combat. 

The command group consists of the commander, deputy commander, and chief of staff. Together, they direct and coordinate the activities of the staff and of subordinate forces.

Commander. The commander directs subordinate commanders and, through his staff and liaison teams, controls any supporting elements. OPFOR commanders have complete authority over their subordinates and overall responsibility for those subordinates’ actions. However, with the fluid conditions of modern warfare, the OPFOR relies on its commanders to accomplish assigned missions on their own initiative without constant guidance from above.

Deputy Commander. In the event the commander is killed or incapacitated, the DC assumes command.   However, the DC’s primary responsibility is to command the IFC. As IFC commander, he is responsible for executing fire support in a manner consistent with the commander’s intent. 

Chief of Staff. The chief of staff (found at every level from the General Staff down to battalion) exercises direct control over the primary staff. During combat, he is in charge of the main CP when the commander moves to the forward CP, and he has the power to speak in the name of both the commander and DC.  In emergency situations, he can make changes in the tasks given to subordinate commanders and controls the battle in the commander’s absence.

The primary function of the staff is to plan and prepare for combat. After the commander makes the decision, the staff must organize, coordinate, disseminate, and support the missions of subordinates. Additionally, it is their responsibility to train and prepare troops for combat, and to monitor the pre-combat and combat situations.

All operational-level headquarters have the same basic organization, although each differs in size and complexity. The higher the level, the larger and more complex the staff. Therefore, the organization of command and staff elements is similar at theater, FG, or OSC. 

The staff consists of three elements: the primary staff, the secondary staff and the functional staff. 
CHECK ON LEARNING:  Conduct a check on learning and summarize the activity.
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This chapter describes the State’s concept for offensive operations.  The State sees the offense as the decisive form of operations and the ultimate means of imposing its will on the enemy.  Although offensive operations are often conventional in nature, the OPFOR does not rely only on large formations of mechanized or motorized units.  Offensive operations may include the use of paramilitary organizations.
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All offensive operations are designed to achieve the goals of a strategic campaign through active measures. However, the purpose of any given offensive operation varies with the situation. The primary distinction among types of offensive operations is their purpose. Thus, the OPFOR recognizes three general types of offensive operations according to their purpose: to destroy, seize, or expel.

An attack to destroy is designed to eliminate a target entity as a useful fighting force. Operational-level attacks to destroy usually focus on key enemy combat formations or capabilities. These attacks are usually conducted during regional operations, but can also occur during transition or adaptive operations if the OPFOR recognizes a window of opportunity.

An attack to seize is designed to gain control of a key terrain feature or man-made facility. To the OPFOR, seize means to have soldiers on and/or in the feature in question. Attacks to seize can occur as part of all strategic-level courses of action during OPFOR strategic campaigns. 

An attack to expel is used to force the defender to vacate an area. Attacks to expel often have a strong information warfare (IW) component, so that the enemy removes himself from the area largely through a loss of resolve. Attacks to expel typically focus on a key enemy capability or vulnerability and are primarily conducted during transition or adaptive operations.
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In his operation plan, the commander specifies the organization of the battlefield from the perspective of his level of command. Within his unit’s area of responsibility (AOR), as defined by the next-higher commander, he designates AORs for his subordinates, along with zones, objectives, and axes related to his own overall mission.

OPFOR AORs normally consist of three basic zones: the disruption zone, the battle zone, and the support zone. These zones may be linear or nonlinear in nature and have the same basic purposes in all types of offense. The intent of this method of organizing the battlefield is to preserve as much flexibility as possible for subordinate units within the parameters that define the aim of the senior commander. 

The overall AOR is bounded by a limit of responsibility (LOR). Within the LOR, the OPFOR normally uses two types of control lines—the battle line, which separates the battle zone from the disruption zone, and the support line, which separates the support zone from the battle zone. 

In the offense, the disruption zone is the battlespace where the OPFOR uses direct and indirect fires to destroy the integrity of enemy forces and capabilities without decisive engagement. In general, this zone is the space between the battle line and the LOR. In the offense, the disruption zone exists to disrupt defensive works and preparations, delay or fix enemy counterattacks or response forces, and to attack lucrative targets.
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In the offense, the battle zone is the battlespace where the OPFOR fixes and/or destroys enemy forces through simultaneous or sequential application of all components of combat power. In the offense, the battle zone exists to control forces in proximity to the enemy, define objectives, and to support understanding of roles and missions. Forces operating in the battle zone engage the enemy in close combat to achieve a specific operational objective. 

The support zone is that area of the battlespace designed to be free of significant enemy action and to permit the effective logistics and administrative support of forces. Security forces operate in the support zone in a combat role to defeat enemy special operations forces and other threats. 

The attack zone is the assigned zone of action for an attacking force. 

A kill zone is a designated area on the battlefield where the OPFOR plans to destroy a key enemy target. Kill zones are tied to enemy targets and the OPFOR weapon systems that will engage them, and not a particular zone of the AOR. 
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In planning and executing offensive actions, the OPFOR organizes and designates various forces according to their function. This provides a common language for how the OPFOR fights functionally, rather than geometrically. The functions do not change, regardless of where the force might happen to be located on the battlefield. 

The disruption force conducts operations in the disruption zone. As stated earlier, actions in this zone disrupt defensive works and preparations, delay or fix enemy counterattacks or response forces, and attack lucrative targets.

OPFOR offensive operations are founded on the concept of fixing enemy forces so that they are not free to maneuver. Planners identify which enemy forces need to be fixed and the method by which they will be fixed. They then assign this responsibility to a fixing force that has the capability to fix the required enemy forces with the correct method. 

The assault force creates the conditions that allow the exploitation force the freedom to operate. In order to create a window of opportunity for the exploitation force to succeed, the assault force may be required to operate at a high degree of risk and may sustain substantial casualties. 

The exploitation force is assigned the task of achieving the objective of the mission. It typically exploits a window of opportunity created by the assault force. 
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The security force conducts activities to prevent or mitigate the effects of hostile actions against the overall operational-level command and/or its key components. This security force may provide force protection for the entire AOR, including the rest of the functional forces; logistics and administrative elements in the support zone; and other key installations, facilities, and resources. 

When the IW plan requires combat forces to take some action (such as a demonstration or feint), these forces are designated as deception forces. 

Forces may be held out of initial action so the commander may influence unforeseen events or take advantage of developing opportunities. OPFOR offensive reserves are given priorities in terms of the type force they are most likely to be utilized as: a fixing, assault, or exploitation force. 
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An attack seeks to achieve operational decision through primarily military means by defeating the enemy’s military power. This defeat does not come through the destruction of armored weapons systems but through the disruption, dislocation, and subsequent paralyzation that occurs when combat forces are rendered irrelevant by the loss of the capability or will to continue the fight. Attack is the method of choice for OPFOR offensive action and consists of two types of attack: integrated attack and dispersed attack. 

Integrated attack is an offensive action where the OPFOR seeks a military decision by destroying the enemy’s will and/or ability to continue fighting through the application of joint and combined arms effects. Integrated attack is often employed when the OPFOR enjoys overmatch with respect to its opponent and is able to bring all components of offensive combat power to bear. It is integrated in C2 and in purpose.  The OPFOR may also use integrated attack against a more sophisticated and capable opponent, if the appropriate window of opportunity exists or can be created. But the OPFOR will not be trying for a head-to-head clash.

The OPFOR is not solely focused on ground combat forces of the enemy, but often on its C2 and logistics structure. It fixes the majority of the enemy’s force in place with the minimum force necessary and isolates the targeted subcomponent(s) of the enemy’s combat system from his main combat power. 

Dispersed attack (also known as decentralized attack) is the primary manner in which the OPFOR conducts offensive action when threatened by a superior enemy and/or when unable to mass or provide integrated C2 to an attack. 

Dispersed attack relies on IW and dispersion of forces to permit the OPFOR to conduct tactical offensive operations while overmatched by precision standoff weapons and imagery and signals sensors. The dispersed attack is continuous and comes from multiple directions.

The primary objective of a dispersed attack is to take advantage of a window of opportunity to bring enough joint and combined arms force to bear to destroy the enemy’s will and/or capability to continue fighting. To achieve this, the OPFOR does not necessarily have to destroy the entire enemy force, but often just a key portion of that force. 
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A limited-objective attack seeks to achieve results critical to the strategic campaign plan (SCP) by destroying or denying the enemy key capabilities through primarily military means. The results of a limited-objective attack typically fall short of operational decision on the day of battle, but may be vital to the overall success of the SCP. At the operational level, there are three types of limited-objective attack: sophisticated ambush, spoiling attack, and counterattack.

A sophisticated ambush is the linking in time and task of RISTA, attacking forces, and window of opportunity to destroy key enemy systems or cause politically unacceptable casualties. What makes sophisticated ambushes “sophisticated” is not the actual attack means, but the linking of sensor, ambusher, window of opportunity, and a target that affects an enemy center of gravity. This typically requires sophisticated ambushes to be planned and resourced at the operational level.

A spoiling attack is designed to control the tempo of combat by disrupting the timing of enemy operations. This is accomplished by attacking during the planning and preparation for the enemy’s own offensive operations. Spoiling attacks do not have to accomplish a great deal to be successful. Conversely, planners must focus carefully on what effect the attack is trying to achieve and how the attack will achieve that effect. 

Spoiling attacks are actually executed using one of the other types of offensive action as the base method: integrated attack, dispersed attack, or sophisticated ambush. 
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A counterattack is designed to cause an enemy offensive operation to culminate and allow the OPFOR to return to offensive operations. A counterattack is designed to control the tempo of operations by returning the initiative to the OPFOR. Like a spoiling attack, a counterattack often develops as a situational attack, when the commander wishes to take advantage of a fleeting opportunity.  The difference is that the counterattack occurs after the enemy begins his attack.
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A strike rapidly destroys a key enemy organization through a synergistic combination of massed precision fires and maneuver. The targeted enemy formation is usually a battalion task force or larger. Defeat for the enemy does not come through the simple destruction of armored weapon systems or combat soldiers but through the subsequent paralyzation that occurs when a key organization is completely devastated in a small span of time. 
CHECK ON LEARNING:  Conduct a check on learning and summarize the activity.
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Although the OPFOR sees the offense as the decisive form of military action, it recognizes defense as the stronger form of military action, particularly when faced with a superior, extraregional foe. It understands that defensive operations can lead to strategic victory if the extraregional enemy abandons his mission. 

Even when an operational-level command as a whole is conducting an offensive operation, it is likely that one or more subordinate units may be executing defensive missions.

OPFOR defenses can be characterized as a “shield of blows.” Each force and zone of the defense plays an important role in the attack of the enemy’s combat system. An operational-level defense is structured around the concept that destroying the synergy of the enemy’s combat system will make enemy forces vulnerable to attack and destruction.

Commanders and staffs do not approach the defense with preconceived templates. The operational situation may cause the commander to vary his defensive methods and techniques. Nevertheless, there are basic characteristics of defensive operations (purposes and types of action) that have applications in all situations. This chapter discusses these characteristics.
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At the operational level, defensive operations are designed to achieve the goals of the strategic campaign through active measures while preserving combat power. However, the purpose of any given defensive operation depends on the situation. 

A defense to destroy is designed to eliminate an attacking formation’s ability to continue offensive operations while preserving friendly forces and setting the military conditions for a favorable political settlement. Such a defense may be the entirety of an operation or may be used to defeat a counterattack during a larger OPFOR offensive action. An operational defense to destroy often has one or more tactical offensive actions as subcomponents.

A defense to preserve is designed to protect key elements of the OPFOR from destruction by the enemy. This type defense may be used before the outbreak of a war, or in its early stages, to cover the mobilization and deployment of the main forces to preserve combat power for future operations.  Additionally, it may be used when facing numerically or qualitatively superior enemy forces and during an offense, to economize force in one area and achieve superiority in another. 

A defense to deny is intended to deny the enemy access to a geographic area or use of facilities that could enhance his combat operations or provide him substantial value for information operations. This type of defense is most often used as part of an overall campaign of theater access control. It may also be used to consolidate, retain, and protect critical positions that attacking forces have captured. 
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Similar to the offense, the commander specifies in his operation plan the organization of the battlefield from the perspective of his level of command. Within his unit’s area of responsibility (AOR), as defined by the next-higher commander, he designates AORs for his subordinates, along with zones related to his own overall mission.

OPFOR AORs normally consist of three basic zones: the disruption zone, the battle zone, and the support zone. These zones may be linear or nonlinear in nature and have the same basic purposes in all types of defense. They are designed to facilitate rapid transition between linear and nonlinear operations, as well as between offense and defense. 

In the defense, the disruption zone is that battlespace where operational forces begin their attack on the designated component or subsystem of the enemy’s combat system. It is located between the OSC’s battle zone and the limit of responsibility (LOR) that defines the extent of the AOR. Within this battlespace, the OPFOR seeks to set the conditions for the defeat of the attacking force in the battle zone. 

The disruption zone is the primary area in which the operational-level commander will employ long-range joint fires and strikes. He may establish kill zones within his disruption zone for the purpose of integrating the actions of long-range fire elements and disruption force elements.

Operational-level forces in the disruption zone could include special-purpose forces (SPF) and affiliated forces, which could be operating in enemy-held territory even before the beginning of hostilities. There could also be stay-behind forces in areas seized by the enemy. 
The battle zone is that battlespace in which the main defense force uses fires and maneuver to exploit the conditions created by successful disruption zone operations. In the battle zone, the main defense force completes the disaggregation of the enemy’s combat system by destroying the components exposed by the disruption force. 

The battle zone ties all available obstacles into an integrated fire support plan of all available weapons and denies complex terrain to the enemy.
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The support zone in the defense is similar to that in the offense.  It is that area of the battlespace designed to be free of significant enemy action and to permit the effective logistics and administrative support of forces. Security forces operate in the support zone in a combat role to defeat enemy special operations forces and other threats. Camouflage, concealment, cover, and deception (C3D) measures occur throughout the support zone to protect the force from standoff RISTA and precision attack.

During an overall defensive operation, an attack zone may be employed to conduct an offensive action inside a larger defensive action and will have the same basic offensive characteristics described in Chapter 3. At the operational level, multi-division OSCs may conduct offensive actions as a part of the larger defensive scheme in the operation plan.

A kill zone is a designated area on the battlefield where the OPFOR plans to destroy a key enemy target, usually by fire. Kill zones may be within any of the zones described above. 

Within the AOR of an operational command, tactical-level subordinates may occupy battle positions.  These are defensive positions designed to maximize the unit’s ability to accomplish its mission.  The simple battle positions are defensive locations oriented on the most likely enemy avenue of approach.  Complex ones are designed to protect the units from detection and attack while denying their seizure and occupation by the enemy.
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In his operation plan, the operational-level commander specifies the organization of the forces within his organization. Each of the separate functional forces has an identified commander, who is often the senior commander of the largest subordinate unit assigned to that force. 

The purpose of the disruption force is to prevent the enemy from conducting an effective attack. The disruption force does this by initiating the attack on components of the enemy’s combat system, which begins the disaggregation of the enemy’s combat system and creates vulnerabilities for exploitation in the battle zone. The disruption force may also have a counterreconnaissance mission, selectively destroying or rendering irrelevant the enemy’s RISTA forces. 

The main defense force is the component of the operational-level command that is charged with execution of the defensive mission. It operates in the battle zone to accomplish the purpose of the operation (destroy, preserve, or deny).

In a defense to preserve, the protected force is the force being kept from detection or destruction by the enemy. Protection can be provided by C3D and/or the actions of other OPFOR units.  There is generally some force that the OPFOR is trying to protect from enemy observation and fire, to ensure that it will still have that force after the current operation is over.  At the operational level, this force is critical to future operations and the preservation of the regime. It may be in the battle zone or the support zone. 

The security force conducts activities to prevent or mitigate the effects of hostile actions against the overall operational-level command and/or its key components. This security force may provide force protection for the entire AOR, including the rest of the functional forces; logistics and administrative elements in the support zone; and other key installations, facilities, and resources.
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In a defensive operation with a planned counterattack scheme (typically in a maneuver defense), the operational-level commander designates one or more counterattack forces. He also shifts his task organization to create a counterattack force when a window of opportunity opens that leaves the enemy vulnerable to such an action. At the operational level, the counterattack force may be a multi-division force with the mission to destroy a major enemy formation that is exposed. The operational-level commander uses counterattack forces to complete the defensive mission assigned and regain the initiative for the offense. 

At the commander’s discretion, forces may be held out of initial action so that he may influence unforeseen events or take advantage of developing opportunities. Various types of reserve forces of varying strengths can be employed by the commander depending on the situation. These forces include maneuver, antitank, antilanding, and special reserves.

When the deception portion of the IW plan requires the creation of nonexistent or partially existing formations, these forces are designated deception forces. The deception force in the defense is typically given its own command structure to both replicate the organization(s) necessary to the deception story and to execute the multidiscipline deception required to replicate an actual military organization. 
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The OPFOR recognizes two general forms of defense: integrated and decentralized. The distinction between the two rests on the ability of the OPFOR to operate freely in the battlespace with full joint and combined arms synchronization and adequate C2 and logistics support. 

A defensive operation is integrated if the OPFOR has the ability to achieve full joint and/or combined arms synchronization through all levels of command and throughout the battlespace. This requires a modernized C2 system, a robust logistics capability, and the ability to operate relatively free of enemy influence in the support zone and battle zones prior to the commencement of full-fledged enemy offensive action. 

Because the OPFOR has the first two of these characteristics, at least in relation to regional opponents, it would often be operating in an integrated fashion during regional operations and perhaps transition operations unless the enemy is able to achieve a sufficient level of overmatch in RISTA and standoff attack capability to deny the OPFOR freedom of action.

A defensive operation is decentralized if the OPFOR’s C2 and/or logistics capability has been significantly degraded or it does not have the ability to operate freely in the battlespace. This typically occurs when the enemy enjoys significant technological overmatch, particularly in technical RISTA means and standoff precision attack. Decentralized defenses focus on preserving combat power while buying time for the execution of strategic operations. 
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The types of defensive action in OPFOR doctrine are both tactical methods and guides to the design of operational courses of action. The two basic types are maneuver and area defense. An operational-level defensive plan may include subordinate units that are executing various combinations of maneuver and area defenses, along with some offensive courses of action, within the overall defensive mission framework. 

In situations where the OPFOR is not completely overmatched, it may conduct an operational maneuver defense. This type of defense is designed to achieve operational decision through the use of fires and maneuver to destroy key components of the enemy’s combat system and deny enemy forces their objective, while preserving the friendly force. 

Maneuver defenses are almost always integrated defenses and allow the operational defender to choose the place and time for engagements. Each portion of a maneuver defense allows a continuing attack on the enemy’s combat system. As the system begins to disaggregate, more elements are vulnerable to destruction. The maneuver defense accomplishes this through a succession of defensive battles in conjunction with short, violent counterattacks and fires. 

The basis of maneuver defense is for units to conduct maneuver from position to position on a succession of defensive lines. In this case, the “line” defended on is not a continuous line of defenses, but rather a notional line on which one or more units have orders to defend for a certain time at a certain depth within a unit’s AOR. 
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In situations where the OPFOR must deny geographic areas (or the access to them) or where it is overmatched, it may conduct an operational area defense. In any area defense, the number one mission is to preserve combat power, keeping key forces intact. 

Area defense inflicts losses on the enemy, retains ground, and protects friendly forces. It does so by occupying battle positions in complex terrain and dominating the surrounding battlespace with reconnaissance fire. These fires attack designated elements of the enemy’s combat system to destroy components and subsystems that create an advantage for the enemy. The operational design of an area defense is to begin disaggregating the enemy’s combat system in the disruption zone. When enemy forces enter the battle zone, they should be incapable of synchronizing combat operations. Consequently, the area defense creates windows of opportunity in which to conduct limited-objective attacks or strikes.  Extended windows of opportunity can facilitate transition to a larger offensive action, such as an integrated or dispersed attack. 

CHECK ON LEARNING:  Conduct a check on learning and summarize the activity.
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This chapter covers the OPFOR concept of information warfare (IW). The OPFOR defines information warfare as the specifically planned and integrated actions taken to achieve an information advantage at critical points and times. The ultimate goal of IW is to influence decision makers. 

The OPFOR conducts IW at all levels of warfare—strategic, operational, and tactical–but without regard to strict definitional boundaries among these levels. Opponents of the State are subject to IW regardless of the level and degree of engagement in other types of operations. The State’s leadership integrates all instruments of power—diplomatic-political, economic, military, and informational—to implement an information strategy. One element of power may have primacy over the others at a given time, but all work together.

In the OPFOR’s view, skillful application of IW can facilitate the defeat of a technologically superior enemy. It can challenge or counter an enemy’s goal of information dominance. The OPFOR can target key components (such as technology providing situational awareness, and advanced computing and communications technologies) that provide such dominance, thus shaking the opponent’s confidence. 
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The following elements are integrated when developing and implementing IW:

·Electronic warfare (EW).

·Computer warfare.

·Deception.

·Physical destruction.

·Protection and security measures.

·Perception management.

·Information attack (IA).

These elements do not exist in isolation and are often mutually supporting.  The actual use of each element or a combination of elements is determined by the operational situation and support to the overall strategic objective.
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The OPFOR can employ IW tools from both civilian and military sources and assets of third-party sources.

Tools include conventional physical and electronic destruction means, malicious software, denial-of-service attacks, news agencies, television, radio, the Internet, traditional print media, communication networks, and diplomatic activities and well as various types of reconnaissance, espionage, and eavesdropping technologies. 
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There are numerous targets of the OPFOR’s IW activities. Targets include decision makers, weapons and hardware, an opponent’s critical information infrastructure, C2 system, information and telecommunications systems, and C2 centers and nodes.

The enemy’s national communications media are also among the important targets in an OPFOR IA. Information links, such as transmitters, communication devices, and protocols, will also be targeted. 

CHECK ON LEARNING:  Conduct a check on learning and summarize the activity.
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This chapter deals with the OPFOR’s utilization of reconnaissance in its operations.  The OPFOR considers reconnaissance the most important element of combat support since it can decisively influence the outcome of an operation or even the strategic campaign. All commanders and staffs organize reconnaissance to acquire information about the enemy's reconnaissance, intelligence, surveillance, and target acquisition (RISTA) assets, precision weapons, force disposition, intentions, and terrain and weather in the area of responsibility (AOR). This information is crucial to the planning process in OPFOR command and control (C2).

For the OPFOR, reconnaissance is a mission, not a force or unit.  OPFOR reconnaissance is an integrated combined arms effort, not solely the mission of reconnaissance troops.  Besides reconnaissance units, the OPFOR will use other arms for recon missions.  It will also use paramilitary forces, affiliated forces, and/or friendly civilians to collect information. 
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Priorities vary at different levels of command for utilization of reconnaissance assets.  This is based on the information requirements of the commanders.

Strategic. The highest priority of strategic reconnaissance is to provide indications and warning of impending hostilities, as well as targeting information for weapons of mass destruction (WMD). Additionally, strategic intelligence can gather information that is also useful to operational and even tactical commanders. 

Operational. At the operational-level, the commander conducts reconnaissance to locate the most critical enemy targets that could impact his operations.  These targets include—

•Precision weapons.

•Nuclear, biological, and chemical (NBC) systems.

•Air defenses.

•Intelligence-collection assets.

•Higher headquarters and communications centers.

•General support artillery. 
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•Operational maneuver formations and their movements.

•Contents of airfields and army aviation forward operating bases.

•Major concentration areas of reserves.

•Unit boundaries.

•Location and extent of defended areas.

•The enemy's combat capabilities and intentions.
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Tactical. Tactical groups address more local threats, including the following:

•Location of direct support artillery and mortars and attack helicopters.

•Disposition of tanks and medium- and long-range antitank systems.

•Deployment of air defense weapons.

•Location of brigade and battalion command posts.

•Nature and extent of natural and manmade obstacles.

•Locations of field defenses. 
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Operational reconnaissance forces support OSC commanders. They acquire and analyze information about an actual or probable enemy in preparation for combat operations. 

Operational reconnaissance forces usually collect information throughout the entire depth of an enemy corps area (300 to 600 km). Operational reconnaissance collection assets include the following:

Special-Purpose Forces. The General Staff often allocates SPF units to support the operations of an OSC or to become part of the OSC in a constituent or dedicated command relationship. Such units have SPF troops specially trained to insert by parachute, helicopter, light aircraft, or infiltration to conduct reconnaissance.

Signals Reconnaissance Assets. The OPFOR typically allocates radio and radar intercept and direction finding units to OSC level. These assets report gathered information to both higher and lower levels. 

Air Assets. The theater commander normally controls aerial reconnaissance but may allocate aircraft to lower headquarters to support a particular operation or battle. The number and composition of units, and the types of fixed- and rotary-wing aircraft can vary greatly. The OPFOR also employs UAVs to conduct aerial reconnaissance. 

Artillery Assets. OSCs will often have constituent target acquisition units to obtain and transmit meteorological, topographic, and targeting information. This can include sound-ranging systems, battlefield surveillance and countermortar /counterbattery radars. 

NBC Assets. OSCs operating in potential NBC environments typically have chemical defense units and chemical reconnaissance units allocated to them.  These units perform decontamination and detect, report, and mark all contaminated areas. 

Engineer Assets. Engineer units have reconnaissance specialists to accompany maneuver unit reconnaissance forces. Additionally, there are specialized engineer reconnaissance patrols that assess routes, reporting on obstacles, road conditions, and the general nature of the terrain. 

Airborne Forces. Airborne forces are elite troops whose primary purpose is to conduct active combat operations in the enemy’s rear area. However, these forces might conduct reconnaissance operations and relay information directly to the main command post or headquarters as they operate against targets in the enemy’s rear. 

Unmanned Aerial Vehicles. An OSC often is assigned one or more UAV units to provide aerial reconnaissance support.

Ground Forces Tactical Reconnaissance. Ordinary mechanized infantry and tank units perform two reconnaissance functions: they perform their own close reconnaissance tasks with organic resources, and they provide reconnaissance detachments of up to battalion strength. Leading units may also conduct reconnaissance attacks. 

OSCs and tactical groups may also form task-oriented reconnaissance detachments based on a combat arms battalion, augmented by engineer and chemical reconnaissance and, often, by mechanized infantry and tank units. Generally, these groups try to avoid combat in fulfilling their tasks, although they may direct artillery fire or air attacks.
CHECK ON LEARNING:  Conduct a check on learning and summarize the activity.
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The integration of air, artillery, and missile assets into a unified fire support plan is a major task for the combined arms commander. The OPFOR does not consider itself to be an “artillery-centric” army. Rather, it views itself as using various forms of fire support to achieve success during offensive and defensive operations. 

In the offense, fire support is important to the success of any attack. It can destroy key systems; disrupt, immobilize, or destroy enemy groupings; and repel counterattacks. Fire support is also the cornerstone of any defense, blunting attacks at the crucial point in the battle. It disrupts enemy preparations for the attack, causes attrition as he approaches, and repels forces. 

This chapter covers the OPFOR’s fire support doctrine and how it is used to support the overall mission of the commander.
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The OPFOR stresses that fire support should combine target acquisition, air assets, surface-to-surface missiles (SSMs), and artillery into an integrated attack throughout the enemy’s defenses to ensure continuous support for maneuver units throughout the area of responsibility.

Additionally, the OPFOR considers information warfare (IW) an essential element of fire support because it provides a nonlethal alternative or supplement to attack by fire and maneuver. It is integrated into the overall concept of the operation, to confuse, deceive, delay, and disorganize the enemy.
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The nature of fire support units, with assets capable of long ranges and their potential wide influence and flexibility on the battlefield, requires that fire support C2 be more complex than for maneuver units. The chief of integrated fires is part of the operations section on the OSC staff. This officer is responsible for coordinating and advising the commander on the effective integration of C2 and RISTA means with fire support means (including precision fires) to support the overall operation plan. He controls, but does not command, the fire support units subordinate to or supporting the OSC.

The OPFOR instituted the integrated fires command (IFC) as the principal fire support C2 structure to ensure flexibility of C2 and response in meeting the fire support challenges on future battlefields. The IFC is a combination of a standing C2 structure and task organization of constituent and dedicated fire support units. All division-level and above OPFOR organizations possess an IFC C2 structure–staff, CPs, communications and intelligence architecture, and automated fire control system. The IFC exercises C2 of all constituent and dedicated fire support assets retained by its level of command. This can include Air Force, army aviation, artillery, and SSM units. It also exercises C2 over all RISTA assets constituent or dedicated to it. The mission of the IFC is to execute all fire support tasks required to accomplish the mission of the command to which the IFC belongs. There is one IFC per OSC.

A fire support coordination center (FSCC) is established at each organizational level (maneuver battalion to IFC). The FSCC is the staff element responsible for the planning and coordination of fires to support the respective maneuver unit. 
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In the OPFOR’s “top-down” approach to the planning and allocation of fire support, fire support planning occurs at the highest level possible. The IFC commander at the OSC or theater level plans and coordinates fire support, always under the direction of the maneuver commander. The highest level of participating units coordinates and approves the fire support plan, with input from subordinate units. 

The OSC headquarters performs general fire support planning. Detailed planning occurs in maneuver units, IFCs, and fire support units. The fires of all indirect fire support units within a brigade or BTG are incorporated into the brigade or BTG fire support plan. In turn, brigade or BTG fire support plans become part of division or DTG fire support plans. Division or DTG fire support plans become part of OSC fire support plans. 

The fire support planning process includes—

•Target acquisition.

•Organization of forces for combat.

•Assignment of fire support missions.

•Determination of ammunition requirements.

•Formulation of a detailed fire support plan.

In addition to conventional munitions, the OPFOR does possess some precision munitions.  However, since not all artillery units have precision munitions, these rounds are normally allocated to high-value targets (HVTs).  

The OPFOR might plan for use of NBC weapons either to deter aggression or as a response to an enemy attack on the State. The State considers the employment of NBC weapons as a responsibility of the National Command Authority (NCA). The OPFOR has SSMs capable of carrying nuclear, chemical, or biological warheads. Additionally, it can employ aircraft systems and cruise missiles to deliver an NBC attack. If needed, the majority of OPFOR artillery (152-mm and above) is capable of firing nuclear or chemical munitions. 
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The OPFOR uses various types of fires against the enemy. The methods of fire may have different purposes in the offense and defense.

Fire Support to a Strike.  At the operational level, a strike involves the employment of a combination of strategic- and operational-level RISTA systems with fire support, SPF, and maneuver forces to conduct precision strike operations that can result in a decisive operational victory. The strike can be employed in both defensive and offensive operations.

Fire support to a strike involves the employment of a wide variety of ammunition types to destroy an enemy formation after typically setting the conditions for its destruction through reconnaissance fire. Additionally, fire support to a strike incorporates other methods of fire. IFC fire support units are assigned interdiction fire missions to support the maneuver component throughout the strike. Constituent and dedicated indirect fire support units (allocated to the maneuver component) provide close support fire throughout the operation. 

Reconnaissance Fire. Reconnaissance fire is the integration of RISTA, fire control, and weapon systems into a closed-loop, automated fire support system that detects, identifies, and destroys critical targets in minutes. This integration capability normally exists only within an IFC and enables the OPFOR to deliver fixed- and rotary-wing air, SSM, cruise missile, and artillery fires on enemy targets within a very short time after acquisition. The OPFOR can use reconnaissance fire in offensive and defensive phases of combat. 

Close Support Fire. Close support fire supports maneuver forces and attacks targets of immediate concern to units such as battalions and brigade tactical groups. The requirement is to provide a quick response time and accurate fires capable of either neutralizing or destroying all types of targets. 

Interdiction Fire. Interdiction fire attacks targets in depth (such as logistics sites or assembly areas) and prevents enemy follow-on or reserve forces from reinforcing or influencing a battle or situation. When compared to close support fire, interdiction fire generally has a slower response time, especially for stationary targets; accuracy may be lower; and the targets are generally not as well protected. 

Counterfire. Counterfire destroys the enemy fire support infrastructure throughout the battlefield. This infrastructure includes mortars, cannon, rockets, missiles, fire support C2 and RISTA, and logistics assets. Counterfire enables the ground forces to achieve effective fire support on the battlefield. The OPFOR believes it is especially important for the early destruction of the enemy’s long-range and precision weapons. 

Counterbattery Fire. Counterbattery fire accomplishes the annihilation or neutralization of enemy artillery batteries. It enables ground forces to maneuver on the battlefield with little to no suppression by enemy artillery. 

CHECK ON LEARNING:  Conduct a check on learning and summarize the activity.
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This chapter covers the OPFOR’s concept of aviation operations. The air doctrine of the OPFOR represents a blend of principles growing out of past experience and doctrine adapted from foreign advisors. 

Aviation operations are an integral part of all OPFOR operations. Most fixed-wing assets belong to the Air Force, while most of the rotary-wing aircraft belong to the Army. 

The Air Force is the largest, best equipped, and best trained in the geographic region. The capabilities of the OPFOR’s fixed- and rotary-wing aircraft far exceed those of its neighbors, allowing for regional air superiority. However, the Air Force is not strong enough to defeat the air force of a modern power from outside this region. Realizing this limitation, the OPFOR will modify its use of aviation assets to ensure effective use against high-payoff targets. 
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At the operational level, an operational-strategic command (OSC) is a joint command. Therefore, the SHC may include Air Force units in the formation of the OSC. These units are sized and equipped according to the mission assigned to the OSC. Similar to theater-level, Air Force assets allocated to an OSC in a constituent or dedicated relationship for fire support become part of the OSC’s IFC. 
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The OPFOR has a variety of attack, transport, multipurpose, and special-purpose helicopters that belong to the Army.  In addition to these helicopters, army aviation also owns a limited number of small fixed-wing aircraft to support transport and reconnaissance missions. Army aviation units may remain under centralized control at theater level or may be task organized within an OSC, division tactical group (DTG), or brigade tactical group (BTG).

Theater-level. Army aviation provides reconnaissance, lift for heliborne landings, and direct air support (DAS) for ground forces. The OPFOR generally uses helicopters for reconnaissance only within the protection of the ground forces’ air defense umbrella. Helicopters perform such tasks as route or NBC reconnaissance. In the DAS role, it is common for army aviation to supplement theater’s fixed-wing ground-attack aircraft. 

The type and number of aviation brigades or battalions subordinate to the theater headquarters or theater IFC varies according to the theater needs and the importance of that theater in the OPFOR’s strategic campaign. All attack helicopter units would be part of the theater IFC.

Operational-level. When the OSC is formed for combat operations, an army aviation brigade or battalion may be task organized under this command to provide agility, versatility, and increased firepower. The type, size, and quantity of the units vary depending on the mission of the OSC.

In some cases, the OPFOR may include a limited number of army aviation assets in the formation of a DTG or BTG. 
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The commander of the theater air army (Air Force asset) is subordinate to the theater commander. If the majority of the air army’s assets retained at theater level are allocated to the theater IFC, the air army commander may also become subordinate to the IFC commander. The senior commander of the army aviation component is also directly subordinate to the theater commander or the theater IFC commander.

The OPFOR has a limited number of aviation units compared to the size of the ground force. For this reason, it believes that maintaining centralized control over its aviation assets is essential to the effective employment of both fixed-wing and rotary-wing aircraft. However, control over fixed-wing assets will be tighter than rotary-wing. 

The chief of airspace operations (CAO) at theater, OSC, and tactical group levels is the primary person in the staff responsible for the coordination of all airspace users. He and his staff, make up the airspace operations subsection (AOS). They work directly for the operations officer in the planning of future operations and the execution of current operations. Additionally, the theater air army and ground forces have an integrated C2 structure to ensure close and continuous coordination in joint operations. 
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The OPFOR conducts a wide variety of missions with its aviation assets. 

Counterair. During regional operations, the Air Force attempts to establish and maintain the desired degree of air dominance. Air superiority is established through a combination of offensive and defensive actions. Preplanned attacks while the enemy’s aircraft are on the ground would be an example of offensive air defense missions, while flying intercept missions to engage enemy aircraft firing on air or ground troops is an example of a defensive mission.

When the State is attacked by a major power, the Air Force will attempt to defend strategic centers and conduct precision attacks early to inflict politically significant damage on invaders.  An invasion of the State may dictate an “all-out” effort to control access to the region or harass the early-entry forces before they build up sufficient air and air defense capabilities to dominate the airspace.

Reconnaissance. Aerial reconnaissance is a principal method of gathering target intelligence. Theater aviation’s reconnaissance forces gather tactical and operational intelligence up to a 300-km radius. They may also be tasked to collect strategic intelligence to support national-level requirements. The processing of data from an air reconnaissance mission can take 2 to 8 hours. However, to shorten this time, the aircraft transmit perishable target intelligence by radio to ground CPs. 

Counterreconnaissance. The OPFOR emphasizes the destruction of the enemy reconnaissance teams and dedicates numerous assets to accomplish this mission. The OPFOR includes either armed or lift helicopters in the counterreconnaissance plan to search for, locate, and report enemy reconnaissance teams. Depending on the plan, the OPFOR may use armed helicopters, infantry, artillery, or other methods to destroy these teams.

Direct Air Support. DAS disrupts or destroys enemy forces in proximity to friendly forces. This mission is accomplished using fixed-wing assets and fire support helicopters. Because these assets are centrally controlled, the missions are formulated at various staff levels and allocated based on assets available and significance of the mission. DAS missions are part of the fire support plan.

Interdiction. Air interdiction is planned and executed to destroy targets that are not in proximity to friendly troops. These missions are planned at the theater or OSC level to support the ground commander’s overall plan. Interdiction missions can be conducted in advance of ground maneuver to set the conditions, or simultaneously to force the enemy to fight on different fronts. 

Helicopters as a Maneuver Force. The OPFOR might employ a highly-trained unit equipped with modern attack helicopters as a maneuver element in the ground commander’s scheme of maneuver. In this role, the attack helicopter unit can be used as the fixing, assault, or exploitation force in the offense or as the disruption or counterattack force in the defense. In either offense or defense, it could be a deception or reserve force. Such employment is among the most complex missions conducted by aviation units and requires detailed planning, rehearsals, and execution. 

Combat Support and Combat Service Support Missions. The OPFOR has a variety of medium- and heavy-lift helicopters that can provide transport capability throughout the battlefield. These aircraft are lightly armed and are used to move troops, equipment, and supplies in the relatively safe areas. Periodically, these aircraft are tasked to assist in CS and CSS missions such as large heliborne assaults, combat search and rescue, and forward arming and refueling point (FARP) emplacement. 
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The OPFOR uses standardized terms to define the degree of dominance of its airspace. This allows planners to best employ assets in the theater to satisfy the requirements to support ground forces.

Air Supremacy. Air supremacy is when the enemy air force is incapable of effective interference. Through the complete destruction of the enemy air forces, this condition is the ultimate goal of air operations. 

Air Superiority. Air superiority is when the conduct of operations is possible at a given time and place without prohibitive interference by the enemy. The most efficient method of attaining air superiority is to attack early warning and C2 sites, ground-based air defense sites, and enemy aviation assets close to their source of maintenance and launch facilities.

Local Air Superiority. Although the OPFOR hopes to attain air superiority, it recognizes the potential for only local air superiority to exist. Purely geographic in nature, this condition is characterized by well-timed aviation missions to coincide with enemy aircraft downtime, returning sorties, aircraft rearming, or gaps in air defense coverage. 

Air Parity. Air parity is the functional equivalency between enemy and friendly air forces in strength and capability to attack and destroy targets. Under the condition of air parity, where neither side has gained superiority, some enemy capabilities affect friendly ground forces at times and places on the battlefield. 

CHECK ON LEARNING:  Conduct a check on learning and summarize the activity.
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The OPFOR system of air defense includes assets and actions at the strategic (national), operational, and tactical levels. The focus in this chapter is on air defense of maneuver forces at the operational level. However, operational-level air defense does not exist in isolation from the overall system of OPFOR air defense. 
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The main objective of air defense is to prevent enemy air action from interfering with mission accomplishment of the entire force. Consequently, the OPFOR does not treat air defense just as a particular organization or branch of service, but views it as a mission.

To do this, the OPFOR uses a combined arms and joint approach, involving not only air defense units, but also other forces such as—

•Aviation.

•Special-purpose forces (SPF).

•Rockets and surface-to-surface missiles (SSMs).

•Artillery and mortars.

•Infantry.

•Engineers.

•Affiliated forces.

These forces are often used in combination or participate separately in attacking targets, which in effect achieves a combined result. 

Against a sophisticated enemy and especially an extraregional force, the OPFOR recognizes that it will have to adapt the operations and tactics employed by air defense units to improve their chances of success. It also views the creative and adaptive use of other arms to accomplish air defense objectives as part of the overall air defense effort. 
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The OPFOR’s concept of air defense is not purely defensive in nature. In fact, the destruction of enemy aircraft is not always linked to military objectives. The destruction of high-visibility or unique systems employed by enemy forces not only offers exponential value in terms of increasing the relative combat power of the OPFOR but also has positive effects in the information and psychological arenas. 

The OPFOR emphasizes that air defense does not necessarily have to destroy aircraft to accomplish the mission, although that is obviously desirable. The mission is accomplished if air defense prevents enemy aircraft from conducting successful air activities. In fact, the mere presence of active and effective air defense weapon systems can reduce the effectiveness of enemy air activities by forcing aircraft to avoid the systems or otherwise use less than optimum procedures. The OPFOR can also use air defense jammers, GPS jammers, and other electronic warfare (EW) methods to disrupt the enemy’s air capability.

One role of air defense is to create an opportunity for fire and maneuver by clearing or minimizing the air threat in the airspace above friendly forces. Even if it does not have air superiority, by concentrating the fires of its air defense assets, the OPFOR can create a window of opportunity for a limited-duration and limited-objective offensive action. Likewise, air defense can enhance the ability to defend or transition from defense to offense. Air defense can also mass fires to protect the key reconnaissance and fire assets that perform reconnaissance fires.

Another important OPFOR concept is that air defense is an integral part of combined arms combat. OPFOR maneuver unit commanders understand that if they disregard the enemy air threat or fail to properly plan for defending against this threat, they risk mission failure.

A closely related concept is that air defense weapons, radars, and associated equipment cannot be regarded as single pieces of equipment or even units engaged in combat actions but as parts of an integrated air defense system (IADS). Proper integration of these assets in mission planning and execution is the only way the commander can effectively deal with the enemy air threat.
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The OPFOR combines ground-based national-, operational-, and tactical-level air defense assets with fixed-wing aircraft forces to provide an integrated air defense umbrella for ground units. Consequently, effective control of the airspace becomes more complex. The OPFOR stresses the need for operations conducted with a single integrated plan under unified command and control. 

IADS.  OPFOR air defense weapons and surveillance systems at all levels of command are part of an integrated air defense system (IADS) that presents a threat to any potential enemy. The OPFOR’s intent is to integrate air defense assets at all levels of command into a continuous, unbroken umbrella of air defense coverage. 

Against regional opponents, the OPFOR may be able to use an IADS that is centrally directed from the national level. Centralization of control gives the OPFOR flexibility in the employment of resources to meet the overall goal of air defense. Additionally, the national-level air defense organization can play a major role in the control of air defense assets of operational-level commands. 

The OPFOR realizes that it probably will not be able to employ a nationally integrated air defense system to defend its entire airspace against a modern extraregional force. In fact, a vertically integrated system centrally directed from the national level could be a liability from a C2 standpoint. Therefore, OPFOR doctrine calls for IADS at sector levels. Within sectors, it has a better chance to challenge the most modern air forces and perhaps temporarily prevent extraregional air forces from attaining air supremacy.

In most situations, an operational-strategic command (OSC) directs the employment of the air defense assets of at least its immediate tactical-level subordinates—divisions and division tactical groups (DTGs) or separate brigades or brigade tactical groups (BTGs). Brigades and BTGs that are part of a division or DTG provide coverage for their own units and vertically integrate with division or DTG coverage. 

Centralization. Air defense control relationships are subject to conflicting pressures for centralization and decentralization. Factors favoring centralized control include the greater efficiency and effectiveness of centralized target detection systems and the increased ranges of modern surface-to-air missiles (SAMs). Centralized control is necessary, especially during defensive operations, to ensure that the coverage of air defense units is mutually supporting and comprehensive. Centralization of control gives the OPFOR flexibility in the employment of air defense resources to meet the overall goal of an operation. In most situations, therefore, an operational-level command directs the employment of the air defense assets of at least its immediate tactical-level subordinates.

Decentralization. The OPFOR does understand, though, that the complexity and fluidity of the modern battlefield require the possibility of some decentralization. Decentralized control provides flexibility and shorter response times for supporting fast-paced operations by ground maneuver units and the many contingencies that can arise in local situations. The OPFOR expects its air defense commanders, like their maneuver counterparts, to demonstrate aggressive action and originality, responding to changes in the tactical situation and operating effectively when cut off from communications with other air defense units. In general, the OPFOR imposes enough centralization to optimize efficiency while allowing sufficient decentralization for effectiveness.
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Airspace Management. When the OPFOR Air Force is able to fly, airspace management is the most complex aspect of air defense operations. Commanders must divide the airspace among ground-based air defense systems and aviation.

A single operational-level commander must control the full scope of combined arms and/or joint activity, including air defense within his AOR. He approves the overall operation plan prepared by his staff, which includes the air defense plan and coordinating instructions.

The OSC is the lowest level of joint command with control of both Army and Air Force units. The chief of airspace operations (CAO) is the staff officer at the OSC that is responsible for airspace management issues and procedures. The CAO maintains the airspace control net for controlling the command’s airspace. 

In order to minimize interference between its fighter aircraft and ground-based air defense weapons, the OPFOR establishes zones of responsibility. Zones of responsibility are also used to determine areas or altitudes to be covered by national-level Air Defense Forces, as opposed to operational- or tactical-level air defense assets. However, the use of such zones does not preclude engagement of high-priority targets by more than one type of weapon system if there is centralized control of all weapon systems involved.

Command Posts & Communications.  The CAO and his staff are part of the OSC staff at the main command post (CP). Also located there are Air Force, army aviation, and air defense liaison teams with whom he closely coordinates for airspace management. A deputy CAO and possibly an air defense officer from the liaison team may also be present at the forward CP to advise the OSC commander.

The basic rule for the establishment of communications between supported and supporting unit is that the higher command allocates landline, radio relay, and mobile communication means, while radio equipment is allocated by both higher and subordinate levels. An air defense and NBC warning communications net is established to warn maneuver units, the staffs, and logistics units of incoming enemy aircraft. The warning is communicated through signal equipment that is specially allocated for this purpose.

CHECK ON LEARNING:  Conduct a check on learning and summarize the activity.
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This chapter describes the OPFOR’s doctrine on employing engineer support. The OPFOR believes success in battle requires extensive engineer support at every level, and engineer plans at the operational level support the various strategic-level courses of action involved in the State’s strategic campaign. 

Engineers are used by the OPFOR to facilitate the mobility and high rate of movement of combined arms forces while enhancing the survivability of its forces. Although the OPFOR generally conducts engineer countermobility activities at the tactical level, it also maximizes activities conducted at the operational level to disaggregate, disrupt, delay, block, or canalize enemy forces. 
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Military engineers fall into two basic categories: combat engineers and special-category engineers. Combat engineers are those whose tasks may bring them in direct contact with the enemy. 

Special-category engineers (such as bridge- and road-building units) do not normally engage the enemy and generally use utility vehicles as their primary transportation rather than engineer vehicles designed to survive close combat. 

At the operational level, the OPFOR plans the complete integration of civilian and military engineer resources, since civilian workers can perform many of the basic engineer tasks.
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As discussed earlier, the OPFOR has a number of command and support relationships.  Units that are allocated to an OSC in either a constituent or dedicated relationship can be under the direct command of the OSC commander.  Those that are allocated to the OSC commander or his subordinate commanders in just a supporting relationship are under their control, but are not commanded by them.

The operations officer has overall responsibility to advise the commander on engineer matters.  He has various secondary staff elements that provide this input, including the chief of force protection and the chief of infrastructure management.  These two staff elements also receive liaison teams from each of the constituent, dedicated, or supporting engineer units.

The OPFOR places no real doctrinal constraints on task organization of engineer units to complete the mission.  The ability to allocate assets downward and to task organize is restrained only by the availability of engineer assets and the nature of the mission they must accomplish.
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The primary engineer missions conducted during combat fall within the categories of reconnaissance, mobility, countermobility, and survivability.  This slide reflects some of the basic tasks conducted by engineers in support of the 4 missions noted above.
CHECK ON LEARNING:  Conduct a check on learning and summarize the activity.
11.
Learning Step/Activity 11.  
Understand how the State conducts NBC and smoke operations.

Method of Instruction:

Conference / Discussion


Instructor-to-student Ratio:

1: class


Time of Instruction:

10 min 


Media:

Instructor





Actual material





Overhead Projector and Slides; or Computer and CD


References:

FM 7-100.1, Chapter 11


Security Classification:

Unclassified 

NOTE: Show Slide 77 CHAPTER 11 NBC AND SMOKE OPERATIONS

The chapter focuses on the OPFOR’s nuclear, biological, and chemical (NBC) capabilities. The use of NBC weapons can have an enormous impact on all battlefield operations. Not only does the sheer killing and destructive power of these weapons affect the battlefield, but the strategic, operational, psychological, environmental, economic, and political consequences of their use affect strategic campaign plans and operational design.

The OPFOR maintains a capability to conduct chemical, nuclear, and possibly biological warfare. However, the State does prefer to avoid the use of NBC weapons by either side–especially nuclear and biological weapons. Both nuclear and biological weapons characteristically have lethal effects over much larger areas than do chemical weapons. Additionally, the effects of biological weapons can be difficult to localize and to employ in operations without affecting friendly forces. 

Unlike nuclear or biological weapons, chemical agents can be used to affect limited areas of the battlefield. The consequences of chemical weapons use are more predictable and thus more readily integrated into operation plans.

NOTE: Show Slide 78 OPFOR NBC PREPAREDNESS

Because of the worldwide proliferation of NBC weapons, the OPFOR realizes that it must be prepared for their use during combat operations, particularly the employment of chemical weapons. 

OPFOR planners believe that the best solution is to locate and destroy enemy NBC weapons and their supporting infrastructure before the enemy can use them against OPFOR troops or the State. However, in case this fails and it is necessary to continue combat operations despite the presence of contaminants, the OPFOR has developed and fielded a wide range of NBC detection and warning devices, individual and collective protection equipment, and decontamination equipment.

The OPFOR does have numerous options for attacking the enemy with conventional or NBC weapons.   In fact, many of the same delivery means available for NBC weapons can also be used to deliver precision weapons that can often achieve desired effects without the stigma associated with NBC weapons. However, the OPFOR might use NBC weapons either to deter aggression or as a response to an enemy attack on the State.  It has a variety of systems that can deliver these type weapons, including SSM, artillery, aircraft, and even special-purpose forces (SPF).

When targeting, enemy NBC delivery means (aircraft, artillery, missiles, and rockets) normally receive the highest priority. The suitability of other targets depends on the OPFOR’s missions, the current military and political situation, and the NBC weapons available for use.

NOTE: Show Slide 79 STAFF RESPONSIBILITY

On the functional staff of an operational-level headquarters, the chief of weapons of mass destruction (WMD) is responsible for planning the offensive use of WMD, including NBC weapons. The WMD staff element advises the command group and the primary and secondary staff on issues pertaining to NBC employment. This element receives liaison teams from any subordinate or supporting units that contain WMD delivery means.

NBC defense comes under the chief of force protection. The force protection element of the functional staff may also receive liaison teams from any subordinate or supporting chemical defense units. However, those units can also send liaison teams to other parts of the staff, as necessary.
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The OPFOR is capable of conducting both offensive and defensive chemical warfare and is continually striving to improve its chemical warfare capabilities. It believes that an army using chemical weapons must be prepared to fight in the environment it creates. Therefore, it views chemical defense as part of a viable offensive chemical warfare capability. Consequently, it maintains a large inventory of individual and collective chemical protection and decontamination equipment.

The OPFOR has numerous options to employ chemical weapons, including delivery by aircraft, multiple rocket launchers (MRLs), artillery, mines, rockets, and surface-to-surface missiles (SSMs). In fact, virtually all OPFOR indirect fire weapons can deliver chemical agents. Additionally, the OPFOR uses SPF, affiliated insurgent or terrorist organizations, and civilian sympathizers to employ these type weapons.

The OPFOR uses a variety of chemical agents.  As in most militaries, they have two major types. Lethal agents, categorized by how they attack and kill personnel, include nerve, blood, blister, and choking agents. Nonlethal agents include incapacitants and irritants. 

Chemical agents are also categorized according to their persistency. Generally, the OPFOR will use persistent agents on areas it does not plan to enter and nonpersistent agents where it does.
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The OPFOR believes that war will most likely not start using nuclear weapons.  However, OPFOR commanders deploy troops based on the assumption that a nuclear-capable enemy might attack with nuclear weapons at any moment. Additionally, the State continuously plans for its own nuclear use, even though it prefers to avoid this type conflict.

If any opponent uses nuclear weapons against the State, the State will respond in kind, as long as it is still capable. Additionally, the OPFOR is probably more likely to use its nuclear capability against a regional opponent. The likelihood increases if that opponent uses or threatens to use its own nuclear weapons against the State or does not have the means to retaliate in kind.  This could account for a nuclear or nuclear-threatened environment existing at the time an outside (U.S.) force might choose to intervene in the region.

When the OPFOR employs its own nuclear weapons, delivery systems include aircraft from both national- and theater-level aviation, and SSMs. Additionally, most artillery 152-mm or larger is capable of firing nuclear rounds. Other possible delivery means could include SPF.  However, the OPFOR is unlikely to use affiliated forces for nuclear delivery.
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Biological weapons provide a great equalizer in the face of a numerically and/or technologically superior adversary that the OPFOR cannot defeat in a conventional confrontation. However, their effects on the enemy can be difficult to predict, and the OPFOR must also be concerned about the possibility that the effects could spread to friendly forces.

The OPFOR’s inventory of biological weapons consists of pathogenic microbes, micro-organism toxins, and bioregulating compounds. Depending on the specific type, these weapons can incapacitate or kill people or animals and destroy plants, food supplies, or materiel. 

Biological weapons are extremely potent and provide wide-area coverage. Some biological agents are extremely persistent, retaining their capabilities to infect for days, weeks, or longer. Additionally, biological weapons can take some time (days, weeks, or months—depending on the agent) to achieve their full effect. 
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The OPFOR’s ability to protect itself against NBC weapons and to operate in contaminated environments is at least equal to any force in the world, including extraregional forces. However, the OPFOR believes the best way to protect against NBC weapons is to destroy delivery systems, which are always high-priority targets. Other operational-tactical responses to the threat include—

•Dispersion: Concentrations of forces must last for as short a time as possible.

•Speed of advance: If the advance generates enough momentum, this can make enemy targeting difficult and keep enemy systems on the move.

•Camouflage, concealment, cover, and deception (C3D): C3D measures complicate enemy targeting.

•Continuous contact: The enemy cannot attack with NBC weapons as long as there is intermingling of friendly and enemy forces. 

When reacting to an enemy NBC operation, chemical defense units are responsible for nuclear and biological, as well as chemical, protection and reconnaissance measures. In the administrative force structure, such units are organic to all maneuver units brigade and above. Operational-level commands may provide some chemical defense augmentation to subordinate units, particularly those conducting the main effort. However, they must also retain some chemical defense assets at the operational level to deal with the threat to the support zone and provide chemical defense reserves.

When examining the NBC equipment of the OPFOR, their troops have protective clothing, and most combat vehicles and many noncombat vehicles have excellent overpressure and filtration systems. Additionally, chemical defense units have specialized equipment for detecting and monitoring NBC contamination. They have some specialized NBC reconnaissance vehicles, and they may use helicopters for NBC reconnaissance. Decontamination equipment is also widely available.
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The OPFOR plans to employ smoke extensively on the battlefield whenever the situation permits. Use of smoke can make it difficult for the enemy to conduct observation, determine the true disposition of OPFOR troops, and conduct fires (including precision weapon fires) or air attacks. Additionally, the possible presence of toxic smokes may cause the enemy to use chemical protection systems, thus lowering his effectiveness, even if the OPFOR is using only neutral smoke. 

In the administrative force structure, army groups, armies, and corps typically have smoke companies in their chemical defense battalions and/or smoke battalions. In either case, the smoke companies each consist of nine smoke-generating trucks. These assets are often allocated to OSCs, which can then suballocate them to tactical-level subordinates.

Smoke agents employed by the OPFOR may be either neutral or toxic. Neutral smoke agents are liquid agents, pyrotechnic mixtures, or phosphorus agents with no toxic characteristics. Toxic smokes degrade electro-optical (EO) devices in the visual and near-infrared (near-IR) wavebands; they also can debilitate an unmasked soldier by inducing watering of eyes, vomiting, or itching.

CHECK ON LEARNING:  Conduct a check on learning and summarize the activity.
12.
Learning Step/Activity 12.  
Understand how the State provides logistics support to its forces.

Method of Instruction:

Conference / Discussion
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1: class


Time of Instruction:
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Media:

Instructor





Actual material





Overhead Projector and Slides; or Computer and CD


References:

FM 7-100.1, Chapter 12


Security Classification:

Unclassified 

NOTE: Show Slide 86 CHAPTER 12 LOGISTICS

Operational maneuver and the exploitation of operational or tactical success often hinge on the adequacy of logistics and the ability of the force to safeguard its critical lines of communication (LOCs), materiel, and infrastructure.

This lesson covers the State’s concept of operational logistics support.  Operational logistics links strategic-level logistics resources with the tactical level of logistics, thus creating the conditions for effective sustainment of a combat force. It covers the support activities required to sustain campaigns and major operations. 
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The OPFOR considers thorough logistics planning and preparation essential to executing operation plans. To ensure logistics support meets the needs of OPFOR commanders, it relies on three concepts: centralized planning and decentralized execution, support forward, and sustainment from other sources.

To ensure both priority of effort and efficiency in the logistics process, the OPFOR uses centralized planning and decentralized execution. Logistics plans are developed at higher levels and executed by units and organizations at lower levels. Whereas centralized planning allows an overview of the operation as a whole and management of scarce resources, decentralized execution enhances the flexibility of lower-level commanders to meet local requirements and to rapidly reprioritize support. 

Logistics units are organized and deployed to support forward. The guiding principle is that a combat force should retain its organic support resources (such as trucks, recovery equipment, and ambulances) to support its subordinate units. It should not have to use its own resources to go to support areas to pick up supplies or to evacuate resources that can no longer contribute to combat power. 

Finally, the logistics system may have to rely on sustainment from other than military sources. Supplies may be procured or obtained from social groups, consumer cooperatives, government farms, or individual citizens, and by coercion or foraging in the AOR. 
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The General Staff may keep some national-level logistics units under its direct control.  However, it normally allocates some national-level assets, as well as logistics assets of operational-level commands in the administrative force structure, to provide logistics support to an operational-strategic command (OSC). In some cases, these allocated assets may remain under the command of their original parent headquarters but become associated with an OSC in a supporting relationship.  In other cases, they actually come under the command of the OSC in a constituent or dedicated status.

At the OSC level, the resources section of the primary staff is the principal office for the logistics integration of supply, maintenance, transportation, and services. The resources officer heads this section, with two subsections headed by secondary staff officers who support him: the chief of logistics and the chief of administration. 
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The integrated support command (ISC) is the aggregate of combat service support units, and perhaps some combat support units, allocated from the administrative force structure to an OSC and not suballocated in a constituent or dedicated command relationship to a subordinate headquarters within the OSC. 

The functions of an ISC include—

•Materiel support (supply and services).

•Maintenance.

•Transportation.

•Medical support.

•Personnel support. 

Sometimes, an ISC might also include units performing combat support tasks (such as chemical defense, IW, or law enforcement) that support the OSC. 

Similar to the ISC is the integrated support group (ISG), which is a compilation of units performing logistics tasks that support the integrated fires command (IFC).

CHECK ON LEARNING:  Conduct a check on learning and summarize the activity.
13.
Learning Step/Activity 13.  
Understand how the State utilizes airborne, special-purpose, and amphibious forces.

Method of Instruction:

Conference / Discussion
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Time of Instruction:
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Media:

Instructor





Actual material





Overhead Projector and Slides; or Computer and CD


References:

FM 7-100.1, Chapter 13


Security Classification:

Unclassified 

NOTE: Show Slide 90 CHAPTER 13 AIRBORNE, SPECIAL-PURPOSE FORCES, AND AMPHIBIOUS OPERATIONS

The OPFOR views airborne and special-purpose forces (SPF) as means to carry the battle into the enemy’s depth. The General Staff uses these highly mobile forces against strategic objectives or for regional power projection. It may also allocate such forces down to the operational and tactical levels. Additionally, it has the capability to conduct amphibious operations, which sometimes occur in conjunction with airborne or SPF operations in a coastal area. This lesson will cover the OPFOR’s doctrine for employing these type forces
NOTE: Show Slide 91 AIRBORNE AND HELIBORNE OPERATIONS

The first area we will look at is airborne and heliborne operations.  

Airborne and heliborne forces have the capability to surprise the enemy, rapidly envelop key objectives, or exploit targets weakened by the effects of deep fires. 

The State also will use airborne forces as a means of projecting power in its region.  Consequently, these forces train specifically to establish, defend, and expand an airhead. Additionally, they are used as a means to control access into the region by extraregional forces by seizing ports and airfields critical to enemy deployment. 

The OPFOR’s airborne and heliborne forces are especially suited for operations conducted during the transition from regional to adaptive operations. Their unique capabilities also render them especially useful in support of adaptive operations. They can serve as fixing, assault, exploitation, or deception forces when the rapid positioning of such forces in support of offensive operations is critical.

NOTE: Show Slide 92 AIRBORNE AND HELIBORNE OPERATIONS – COMMAND AND CONTROL

Administratively, airborne forces are part of the Army. During wartime, however, they are directly subordinate to the Supreme High Command (SHC), with control exercised by the General Staff, to allow flexibility in employment. 

When the OPFOR establishes more than one theater headquarters, the General Staff may allocate some airborne units to each theater. A theater commander with dedicated airborne assets could further dedicate airborne units to an operational-strategic command or, dependent upon the mission, he could also place airborne units in support of an operational-strategic command (OSC). A theater commander with constituent airborne assets can allocate them to an OSC in a constituent, dedicated, or supporting relationship.

The landing force commander is the commander of the airborne or ground force unit forming the basis for the airborne or heliborne landing force. He is responsible for preparing and positioning troops for loading. He shares with the aviation commander the decision to proceed with the landing, based on the assessment of the situation at the drop zone (DZ) or landing zone (LZ). After the landing, the landing force commander is solely responsible for conducting the operation, until linkup with ground maneuver forces.  
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The OPFOR categorizes airborne and heliborne missions based on the depth and importance of the objective, the size of forces involved, and the command level of the controlling commander. The three categories of missions are strategic, operational, and tactical. 

The strategic-level missions are established by the SHC and controlled by the General Staff. These type missions, including the use of airborne forces in a regional power-projection role, have significant impact on the war or strategic campaign. 

Airborne forces conduct strategic missions against deep targets. Objectives of strategic missions could be national capitals or other administrative-political centers, industrial or economic centers, ports or maritime straits, or airfields. Strategic missions also may establish a new theater or neutralize one member of an enemy coalition.

At the operational level, when an OSC is allocated airborne forces for a given operation, they are normally brigade size.  The objectives could include—

• Headquarters or command posts (CPs).

• Communications facilities.

• Enemy precision and nuclear weapons.

• Logistics facilities.

• Airfields.

• Ports.

• Bridges and other water- or gap-crossing sites.

• Lines of communications (LOCs).
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Although airborne forces can be used for tactical missions, they are used primarily for strategic and operational missions. For the most part, in the tactical realm, heliborne forces are used in lieu of airborne units.

In either case, though, the primary function of these tactical airborne or heliborne landings is to cooperate with ground maneuver forces in reaching operational or tactical objectives. In other situations, heliborne insertions can serve as a rapid means for positioning or repositioning forces on the battlefield.  Additionally, heliborne units can perform reconnaissance missions when inserted into the disruption zone or the enemy rear area. They may perform tactical security missions, or cover, delay, or defend against an enemy approach to a vulnerable flank. Heliborne units can also serve in an antilanding reserve, providing rapid reaction to the threat of enemy airborne or amphibious landings. 

Ambushes, raids, sabotage, and deception activities are examples of other missions suited to heliborne operations. Heliborne units can also lay and clear mines in the enemy rear. 

NOTE: Show Slide 95 SPECIAL-PURPOSE FORCES OPERATIONS

The OPFOR maintains a broad array of SPF. The SPF Command, which is one of the six service components, provides the capability to attack both regional and extraregional enemies throughout their strategic depth. In addition to conducting direct action, this command has strategic reconnaissance forces to support national intelligence requirements. It also has a capability to support local irregular forces operations. The SPF Command includes both SPF units and commando units. Its units provide a balanced capability including some tactical transport for use in inserting SPF or commando units.

In addition to the SPF Command, the Army, Navy, and Air Force have their own SPF used primarily at the operational level to conduct reconnaissance and direct action at the enemy’s operational depth. The Internal Security Forces also have their own highly-trained SPF units, equipped to conduct direct-action missions in the enemy’s rear. 

The Air Force has light transport aircraft for insertion of its own SPF or those belonging to other service components, within the region. The Navy’s submarine force may also insert SPF for reconnaissance or direct action outside the region.

NOTE: Show Slide 96 SPECIAL-PURPOSE FORCES OPERATIONS – COMMAND AND CONTROL

The SPF Command includes both SPF units and commando units. The Army, Navy, Air Force, and Internal Security Forces also have their own SPF. Any of these various types of SPF units may remain under the command and control of their respective service headquarters or may be suballocated to lower levels during task organization. More than likely, they will appear in the task organization of an OSC.

When the OPFOR establishes more than one theater headquarters, the General Staff may allocate some SPF units to each theater. From those SPF assets allocated to him in a constituent or dedicated relationship, the theater commander can suballocate some or all of them to a subordinate OSC.

The General Staff (or a theater commander with constituent or dedicated SPF) can allocate SPF units to an OSC in a constituent or dedicated relationship or place them in support of an OSC. The OSC commander may employ the SPF assets allocated to him as constituent or dedicated as part of his integrated fires command (IFC), or he may suballocate them to his tactical-level subordinates. 

Regardless of the parent administrative organization, SPF normally infiltrate and operate as small teams. When deployed, these teams may operate individually, or they may be task organized into detachments. 
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SPF are a major source of human intelligence (HUMINT), placing “eyes on target” in hostile, denied, or politically sensitive territory. They operate in small teams and gather information to satisfy strategic and operational intelligence requirements at extended distances (sometimes more than 100 km) or close to tactical reconnaissance, in nonlinear and noncontiguous situations. Their priorities include—

• Precision weapons.

• NBC delivery systems.

• Headquarters and other command and control (C2) installations.

• Reconnaissance, intelligence, surveillance, and target acquisition (RISTA) systems and centers.

• Rail, road, and air movement routes.

• Airfields and ports.

• Logistics facilities.

• Air defense systems.

Once SPF teams locate such targets, they either monitor and report on activity there, or they may conduct direct action or diversionary measures. 
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Direct action involves an overt, covert, or clandestine attack by armed individuals or groups to damage or destroy high-value targets or to kill or seize a person or persons. Examples of direct-action missions for SPF units are assassination, abduction, hostage taking, sabotage, capture, ambushes, raids, rescue of hostages (civilian and military), and rescue of downed pilots and aircrews. 

Diversionary measures are direct actions of groups or individuals operating in the enemy’s rear area. These measures include the destruction or degradation of key military objectives and the disruption of C2, communications, junctions, transport, and LOCs. Additionally, these measures include misdirecting military road movement by moving road markers and generating false communications. They also involve killing personnel, spreading disinformation, destroying military hardware, and other actions to weaken the morale and will of the enemy by creating confusion and panic. 
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As mentioned earlier, the SPF Command also includes commando units. Like SPF units, commandos normally operate in territory not controlled by the State. They receive training for more specialized commando missions, with emphasis on infiltrating and fighting in complex terrain and at night.

Commandos are employed as battalions, companies, platoons, and squads or as small teams, depending on the type of mission. These small teams are harder to detect during infiltration and provide the ability to strike many targets simultaneously to achieve maximum effect. However, based on factors such as the enemy situation and the size of the target, the individual teams may come together temporarily to form commando detachments. If necessary, they can re-form into platoon- to company-size units to perform attacks against critical military and civilian targets. 

Commando units can be allocated in a constituent or dedicated status to be task organized as part of an OSC or of a division or brigade tactical group (DTG or BTG) based on a regular ground forces organization. However, the reason for incorporating a commando unit into such an organization is to perform specialized commando missions that contribute to the overall mission of the command. 

Although trained for specialized missions, there are times when commandos may be called on to perform regular infantry missions, filling gaps between dispersed regular forces. In this case, commandos fight as companies or battalions, using tactics similar to those of regular infantry units.
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The last major area deals with amphibious operations. The Navy has a limited amphibious capability that allows it to insert either naval infantry or regular ground forces or SPF from the sea. It also has a submarine force that can insert naval infantry to conduct raids against critical installations within the region. 

Amphibious landings can be either operational or tactical in scale. However, either type can influence the outcome of a larger operation or strategic campaign. 
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Although the naval infantry forces are part of the Navy in the administrative force structure, they may conduct amphibious landings in support of an OSC or theater command as part of joint and combined arms operations. In this case, the SHC or theater command may allocate naval infantry units to an OSC in a given operation. 

A naval commander exercises overall C2 of the amphibious operation when amphibious landings are conducted by naval infantry delivered by naval transport, without support from or coordinated action with other services of the Armed Forces. However, most landings by naval infantry are part of a larger joint operation or campaign in which they operate in conjunction with forces of other services. In these cases, the OSC or theater commander normally organizes and controls the amphibious operation.

The landing force commander is the commander of the naval infantry, ground force, or SPF unit forming the basis for the amphibious landing force. Although he must coordinate with the commander of the naval unit during transport, the landing force commander is solely responsible for conducting the operation after the landing. 

CHECK ON LEARNING:  Conduct a check on learning and summarize the activity.
SECTION IV.
SUMMARY

Method of Instruction: Conference/Discussion

Instructor-to-student Ratio is: 1: class

Time of Instruction: 5 min  

Media:  Instructor


Overhead Projector and Slides; or Computer and CD

	Check on Learning
	Conduct a check on learning and summarize the lesson.

	Review/ Summarize Lesson
	NOTE: Show Slide 102 SUMMARY 

The Contemporary Operational Environment (COE) dictates that America’s enemies will use all means available to achieve their goals. This is what the OPFOR and other variables of the COE must replicate so we may train to protect our interests and achieve peace through victory.
FM 7-100.1 establishes the operational doctrine of the OPFOR “State” that is used by the Army to prepare for our various missions.  This overview lesson presented a cursory introduction to the 13 chapters of the manual.  For a more detailed review of the manual, refer to the Course Map of the TSP (Appendix E) to direct you to the appropriate lesson.




SECTION V.
STUDENT EVALUATION

	Testing Requirements
	NOTE: Describe how the student must demonstrate accomplishment of the TLO. Refer student to the Student Evaluation Plan.

	 
	N/A.  Testing is not conducted for Awareness Training.

	Feedback Requirements
	NOTE: Feedback is essential to effective learning.  Schedule and provide feedback on the evaluation and any information to help answer students' questions about the test.  Provide remedial training as needed.
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Appendix A-29: Lesson 14 – Chapter 13: Airborne, Special-Purpose Forces, and Amphibious Operations (Individual Instructional Media)

Appendix A-30: Lesson 15 – Overview Chapters 1-13 (Individual Instructional Media)

Appendix B: Test and Test Solutions

Not Applicable

Appendix C: Practical Exercises and Solutions

Not Applicable
Appendix D: Student Handouts

Not Applicable

Appendix E: Course Map

Appendix F: Training Support Package User Software Guidance
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