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Executive Summary 
The purpose of this white paper is to present the key concepts of persistent surveillance to enhance support to the tactical warfighter.  In addition to a review of current and future system capabilities, to include Distributed Common Ground System - Army (DCGS-A) and Aerial Common Sensor (ACS), we propose an Army definition of persistent surveillance and chart a potential way ahead.  The US Army Intelligence Center and Fort Huachuca (USAIC&FH) conducted a review of Joint and Army doctrine & concepts for persistent surveillance and concluded the current persistent surveillance definitions do not provide the focus & specificity necessary to plan, prepare and execute persistent surveillance support to Army commanders.  This USAIC&FH white paper is the first step in what we recommend to be a wider Army dialogue, on the conduct of current and future persistent surveillance missions. This white paper presents a brief review of the evolution of the idea of persistent surveillance and proposes key enablers and potential capabilities for persistent surveillance between the present and 2024

The idea of persistent surveillance missions is not new.  Beginning with the 2001 Quadrennial Defense Review (QDR), the term persistent surveillance was referenced, yet not defined.  Since 2001, there have been numerous efforts throughout the Department of Defense (DoD) to define the term and its associated capabilities and limitations.  The Army currently uses the joint definition for persistent surveillance which focuses on persistent surveillance as a collection strategy.    
Current military operations, the Army's transition to the modular force, and planning for the future force highlight that we do not have the capability and capacity to provide persistent surveillance coverage of every high payoff target for the length of time sufficient to complete an operation.  There are two dilemmas involved in any discussion of persistent surveillance.  The first dilemma is the oft competing requirements to provide both pinpoint surveillance capability against discrete targets and simultaneously provide wide area coverage.  The second dilemma is the competing desire to “kill a target” vice the continued tracking and development that may reap greater benefits in the long term (i.e. target development).  Our current and future force design and operations are centered on building a modular force in which brigades - not just divisions and corps - can plug into joint and coalition task forces in expeditionary and campaign settings.  The Army’s necessity to continually track and identify discrete, fleeting targets at the Brigade Combat Team (BCT) level and below led us to propose the following term: tactical persistent surveillance.  
While sensors from all warfighting functions support persistent surveillance collection, Tactical Persistent Surveillance (TPS) mission success results from an integration of four enabling elements:  
· Robust network transport layer
· Analytical support 
· Intelligence, surveillance, and reconnaissance (ISR) and reconnaissance, surveillance, and target acquisition (RSTA) synchronization 
· Sensor capability from all Army warfighting functions   
The definition for TPS, if accepted, and reconciled with current combined arms and intelligence doctrine, will allow the Army to establish a doctrinal baseline from which to further refine and develop the Doctrine, Organization, Training, Material, Leadership, Personnel, and Facilities (DOTMLPF) implications of persistent surveillance.  The white paper also highlights current and projected efforts to address capabilities and limitations in synchronization, assured communications, analytical support, and sensor systems.  Expanded discussions of DCGS-A and ACS capabilities are found in Annex B and C, respectively.  

Defining Army TPS provides a roadmap for discussion and brings us closer to fully integrating the large inventory of disparate surveillance assets into a coordinated, persistent surveillance operation focused on the tactical commander’s requirements.  
Overview
Purpose.  The purpose of this white paper is to present the key concepts associated with persistent surveillance, distill those ideas into a proposed Army definition, and identify current and future capabilities to achieve tactically focused persistent surveillance.  We propose an Army definition for tactical persistent surveillance (TPS) in order to establish a baseline from which to further refine and develop the associated Doctrine, Organization, Training, Material, Leadership, Personnel, and Facilities (DOTMLPF) implications.  To achieve this purpose, we present a brief review of the official documentation which discusses the idea of persistent surveillance, provide the linkage between the Army Universal Task List (AUTL) and persistent surveillance, identify key enablers of TPS, and identify current and future assumptions and capabilities to conduct TPS missions in the 2007- 2024 timeframe. 

Background.  The idea of persistent surveillance missions is not new.  Beginning with the 2001 Quadrennial Defense Review (QDR), the term persistent surveillance was referenced, yet not defined.  Since 2001, there have been numerous efforts within the Department of Defense (DoD) to define the term and its associated capabilities and limitations.  

Within the Army, agreement on a common definition for persistent surveillance has proven a challenge, and subsequent attempts at definition confused rather than clarified the meaning and the desired end state of persistent surveillance.  Previous persistent surveillance discussions either focused on a sensor-centric view (achieved by building a persistent sensor) or a processing-centric view (achieved by synchronizing collection and processing from existing sensor arrays).  Each user and echelon adopted a unique definition of persistent surveillance to support their mission.  Strategic planners concerned about weapons of mass destruction (WMD) view the scale and scope of persistent surveillance far differently than tactical planners within a brigade combat team (BCT).  Regardless of the echelon, we do not currently optimize our sensor collection, possess assured communications, nor possess sufficient analytical support to conduct extensive persistent surveillance missions.  This concern about persistent surveillance is evident in the current DOD-wide interest, senior level conferences, and a review of Geographic Combatant Commander Integrated Priority Lists.  

Since there is presently little agreement on what persistent surveillance is or how we should accomplish this mission, it may be helpful to first define what it is not:  

· not an “intelligence only” mission, it’s an Army combined arms mission

· not equal to an “unblinking eye” 24 / 7 / 365

· not the same as constant surveillance  
· not a panacea that will eliminate mission uncertainty and risk

· not a replacement for detailed operational planning

· not solely a sensor capability issue

· not meant to imply simultaneous detailed surveillance of all objects of focus over the entire area of operations (AO) 

· not a new idea
There is an informal consensus that the goal of persistent surveillance is to provide actionable intelligence at the right time, in the right format to answer a clearly focused, specified duration, priority intelligence requirement.  Persistent surveillance supports both combat information and intelligence requirements in a networked environment by satisfying immediate needs of those in contact and providing data for ongoing and predictive analysis.  From the tactical commander standpoint, combat information provided by sensors in contact provides the immediate feedback necessary for the successful conduct of the operation.  Information and intelligence exploitation management is critical to ensure information is analyzed by the right analysts and processed and disseminated in the format and timeframe required by the commander.   
Persistent surveillance requires:

· robust, survivable, assured network communication capability 

· networked enterprise to link and synchronize tactical through national sensor system employment, data accessibility, and analytic effort

· enhanced system-level analytical and exploitation tools that fill gaps in our ability to see and understand the enemy
· planning tools and control methodologies for coordinating and controlling multiple data collection, analysis and information processing systems
· an ability to detect a change in the environment 
The surveillance paradigm is rapidly evolving from periodic, forensic surveillance to persistent surveillance reliant on integrated systems and predictive analysis.  Based on the commander’s prioritized requirements, persistent surveillance should capture both ongoing specific activity and, if necessary, forensically reconstruct activity after the event.  
Definitions.  
Joint Definition.  Joint Publication 1-02 defines Persistent Surveillance as:  “A collection strategy that emphasizes the ability of some collections systems to linger on demand in an area to detect, locate, characterize, identify, track, target, and possibly provide battle damage assessment and re-targeting in real or near real time.  Persistent surveillance facilitates the formulation and execution of preemptive activities to deter or forestall anticipated adversary courses of action”.

Proposed Army Definition.  Currently, there is no approved Army definition for persistent surveillance.  Joint doctrine and Army concepts offer multiple definitions for persistence, surveillance, or persistent surveillance. (See Annex D- Glossary.)  Tactical persistent surveillance missions are much more than a collection strategy and cut across all disciplines, branches and services.  The following definition is offered for consideration: 

Tactical Persistent Surveillance (TPS):  The synchronization and integration of available, networked sensors and analysts across warfighting functions and operational environments, to provide commanders with combat information, actionable intelligence and situational understanding.  In response to the tactical commander’s requirements (CCIR), TPS missions detect, characterize, locate, track, target, and assess specific objects or areas, in real or near real time despite target countermeasures or natural obstacles.  

TPS Definition Discussion.  The terms used in the TPS definition serve to simplify and focus this complex mission.  Each descriptive term is defined below.
· Tactical.  Constraining the definition to tactical persistent surveillance provides focus of purpose to the immediate Army concerns of providing maximum support to the ground component.   
· Synchronization and Integration.  The inclusion of synchronization and integration reinforces the requirement that operations and intelligence functions be fully linked down to the lowest echelon and include sensors commonly associated with intelligence collection activities and those that are not (i.e. Army Battlefield Target Sensing Systems (ABTSS) and counter-mortar/counter-battery radars).  Total sensor visibility, dynamic cueing, manned and unmanned teaming, and seamless system networking are all elements of synchronization and integration.  
· Operational Environment.  Persistent irregular or smaller scale conflict will characterize the future operational environment and require increasingly time critical, focused resolution of individual targets.  We conduct tactical missions focused on individual targets at extended distances in open, complex, and urban terrain.  We need the capability to conduct persistent surveillance operations across all spatial domains:  sub-surface, surface, ground, air, space, and cyberspace.

· Warfighting functions.  Every system and individual connected to the network is a collector capable of supporting the persistent surveillance mission.  Though some assets contribute to a larger degree, no single sensor system (including personnel as components of “soldier as a sensor”) or analytic capability is a panacea for persistent surveillance.  

· Detect.  The TPS problem set begins with requirements development and asset evaluation to identify the surveillance assets best suited for the mission.  Threat detection and unambiguous identification requires more than good sensor data.  Context information and historical background is equally important.  You must know why and what you are looking for and in what spectrum a potential target operates.  Initial detection missions observe broad areas with less degree of specificity.  Successful detection implies that the sensor is aware of its assigned signature(s).  The continued development of signatures libraries across the entire electro magnetic, acoustic, and other spectrums is vital to the success of TPS.
· Characterize.  Characterization is the ability to determine the nature of the detection and is linked to combat identification and the ability to discern allegiance of the entity.  Characterization organizes the collected data and analytical results to allow us to retrieve all available relevant information as quickly and effortlessly as possible.  Some characterization can be automated, some requires human involvement.   
· Locate.  Locate allows us to know precisely where the entity is in the operational environment.  Detection and location are not synonymous.  Some sensors will only detect the entity then alert the system to focus its assets to precisely locate and characterize the entity. 
· Track.  Tracking is the ability to display or record the successive positions of a moving object in spite of natural obstacles or man made countermeasures.  This temporal requirement must be met to ensure that targets do not disappear and requires networked sensor integration and survivability.
·  Target.  Targeting allows us to link all necessary warfighting functions to prosecute the target – either lethally or non-lethally – as the commander and mission require.  The commander may continue to track the entity to uncover unknown links, acquire additional intelligence or assess effects.  
Discussion
The Evolution of Persistent Surveillance.   
The strategic, joint, and service documents reviewed for this white paper primarily link persistent surveillance to operational and strategic concerns and typically focus upon space based and/or aerial platforms such as unmanned aerial systems (UAS). The published references inextricably link persistent surveillance to sensors supporting targeting and precision strike capabilities.  The sources reviewed and referenced in this paper are included in detail in Annex A.  
The key points of the reviewed documents are summarized below.  
· The 2001 Quadrennial Defense Review (QDR) introduced Persistent Surveillance as one of the six operational goals necessary to implement a new defense strategy.   
· The 2006 QDR described persistent surveillance capability as “the ability of the future force to establish an unblinking eye over the battle space through persistent surveillance… future capabilities will support operations against any target, day or night, in any weather, and in denied or contested areas.” 
· ISR efforts must be persistent across time, seamless across key geographic regions, take advantage of the most capable collection platforms, gather data across the information spectrum and benefit from cooperation and timely cross-cueing of national agency, overhead and sensitive reconnaissance assets.   

· Persistent surveillance “… needs to be integrated with those assets that fly, those that are on the ground and, indeed, with our human intelligence capabilities.”  
· Tactical forces will benefit from the continued development of sensors operating in three dimensions that provide both temporary and persistent surveillance, without creating a management challenge or requiring a significant increase in force structure to employ.
· While persistent surveillance is only achievable for specific periods of time against extremely critical targets, it is an essential capability for the future modular force.

· The 29 March 2007 Joint Integrating Concept, Persistent Intelligence, Surveillance, and Reconnaissance Planning and Direction, shifts the terminology from persistent surveillance to persistent ISR to support “better unity of ISR efforts in support of the Joint Force Commander’s campaign plan.”  
Since none of the capabilities described in the reviewed sources specifically point to tactical echelon support, the Army needs to define persistent surveillance to support tactical operations.  
Linkage between persistent surveillance and the Army Universal Task List (AUTL)
Since the AUTL addresses Army tactical tasks, it is appropriate to focus the persistent surveillance discussion at the tactical level within the established doctrinal framework.  A more tightly focused discussion on the performance of tactical persistent surveillance missions does not diminish the essential interdependency of sensors at all echelons and in the joint environment. 

The doctrinal foundation for the performance of persistent surveillance is already established.  FM 7-15, Army Universal Task List (AUTL), provides a standard, doctrinal foundation and catalogue of the Army’s tactical collective tasks.  Units and staffs perform these collective tasks at Corps level and below.  The AUTL provides standard definitions and helps establish a common language and reference system for all tactical echelons (Company to Corps) and tactical staff sections. 

The AUTL does not include tasks Army forces perform as part of a joint or multi-national force at the operational and strategic levels of war.  Those tasks are contained in the Universal Joint Task List.  

For the purposes of TPS, the most applicable AUTL task is Army tactical task (ART) 1.3.4, Perform Surveillance.  This task is a subtask of the larger ART 1.3, Conduct Intelligence, Surveillance, and Reconnaissance. 

The Conduct Surveillance task is:  Surveillance is the systematic observation of aerospace, surface, or subsurface areas, places, persons, or things, by visual, aural, electronic, photographic, or other means.  Other means may include but are not limited to space-based systems, and using special chemical, biological, radiological, and nuclear (CBRN), artillery, engineer, special operations forces, and air defense equipment. Surveillance involves observing an area to collect information.
Two key measures associated with this task are: 

· Surveillance assets collect required information.

· Fulfill the duration of the surveillance until the Priority Intelligence Requirement (PIR) is answered or the information is no longer of value. 

Current operations have caused a significant shift in Army operational focus from the strategic and operational (division and corps) to the tactical echelon, principally in support of operations at brigade and below.  These operations drive increased demands for capabilities to detect, track, and prosecute targets at the individual (human or materiel) object level for extended periods of time. 

Persistent Surveillance Themes.  The references in Annex A, like most persistent surveillance discussions, focus almost exclusively on strategic and operational missions.  Those references identify the following persistent surveillance capabilities and limitations.  

Persistent Surveillance Capabilities.  These nine capabilities were highlighted in the aforementioned sources (Annex A) and predominantly focus on sensor and lethal solutions to support strategic and operational missions.  
· Deny enemies sanctuary by providing persistent surveillance, tracking, and rapid engagement with high-volume precision strike
· Find and strike protected enemy forces while limiting collateral damage

· Develop the means to deny sanctuary to potential adversaries  for a specific mission, area, and time period
· Support to long-range precision strike
· Extend across time, space, and information domains;  resistant to determined denial and deception efforts

· Match the frequency of revisit with the time stability of the object that you are looking at – the speed with which things change

· Support operations against any target, day or night, in any weather, and in denied or contested areas

· Exploit the constellation of military and civilian space platforms for persistent surveillance
· Gain an understanding of the opponent and operational environment continuously and in near real time to maneuver across strategic distances

Persistent Surveillance Limitations.  The following six limitations were highlighted in the aforementioned sources. 
· Surveillance sensors (all services) are high demand / low density assets
· Commanders must prioritize and clearly define intelligence requirements and acknowledge risk in areas/objects not identified as priorities
· Achieved only for specific periods of time against extremely critical targets 
· Dilutes efforts against other PIR and target priorities due to extended focus and allocation of sensors directed against one target 

· Creates an ISR management challenge or requires a significant increase in force structure to employ sensors operating in three dimensions that provide both temporary and persistent surveillance.

· Creates an analysis challenge - the vast increase in collected data and information will require an increase in the number of analysts  

Making Tactical Persistent Surveillance work

Assumptions:  2007-2024  
· Persistent conflict will result in an enduring environment of escalating local and regional conflicts.
· US military operations will be subject to greater adversary ISR exploitation and targeting capability; Adversary ISR systems will access available commercial and military command and control (C2) and global positioning systems (GPS) to provide enhanced threat operational environment (OE) situational awareness.
· US deploying and deployed forces access to future OE, survivability and force protection will be increasingly challenged by adversary denial and deception; US technological dominance will require aggressive monitoring and developmental initiatives. 

· Future modular force will have the capability to conduct persistent surveillance in both permissive environments and denied areas.
· Assured communications are in place and survivable; adequate bandwidth available with visibility of all networked sensors (service and Joint, Interagency, and Multi-national (JIM).
· An open sensor and analytic architecture, flexible enough to accept emerging technology, personnel changes and purpose-built plug-ins.
· Automation does not replace the requirement for analysts at the right echelon with appropriate skills, attributes, and tools.
· Federated analytical environment - system flexibility to conduct analysis operations in the operational environment and/or from a Home Station Operations Center (HSOC). 
· Partially automated or assisted fusion level 2 capability in 2024. 

· Current programs of record arrive on schedule and work in accordance with requirements (DCGS-A, ACS).
· Innovative and technologically advanced surveillance means (sensors) identified and under development (i.e. multi-spectral and biometric). 
· Everything on the network becomes a sensor (i.e. Soldiers, laser range finders, smart  weapons ).
· Focus on the “sensor to decision-maker to action” not just on “sensor to shooter”. 
Risks

· Surveillance trade-offs and consequences required to accomplish the persistent surveillance mission; TPS mission support impacts availability of sensors, analysts, and transport layer.
· Unanalyzed information due to imbalance between the information collected and overloaded processing and human analytical capability.  This problem will increase as we continue to add traditional and non traditional sensors and sensor systems to the intelligence enterprise. 
· Increased US military budget pressures may result in diversion of resources necessary to accomplish the research, personnel support and system fielding for TPS.
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        Figure 1.  Elements of Tactical Persistent Surveillance

Requirements  
· The four elements required for effective TPS missions are:  assured network connectivity, analytical support, integrated sensor capability, and ISR/RSTA synchronization (See Figure 1).
· Resource commitment for an assured, robust communications network that supports battle-command-on-the-move (BCOTM).  Non-negotiable to support netted sensors, massive information flow and analyst reach to support decisions measured in seconds and minutes
· A vertical and horizontal integration strategy to acquire and apply collection assets- a planned “system-of-systems” that integrates surveillance capabilities across all intelligence disciplines and national, theater, tactical, and commercial programs.  This mechanism to share information across the enterprise increases the likelihood that events can be correlated and fused to increase the accuracy, timeliness and value of intelligence.

· Match requirements for processing, exploitation and dissemination tools with new sensor requirements.
· New sensor signatures and emanations paradigm. Commitment to research, development, and experimentation, as we identify and explore new signatures and survey baselines across all spectrums:  electro-magnetic, acoustic, measurement and signals intelligence (MASINT) sniffers.  
· New sensor fusion paradigm.  Fully automated fusion is not a near-term probability as initially envisioned.  This will require more analysts as we gain access to more information through sensor integration and synchronization, better sensor capability, better processing, and network expansion. 

· Increased manned and unmanned sensor integration to provide the optimum coverage at the lowest overall cost and risk.
· Better exploitation and integration of existing knowledge to include:  civil and non-government agencies; indigenous, allied and coalition sources; and cultural social, and religious factors.
· Seamless C2 system- a C2 system that makes warfighting functions transparent to each other to facilitate the exchange of information.  All surveillance assets would be visible and their availability to conduct surveillance missions clearly displayed.  Dynamic re-tasking of assets and the resulting collection impacts are displayed for the commander to prioritize missions.  

· Analytic cadre capable of analyzing the data and extracting knowledge from it- sufficient numbers and types of analysts armed with better tools (DCGS-A). 
The Way Ahead:  Ever evolving synchronization, assured network, analytical support, and innovative sensors
In the future modular force, Army intelligence will continue to synchronize multi-discipline collection, integrate processing and reporting across all warfighting functions, and improve access of data from all available sources.  (See Annex B- ACS and Annex C- DCGS-A).  The future modular force will be day-night, all-weather sensor capable with access to JIM intelligence and analytic capabilities using a network-centric enabled enterprise environment.  The TPS mission will be accomplished by continually enhancing the ISR support to an operation.  As the operation matures, the ISR synchronization and integration, sensor availability and capability, and analytic capability matures at an equal pace to provide all the necessary elements of TPS (See Figure 2).  
The success of the future modular force BCT depends significantly upon the integration of ISR capabilities at all echelons, and the capability to provide tactical persistent surveillance and exploitation of the area of operations.  
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Figure 2.  Tactical Persistent Surveillance
Near-Term:  Supporting the current fight

In current doctrine, surveillance complements reconnaissance by cueing the commitment of reconnaissance assets against specific locations or targeted enemy units. Persistent surveillance supports the tactical commander by maintaining contact to either prosecute a target or to continue surveillance to further develop information, signatures and other characteristics associated with the target that may tip us to future activity.  Effective TPS in the near term requires integrated, synchronized, sensor surveillance in conjunction with innovative processing, analysis, and dissemination (See Figure 2).  Current TPS capabilities and recommended near-term initiatives are listed below.   

Synchronization  
· DCGS-A V2/V3 provides greater access for analyst and commander to sensor data/reporting, with enhanced analysis tools, not found in current systems.  DCGS-A V3 provides the brigade intelligence staff multi-functional collaborative capabilities and tools while improving the synchronization between the current systems.  
· Sustain current collection and network architectures to support deep and austere intelligence requirements. Maintain ability for SATCOM and local RF means for data exfiltration.
· Conduct a complete sensor capability analysis across all warfighting functions to establish a true baseline of limitations to identify critical gaps and seams in sensor coverage.
· Be informed by the success and failures of Task Force ODIN and Lightning to develop innovative sensor technologies, network capability and analytical support providing the ground component commander with near real time actionable intelligence.
· Train and educate asset synchronization managers, sensor operators and analysts.
· Develop knowledge or analytical center to process, fuse and deconflict information.

· Improve intelligence discipline layering- the synchronized employment of multiple intelligence disciplines (HUMINT, SIGINT, IMINT, MASINT, TECHINT, CI). against a specific surveillance target (individual object, system, or network) in order to:
· maintain sensor contact with the target as environmental constraints or the targets behavior dictate.
· gain a greater understanding of all aspects of the target. 
· Focus collection capability efforts with effective networking architectures to maximize situational awareness.  

· Enhance collection management tools to allow the commander to visualize and direct ISR operations making ISR assets responsive to the commander’s need for information on the threat, weather, terrain and other operational environment conditions (CCIR).  It allows the commander’s ISR management team to efficiently plan and manage multi-echelon collection assets. 
· Pursue more extensive manned/unmanned teaming to employ unmanned platforms in high threat environments or to conduct repetitive tasks or tasks requiring long dwell times.  The use of unmanned assets in conjunction with manned assets provides redundancy, when required, and increases the employment flexibility for manned platforms. 
Network

· Warfighter Information Network-Tactical (WIN-T), TROJAN, Joint Network Node (JNN), Joint Tactical Terminal (JTT), Satellite Communications (SATCOM).
· Localized radio frequency (RF) to provide local direct support to units on the ground. 
· Develop a robust, assured communication capability- necessary to link all sensors and analysts, support reach operations, enable the flow of information to commanders and leaders at all levels, provide capability to warehouse and retrieve critical data. 
Analytical support
· DCGS-A (V2/3) (See Annex C) provides computer assisted correlation, link analysis tools, query support, information retrieval and visualization.  

· Guardrail Ground Baseline (GGB):  ground element of the Guardrail Common Sensor (GRCS) system that provides 24-hour processing capability of the Communications Intelligence (COMINT) and Electronic Intelligence (ELINT) data collected by all current and future SIGINT payloads of the RC-12 aircraft.  Provides real-time geo-location and facilitates maneuver and direct engagement of discrete enemy formations and targets.  
· Effectively leverage national and strategic enclaves to assist tactical decision processes.   
· Maintain operational familiarity with HSOC and the supported tactical commander. 
· Leverage national topographic products, in the detail required, to support tactical operations to include terrain profiling and mapping products.
· Pursue sensor grid and analytical support that dynamically evolves from forensic analysis to predictive analysis.

· Pursue pattern analysis system that processes feed from multiple sensors and compares that information against activity threshold values
· Enhance analysis tools to provide greater access to sensor data/reporting
· Research and development funded for fusion levels 3-5 (ability to interpret, determine, predict, assess and review entire process of sensors, collectors, analysts, and staffs)
Sensors 
· GRCS- provides day/night all-weather airborne SIGINT collection and analysis capability for assured, timely, accurate, and responsive actionable intelligence support and targetable information to tactical commanders across the full spectrum of military operations.  It is organic to ground forces and therefore responsive and focused on the tactical commander’s PIR.  

· Aerial Reconnaissance-Low (ARL)- provides day/night all-weather airborne SIGINT collection and analysis capability; COMINT, ELINT and MASINT collection capabilities simultaneously employed against separate targets and fused with IMINT sensor data acquired from unmanned aircraft systems (UAS) or other sensors to provide an integrated view of a single target; sensor to sensor cueing for immediate servicing of targets.

· UAS - short-range airborne reconnaissance system electro-optic/infrared (EO/IR) payload provides day/night, multi-sensor collection system; near real time intelligence data.
· MASINT- maintain and improve national collection capabilities to address scientific exploitation.  Continue to leverage tactical MASINT capabilities in ground sensing technologies.
· HUMINT maintain operations to provide digital photos, video, scanned documents and interpreted text.
· Tethered aerostat surveillance systems to provide continuous broad area surveillance, threat detection and communications support to a wide deployment area.

· Identify currently employed effective QRC surveillance capabilities to augment existing Programs of Record (POR). 
· Enhance biometric capability to capture, access and archive key personal data elements such as fingerprints and retinal scans.  

· Expand Human Terrain Team initiatives and their capability to archive and disseminate interrogation and source reports.
· Link unattended ground sensors (UGS) to provide extended, undetected collection data to analytic center.
· Develop persistent detection capability to support force protection and intelligence.  Sustain and develop localized processing, exploitation and dissemination capabilities to support actionable early warning indicators for force protection.  
· Pursue the ability to support the urban military operations by observing structure compositions and dispositions to provide early indications and warnings. 
· Pursue automatic detection, system cueing and correlation of sensors (airborne, artillery and mortar spotting radars, acoustic sensors, and UAS) to provide terrain model enabled sensor data.   
· Develop common geospatial reference for all networked entities. 
· Integrate sensor suite with multi-sensor system (Forward-Looking Infrared (FLIR) sensor, a GPS interferometer, eye-safe laser rangefinder and a Day TV (DTV) camera) to enable Soldiers to detect, recognize, identify and geolocate distant targets while remaining outside the threat's acquisition and engagement envelope.  

Mid-Term (2009-2014):  Affecting tomorrow’s fight today 
Emerging technologies will continue to improve the capability of sensors at a faster pace than the ability to efficiently analyze and exploit the collected data.  The anticipated technological advances will not replace human beings during this period.  Advances predicted in automated, fused capabilities have not developed to the level initially anticipated.  The information environment will continue to overwhelm the ability of human analysts to absorb all available data, detect patterns or develop an enhanced level of understanding about the operational environment.  The fluid operational environment combined with ever-compressed decision cycle times will continue to stress decision makers searching for key, discrete, elements of information upon which to make good decisions.  We can mitigate this situation to some degree in the following areas: 
Synchronization

· Implement DCGS-A v4 (See Annex C) - designed to improve the ability to synchronize the management of information and intelligence, expand access to available theater and national resources, and build upon previous analytical capabilities. 
· Synchronization, cueing, and modularity of sensors; maturing of sensor availability and capability in the operational environment; increased sensor duration, survivability and dwell.
· Develop ability to track targets in spite of natural obstacles or adversary countermeasures.
· Provide interactive access to ISR plans at all echelons; tailorable at all levels, with visibility of all collection asset locations, commanders’ information needs, and collection results.
· Layer technology to align data from multiple sensors (EO, video, synthetic aperture radar (SAR), sonar, hyperspectral, laser induced differential absorption radar (LIDAR)) to a geo-coordinated position.

· Dynamically adjust the revisit rate of the collection capabilities to meet the commander’s requirements.  

· Enhance simulation environments and tools to familiarize and train commanders and staff with ISR capabilities before they have to use them in real operations.

· Robust research and development programs to accelerate the automated fusion of information.  

· Exploit commercial technology center advances in collection and fusion (US military battle labs, Communications-Electronics Research Development and Engineering Center (CERDEC), and Defense Advanced Research Projects Agency (DARPA).  

· Pursue reinforcing platform architecture to integrate sensor data from multiple sensor platforms to provide on demand intelligence to multiple users.  
Network

· JTRS, JNN, TROJAN, JTT, Integrated Broadcast System (IBS)
· High Altitude Long Loiter (HALL) communications relay capability to move high volumes of data over tactically relevant distances and support BCOTM.
Analytical support

· DCGS-A v4 (See Annex C) - designed to provide computer assisted:  link analysis tools, assisted query support, information retrieval and visualization, and object aggregation. Will introduce semi-computer controlled correlation and continue to provide user defined alert notification.
· Conduct a bottom-up review and determine the appropriate skill and task set to enhance the ability for analysts to mature into situational awareness specialists.  This capability goes beyond just intelligence and will expand into all branches.

· Review intelligence analyst allocation and distribution to mitigate some of the information overload.

· Pursue exploitation and analysis tools that receive direct feed from their respective sensor subsystem and that allow analysts to conduct real-time data assessment for immediate re-tasking or feedback to the tactical commander.

· Enhance reach capability and capacity to HSOC and analytical support centers.
· Pursue systems that receive multiple data feeds, fuse the data, and allow selective dynamic sensor re-tasking for immediate focus upon targeted activity.  

· Pursue automated object recognition by computers - computers trained to identify patterns. 

· Migrate proven visualization capabilities to mitigate the information flow.  

· Pursue level 1 and level 2 fusion to develop situational awareness and understanding object relationships to each other and the environment.  

· Leverage the National Signatures Program (NSP) to accelerate standardized target signatures and feature vectors to provide reliable characterization and identification of specific operational environment objects.  

Sensors  

· Develop re-locatable entity tracking capability.
· Team UGS with selected upgrades of sensor suites on manned airborne platforms. 

· Improve ground sensing capabilities as Future Combat System (FCS) spin out technologies (UGS) mature and are enhanced by the net centric architecture.  

· Refine coherent change detection (CCD) capability that detects changes between sensor imaging passes and measures direction or magnitude of change.

· Continue netting of existing systems and the initial research and development necessary to develop sensors capable of detecting, either actively or passively, entities within new areas of the various spectrums. 

· Enhance extended range/multi-purpose UAS to provide EO/IR and laser designator (EO/IR/LD), SAR, Ground Moving Target Indicator (GMTI) sensors, improved modular ground control stations (IMGCS), communications suite, and ground support equipment (GSE).  
· Standardize the current QRC capability to use existing sensing technologies and SATCOM to achieve extended range data exfiltration.  This capability is enhanced by a standardized data structure and a state of the art data archival system.  

· See through the wall capability- to detect, locate, track and target individuals and vehicles in an urban operational environment.
· Pursue LIDAR sensors- sends out a photon signal and captures the returning bounce. A LIDAR sensor can measure the shape and elevation of an object down to the centimeter.

· Refine hyperspectral sensors - detects infrared sources and manipulates the information from it to reveal extended facts and intelligence about the environment.  Hyperspectral sensors enable detection of objects or events relative to natural backgrounds.  This means that manmade features will, in certain spectral regions, stand out among natural features.  Hyperspectral sensor intelligence data is usually machine readable only. 

· Refine High Resolution SAR imagery- combines the long-range day/night access afforded by conventional SAR with the interpretability of high-resolution optical imaging, along with the exploitability of three-dimensional imagery.

Long Term (2015+):  Information exploitation and sensor innovation is the future
Synchronization

· Field DCGS-A v5 (See Annex C) - designed to provide limited automated fusion while integrating with PORs, ACS, and other ground stations.  It will operate on the enterprise network and be integrated with battle command capabilities.  

· Identify and migrate proven technologies (sensing, processing, data exfiltration and fusion) to Army Material Command for accelerated exploitation and development.

· Pursue sensor resource management systems (SRM) to electronically steer array radars. The radars agile beams can be steered on a dwell-by-dwell basis to any point in the field of regard and have multiple modes:  GMTI, high-range resolution (HRR), SAR, inverse synthetic aperture radar (ISAR), interferometric synthetic aperture radar (IFSAR), CCD (concealment, camouflage, and deception).

Network 
· Enhance network assurance and refine capability to provide the reach, capacity, and survivability necessary for the Army to operate in all environments, reduce deployed footprint and conduct full spectrum operations.
· Evolve the transport layer capability to accommodate the exponential increase in data collected by improved sensor platforms and to link all sensors and all analysts at all echelons.  
· Refine and implement network technology to achieve miniaturization, power management savings, extended data exfiltration, faster processing time, and data throughput (bandwidth).  
Analytical support  

· Achieve level 2 automated fusion:  this capability likely provides the largest technological hurdle we will face but is essential to successfully leverage (process and analyze) the vast amounts of information from future sensors.  Automated fusion equates roughly to thinking machines with the ability to reason.  Level 2 fusion will be a combination of automated and cognitive processes.  The output of Level 2 fusion is a more complete set of battlefield objects that are aggregated and linked together either via observation or inference plus an assessment of current activities and behavior. 

· Vastly improved information exploitation capabilities that free analysts and warfighters from processing data reports, conducting analysis, and assessing so that they can focus on evaluating potential threats.  The system would work alongside analysts, developing dynamic, comprehensive situational awareness models that understand normalcy across many domains. Analysts could use these intelligent agents to delve deeply into a problem space and alert them to anomalies as they occur.

Sensors
· Continue to expand the development of the National Signatures Program (NSP) to incorporate the emerging sensing technologies.  This will allow for adaptation to the asymmetric threat and enhance current capabilities. 

· ACS- (See Annex B) designed to provide a day/night all-weather multi-intelligence airborne collection and analysis capability that will provide assured, timely, accurate, and responsive actionable intelligence support and targetable information to tactical commanders across the full spectrum of military operations. 

· Pursue ability to transition from a covert to an overt collection posture to maximize the ability to accelerate the characterization and identification of targets.  

· Pursue multiple means of sensor dispensing devices and platforms to maximize area coverage and area of interest.   

· Pursue sensing techniques, such as laser, ultraviolet, or harmonics that are not degraded by environmental conditions (i.e. soil and foliage density, terrain, smoke, wind, and precipitation).  Current geo-physical sensors are significantly degraded by environmental factors. 

· Pursue a constellation of urban UASs with a high resolution sensor footprint that detect insurgents and their infrastructure and track tags:  RF-emitting for vehicles and personnel; RF backscatter tags; multi spectral tags.
Conclusion 
A critical aspect of tactical persistent surveillance (TPS) is the ability to rapidly bring to bear sensors, processing and analysis and to maintain sensor contact with targets in a rapidly changing, asymmetric, complex tactical environment.  The tactical commander requires the ability to dynamically re-task and cue sensors and information feeds in real time or near real time.  The sensors and analysts must be able to rapidly support both the generation and assessment of lethal and non-lethal effects.  Success in the contemporary and future operational environment will be measured in seconds and minutes not hours, days or weeks.

Effective TPS in the near term requires employment of current capabilities in innovative ways.  TPS relies on the integration and synchronization of sensors with dynamic processing, analysis, and dissemination capabilities.  Ongoing refinement, testing, and field implementation of collection and asset management tools must continue to support the current fight.  To achieve a reliable, effective TPS capability, we must devote resources, research and development to improve synchronization and integration tools, establish an assured network, improve sensor networking, improve analytical support, and develop innovative sensors.
The resources required to explore new sensor capabilities across all spectrums, dwell time, and countermeasure attenuation must be identified and committed.  Equally important, the investment in our analysts must be sustained in quality as well as quantity.  These analysts will be augmented by increased automated processing capabilities.  Someday we will reach a fully automated fusion capability that allows us to reduce our reliance on human analysis, but this is a long way in the future.  For the present and foreseeable future, all warfighting functions remain dependent on the human element to make sense of the increasingly vast quantities of information available from both current and future advanced sensor systems. 

There is a risk that as the current operation concludes or decreases in intensity the available resources may decrease as DOD shifts emphasis to other areas of concern.  In anticipation, we should recognize potential future resource limitations and allocate the available resources to best support our prioritized, anticipated needs. 
The definition for TPS, if accepted, and reconciled with the current body of combined arms and intelligence doctrine, will allow the Army to establish a common doctrinal baseline from which to explore the DOTMLPF implications of persistent surveillance.  A TPS definition and baseline brings us one step closer to an integrated, synchronized sensor system supported by an assured communications network and robust analytical support focused on the tactical commander’s requirements.  
ANNEX A.  Reviewed Persistent Surveillance References 

· The 2001 Quadrennial Defense Review introduced Persistent Surveillance as one of the six operational goals necessary to implement a new defense strategy: Goal #4:  “Denying enemies sanctuary by providing persistent surveillance, tracking, and rapid engagement with high-volume precision strike, through a combination of complementary air and ground capabilities, against critical mobile and fixed targets at various ranges and in all weather and terrains.”

· K. Cebrowski, Director, Office of Force Transformation wrote in Military Transformation:  A Strategic Approach, Fall 2003, that as part of the goal of denying enemies sanctuary:  “Adversaries will also seek to exploit territorial depth and the use of mobile systems, urban terrain, and concealment to their advantage. Mobile ballistic missile systems can be launched from extended range, exacerbating the anti-access and area-denial challenges.  Space denial capabilities, such as ground-based lasers, can be located deep within an adversary's territory.  Accordingly, a key objective of transformation is to develop the means to deny sanctuary to potential adversaries—anywhere and anytime. 

“This will require the development and acquisition of robust capabilities to conduct persistent surveillance of vast geographic areas and long-range precision strike—persistent across time, space, and information domains and resistant to determined denial and deception efforts.  The awesome combination of forces on the ground with long-range precision strike assets was amply demonstrated in Afghanistan. It offered a glimpse of the potential future that integration efforts can achieve if consciously exploited through U.S. transformation and experimentation efforts.”  

· A May 2002 Signal Magazine article quoted then Assistant Secretary of Defense for C3I, John Stenbit, as stating that persistent surveillance is not the same as constant surveillance “the ability to observe everything continuously, all the time, would be awful… who wants to see all the world all the time with enough resolution to find every person?”  “Persistence in our context is to match the frequency of revisit with the time stability of the object that you are looking at – the speed with which things change.” 

· The April 2003 Transformation Planning Guidance defined persistent surveillance as,  “Denying enemies sanctuary through persistent surveillance, tracking, and rapid engagement with high volume precision strikes will permit the U.S. to prosecute a rapid campaign that reinforces deterrence by denying any adversary hope of achieving even limited objectives, preserving escalation options or maintaining C2 of forces over an extended period.”  

· In December 2003, the first Joint Functional Concept for Battlespace Awareness (BA) was approved by the Joint Staff.  Looking at 2015, the concept postulates that at operational and strategic levels “BA will bring to bear a constellation of highly responsive sensors (e.g., unattended, human, intrusive and remote) providing persistent, redundant and tailored coverage of the battlespace”.  On the idea of persistence it goes further:  “Where information gaps exist, full-spectrum ISR will seek to provide persistent surveillance of leadership figures, facilities, proliferation mechanisms and high-value forces in the face of increasingly sophisticated adversary denial and deception efforts.  ISR efforts must be persistent across time, seamless across key geographic regions, take advantage of the most capable collection platforms, gather data across the information spectrum and benefit from cooperation and timely cross-cueing of national agency, overhead and sensitive reconnaissance assets.”    

· In 2004, the Department of the Army G2 identified persistent surveillance as one of six essential Army intelligence tasks.  The G2 identified the necessity for increased capabilities and implementation of “best of breed” technologies. 

· In April 2004, Dr. Stephen Cambone, then USD-I, cautioned that while persistent surveillance is most frequently associated with platforms in space, and particularly with space-based radar, that space systems and space-based radar are not the definition of that capability.  He stated, “It needs to be integrated with those assets that fly, those that are on the ground and, indeed, with our human intelligence capabilities.  Together they form a complex of collection capability which can yield the kind of persistence we will require across the wide range of activity in which we are going to be engaged." 

· On 20 October 2005, Mr. John R. Landon in a statement before the U.S. House of Representatives Subcommittee on Technical and Tactical Intelligence Permanent Select Committee on Intelligence on The Aerial Common Sensor Program, defined persistence surveillance as:  “The integrated management of a diverse set of collection and processing capabilities, operated to detect and understand the activity of interest with sufficient sensor dwell, revisit rate and required quality to expeditiously assess adversary actions, predict adversary plans, deny sanctuary to an adversary, and assess results of U.S./coalition actions.”  The persistent surveillance capability would provide timely intelligence and increase the exposure to collection capabilities on a more fleeting, dispersed set of targets.  Specifically, Mr. Landon stressed that the Army must reconcile how much capacity for persistent surveillance (numbers/sizes of regions, revisit rate, etc.) is required and how much is affordable. 

· The 2006 QDR described persistent surveillance capability as “the ability of the future force to establish an unblinking eye over the battle space through persistent surveillance… future capabilities will support operations against any target, day or night, in any weather, and in denied or contested areas.” The 2006 QDR specifically tied persistent surveillance capabilities to penetrating and loitering in denied or contested areas and finding and precisely target enemy capabilities in denied areas. These capabilities are linked to strategic and operational shaping, strategic deterrence, and anti-terrorist operations.  

· From 2005-2007, TRADOC ARCIC published the nine Army concepts.  The Army Capstone Concept (525-3-0) ties persistent surveillance to information superiority.  It states that “As a space-empowered force, the Future Force will routinely exploit the constellation of military and civilian space platforms for persistent surveillance, reconnaissance, communications, early warning, positioning, timing, navigation, weather/environmental monitoring, missile defense, and access to the global information grid.” 

The Operational Maneuver Concept (525-3-1) makes brief reference to the need for persistent surveillance; the Tactical Maneuver Concept (525-3-2) and Battle Command Concept (525-3-3) elaborate that “tactical forces will benefit from the continued development of sensors operating in three dimensions that provide both temporary and persistent surveillance, without creating a management challenge or requiring a significant increase in force structure to employ.”  

The See Concept (525-2-1) utilizes persistent surveillance to “gain an understanding of the opponent and operational environment continuously and in near real time to maneuver across strategic distances.  “While persistent surveillance is only achievable for specific periods of time against extremely critical targets, it is an essential capability for the future modular force.”

The remaining concepts:  Protect, Strike, Move, and Sustain make no mention of persistent surveillance.  

The 29 March 2007 Joint Integrating Concept “Persistent Intelligence, Surveillance, and Reconnaissance Planning and Direction” (USSTRATCOM J8) document shifts the terminology from persistent surveillance to persistent ISR to support “better unity of ISR efforts in support of the Joint Force Commander’s campaign plan.”  This document does link new sensors, platforms, centralized collection or better processing, exploitation, analytical, sensor distribution or other factors to the conduct of persistent ISR.  It seeks to improve persistence through “integrated, synchronized management in the planning and direction of ISR assets to the benefit of the Joint Force Commander.”   

Annex B:  Aerial Common Sensor (ACS) Capability
The next generation Aerial Common Sensor (ACS) is designed to overcome current deficiencies in the Army’s aerial intelligence, surveillance, and reconnaissance (ISR) systems and reconnaissance, surveillance, and target acquisition (RSTA) assets.  ACS is designed to provide day/night all-weather multi-intelligence airborne collection and analysis capability to support the tactical warfighter.  ACS is designed to provide significantly improved surveillance sensor and ISR/RSTA integration capability through sensor cueing, improved signature specific sensor performance, networking, manned and  unmanned teaming, and Distributed Common Ground System-Army (DCGS-A) integration.

Experience in recent conflicts confirms actionable intelligence can best be achieved by integrating all the components of the information gathering system on a single platform. ACS will have the capability to simultaneously employ all onboard sensors, automatically cross-cue its sensors, team with unmanned aerial ISR systems to task and cue their sensors, and receive, integrate and correlate data from other RSTA assets and joint intelligence systems, giving the commander a real-time, high-fidelity picture of the battlefield. 

In future operations, prior to the arrival of land forces, ACS would deploy to the Area of Responsibility (AOR), and upon arrival, focus its multiple sensors to provide the commander with continuous, integrated, and correlated intelligence for planning and pre-deployment rehearsals.   ACS is designed to arrive in the operational environment (OE) early, close coverage gaps and provide a complete operational picture through a continuous presence over the OE.  
Dedicated Support to the Tactical Commander.  ACS assets, though assigned to the Military Intelligence Brigade (MIB), will remain under the control of, and responsive to, the maneuver commander.  ACS will provide the brigade combat team (BCT) commander support for communications, radar, electro-optical and infrared data.  ACS will enable the commander to develop a real-time view of his operational environment and the ability to dynamically task sensors, so he is able to act quickly and decisively on what he sees. 
Battle Command.  ACS will be an essential integrator and enabler for effective networked battle command. ACS is designed to uniquely combine intelligence with operations and battle staff on a single airborne platform while possessing the ability to rapidly respond anywhere within operational environment. This enhanced operations and intelligence link will provide the tactical commander with rapid, actionable intelligence.  The ACS embedded battle command capabilities (battle staff onboard, access to fires network, and constant COP updating) can help eliminate bottlenecks that historically slowed the sensor to decision maker to action interface. 
Sensor Performance.  ACS will possess multiple intelligence (multi-INT) capabilities that could be simultaneously employed against separate targets and when needed, combined to provide an integrated view of a single target.  ACS is designed to provide the tactical commanders with assured support for communications, radar, electro-optical, and infrared data.  The system will be capable of providing simultaneous multi-INT coverage with real-time geographic location at a level of precision that will allow maneuver and direct engagement of discrete fleeting targets.
Manned/Unmanned Sensor Teaming and Sensor Cueing.  Ground commanders require not only broad-area sensor coverage of terrain encompassing multiple BCTs, but also the ability to rapidly and dynamically reposition those sensors to support changing maneuver commander requirements.  Manned platforms, by virtue of their payload capacity, speed, and ability to operate in adverse weather can provide this multi-sensor capability.  But manned platforms have limited ability to cover targets in denied areas, especially when terrain masking obstructs their view.  Unmanned platforms reduce the risk for loss of life and are best suited to conduct this type of high-risk collection, but they cannot provide the same near-all-weather, rapidly responsive, broad area coverage that manned platforms do.
ACS is designed to provide the commander the ability to link manned and unmanned ISR assets (manned/unmanned teaming, or MUM) to provide the optimum coverage at the lowest overall cost and risk.  ACS is designed to achieve this net-centric teaming with Army Unmanned Aerial Systems (UAS) and other organic and joint ISR platforms and RSTA assets using self-forming Common Data Link (CDL) networks.  The cueing ability that ACS will provide further supports the production of intelligence timely and accurate enough to influence the outcome of encounters in the BCT commander’s operational environment.  M/UM allows the commander to create an integrated sensor web that enables information and decision dominance and allows US and coalition forces to seize, retain and exploit the initiative with speed, shock, surprise, depth, simultaneity and endurance.

ACS Integration with DCGS-A.  The ACS intelligence processing system is the DCGS-A.  The DCGS-A is an element of the Future Force Battle Command architecture.  The DCGS-A allows the integration of all ISR/RSTA assets based on the commander’s critical information requirements (CCIR) to produce intelligence that contributes to the common operational picture (COP) and situational understanding (SU) and situational awareness (SA).  DCGS-A is the ACS onboard operators’ gateway to the rest of the ISR/RSTA enterprise and provides the flexibility to operate in a variety of configurations including conducting cooperative collection operations with other sensor platforms.  ACS mission operators will use the standard DCGS-A analyst software and collaborate with DCGS-A operators in ground locations (mobile and fixed) rather than using a unique ACS software suite.  ACS analysts will be tasked to provide actionable intelligence and pass it to consumers using communications paths that link ACS directly to supported commanders at BCT and below.  Operators equipped with DCGS-A (either in-theater or via reach operations to fixed sites) will provide additional capability to produce actionable intelligence using ACS sensor data, and will also use the data to conduct detailed analysis and produce other intelligence products that are not time-sensitive. 

ANNEX C: Distributed Common Ground System- Army (DCGS- A) Capability
The core functions of DCGS-A are sensor collection management, processing and fusion of sensor information, and direction and distribution of sensor information.  As an element of the Future Force Battle Command architecture, DCGS-A allows the integration of all ISR assets based on the commander’s critical information requirements (CCIR) to produce intelligence that contributes to the Common Operational Picture (COP) and situational understanding (SU) and situational awareness (SA).  Objective DCGS-A will work with and share information with other services under the overarching Distributed Common Ground Station (DCGS) DOD initiative. 
Currently, analysts use DCGS-A v2 daily and make great use of the ability to send an unlimited number of files between analysts at any given location.  In addition, data mining tools such as Query Tree, with the ability to query across classification levels, is a significant contribution to the analytical effort.
Near Term (Current Fight):

· DCGS-A version (V)2/V3 provides greater access to sensor data/reporting, with enhanced analysis tools, not found in the current programs of record (PORs).  V3 is focused on providing support to the intelligence staff at the brigade echelon, with added multi-functional collaborative capabilities and tools not found in V2.  V3 will improve the synchronization between the current PORs.  
· DCGS-A capabilities:
· Computer assisted correlation (v3)
· Computer assisted link analysis tools (v2/3)
· Computer assisted query support, information retrieval and visualization (v2/3)
· Alert notification based upon user defined criterion (v2/3)
Mid –Term (2009-2014):

· Implement DCGS-A v4 which consolidates current POR architectures into a DCGS-A networked architecture.  This effort improves the ability to synchronize the management of information and intelligence, expands access to available theater and national resources, and improves analytical capabilities. 

· DCGS-A v4:  Provides semi-computer controlled correlation, computer- assisted link analysis tools, computer-assisted query support, information retrieval and visualization, alert notification based upon user defined criterion, and computer-assisted object aggregation. 

Far Term (2015-2024):

· DCGS-A v5.  As technologies become available, the evolution of analytical and exploitation tools will continue.  DCGS-A v5 is designed to provide limited automated fusion while integrating with PORs, ACS, and other ground stations.  It will operate on the enterprise network and be integrated with battle command capabilities.  

ANNEX D:  Glossary
Intelligence, surveillance, and reconnaissance is an activity that synchronizes and integrates the planning and operation of sensors, assets, and processing, exploitation, and dissemination systems in direct support of current and future operations.  This is an integrated intelligence and operations function (JP 2-01). For Army forces, this activity is a combined arms operation that focuses on priority intelligence requirements while answering the commander’s critical information requirements. (Post DRAG FM 3-0)

Intelligence, surveillance, and reconnaissance synchronization is the task that accomplishes the following: analyzes information requirements and intelligence gaps; evaluates available assets internal and external to the organization; determines gaps in the use of those assets; recommends intelligence, surveillance, and reconnaissance assets controlled by the organization to collect on the commander’s critical information requirements; and submits requests for information for adjacent and higher collection support.  This task ensures that intelligence, surveillance, and reconnaissance, intelligence reach, and requests for information result in successful reporting, production, and dissemination of information, combat information, and intelligence to support decision-making. (Post DRAG FM 3-0)

Intelligence, surveillance, and reconnaissance integration is the task of assigns and controls a unit’s intelligence, surveillance, and reconnaissance assets (in terms of space, time, and purpose) to  collect and report information as a concerted and integrated portion of operation plans and orders.  This task ensures assignment of the best intelligence, surveillance, and reconnaissance assets through a deliberate and coordinated effort of the entire staff across all warfighting functions by integrating intelligence, surveillance, and reconnaissance into the operation. (Post DRAG FM 3-0)

Persistence (USSTRATCOM J8 Persistent ISR JIC, 29 March 2007):  the length of time a sensor can provide continuous coverage of a location, target, or activity of interest. The JFC’s desire for persistence is founded upon his inability to satisfy CCIRs, PIRs, or EEFIs, with the current ISR enterprise due to problems or obstacles generated by friendly and/or adversary actions or capabilities. What constitutes persistence varies significantly dependent upon JFC mission objectives, operational environment, and target type. 

Persistence (Joint Functional Concept for Battlespace Awareness 31 Dec 2003):  Two major aspects: survivability and endurance. To be persistent a system must be survivable in the environment in which it operates. Temporal endurance includes reliability, logistics support required, battery/energy supply lifetime, etc. 

Persistent ISR (draft Joint FAA, JUL 07)-  Persistent ISR is the application of a diverse set of ISR resources, operated to detect and understand activities of interest with sufficient coverage area, dwell and revisit, responsiveness, and quality to monitor and assess adversary actions, predict adversary plans, shape U.S./coalition actions, and assess the results of these actions.  The elements of persistent ISR include:


Coverage area - the geospatial extent of a collection (individual or composite)


Dwell - the temporal measure of the duration of a continuous collection (individual or composite)


Revisit - the temporal measure of the interval(s) between the end of one collection and the beginning of the next


Responsiveness - the temporal measure of the interval between a collection request and collection (or other relevant steps in the ISR process)


Quality - the primarily subjective measure of the degree to which the collection addresses the requirement; can include aspects of resolution, phenomenology, or assuredness.

Persistent Surveillance (525-2-1 “SEE”):  Continuous or near continuous monitoring or tracking of targets and areas of interest. It may be accomplished by one type of system or means, or by multiple systems and means. (definition derived from Battlespace Awareness Functional Concept).
Surveillance (FM 2-0)  To systematically observe the airspace, surface, or subsurface areas, places, persons, or things in the AO by visual, aural (audio), electronic, photographic, or other means to include space-based systems, and using special NBC, artillery, engineer, SOF, and air defense equipment. ..Conducting surveillance is systematically observing the airspace, surface, or subsurface areas, places, persons, or things in the AO by visual, aural, electronic, photographic, or other means.  Surveillance activities include:  Orienting the surveillance asset on the NAI and/or the surveillance objective in a timely manner; reporting all info rapidly and accurately; completing the surveillance mission NLT the time specified in the order; answering the requirement that prompted the surveillance task; all information rapidly and accurately. 

Surveillance (Post Drag FM 3-0)  The systematic observation of aerospace, surface, or subsurface areas, places, persons, or things, by visual, aural, electronic, photographic, or other means (JP 1-02).  Surveillance involves observing an area to collect information.
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