
ART 2.2.1.3 Evaluate the Threat

This activity analyzes current intelligence to determine how the threat 
normally organizes for combat and conducts operations. The 
evaluation includes each threat operating system as well as potential 
criminal organizations, factions, guerrillas, or insurgents. This step 
focuses on creating threat models and templates that depict how the 
threat operates when unconstrained by effects of the environment (FM 
2-01.3) (USAICoE)

NO. Scale Measure
01 Yes/No The threat’s capabilities were stated in the intelligence 

preparation of the battlefield process and accounted for 
in the military decisionmaking process..

02 Yes/No Unit used pattern analysis, event analysis, and 
intelligence from higher headquarters and other 
organizations to create threat templates, models, and 
methods of operation and identify high-payoff targets 
and high-value targets.

03 Yes/No Unit used Red Team concept to confirm or deny 
estimates and assessments about threat intentions.

04 Time Required to incorporate new intelligence data and 
products into ongoing threat evaluations.

05 Time To identify threat capabilities and limitations.
06 Time To update or create threat templates, models, and 

methods of operation.
07 Time To disseminate updated threat templates, models, and 

methods of operation.
08 Percent Of correctly identified threat templates, models, and 

methods of operations; capabilities and limitations; 
high-payoff targets; high-value targets; and threat 
models.

09 Percent Of new, processed intelligence integrated to update 
broad courses of action.

Supporting Collective Tasks:

Task 
No.

Title Proponent Echelon



01-1-
5163

Employ Aircraft Survivability 
Measures

01 - 
Aviation/Aviation 
Logistics 
(Collective)

Battalion

06-6-
2022

Evaluate the Fire Support Threat 06 - Field 
Artillery 
(Collective)

Brigade

34-4-
0270

Develop Open Source Intelligence 
(OSINT)

34 - Combat 
Electronic 
Warfare and 
Intelligence 
(Collective)

Section

34-4-
0355

Conduct HUMINT Screening at a Joint 
Interrogation and Debriefing Center 
(JIDC)

34 - Combat 
Electronic 
Warfare and 
Intelligence 
(Collective)

Section

34-4-
0630

Manage Fusion Analysis and 
Production

34 - Combat 
Electronic 
Warfare and 
Intelligence 
(Collective)

Section

34-4-
0631

Conduct Fusion Analysis 34 - Combat 
Electronic 
Warfare and 
Intelligence 
(Collective)

Section

34-4-
0632

Produce Fusion Products 34 - Combat 
Electronic 
Warfare and 
Intelligence 
(Collective)

Section

34-4-
0828

Analyze Information Collected by a 
Mobile Interrogation Team (MIT) 
from a Joint Interrogation and 
Debriefing Center (JIDC)

34 - Combat 
Electronic 
Warfare and 
Intelligence 
(Collective)

Section

34-4-
1102

Provide Intelligence Overwatch 34 - Combat 
Electronic 
Warfare and 

Section



Intelligence 
(Collective)

34-4-
1316

Provide Measurement and Signature 
Intelligence (MASINT) Support to 
Operations

34 - Combat 
Electronic 
Warfare and 
Intelligence 
(Collective)

Section

34-4-
1320

Conduct Signals Intelligence (SIGINT) 
Section Analysis

34 - Combat 
Electronic 
Warfare and 
Intelligence 
(Collective)

Section

34-5-
0348

Manage Mobile Interrogation Teams 
from a Joint Interrogation and 
Debriefing Center (JIDC)

34 - Combat 
Electronic 
Warfare and 
Intelligence 
(Collective)

Team 
(TOE)

34-5-
0352

Debrief US or Allied Personnel Who 
Have Escaped or Evaded Capture

34 - Combat 
Electronic 
Warfare and 
Intelligence 
(Collective)

Team 
(TOE)

34-5-
0356

Interrogate Detained Personnel at a 
Joint Interrogation and Debriefing 
Center (JIDC)

34 - Combat 
Electronic 
Warfare and 
Intelligence 
(Collective)

Team 
(TOE)

34-5-
0470

Provide Situational Understanding of 
the Unit Area of Operations

34 - Combat 
Electronic 
Warfare and 
Intelligence 
(Collective)

Team 
(TOE)

34-5-
3051

Conduct Imagery Intelligence (IMINT) 
Analysis

34 - Combat 
Electronic 
Warfare and 
Intelligence 
(Collective)

Team 
(TOE)

34-5-
3061

Provide Common Ground Station 
(CGS) Multidiscipline Intelligence 
Support

34 - Combat 
Electronic 
Warfare and 

Team 
(TOE)



Intelligence 
(Collective)

34-6-
2037

Prepare the Intelligence Running 
Estimate

34 - Combat 
Electronic 
Warfare and 
Intelligence 
(Collective)

Brigade

34-6-
2039

Conduct Intelligence Preparation of 
the Battlefield (IPB) in Support of 
Urban Operations

34 - Combat 
Electronic 
Warfare and 
Intelligence 
(Collective)

Brigade

34-6-
2040

Conduct Intelligence Preparation of 
the Battlefield (IPB)

34 - Combat 
Electronic 
Warfare and 
Intelligence 
(Collective)

Brigade

34-6-
2045

Maintain the Current Threat 
Situation

34 - Combat 
Electronic 
Warfare and 
Intelligence 
(Collective)

Brigade

34-6-
4001

Conduct Information Collection, 
Surveillance, and Reconnaissance of 
CBRN Threats

34 - Combat 
Electronic 
Warfare and 
Intelligence 
(Collective)

Brigade

63-6-
2011

Evaluate the Threat 63 - 
Multifunctional 
Logistics 
(Collective)

Brigade

63-7-
2200

Evaluate the Threat's Capabilities to 
Disrupt Sustainment Operations

63 - 
Multifunctional 
Logistics 
(Collective)

Division 
(TOE)


