
ART 2.1.2.3 Establish and Maintain Access

Establish and provide access to classified and unclassified programs, 
databases, networks, systems, and other Web-based collaborative 
environments for Army and multinational organizations to facilitate 
intelligence reporting, production, dissemination, sustainment, and 
intelligence reach. This task also includes establishing access to 
classified and unclassified programs, databases, networks, systems, 
and other Web-based collaborative environments with joint forces and 
national agencies to facilitate a multilevel collaborative information 
environment. This task entails establishing, providing, and maintaining 
access to classified and unclassified programs, databases, networks, 
systems, and other Web-based collaborative environments for Army 
forces, joint forces, national agencies, and multinational organizations. 
Its purpose is to facilitate intelligence reporting, production, 
dissemination, and sustainment; intelligence reach; and a multilevel 
collaborative information environment. (FM 2-0) (USAICoE)

NO. Scale Measure
01 Yes/No Unit established or provided access to classified and 

unclassified programs, databases, networks, systems, 
and other Web-based collaborative environments for 
Army and multinational organizations.

02 Yes/No Unit provided access to classified and unclassified 
programs, databases, networks, systems, and other 
Web-based collaborative environments with joint and 
interagency organizations to facilitate a multilevel 
collaborative environment.

03 Yes/No Unit established individual user accounts per applicable 
policies and regulations and any applicable prerequisite 
training.

04 Yes/No Unit established local standing operating procedures 
(SOPs) for individual user accounts.

05 Yes/No Unit maintained individual user accounts per the SOPs, 
policies, regulations, and any applicable recertification 
or revalidation training.

06 Yes/No Unit established system accounts per policies, 
regulations, and any prerequisite training.

07 Yes/No Unit established local SOPs for system accreditation.



08 Yes/No Unit established joint, interagency, and multinational 
accounts per policies, regulations, and any prerequisite 
training.

09 Yes/No Unit established local SOPs for joint, interagency, and 
multinational accounts establishment and maintenance.

10 Yes/No Unit maintained joint, interagency, and multinational 
accounts per policies, regulations, and any prerequisite 
training.

11 Yes/No Unit designated a security officer to ensure local SOPs 
meet appropriate standards for Army, joint, interagency, 
and multinational policies and regulations.

12 Yes/No Unit designated a security officer to establish an 
oversight or inspection program to enforce Army, joint, 
interagency, and multinational policies and regulations.

13 Yes/No Unit designated a security officer to serve as the liaison 
for higher headquarters, joint, and interagency 
oversight and inspection teams.

Supporting Collective Tasks:

Task 
No.

Title Proponent Echelon

34-4-
1204

Access External Databases 34 - Combat 
Electronic 
Warfare and 
Intelligence 
(Collective)

Section

34-4-
1205

Collaborate Analysis With Theater and 
National Intelligence Agencies Through 
JWICS and SIPRNET

34 - Combat 
Electronic 
Warfare and 
Intelligence 
(Collective)

Section

34-5-
3052

Establish Access to Automated 
Intelligence Networks

34 - Combat 
Electronic 
Warfare and 
Intelligence 
(Collective)

Team 
(TOE)

34-5-
3056

Control Intelligence System 
Communications

34 - Combat 
Electronic 

Team 
(TOE)



Warfare and 
Intelligence 
(Collective)

34-6-
0405

Employ Security Measures 34 - Combat 
Electronic 
Warfare and 
Intelligence 
(Collective)

Brigade

71-9-
5730

Develop Multinational Intelligence and 
Information Sharing Structure (Division 
Echelon and Above [Operational])

71 - 
Combined 
Arms 
(Collective)

Echelons 
Above 
Corps


