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Preface

This training circular (TC) is one of a series that describes an opposing force (OPFOR) for training U.S. Army
commanders, staffs, and units. See the References section for a list of other TCs in this series. (Other
publications in the former Field Manual [FM] 7-100 series will be converted to TCs as well.) Together, these
TCs outline an OPFOR than can cover the entire spectrum of military and paramilitary capabilities against
which the Army must train to ensure success in any future conflict.

Applications for this series of TCs include field training, training simulations, and classroom instruction
throughout the Army. All Army training venues should use an OPFOR based on these TCs, except when
mission rehearsal or contingency training requires maximum fidelity to a specific country-based threat or
enemy. Even in the latter case, trainers should use appropriate parts of the OPFOR TCs to fill information gaps
in a manner consistent with what they do know about a specific threat or enemy.

This publication applies to the Active Army, the Army National Guard (ARNG) /Army National Guard of the
United States (ARNGUS), and the United States Army Reserve (USAR) unless otherwise stated.

Headquarters, U.S. Army Training and Doctrine Command (TRADOC) is the proponent for this publication.
The preparing agency is the Contemporary Operational Environment and Threat Integration Directorate
(CTID), TRADOC G-2 Intelligence Support Activity (TRISA)-Threats. Send comments and suggested
improvements on DA Form 2028 (Recommended Changes to Publications and Blank Forms) directly to CTID
at the following address: Director, CTID, TRISA-Threats, ATTN: ATIN-T (Bldg 53), 700 Scott Avenue, Fort
Leavenworth, KS 66027-1323.

This publication is available at Army Knowledge Online (AKO) at http://www.us.army.mil and on the
General Dennis J. Reimer Training and Doctrine Digital Library (RDL) at http://www.adtdl.army.mil.
Readers should monitor those sites and also the TRADOC G2-TRISA Web sites listed
below for the status of this TC and information regarding updates. The TC is also available (after
AKO login) in AKO files under Organizations/DoD  Organizations/Army/Army
Command/TRADOC/HQ Staff/DCS, G-2 (Intelligence)/TRISA/TRISA-CTID/Hybrid Threat
Doctrine at https://www.us.army.mil/suite/files/11318389 (for TRISA-CTID folder) or
https://www.us.army.mil/suite/files/30837459 (for Hybrid Threat Doctrine folder). Periodic updates, subject to
the normal approval process, will occur as a result of the normal production cycle. The date on the cover and
title page of the electronic version will reflect the latest update.

Unless this publication states otherwise, masculine nouns or pronouns do not refer exclusively to men.
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Introduction

This training circular (TC), as part of the TC 7-100 series, describes an opposing
force (OPFOR) that exists for the purpose of training U.S. forces for potential combat
operations. This OPFOR reflects a composite of the characteristics of military and/or
paramilitary forces that may be present in actual operational environments (OEs) in
which U.S. forces might become involved in the near- and mid-term. Like those
actual threats or enemies, the OPFOR will continue to present new and different
challenges for U.S. forces. The nature of OEs is constantly changing, and it is
important for U.S. Army training environments to keep pace with real-world
developments.

OPERATIONAL ENVIRONMENTS

The DOD officially defines an operational environment as “a composite of the conditions, circumstances,
and influences that affect the employment of capabilities and bear on the decisions of the commander” (JP
3-0). This definition applies to an OE for a specific operation, at any level of command. In planning a
training scenario and its road to war, trainers need to take into consideration the entire OE and its impact
on the OPFOR’s operations and tactics.

CONTEMPORARY OPERATIONAL ENVIRONMENT

The Contemporary Operational Environment (COE) is the collective set of conditions, derived from a
composite of actual worldwide conditions, that pose realistic challenges for training, leader
development, and capabilities development for Army forces and their joint, intergovernmental,
interagency, and multinational partners. COE is a collective term for the related aspects of
contemporary OEs that exist or could exist today or in the near- and mid-term future (next 10 years). It is
not a totally artificial construct created for training. Rather, it is a representative composite of all the
operational variables and actors that create the conditions, circumstances, and influences that can affect
military operations in various actual OEs in this contemporary timeframe. This composite can, therefore,
provide realistic and relevant conditions necessary for training and leader development.

Why It Is Called Contemporary

The COE is “contemporary” in the sense that it does not represent conditions that existed only in the past
or that might exist only in the remote future, but rather those conditions that exist today and in the near-
and mid-term future. This composite COE consists not only of the military and/or paramilitary capabilities
of potential real-world adversaries, but also of the manifestations of the seven other operational variables
that help define any OE.

Training Applications

The COE is particularly valuable in training. Its flexible composite should be capable of addressing the
qualities of virtually any OE in which the units or individuals being trained might be called upon to
operate. In training environments, an OE is created to approximate the demands of actual OEs that U.S.
forces might encounter and to set the conditions for producing desired training outcomes. This involves the
appropriate combination of an OPFOR (with military and/or paramilitary capabilities representing a
composite of a number of potential adversaries) and other variables of the OE in a realistic, feasible, and
plausible manner. See TC 7-101 for more detail on the incorporation of the COE into the design of training
exercises.
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The Army trains as it will fight. It trains and educates its members to develop agile leaders and
organizations able to adapt to any situation and operate successfully in any OE. A training objective
consists of task, conditions, and standard. The “conditions” for Army training events must include an OE
that is realistic, relevant, and challenging to the ability of the training unit to accomplish the same kinds of
mission-essential tasks that would be required of it in an actual OE for an actual operation. As much as
possible, a combination of live, virtual, constructive, and gaming training enablers can help replicate
conditions representative of an actual OE. (See FM 7-0.)

Conditions. Those variables of an operational environment or situation in which a unit,
system, or individual is expected to operate and may affect performance.

JP 1-02

In predeployment training, the OE created for a training exercise should represent as closely as possible the
conditions of the anticipated OE for the actual mission. Otherwise, the OE for training may represent a
composite of the types of conditions that might exist in a number of actual OEs.

OPERATIONAL VARIABLES

All military operations will be significantly affected by a number of variables in the OE beyond simply
military forces. Analysis of any OE, including the composite OE created for training purposes, focuses on
eight interrelated operational variables:
e Political. Describes the distribution of responsibility and power at all levels of governance—
formally constituted authorities, as well as informal or covert political powers.
e Military. Explores the military and/or paramilitary capabilities of all relevant actors (enemy,
friendly, and neutral) in a given OE.
e Economic. Encompasses individual and group behaviors related to producing, distributing, and
consuming resources.
e Social. Describes the cultural, religious, and ethnic makeup within an OE and the beliefs,
values, customs, and behaviors of society members.
o Information. Describes the nature, scope, characteristics, and effects of individuals,
organizations, and systems that collect, process, disseminate, or act on information.
e Infrastructure. Is composed of the basic facilities, services, and installations needed for the
functioning of a community or society.
e Physical Environment. Includes the geography and man-made structures as well as the climate
and weather in the area of operations.
e Time. Describes the timing and duration of activities, events, or conditions within an OE, as
well as how the timing and duration are perceived by various actors in the OE.
The memory aid for these variables is PMESII-PT.

An assessment of these eight operational variables and their relationships helps to understand any OE and
its impact on a particular operation. The operational variables form the basis for determining the conditions
under which a unit will not only operate but also under which it will train. (See TC 7-101 for guidance on
use of the operational variables in creating an appropriate OE for a training exercise.) Just as in an actual
operation, commanders and staffs must seek to develop an understanding of the particular OE they face in
a training event.

The OPFOR represents a major part of the military variable in training exercises. As such, it must fit in
with the characteristics of the other seven operational variables that are selected for that exercise.

OPPOSING FORCE

AR 350-2, which establishes policies and procedures for the Army’s Opposing Force (OPFOR) Program,
defines an opposing force as “a plausible, flexible military and/or paramilitary force representing a
composite of varying capabilities of actual worldwide forces, used in lieu of a specific threat force for
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training and developing U.S. forces.” The TC 7-100 series describes the doctrine, organizations, and
equipment of such an OPFOR and how to combine it with other operational variables to portray the
qualities of a full range of conditions appropriate to Army training environments. As a training tool, the
OPFOR must be a challenging, uncooperative sparring partner capable of stressing any or all warfighting
functions and mission-essential tasks of the U.S. force.

Note. Although the OPFOR is primarily a training tool, it may be used for other purposes. For
example, some capability development activities that do not require simulation of a specific real-
world potential adversary may use an OPFOR to portray the “threat” or “enemy.”

When U.S. forces become involved in a particular country or region, they must take into account the
presence and influence of various types of threats and other actors. In a training environment, an OPFOR
can represent a composite of those nation-state or non-state actors that constitute military and/or
paramilitary forces that could present a threat to the United States, its friends, or its allies. As in actual
OEs, the OE used in training environments will also include various types of other, nonmilitary actors that
are not part of the OPFOR, but could be part of the OE. The OPFOR employs tactics that can either
mitigate or exploit the OE.

The commander of a U.S. unit plans and conducts training based on the unit’s mission-essential task list
and priorities of effort. The commander establishes the conditions in which to conduct training to
standards. These conditions should include an OPFOR that realistically challenges the ability of the U.S.
unit to accomplish its tasks. Training requirements will determine whether the OPFOR’s capabilities are
fundamental, sophisticated, or a combination of these.

THE HYBRID THREAT FOR TRAINING

xii

In exercise design (see TC 7-101), the type(s) of forces making up the OPFOR will depend upon the
conditions determined to be appropriate for accomplishing training objectives. In some cases, the OPFOR
may only need to reflect the nature and capabilities of a regular military force, an irregular force, or a
criminal organization. However, in order to be representative of the types of threats the Army is likely to
encounter in actual OEs, the OPFOR will often need to represent the capabilities of a hybrid threat.

A hybrid threat is the diverse and dynamic combination of regular forces, irregular forces, terrorist
forces, and/or criminal elements unified to achieve mutually benefitting effects. See TC 7-100 for
more information on the nature of hybrid threats. However, TC 7-100.2 will focus on the representation of
the tactics of such hybrid threats in training exercises. In that context, the force that constitutes the enemy,
adversary, or threat for an exercise is called the Hybrid Threat, with the acronym HT. Whenever the
acronym is used, readers should understand that as referring to the Hybrid Threat. The HT is a realistic and
representative composite of actual hybrid threats. This composite constitutes the enemy, adversary, or
threat whose military and/or paramilitary forces are represented as an OPFOR in training exercises.

The OPFOR, when representing a hybrid threat, must be a challenging, uncooperative adversary or enemy.
It must be capable of stressing any or all warfighting functions and mission-essential tasks of the U.S.
armed force being trained.

Military forces may have paramilitary forces acting in loose affiliation with them, or acting separately from
them within the same training environment. These relationships depend on the scenario, which is crafted
based on the training requirements and conditions of the Army unit being trained.

The OPFOR tactics described in TC 7-100.2 are appropriate for use by an OPFOR that consists either
entirely or partly of regular military forces. Some of these tactics, particularly those carried out by smaller
organizations, can also be used by irregular forces or even by criminal elements. Even those tactics carried
out primarily by regular military forces may involve other components of the HT acting in some capacity.
When either acting alone or in concert with other components of the HT, irregular forces and/or criminal
elements can also use other tactics, which are outlined in other parts of the TC 7-100 series.
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BASELINE OPFOR

This TC introduces the baseline tactical doctrine of a flexible, thinking, adaptive OPFOR that applies its
doctrine with considerable flexibility, adaptability, and initiative. It is applicable to the entire training
community, including the OPFORs at all of the combat training centers (CTCs), the TRADOC schools,
and units in the field. It provides an OPFOR that believes that, through adaptive use of all available forces
and capabilities, it can create opportunities that, properly leveraged, can allow it to fight and win, even
against an opponent such as the United States.

As a baseline for developing specific OPFORs for specific training environments, this TC describes an
OPFOR that is representative of the forces of contemporary nation-states. This composite of the
characteristics of real-world military forces (possibly combined with irregular forces and/or criminal
elements) provides a framework for the realistic and relevant portrayal of capabilities and actions that U.S.
armed forces might face in actual OEs.

THE STATE

TC 7-100.2 outlines the tactical-level doctrine of an OPFOR that primarily represents the armed forces of a
nation-state. For this composite of real-world nation-state threats, the TC 7-100 series refers to the country
to which the regular military forces belong as “the State.” The general characteristics of State’s doctrine
and strategy could fit a number of different types of potential adversaries in a number of different
scenarios.

Note. In specific U.S. Army training environments, the generic name of the State may give way
to other fictitious country names. (See guidance in AR 350-2.)

The OPFOR exists for the purpose of opposing U.S. forces in training exercises. However, like most
countries in the world, the State typically does not design its forces just to fight the United States or its
allies. It may design them principally to deal with regional threats and to take advantage of regional
opportunities. At the same time, the State is aware that aggressive pursuit of its regional goals might lead to
intervention by a major power, such as the United States, from outside the region. To the extent possible,
therefore, it might invest in technologies and capabilities that have utility against both regional and
extraregional opponents. The basic force structure of the OPFOR is the same for conflict with either type
of opponent.

The State must go to war—or continue the war after extraregional intervention—with whatever forces and
capabilities it had going into the war. However, it can adapt how it uses those forces and capabilities to fit
the nature of the conflict and its opponent(s). Either on its own or as part of the HT for training, the State
can employ adaptive strategy, operations, and tactics.

At the strategic level, the State’s ability to challenge U.S. interests includes not only the military and
paramilitary forces of the State, but also the State’s diplomatic-political, informational, and economic
instruments of power. Rarely would any country engage the United States or a U.S.-led coalition with
purely military means. Trainers need to consider the total OE and all instruments of power at the disposal
of the State—not just the military element. It is also possible that the State could be part of an alliance or
coalition, in which case the OPFOR could include multinational forces. These nation-state forces may also
operate in conjunction with non-state actors such as irregular forces or criminal elements as part of the HT
for training.

FLEXIBILITY

The OPFOR must be flexible enough to fit various training requirements. It must be scalable and tunable.
Depending on the training requirement, the OPFOR may be a large, medium, or small force. Its technology
may be state-of-the-art, relatively modern, obsolescent, obsolete, or an uneven combination of those
categories. Its ability to sustain operations may be limited or robust.
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In the OPFOR baseline presented in this TC, the authors often say that the State or the OPFOR “may” be
able to do something or “might” or “could” do something. They often use the progressive forms of verbs to
say that the State “is developing” a capability or “is continually modernizing.” The State participates in the
global market, which can allow it to acquire things it cannot produce domestically. Such descriptions give
scenario writers considerable flexibility in determining what the State or the OPFOR actually has at a given
point in time or a given place on the battlefield—in a particular scenario.

THINKING

This TC describes how the OPFOR thinks, especially how it thinks about fighting its regional neighbors
and/or the United States. This thinking determines basic OPFOR tactics—as well as strategy and
operations, which are the subject of FM 7-100.1). It drives OPFOR organizational structures and
equipment acquisition or adaptation. It also determines how the nation-state OPFOR that represents the
armed forces of the State would interact with other, non-state actors that may be present in the COE.

Just because the U.S. force knows something about how the OPFOR has fought in the past does not mean
that the OPFOR will always continue to fight that way. A thinking OPFOR will learn from its own
successes and failures, as well as those of its potential enemies. It will adapt its thinking, its makeup, and
its way of fighting to accommodate these lessons learned. It will continuously look for innovative ways to
deal with the United States and its armed forces.

ADAPTABILITY

The OPFOR has developed its doctrine, force structure, and capabilities with an eye toward employing
them against both regional and extraregional opponents, if necessary. It has thought about and trained for
how to adapt once an extraregional force becomes engaged. It has included this adaptability in its doctrine
in the form of general principles, based on its perceptions of the United States and other threats to its goals
and aspirations. It will seek to avoid types of operations and environments for which U.S. forces are
optimized. During the course of conflict, it will make further adaptations, based on experience and
opportunity.

In general, the OPFOR will be less predictable than OPFORs in the past. It will be difficult to template as it
adapts and attempts to create opportunity. Its patterns of operation will change as it achieves success or
experiences failure. The OPFOR’s doctrine might not change, but its way of operating will.

INITIATIVE

Like U.S. Army doctrine, OPFOR doctrine must allow sufficient freedom for bold, creative initiative in
any situation. OPFOR doctrine is descriptive, but not prescriptive; authoritative, but not authoritarian;
definitive, but not dogmatic. The OPFOR that U.S. units encounter in various training venues will not
apply this doctrine blindly or unthinkingly, but will use its experience and assessments to interpolate from
this baseline in light of specific situations. Thus, U.S. units can no longer say that the OPFOR has to do
certain things and cannot do anything that is not expressly prescribed in established OPFOR doctrine.
Doctrine guides OPFOR actions in support of the State’s objectives; OPFOR leaders apply it with
judgment and initiative.

TERMINOLOGY

xiv

Since OPFOR baseline doctrine is a composite of how various forces worldwide might operate, it uses
some terminology that is in common with that of other countries, including the United States. Whenever
possible, OPFOR doctrine uses established U.S. military terms—with the same meaning as defined in FM
1-02 and/or JP 1-02. However, the TC 7-100 series also includes some concepts for things the OPFOR
does differently from how the U.S. military does them. Even if various real-world foreign countries might
use the same concept, or something very close to it, different countries might give it different names. In
those cases, the OPFOR TCs either use a term commonly accepted by one or more other countries or create
a new, “composite” term that makes sense and is clearly understandable. In any case where an operational
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or tactical term is not further specifically defined in the TC 7-100 series, it is used in the same sense as in
the U.S. definition.

Note. After this introduction, the chapters of this TC address their topics from the OPFOR point
of view. So, friendly refers to the OPFOR and allied or affiliated forces. Likewise, enemy refers
to the enemy of the OPFOR, which may be an opponent within its own country or region or an
extraregional opponent (normally the United States or a U.S.-led coalition).

THE COE AND OPFOR CONTINUE TO EVOLVE

Taking into consideration adversaries in real-world OEs and desired training outcomes and leader
development goals, the authors of TC 7-100 series have developed an OPFOR doctrine and structure that
reflect those of forces that could be encountered in actual OEs. While the Army integrates this OPFOR and
other operational variables into training scenarios, the authors of the TC 7-100 series are continuing to
research real-world OEs and to mature the OPFOR in training in order to provide a richer, appropriately
challenging training environment and keep the OPFOR and the COE truly “contemporary.”

The nature of real-world OEs and potential OEs is extremely fluid, with rapidly changing regional and
global relationships. New actors—both nation-states and non-state actors—are constantly appearing and
disappearing from the scene. As the United States and its military forces interact with various OEs
worldwide, the OEs change, and so does a composite of those OEs. Therefore, the nature of the COE for
training is adaptive and constantly changing. As the Army applies the lessons learned from training, the
OPFOR and potential real-world adversaries will also learn and adapt.

The OPFOR tactical doctrine provided in this TC should meet most of the U.S. Army’s training needs for
the foreseeable future. In the near- and mid-term, almost anyone who fights the United States would
probably have to use the same kinds of adaptive action as outlined in this doctrine.

However, as real-world conditions, forces, or capabilities change over time, OPFOR doctrine and its
applications will evolve along with them, to continue to provide the Army an appropriate OPFOR. Thus,
the OPFOR will remain capable of presenting a challenge that is appropriate to meet evolving training
requirements.
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Chapter 1
Strategic and Operational Framework

This chapter describes the State’s national security strategy and how the State designs
campaigns and operations to achieve strategic goals outlined in that strategy. This
provides the general framework within which the OPFOR plans and executes military
actions at the tactical level, which are the focus of the remainder of this TC. See FM
7-100.1 for more detail on OPFOR operations.

Note. The State and its armed forces may act independently, as part of a multinational alliance
or coalition, or as part of the Hybrid Threat (HT). When part of the HT, its regular forces will
act in concert with irregular forces and/or criminal elements to achieve mutually benefitting
effects. Is such cases, the national-level strategy, operational designs, and courses of action of
the State may coincide with those of the HT. (See TC 7-100 for HT strategy and operations.)

NATIONAL-LEVEL ORGANIZATION

1-1. The State intends to achieve its strategic goals and objectives through the integrated use of four
instruments of national power:

Diplomatic-political.
Informational.
Economic.

Military.

The four instruments are interrelated and complementary. A clear-cut line of demarcation between military,
economic, and political matters does not exist. The informational instrument cuts across the other three.
Thus, the State believes that its national security strategy must include all the instruments of national
power, not just the military. Power is a combination of many elements, and the State can use them in
varying combinations as components of its overall national security strategy.

Note. The term the State is simply a generic placeholder until trainers replace it. In specific U.S.
Army training environments, the generic name of the State may give way to other (fictitious)
country names. (See guidance in AR 350-2.)

NATIONAL COMMAND AUTHORITY

1-2. The National Command Authority (NCA) exercises overall control of the application of all
instruments of national power in planning and carrying out the national security strategy. Thus, the NCA
includes the cabinet ministers responsible for those instruments of power:

The Minister of Foreign Affairs.

The Minister of Public Information.

The Minister of Finance and Economic Affairs.
The Minister of the Interior.

The Minister of Defense.

It may include other members selected by the State’s President, who chairs the NCA.
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1-3. The President also appoints a Minister of National Security, who heads the Strategic Integration
Department (SID) within the NCA. The SID is the overarching agency responsible for integrating all the
instruments of national power under one cohesive national security strategy. The SID coordinates the plans
and actions of all State ministries, but particularly those associated with the instruments of power. (See
figure 1-1.)
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Figure 1-1. National Command Authority

ARMED FORCES

1-4. The NCA exercises command and control (C2) of the State’s armed forces (OPFOR) via the
Supreme High Command (SHC). The SHC includes the Ministry of Defense (MOD) and a General Staff
drawn from all the service components. (See figure 1-2 on page 1-3.) In peacetime, the MOD and General
Staff operate closely but separately. The MOD is responsible for policy, acquisitions, and financing the
armed forces. The General Staff promulgates policy and supervises the service components. Its functional
directorates are responsible for key aspects of defense planning. During wartime, the MOD and General
Staff merge to form the SHC, which functions as a unified headquarters.

1-5. The State organizes its armed forces into six service components:

® Army. The largest of the six services, although it relies on mobilization of reserve and militia
forces to conduct sustained operations.

Navy. Includes naval infantry.

Air Force. Includes national-level Air Defense Forces.

Strategic Forces. With long-range rockets and missiles.

Special-Purpose Forces (SPF) Command. Includes SPF and commando units.
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e Internal Security Forces. Subordinate to the Ministry of the Interior in peacetime, but can be
resubordinated to the SHC as a sixth service in time of war.
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Figure 1-2. The State’s armed forces

ADMINISTRATIVE FORCE STRUCTURE

1-6. The OPFOR has an administrative force structure (AFS) that manages its military forces in
peacetime. This AFS is the aggregate of various military headquarters, facilities, and installations designed
to man, train, and equip the forces. In peacetime, forces are commonly grouped into corps, armies, or army
groups for administrative purposes. An army group can consist of several armies, corps, or separate
divisions and brigades. In some cases, forces may be grouped administratively under geographical
commands designated as military regions or military districts. If the SHC elects to create more than one
theater headquarters, it may allocate parts of the AFS to each of the theaters, normally along geographic
lines. Normally, these administrative groupings differ from the OPFOR’s go-to-war (fighting) force
structure. Other parts of the AFS consist of assets centrally controlled at the national level.

1-7. In wartime, the normal role of administrative commands is to serve as force providers during the
creation of operational- and tactical-level fighting commands. Typically, an administrative command
transfers control of its major fighting forces to one or more task-organized fighting commands. After doing
so, the administrative headquarters, facility, or installation may continue to provide depot- and area
support-level administrative, supply, and maintenance functions. A geographically based administrative
command also provides a framework for the continuing mobilization of reserves to complement or
supplement regular forces. In rare cases, an administrative command could function as a fighting
command. (See FM 7-100.4 for the basic structures of OPFOR organizations in the AFS and guidance on
how they can be task-organized in the fighting force structure.)
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NATIONAL SECURITY STRATEGY

1-8. The national security strategy is the State’s vision for itself as a nation and the underlying rationale
for building and employing its instruments of national power. It outlines how the State plans to use all its
instruments of national power to achieve its strategic goals. Despite the term security, this strategy defines
not just what the State wants to protect or defend, but what it wants to achieve.

NATIONAL STRATEGIC GOALS

1-9. The NCA determines the State’s strategic goals. The State’s overall goals are to continually expand
its influence within its region and possibly to enhance its position within the global community. These are
the long-term aims of the State. Supporting the overall, long-term, strategic goals, there may be one or
more specific goals, each based on a particular threat or opportunity.
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Figure 1-3. Conceptual framework for implementing the State’s national security strategy

FRAMEWORK FOR IMPLEMENTING NATIONAL SECURITY STRATEGY

1-10. In pursuit of its national security strategy, the State is prepared to conduct four basic types of
strategic-level courses of action (COA). (See figure 1-3.) Each COA involves the use of all four
instruments of national power, but to different degrees and in different ways. The State gives the four types
the following names:

Strategic operations. A strategic-level COA that uses all instruments of power in peace and
war to achieve the goals of the State’s national security strategy by attacking the enemy’s
strategic centers of gravity.

Regional operations. A strategic-level COA (including conventional, force-on-force military
operations) against regional adversaries and internal threats.

Transition operations. A strategic-level COA that bridges the gap between regional and
adaptive operations and contains some elements of both. The State continues to pursue its
regional goals while dealing with the development of outside intervention with the potential for
overmatching the State’s capabilities.

Adaptive operations. A strategic-level COA to preserve the State’s power and apply it in
adaptive ways against opponents that may overmatch the State.

1-11. Although the State refers to them as “operations,” each of these COAs is actually a subcategory of
strategy. Each of these types of “operations” is actually the aggregation of the effects of tactical,
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operational, and strategic actions. Those actions, in conjunction with the other three instruments of national
power, contribute to the accomplishment of strategic goals. The type(s) of operations the State employs at a
given time will depend on the types of threats and opportunities present and other conditions in the
operational environment (OE).

1-12. Strategic operations are a continuous process not limited to wartime or preparation for war. Once
war begins, they continue during regional, transition, and adaptive operations and complement those
operations. The latter three types of strategic COAs are also operational designs (see Operational Designs,
below). Each of those three occurs only during war and only under certain conditions.

Strategic Operations

1-13. What the State calls “strategic operations” is actually a universal strategic COA it would use to deal
with all situations. Strategic operations can occur in peacetime and war—against all kinds of opponents,
potential opponents, or neutral parties. The nature of strategic operations at any particular time corresponds
to the conditions perceived by the NCA. Depending on the situation, the State may first try to achieve its
ends through strategic operations alone, without having to resort to armed conflict. It may be able to
achieve the desired goal through pressure applied by other-than-military instruments of power, perhaps
with the mere threat of using its military power against a regional opponent. For additional information on
strategic operations see FM 7-100.1.

1-14. Once war begins, the State will employ all means available against the enemy’s strategic centers of
gravity:

Diplomatic initiatives.

Information warfare.

Economic pressure.

Terror attacks.

State-sponsored insurgency.

Direct action by SPF.

Long-range precision fires.

e Even weapons of mass destruction against selected targets.

These efforts allow the enemy no sanctuary and often place noncombatants at risk.

Regional Operations

1-15. When nonmilitary means are not sufficient or expedient, the State may resort to armed conflict as a
means of creating conditions that lead to the desired end state. However, strategic operations continue even
if a particular regional threat or opportunity causes the State to undertake “regional operations” that include
military means.

1-16. Prior to initiating armed conflict and throughout such conflict with its regional opponent, the State
would continue to use strategic operations to preclude intervention by outside actors. Such actors could
include other regional neighbors or an extraregional power that could overmatch the State’s forces.
However, plans for regional operations always include branches and sequels for dealing with the
possibility of intervention by an extraregional power.

1-17. At the military level, regional operations may be combined arms, joint, interagency, and/or
multinational operations. They are conducted in the State’s region and, at least at the outset, against a
regional opponent. The State’s doctrine, organization, capabilities, and national security strategy allow the
OPFOR to deal with regional threats and opportunities primarily through offensive action.

1-18. Regionally focused operations typically involve “conventional” patterns of operation. However, the
term conventional does not mean that the OPFOR will use only conventional forces and conventional
weapons in such a conflict. Nor does it mean that the OPFOR will not use some adaptive approaches.
Regional operations may also consist of military and paramilitary forces designed to destabilize the
government of the opponent. An example of this might be one or more operational-strategic commands
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(OSCs) composed of SPF brigade(s), affiliated guerrilla brigade(s), information warfare battalion(s), and
several different affiliated insurgent organizations. The headquarters of an OSC may not necessarily be
colocated with its subordinate elements in the neighboring country, but may physically remain within the
boundaries of the State.

1-19. Regional operations are not limited to only a single country. Similar operations to those in the
example in the paragraph above may be conducted simultaneously in several different countries. A regional
“neighbor” is not limited only to those countries sharing a physical international boundary with the State.

Transition Operations

1-20. When unable to limit the conflict to regional operations, the State is prepared to engage extraregional
forces through a series of “transition and adaptive operations.” Usually, the State does not shift directly
from regional to adaptive operations. The transition is incremental and does not occur at a single, easily
identifiable point. If the State perceives that intervention is likely, transition operations may begin
simultaneously with regional and strategic operations.

1-21. Transition operations allow the State to shift gradually to adaptive operations or back to regional
operations. At some point, the State either seizes an opportunity to return to regional operations, or it
reaches a point where it must complete the shift to adaptive operations. Even after shifting to adaptive
operations, the State tries to set conditions for transitioning back to regional operations. Thus, a period of
transition operations overlaps both regional and adaptive operations.

1-22. When an extraregional force starts to deploy into the region, the balance of power may begin to shift
away from the State. Although the State may not yet be overmatched, it faces a developing threat it may
not be able to handle with normal, “conventional” patterns of operation designed for regional conflict.
Therefore, the State must begin to adapt its operations to the changing threat. Transition operations serve as
a means for the State to retain the initiative and still pursue its overall strategic goals.

Adaptive Operations

1-23. Once an extraregional force intervenes with sufficient power, the full conventional design used in
regionally focused operations may no longer be sufficient to deal with this threat. The State has developed
its doctrine, organization, capabilities, and strategy with an eye toward dealing with both regional and
extraregional opponents.

1-24. The OPFOR still has the same forces and technology that were available to it for regional operations.
However, it must use them in creative and adaptive ways. It has already thought through how it will adapt
to this new or changing threat in general terms. It has already developed appropriate branches and sequels
to its basic strategic campaign plan (SCP) and does not have to rely on improvisation. During the course of
combeat, it will make further adaptations, based on experience and opportunity.

1-25. Even with the intervention of an advanced extraregional power, the State will not cede the initiative.
It will employ military means so long as this does not either place the regime at risk or risk depriving it of
sufficient force to pursue its regional goals after the extraregional intervention is over. The primary
objectives are to—

® Preserve combat power.

® Degrade the enemy’s will and capability to fight.

e Gain time for aggressive strategic operations to succeed.
1-26. The State believes that adaptive operations can lead to several possible outcomes. If the results do
not completely resolve the conflict in the State’s favor, they may at least allow the State to return to

regional operations. Even a stalemate may be a victory for the State, as long as it preserves enough of its
instruments of power to preserve the regime and lives to fight another day.
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STRATEGIC CAMPAIGN

1-27. To achieve one or more specific strategic goals, the NCA would develop and implement a specific
national strategic campaign. Such a campaign is the aggregate of actions of all the State’s instruments of
power to achieve a specific set of the State’s strategic goals. There would normally be a diplomatic-
political campaign, an information campaign, and an economic campaign, as well as a military campaign.
All of these must fit into a single, integrated national strategic campaign.

1-28. The campaign could include more than one specific strategic goal. For instance, any strategic
campaign designed to deal with an insurgency would include contingencies for dealing with reactions from
regional neighbors or an extraregional power that could adversely affect the State and its ability to achieve
the selected goal. Likewise, any strategic campaign focused on a goal that involves the State’s invasion of a
regional neighbor would have to take into consideration possible adverse actions by other regional
neighbors, the possibility that insurgents might use this opportunity to take action against the State, and the
distinct possibility that the original or expanded regional conflict might lead to extraregional intervention.

1-29. Figure 1-4 shows an example of a single strategic campaign that includes three strategic goals. (The
map in this diagram is for illustrative purposes only and does not necessarily reflect the actual size, shape,
or physical environment of the State or its neighbors.)

Country
Allied with the
STATE

Neutral
Country Sea
Hostile
to the

STATE

QO° Strategic Goal:
Defense Against Invasion >

“THE STATE”

Strategic Goal:
Annexation of Territory

Figure 1-4. Example of a strategic campaign

NATIONAL STRATEGIC CAMPAIGN PLAN

1-30. The national SCP is the plan for integrating the actions of all instruments of national power to set
conditions favorable for achieving the central goal(s) identified in the national security strategy. The MOD
is only one of several State ministries that provide input and are then responsible for carrying out their
respective parts of the consolidated national plan. State ministries responsible for each of the four
instruments of power will develop their own campaign plans as part of the unified national SCP.
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1-31. A national SCP defines the relationships among all State organizations, military and nonmilitary, for
the purposes of executing that SCP. The SCP describes the intended integration, if any, of multinational
forces in those instances where the State is acting as part of a coalition. It would also include the State’s
interactions with irregular forces and/or criminal elements as part of the HT.

MILITARY STRATEGIC CAMPAIGN PLAN

1-32. Within the context of the national strategic campaign, the MOD and General Staff develop and
implement a military strategic campaign. During peacetime, the Operations Directorate of the General Staff
is responsible for developing, staffing, promulgation, and continuing review of the military strategic
campaign plan. It must ensure that the military plan would end in achieving military conditions that would
fit with the conditions created by the diplomatic-political, informational, and economic portions of the
national plan that are prepared by other State ministries. Therefore, the Operations Directorate assigns
liaison officers to other important government ministries.

1-33. Although the State’s armed forces (OPFOR) may play a role in strategic operations, the focus of
their planning and effort is on the military aspects of regional, transition, and adaptive operations. A
military strategic campaign may include several combined arms, joint, and/or interagency operations. If the
State succeeds in forming a regional alliance or coalition, these operations may also be multinational.

1-34. The General Staff acts as the executive agency for the NCA. All military forces report through it to
the NCA. The Chief of the General Staff (CGS), with NCA approval, defines the theater in which the
armed forces will conduct the military campaign and its subordinate operations. He determines the task
organization of forces to accomplish the operational-level missions that support the overall campaign plan.
He also determines whether it will be necessary to form more than one theater headquarters. For most
campaigns, there will be only one theater, and the CGS will serve as theater commander, thus eliminating
one echelon of command at the strategic level.

1-35. In wartime, the MOD and the General Staff combine to form the SHC, under the command of the
CGS. The Operations Directorate continues to review the military SCP and modify it or develop new plans
based on guidance from the CGS. It generates options and contingency plans for various situations that
may arise. Once the CGS approves a particular plan for a particular strategic goal, he issues it to the
appropriate operational-level commanders.

1-36. The military SCP assigns forces to operational-level commands and designates areas of
responsibility (AORs) for those commands. Each command identified in the SCP prepares an operation
plan that supports the execution of its role in that SCP.

1-37. From the General Staff down through the operational and tactical levels, the staff of each military
headquarters has an operations directorate or section that is responsible for planning. The plan at each level
specifies the AOR and task organization of forces allocated to that level of command, in order to
accomplish the mission assigned by a higher headquarters. Once the commander at a particular level
approves the plan, he issues it to the subordinate commanders who will execute it. Figure 1-5 illustrates the
framework for planning from the national level down through military channels to the operational and
tactical levels.

OPERATIONAL-LEVEL ORGANIZATION

1-38. In peacetime, tactical-level commands belong to parent organizations in the AFS. In wartime, they
typically serve as part of a field group (FG) or an OSC. In rare cases, they might also fight as part of their
original parent units from the AFS.

FIELD GROUP

1-8

1-39. An FG is the largest operational-level organization, since it has one or more smaller operational-level
commands subordinate to it. FGs are always joint and interagency organizations and are often
multinational. However, this level of command may or may not be necessary in a particular SCP. The
General Staff does not normally form standing FG headquarters, but may organize one or more during full
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mobilization, if necessary. An FG may be organized when the span of control at theater level exceeds four
or five subordinate commands. This can facilitate the theater commander’s remaining focused on the
theater-strategic level of war and enable him to coordinate effectively the joint forces allocated for his use.

Decisionmaking Staff Executin
(Plan-Approval) Planning Plan or anizatic?ns
Authority Organization g
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| ) . National
National Strategic - |
| Command Integration (:S;:Tz?tzglcn I\//-I\'” S ialte |
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| General Staff Directorate Campaign Forces
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Figure 1-5. State and OPFOR planning framework
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1-40. FGs are typically formed for one or more of the following reasons:

® An SCP may require a large number of OSCs and/or operational-level commands from the AFS.
When the number of major military efforts in a theater exceeds the theater commander’s desired
or achievable span of control, he may form one or more FGs.

® In the rare cases when multiple operational-level commands from the AFS become fighting
commands, they could come under the command of an FG headquarters.

® Due to modifications to the SCP, a standing operational-level headquarters that was originally
designated as an OSC headquarters may receive one or more additional major operational-level
commands from the AFS as fighting commands. Then the OSC headquarters would evolve into
an FG headquarters.

In the first two cases, a standing FG staff would be formed and identified as having control over two or
more OSCs (or operational-level headquarters from the AFS) as part of the same SCP. In the third case, the
original OSC headquarters would be redesignated as an FG headquarters. In any case, the FG command
group and staff would be structured in the same manner as those of an OSC.

OPERATIONAL-STRATEGIC COMMAND

1-41. The OPFOR’s primary operational organization is the OSC. (See FM 7-100.1 for more detail.) Once
the General Staff writes a particular SCP, it forms one or more standing OSC headquarters. Each OSC
headquarters is capable of controlling whatever combined arms, joint, interagency, or multinational
operations are necessary to execute that OSC’s part of the SCP. However, the OSC headquarters does not
have forces permanently assigned to it.

1-42. When the NCA decides to execute a particular SCP, each OSC participating in that plan receives
appropriate units from the AFS, as well as interagency and/or multinational forces. The allocation of
organizations to an OSC depends on what is available in the State’s AFS and the requirements of other
OSCs. Forces subordinated to an OSC may continue to depend on the AFS for support.

1-43. If a particular OSC has contingency plans for participating in more than one SCP, it could receive a
different set of forces under each plan. In each case, the forces would be task-organized according to its
mission requirements in the given plan. Thus, each OSC consists of those division-, brigade-, and
battalion-size organizations allocated to it by the SCP currently in effect. These forces also may be
allocated to the OSC for the purpose of training for a particular SCP. When an OSC is neither executing
tasks as part of an SCP nor conducting exercises with its identified subordinate forces, it exists as a
planning headquarters.

OPERATIONAL DESIGNS

1-44. Of the four types of strategic COA described above, regional, transition, and adaptive operations are
also operational designs. While the State and the OPFOR as a whole are in the condition of regional,
transition, or adaptive operations, an operational- or tactical-level commander will still receive a mission
statement in plans and orders from his higher authority stating the purpose of his actions. To accomplish
that purpose and mission, he will use—

® As much as he can of the conventional patterns of operation that were available to him during
regional operations.

® As much as he has to of the more adaptive-type approaches dictated by the presence of an
extraregional force.

Figure 1-6 illustrates the basic conceptual framework for the three operational designs.
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Figure 1-6. Operational designs
REGIONAL OPERATIONS

1-45. Against opponents from within its region, the OPFOR may conduct “regional operations” with a
relatively high probability of success in primarily offensive actions. OPFOR offensive operations are
characterized by using all available means to saturate the OE with actions designed to disaggregate an
opponent’s capability, capacity, and will to resist. These actions will not be limited to attacks on military
and security forces, but will affect the entire OE. The opponent will be in a fight for survival across many
of the variables of the OE: political, military, economic, social, information, and infrastructure.

1-46. The OPFOR may possess an overmatch in some or all elements of combat power against regional
opponents. It is able to employ that power in an operational design focused on offensive action. A weaker
regional neighbor may not actually represent a threat, but rather an opportunity that the OPFOR can
exploit. To seize territory or otherwise expand its influence in the region, the OPFOR must destroy a
regional enemy’s will and capability to continue the fight.

1-47. During regional operations, the OPFOR relies on the State’s continuing strategic operations (see
above) to preclude or control outside intervention. It tries to keep foreign perceptions of its actions during a
regional conflict below the threshold that will invite intervention by other regional actors or extraregional
forces. The OPFOR wants to achieve its objectives in the regional conflict, but has to be careful how it
does so. It works to prevent development of international consensus for intervention and to create doubt
among possible participants. Still, at the very outset of regional operations, it lays plans and positions
forces to conduct access-limitation operations in the event of outside intervention.

1-48. Although the OPFOR would prefer to achieve its objectives through regional operations, it has the
flexibility to change and adapt if required. Since the OPFOR assumes the possibility of extraregional
intervention, its operation plans will already contain thorough plans for transition operations, as well as
adaptive operations, if necessary.

TRANSITION OPERATIONS

1-49. Transition operations serve as a pivotal point between regional and adaptive operations. The
transition may go in either direction. The fact that the OPFOR begins transition operations does not
necessarily mean that it must complete the transition from regional to adaptive operations (or vice versa).

9 December 2011 TC 7-100.2 1-11



Chapter 1

As conditions allow or dictate, the “transition” could end with the OPFOR conducting the same type of
operations as before the shift to transition operations.

1-50. The OPFOR conducts transition operations when other regional and/or extraregional forces threaten
its ability to continue regional operations in a conventional design against the original regional enemy. At
the point of shifting to transition operations, the OPFOR may still have the ability to exert its combat
power against an overmatched regional enemy. Indeed, it may have already defeated its original adversary.
However, its successful actions in regional operations have prompted either other regional actors or an
extraregional actor to contemplate intervention. The OPFOR will use all means necessary to preclude or
defeat intervention.

1-51. Even extraregional forces may be vulnerable to “conventional” operations during the time they
require to build combat power and create support at home for their intervention. Against an extraregional
force that either could not fully deploy or has been successfully separated into isolated elements, the
OPFOR may still be able to use some of the more conventional patterns of operation.

1-52. As the OPFOR begins transition operations, its immediate goal is preservation of its combat power
while seeking to set conditions that will allow it to transition back to regional operations. Transition
operations feature a mixture of offensive and defensive actions that help the OPFOR control the tempo
while changing the nature of conflict to something for which the intervening force is unprepared.
Transition operations can also buy time for the State’s strategic operations to succeed.

1-53. There are two possible outcomes to transition operations:
® The extraregional force suffers sufficient losses or for other reasons must withdraw from the
region. In this case, the OPFOR’s operations may begin to transition back to regional operations,
again becoming primarily offensive.
® The extraregional force is not compelled to withdraw and continues to build up power in the
region. In this case, the OPFOR’s transition operations may begin to gravitate in the other
direction, toward adaptive operations.

ADAPTIVE OPERATIONS

1-54. At some point, an extraregional force may intervene with sufficient power to overmatch the OPFOR
at least in certain areas. When that occurs, the OPFOR has to adapt its patterns of operation to deal with
this threat. The OPFOR will seek to conduct adaptive operations in circumstances and terrain that provide
opportunities to optimize its own capabilities and degrade those of the enemy. It will employ a force that is
optimized for the terrain or for a specific mission. For example, it will use its antitank capability, tied to
obstacles and complex terrain, inside a defensive structure designed to absorb the enemy’s momentum and
fracture his organizational framework.

1-55. At least at the tactical and operational levels, the types of adaptive actions and methods that
characterize adaptive operations can also serve the OPFOR well in regional or transition operations.
However, the OPFOR will conduct such adaptive actions more frequently and on a larger scale during
adaptive operations against a fully-deployed extraregional force. During the course of operations, the
OPFOR will make further adaptations, based on what works or does not work against a particular
opponent.

TYPES OF OFFENSIVE AND DEFENSIVE ACTION

1-56. The types of offensive action in OPFOR doctrine are both tactical methods and guides to the design
of operational COAs. An OSC offensive operation plan may include subordinate units that are executing
different offensive and defensive COAs within the overall offensive mission framework. The OPFOR
recognizes three basic types of offensive action at OSC level: attack, limited-objective attack, and strike.
(See chapter 3 for discussion of the first two types of action at the tactical group, division, and brigade
level.) A strike is an offensive action that rapidly destroys a key enemy organization through a synergistic
combination of massed precision fires and maneuver (see FM 7-100.1 for more detail).
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1-57. The OPFOR’s types of defensive action also are both tactical methods and guides to the design of
operational COAs. The two basic types are maneuver defense and area defense. An OSC defensive
operation plan may include subordinate units that are executing various combinations of maneuver and
area defenses, along with some offensive COAs, within the overall defensive mission framework. (See
chapter 4 for discussion of the same types of defensive action at the tactical group, division, and brigade
level.)

SYSTEMS WARFARE

1-58. The OPFOR defines a system as a set of different elements so connected or related as to perform a
unique function not performable by the elements or components alone. The essential ingredients of a
system include—

e The components.

e The synergy among components and other systems.

e Some type of functional boundary separating it from other systems.

Therefore, a “system of systems” is a set of different systems so connected or related as to produce results
unachievable by the individual systems alone. The OPFOR views the OE, the battlefield, the State’s own
instruments of power, and an opponent’s instruments of power as a collection of complex, dynamic, and
integrated systems composed of subsystems and components.

PRINCIPLE

1-59. The primary principle of systems warfare is the identification and isolation of the critical subsystems
or components that give the opponent the capability and cohesion to achieve his aims. While the
aggregation of these subsystems or components is what makes the overall system work, the
interdependence of these subsystems is also a potential vulnerability. The focus is on disaggregating the
system by attacking critical subsystems in a way that will degrade or destroy the use, effectiveness, or
importance of the overall system. Systems warfare has applicability or impact at all three levels of warfare.

APPLICATION AT THE STRATEGIC LEVEL

1-60. At the strategic level, the instruments of national power and their application are the focus of
analysis. National power is a system of systems in which the instruments of national power work together
to create a synergistic effect. Each instrument of power (diplomatic-political, informational, economic, and
military) is also a collection of complex and interrelated systems.

1-61. The State clearly understands how to analyze and locate the critical components of its own
instruments of power. It will aggressively aim to protect its own systems from attack or vulnerabilities. It
also understands that an adversary’s instruments of power are similar to the State’s. Thus, at the strategic
level, the State can use the OPFOR and its other instruments of power to counter or target the systems and
subsystems that make up an opponent’s instruments of power. The primary purpose is to subdue, control,
or change the opponent’s behavior.

1-62. If an opponent’s strength lies in his military power, the State and the OPFOR can attack the other
instruments of power as a means of disaggregating or disrupting the enemy’s system of national power.
Thus, it is possible to render the overall system ineffective without necessarily having to defeat the
opponent militarily.

APPLICATION AT THE OPERATIONAL LEVEL

1-63. At the operational level, the application of systems warfare pertains only to the use of armed forces
to achieve a result. Therefore, the “system of systems” in question at this level is the combat system of the
OPFOR and/or the enemy.
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Combat System

1-64. A combat system (see figure 1-7 on page 1-14) is the “system of systems” that results from the
synergistic combination of four basic subsystems that are integrated to achieve a military function. The
subsystems are as follows:
o Combat forces—such as main battle tanks, infantry fighting vehicles (IFVs) and/or armored
personnel carriers (APCs), or infantry.
e Combat support forces—such as artillery, surface-to-surface missiles (SSMs), air defense,
engineers, and direct air support.
Logistics forces—such as transportation, ammunition, fuel, rations, maintenance, and medical.

C2 and reconnaissance, intelligence, surveillance and target acquisition (RISTA)—such as
headquarters, signal nodes, satellite downlink sites, and reconnaissance sensors.

COMBAT LOGISTICS
FORCES FORCES
Examples: Examples:
Tanks, Transportation,
IFVs/APCs, Ammunition,
Infantry Fuel,
Rations,
COMBAT Maintenance,
SYSTEM Medical
COMBAT C2 AND
SUPPORT RISTA
FORCES
Examples: Examples:
Atrtillery, Headquarters,
SSMs, Signal Nodes,
Air Defense, Satellite Downlinks,
Engineers, Reconnaissance
Direct Air Support Sensors

Figure 1-7. Combat system

1-65. The combat system is characterized by interaction and interdependence among its subsystems.
Therefore, the OPFOR will seek to identify key subsystems of an enemy combat system and target them
and destroy them individually. Against a technologically superior extraregional force, the OPFOR will
often use any or all subcomponents of its own combat system to attack the most vulnerable parts of the
enemy’s combat system rather than the enemy’s strengths. For example, attacking the enemy’s logistics,
C2, and RISTA can undermine the overall effectiveness of the enemy’s combat system without having to
directly engage his superior combat and combat support forces. Aside from the physical effect, the removal
of one or more key subsystems can have a devastating psychological effect, particularly if it occurs in a
short span of time.

Planning and Execution

1-66. The systems warfare approach to combat is a means to assist the commander in the decisionmaking
process and the planning and execution of his mission. The OPFOR believes that a qualitatively and/or
quantitatively weaker force can defeat a superior foe, if the lesser force can dictate the terms of combat. It
believes that the systems warfare approach allows it to move away from the traditional attrition-based
approach to combat. It is no longer necessary to match an opponent system-for-system or capability-for-
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capability. Commanders and staffs will locate the critical component(s) of the enemy combat system,
patterns of interaction, and opportunities to exploit this connectivity. The OPFOR will seek to disaggregate
enemy combat power by destroying or neutralizing single points of failure in the enemy’s combat system.
Systems warfare has applications in both offensive and defensive contexts.

1-67. The essential step after the identification of the critical subsystems and components of a combat
system is the destruction or degradation of the synergy of the system. This may take one of three forms—

e Total destruction of a subsystem or component.
e Degradation of the synergy of components.
e The simple denial of access to critical links between systems or components.

1-68. The destruction of a critical component or link can achieve one or more of the following:
e Create windows of opportunity that can be exploited.
e Set the conditions for offensive action.
e Support a concept of operation that calls for exhausting the enemy on the battlefield.

Once the OPFOR has identified and isolated a critical element of the enemy combat system that is
vulnerable to attack, it will select the appropriate method of attack.

1-69. Today’s state-of-the-art combat and combat support systems are impressive in their ability to deliver
precise attacks at long standoff distances. However, the growing reliance of some extraregional forces on
these systems offers opportunity. For example, attacking critical ground-based C2 and RISTA nodes or
logistics systems and lines of communication (LOCs) may have a very large payoff for relatively low
investment and low risk. Modern logistics systems assume secure LOCs and voice or digital
communications. These characteristics make such systems vulnerable. Therefore, the OPFOR can greatly
reduce a military force’s combat power by attacking a logistics system that depends on “just-in-time
delivery.”

1-70. For the operational commander, the systems warfare approach to combat is not an end in itself. It is a
key component in his planning and sequencing of tactical battles and engagements aimed toward achieving
assigned strategic goals. Systems warfare supports his concept; it is not the concept. The ultimate aim is to
destroy the enemy’s will and ability to fight.

APPLICATION AT THE TACTICAL LEVEL

1-71. 1t is at the tactical level that systems warfare is executed in attacking the enemy’s combat system.
While the tactical commander may use systems warfare in the smaller sense to accomplish assigned
missions, his attack on systems normally will be in response to missions assigned him by the operational
commander.

APPLICATION ACROSS ALL TYPES OF STRATEGIC-LEVEL ACTIONS

1-72. Systems warfare is applicable against all types of opponents in all strategic-level COAs. In regional
operations, the OPFOR will seek to render a regional opponent’s systems ineffective to support his overall
concept of operation. However, this approach is especially conducive to the conduct of transition and
adaptive operations. The very nature of this approach lends itself to adaptive and creative options against
an adversary’s technological overmatch.

RELATIONSHIP TO THE C2 PROCESS

1-73. The systems warfare approach to combat is an important part of OPFOR planning. It serves as a
means to analyze the OPFOR’s own combat system and how it can use the combined effects of this system
to degrade the enemy’s combat system. The OPFOR believes that the approach allows its decisionmakers
to be anticipatory rather than reactive.
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THE ROLE OF PARAMILITARY FORCES IN OPERATIONS

1-74. Paramilitary forces are those organizations that are distinct from the regular armed forces but
resemble them in organization, equipment, training, or purpose. Basically, any organization that
accomplishes its purpose, even partially, through the force of arms could be considered a paramilitary
organization. These organizations can be part of a government infrastructure or operate outside of any
government or any institutionalized controlling authority.

1-75. The OPFOR views these organizations as assets that can be used to its advantage in time of war.
Within its own structure, the OPFOR has formally established this concept by assigning the Internal
Security Forces, part of the Ministry of the Interior in peacetime, to the SHC during wartime. Additionally,
the OPFOR cultivates relationships with and covertly supports nongovernment paramilitary organizations
to achieve common goals while at peace and to have a high degree of influence on them when at war.

1-76. The primary paramilitary organizations are the Internal Security Forces, irregular forces, and
criminal organizations. The degree of control the OPFOR has over these organizations varies from
absolute, in the case of the Internal Security Forces, to tenuous when dealing with irregular forces and
criminal organizations. In the case of those organizations not formally tied to the OPFOR structure, control
can be enhanced through the exploitation of common interests and ensuring that these organizations see
personal gain in supporting OPFOR goals. Common interests may result in the State’s regular military
forces acting as part of the HT, which also includes irregular forces and/or criminal elements.

1-77. The OPFOR views the creative use of these organizations as a means of providing depth and
continuity to its operations. A single attack by an irregular force will not in itself win the war. However,
the use of paramilitary organizations to carry out a large number of planned actions, in support of strategy
and operations, can play an important part in assisting the OPFOR in achieving its goals. These actions,
taken in conjunction with other adaptive actions, can also supplement a capability degraded due to enemy
superiority.
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Chapter 2
Command and Control

This chapter focuses on tactical command and control (C2). It explains how the
OPFOR expects to direct the forces and actions described in other chapters of this
TC. Most important, it shows how OPFOR commanders and staffs think and work. In
modern war, the overriding need for speedy decisions to seize fleeting opportunities
drastically reduces the time available for decisionmaking and for issuing and
implementing orders. Moreover, the tactical situation is subject to sudden and radical
changes, and the results of combat are more likely to be decisive than in the past.
OPFOR C2 participants, processes, and systems are designed to operate effectively
and efficiently in this environment.

CONCEPT AND PRINCIPLES

2-1. The OPFOR defines command and control as the actions of commanders, command groups, and
staffs of military headquarters to maintain continual combat readiness and combat efficiency of forces, to
plan and prepare for combat operations, and to provide leadership and direction during the execution of
assigned missions. It views the C2 process as the means for assuring both command (establishing the aim)
and control (sustaining the aim). The OPFOR’s tactical C2 concept is based on the following key
principles:

MISSION TACTICS

2-2. OPFOR tactical units focus on the purpose of their tactical missions. They continue to act on that
purpose even when the details of an original plan have become irrelevant through enemy action or
unforeseen events.

FLEXIBILITY THROUGH BATTLE DRILL

2-3. True flexibility comes from soldiers in tactical units understanding basic battlefield functions to such
a degree that they are second nature. Battle drills are not viewed as a restrictive methodology. Only when
common battlefield functions can be performed rapidly without further guidance or orders do tactical
commanders achieve the flexibility to modify the plan on the move.

ACCOUNTING FOR MISSION DYNAMICS

2-4. The OPFOR recognizes that enemy action and battlefield conditions may make the originally selected
mission irrelevant and require an entirely new mission be acted upon without an intermediate planning
session. An example would be an OPFOR fixing force that finds itself the target of an enemy fixing
action. To continue solely as a fixing force would actually assist the enemy in achieving his mission. In
this case, the OPFOR unit might choose to change its task organization on the move and allocate a part of
the fixing force to the exploitation force and use a smaller amount of combat power to keep the enemy
fixing force from being able to influence the fight. OPFOR tactical headquarters constantly evaluate the
situation to determine if the mission being executed is still relevant and, if not, to advise the commander
on how best to shift to a relevant course of action. Each situation requires the commander at each level of
command to act flexibly, exercising his judgment as to what best meets and sustains the aim of his
superior.
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COMMAND AND SUPPORT RELATIONSHIPS

2-5. OPFOR units are organized using four command and support relationships, summarized in table 2-1
and described in the following paragraphs. These relationships may shift during the course of an operation
in order to best align the force with the tasks required. The general category of subordinate units includes
both constituent and dedicated relationships; it can also include interagency and multinational (allied)

subordinates.
Table 2-1. Command and support relationships

Relationship Commanded by Logistics from Positioned by Priorities from
Constituent Gaining Gaining Gaining Gaining
Dedicated Gaining Parent Gaining Gaining
Supporting Parent Parent Supported Supported
Affiliated Self Self or “Parent” Self Mutual Agreement

CONSTITUENT

2-6. Constituent units are those forces assigned directly to a unit and forming an integral part of it. They
may be organic to the table of organization and equipment (TOE) of the administrative force structure
forming the basis of a given unit, assigned at the time the unit was created, or attached to it after its
formation.

DEDICATED

2-7. Dedicated is a command relationship identical to constituent with the exception that a dedicated unit
still receives logistics support from a parent headquarters of similar type. An example of a dedicated unit
would be the case where a specialized unit, such as an attack helicopter company, is allocated to a brigade
tactical group (BTG). The base brigade does not possess the technical experts or repair facilities for the
aviation unit’s equipment. However, the dedicated relationship permits the company to execute missions
exclusively for the BTG while still receiving its logistics support from its parent organization. In OPFOR
plans and orders, the dedicated command and support relationship is indicated by (DED) next to a unit
title or symbol.

SUPPORTING

2-8. Supporting units continue to be commanded by and receive their logistics from their parent
headquarters, but are positioned and given mission priorities by their supported headquarters. This
relationship permits supported units the freedom to establish priorities and position supporting units while
allowing higher headquarters to rapidly shift support in dynamic situations. An example of a supporting
unit would be a multiple rocket launcher battalion supporting a BTG for a particular phase of an operation
but ready to rapidly transition to a different support relationship when the BTG becomes the division
tactical group (DTG) reserve in a later phase. The supporting unit does not necessarily have to be within
the supported unit’s area of responsibility (AOR). In OPFOR plans and orders, the supporting command
and support relationship is indicated by (SPT) next to a unit title or symbol.

AFFILIATED

2-9. Affiliated organizations are those operating in a unit’s AOR that the unit may be able to sufficiently
influence to act in concert with it for a limited time. No “command relationship” exists between an
affiliated organization and the unit in whose AOR it operates. Affiliated organizations are typically
nonmilitary or paramilitary groups such as criminal cartels or insurgent organizations. In some cases,
affiliated forces may receive support from the DTG or BTG as part of the agreement under which they
cooperate. Although there will typically be no formal indication of this relationship in OPFOR plans and
orders, in rare cases (AFL) is used next to unit titles or symbols.
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Note. In organization charts, the affiliated status is reflected by a dashed (rather than solid) line
connecting the affiliated force to the unit with which it is affiliated (see the examples in figures
2-1 and 2-2). This is not to be confused with dashed boxes, which indicate additional units that
may or may not be present.

TACTICAL-LEVEL ORGANIZATIONS

2-10. OPFOR tactical organizations fight battles and engagements. They execute the combat actions
described in the remainder of this TC.

2-11. In the OPFOR’s administrative force structure (AFS), the largest tactical-level organizations are
divisions and brigades. In peacetime, they are often subordinate to a larger, operational-level
administrative command. However, a service of the Armed Forces might also maintain some separate
single-service tactical-level commands (divisions, brigades, or battalions) directly under the control of
their service headquarters. (See FM 7-100.4.) For example, major tactical-level commands of the Air
Force, Navy, Strategic Forces, and the Special-Purpose Forces (SPF) Command often remain under the
direct control of their respective service component headquarters. The Army component headquarters may
retain centralized control of certain elite elements of the ground forces, including airborne units and Army
SPF. This permits flexibility in the employment of these relatively scarce assets in response to national-
level requirements.

2-12. For these tactical-level organizations (division and below), the organizational directories of
FM 7-100.4 contain standard “TOE” structures of the AFS. However, these administrative groupings
normally differ from the OPFOR’s go-to-war (fighting) force structure. (See FM 7-100.4 on task-
organizing.)

DIVISIONS

2-13. In the OPFOR’s AFS, the largest tactical formation is the division. Divisions are designed to be
able to—
e Serve as the basis for forming a DTG, if necessary. (See discussion of Tactical Groups, below.)
e With or without becoming a DTG, fight as part of an operational-strategic command (OSC) or
an organization from the AFS (such as army or military region) or as a separate unit in a field
group (FQG).
Sustain independent combat operations over a period of several days.
Integrate interagency forces up to brigade or group size.
Execute all of the actions discussed in this TC.

Integrated Fires Command

2-14. The integrated fires command (IFC) is a combination of a standing C2 structure and task-
organizing of constituent and dedicated fire support units. Division or DTG and above have IFCs.
Brigades, BTGs, and below do not. All division-level and above OPFOR organizations possess an IFC C2
structure—staff, command post (CP), communications and intelligence architecture, and automated fire
control system. The IFC exercises C2 of all constituent and dedicated fire support assets retained by its
level of command. This includes army aviation, artillery, and missile units. It also exercises C2 over all
reconnaissance, intelligence, surveillance, and target acquisition (RISTA) assets allocated to it. (See
chapter 9 for more detail on the IFC.)

Note. Based on mission requirements, the division or DTG (or above) commander may also
place maneuver forces under the command of the IFC commander. One possibility would be for
the IFC CP to command the disruption force, the exploitation force, or any other functional
force whose actions must be closely coordinated with fires delivered by the IFC.
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Integrated Support Command

2-15. The integrated support command (ISC) is the aggregate of combat service support units (and
perhaps some combat support units) organic to a division and additional assets allocated from the AFS to
a DTG. It contains such units that the division or DTG does not suballocate to lower levels of command in
a constituent or dedicated relationship. The division or DTG further allocates part of its ISC units as an
integrated support group (ISG) to support its IFC, and the remainder supports the rest of the division or
DTG, as a second ISG.

2-16. For organizational efficiency, combat service support units may be grouped in this ISC and its
ISGs, although they may support only one of the major units of the division or DTG or its IFC.
Sometimes, an ISC or ISG might also include units performing combat support tasks (such as chemical
warfare, engineer, or law enforcement) that support the division or DTG and its IFC. (See chapter 14 for
more detail on the ISC and ISG.)

MANEUVER BRIGADES

2-17. The OPFOR’s basic combined arms unit is the maneuver brigade. In the AFS, maneuver brigades
are typically constituent to divisions, in which case the OPFOR refers to them as divisional brigades.
However, some are organized as separate brigades, designed to have greater ability to accomplish
independent missions without further allocation of forces from higher-level tactical headquarters. In
OPFOR plans and orders, the status of separate brigades may be indicated by (Sep) next to a unit title or
symbol. Similarly, a brigade that is part of a division may be marked as (Div) in order to distinguish it
from a separate brigade.

2-18. Maneuver brigades are designed to be able to—
Serve as the basis for forming a BTG, if necessary.
Fight as part of a division or DTG.

Fight as a separate unit in an OSC, an organization from the AFS (such as army, corps, or
military district), or an FG.

Sustain independent combat operations over a period of 1 to 3 days.
Integrate interagency forces up to battalion size.
Execute all of the actions discussed in this TC.

TACTICAL GROUPS

2-19. A tactical group is a task-organized division or brigade that has received an allocation of
additional land forces in order to accomplish its mission. These additional forces may come from within
the Ministry of Defense, from the Ministry of the Interior, or from affiliated forces. Typically, these assets
are initially allocated to an OSC or FG, which further allocates them to its tactical subordinates. The
purpose of a tactical group is to ensure unity of command for all land forces in a given AOR. Tactical
groups formed from divisions are division tactical groups (DTGs) and those from brigades are brigade
tactical groups (BTGs). A DTG may fight as part of an OSC or as a separate unit in an FG. A BTG may
fight as part of a division or DTG or as a separate unit in an OSC or FG. Figures 2-1 and 2-2 give
examples of the types of units that could comprise possible DTG and BTG organizations.

2-20. In addition to augmentation received from a higher command, a DTG or BTG normally retains the
assets that were originally subordinate to the division or brigade that served as the basis for the tactical
group. However, it is also possible that the higher command could use units from one division or brigade
as part of a tactical group that is based on another division or brigade.

Note. Any division or brigade receiving additional assets from a higher command becomes a
DTG or BTG.
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Figure 2-1. Possible DTG organization (example)
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Figure 2-2. Possible BTG organization (example)

2-21. The division that serves as the basis for a DTG may have some of its brigades task-organized as
BTGs. However, just the fact that a division becomes a DTG does not necessarily mean that it forms
BTGs. A DTG could augment all of its brigades, or one or two brigades, or none of them as BTGs. A
division could augment one or more brigades into BTGs, using the division’s own constituent assets,
without becoming a DTG. If a division receives additional assets and uses them all to create one or more
BTGs, it is still designated as a DTG. Within a DTG or BTG, some battalions and companies may become
task-organized as detachments, while others retain their original structures. (See discussion of
Detachments, below.)
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Note. Unit symbols for all OPFOR units use the diamond-shaped frame. All OPFOR task
organizations use the “task force” symbol placed over the “echelon” (unit size) modifier above
the diamond frame. When there is a color capability, there are two options for use of red: all
parts of the symbol that would otherwise be black can use red, or the diamond can have red fill
color with the frame and other parts of the symbol in black. (See figures 2-3 through 2-5 and
also figures 2-10 through 2-14 on pages 2-9 through 2-11 for examples.)

2-22. Unit symbols for tactical groups show the unit type and size of the “base” unit (division or
brigade) around which the task organization was formed and whose headquarters serves as the
headquarters for the tactical group. Figures 2-3 through 2-5 show examples of unit symbols for various
types of OPFOR tactical groups.

[ xX] [xXI [ xX]
&> o o or

Figure 2-3. Motorized infantry-based DTG symbol

XX] [XX] [XX]
& o« & = @

Figure 2-4. Mechanized infantry-based DTG symbol

[ X1 [ X1 [ x|

OR OR

Figure 2-5. Tank-based BTG symbol
BATTALIONS

2-23. In the OPFOR’s force structure, the basic unit of action is the battalion. (See figure 2-6.)
Battalions are designed to be able to—
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Serve as the basis for forming a battalion-size detachment (BDET), if necessary. (See discussion
of Detachments below.)

Fight as part of a brigade, BTG, division, or DTG.

Execute basic combat missions as part of a larger tactical force.

Plan for operations expected to occur 6 to 24 hours in the future.

Execute all of the tactical actions discussed in this TC.

MECHANIZED
INFANTRY
BN (IFV)
MECHANIZED SP MORTAR/ RECON

BATTALION INFANTRY COMBO GUN PLATOON
HQ CO (IFV) BTRY (120-mm) (Tracked)
WEAPONS MANPADS SIGNAL NOPEORT
PLATOON PLATOON PLATOON PLATOON

COMPANIES

Figure 2-6. Battalion example

2-24. In the OPFOR’s force structure, the largest unit without a staff is the company. In fire support
units, this level of command is commonly called a battery. (See figure 2-7.) Companies are designed to be

able to—

Serve as the basis for forming a company-size detachment (CDET), if necessary. (See
discussion of Detachments below.)

Fight as part of a battalion, BDET, brigade, BTG, division, or DTG.

Execute tactical tasks. (A company will not normally be asked to perform two or more tactical
tasks simultaneously.)

ANTITANK
GUN
BATTERY

BATTERY CONTROL FIRING TR'XI\S-SFSORRT
HQ SECTION PLATOON SECTION

9 December 2

Figure 2-7. Company (battery) example
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DETACHMENTS

2-25. A detachment is a battalion or company designated to perform a specific mission and allocated the
forces necessary to do so. (See figures 2-8 and 2-9.) Detachments are the smallest combined arms
formations and are, by definition, task-organized. To further differentiate, detachments built from
battalions can be termed battalion-size detachments (BDETs), and those formed from companies can be
termed company-size detachments (CDETs). The forces allocated to a detachment suit the mission
expected of it. They may include—

Artillery or mortar units.

Air defense units.
Engineer units (with obstacle, survivability, or mobility assets).

Heavy weapons units (including heavy machineguns, automatic grenade launchers, and antitank

guided missiles).

Units with specialty equipment such as flame weapons, specialized reconnaissance assets, or

helicopters.

Interagency forces up to company size for BDETS, or platoon size for CDETs.

Chemical defense, antitank, medical, logistics, signal, and electronic warfare units.

BDETs can accept dedicated and supporting SPF, aviation (combat helicopter, transport helicopter), and

unmanned aerial vehicle units.

BDET

BATTALION
(BASE)

ADDITIONAL
COMPANIES

ADDITIONAL | r
PLATOONS
|

INTER-
UNITS

Figure 2-8. Battalion-size detachment (BDET) example

CDET
COMPANY ADDITIONAL ADDIMONAL e 1 ey |
1 | AGENCY |
(BASE) PLATOONS SQUADS |I! | UNITS |
S
|

Figure 2-9. Company-size detachment (CDET) example

2-26. The basic type of OPFOR detachment—whether formed from a battalion or a company—is the
independent mission detachment (IMD). IMDs are formed to execute missions that are separated in space

TC 7-100.2
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and/or time from those being conducted by the remainder of the forming unit. IMDs can be used for a
variety of missions, some of which are listed here as examples:

e Seizing key terrain.

Linking up with airborne or heliborne forces.
Conducting tactical movement on secondary axes.
Pursuing or enveloping an enemy force.

Conducting a raid or ambush.

2-27. Other types of detachments and their uses are described in subsequent chapters. These
detachments include—

e Counterreconnaissance detachment. (See chapter 5.)
Urban detachment. (See chapter 5.)

Security detachment. (See chapter 5.)
Reconnaissance detachment. (See chapter 7).
Movement support detachment. (See chapter 12.)
Obstacle detachment. (See chapter 12.)

2-28. Unit symbols for detachments show the unit type and size of the “base” unit (battalion or
company) around which the task organization was formed and whose headquarters serves as the
headquarters for the detachment. Figures 2-10 through 2-12 on pages 2-9 and 2-10 show examples of unit
symbols for various types of OPFOR detachments.

Figure 2-10. Heliborne infantry-based BDET symbol

(111 N (111

OR OR

Figure 2-11. Attack helicopter-based BDET symbol
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OR OR

Figure 2-12. Mechanized infantry-based CDET symbol

PLATOONS AND SQUADS

2-29. In the OPFOR’s force structure, the smallest unit typically expected to conduct independent fire
and maneuver is the platoon. Platoons are designed to be able to—
e Serve as the basis for forming a functional element or patrol.
e Fight as part of a company, battalion, or detachment.
e Execute tactical tasks. (A platoon will not be asked to perform two or more tactical tasks
simultaneously.)
e Exert control over a small riot, crowd, or demonstration.

2-30. Platoons and squads within them can be task-organized for specific missions. Figures 2-13 and
2-14 show examples of unit symbols for various types of OPFOR task-organized platoons and squads.

Figure 2-13. Tank-based task-organized platoon symbol

[o] (o] (o]

OR OR

Figure 2-14. Motorized infantry-based task-organized squad symbol
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ORGANIZING THE TACTICAL BATTLEFIELD

2-31. The OPFOR organizes the battlefield in such a way that it can rapidly transition between offensive
and defensive actions and between linear and nonlinear dispositions. This flexibility can help the OPFOR
adapt and change the nature of conflict to something for which the enemy is not prepared.

2-32. In his combat order, the commander specifies the organization of the battlefield from the
perspective of his level of command. Within his unit’s AOR, as defined by the next-higher commander,
he designates specific AORs for his subordinates, along with zones, objectives, and axes related to his
own overall mission.

AREAS OF RESPONSIBILITY

2-33. The OPFOR defines an area of responsibility (AOR) as the geographical area and associated
airspace within which a commander has the authority to plan and conduct combat operations. An AOR is
bounded by a limit of responsibility (LOR) beyond which the organization may not operate or fire without
coordination through the next-higher headquarters. AORs may be linear or nonlinear in nature. Linear
AORs may contain subordinate nonlinear AORs and vice versa. (See figures 2-15 through 2-18 on pages
2-12 and 2-13 for examples of tactical-level AORs. See chapters 3 and 4 for additional examples of AORs
and zones in offense and defense.)

2-34. A combat order normally defines AORs (and zones within them) by specifying boundary lines in
terms of distinct local terrain features through which a line passes. The order specifies whether each of
those terrain features is included or excluded from the unit’s AOR or zones within it. Normally, a
specified terrain feature is included unless the order identifies it as “excluded.” For example, the left
boundary of the DTG AOR in figure 2-16 on page 2-12 runs from hill 108, to hill 250 (excluded), to
junction of highway 52 and road 98, to the well. That example also illustrates that, even in a linear AOR,
not all boundaries have to be straight lines.

2-35. Tt is possible, although not likely, that a higher commander may retain control of airspace over a
lower commander’s AOR. This would be done through the use of standard airspace management
measures.

ZONES

2-36. AORs typically consist of three basic zones: battle zone, disruption zone, and support zone. An
AOR may also contain one or more attack zones and/or kill zones. The various zones in an AOR have the
same basic purposes within each type of offensive and defensive action. Zones may be linear or nonlinear
in nature. The size of these zones depends on the size of the OPFOR units involved, engagement ranges
of weapon systems, the terrain, and the nature of the enemy’s operation. Within the LOR, the OPFOR
normally refers to two types of control lines. The support line separates the support zone from the battle
zone. The battle line separates the battle zone from the disruption zone.

2-37. An AOR is not required to have any or all of these zones in any particular situation. A command
might have a battle zone and no disruption zone. It might not have a battle zone, if it is the disruption
force of a higher command. If it is able to forage, it might not have a support zone. The intent of this
method of organizing the battlefield is to preserve as much flexibility as possible for subordinate units
within the parameters that define the aim of the senior commander. An important feature of the basic
zones in an AOR is the variations in actions that can occur within them in the course of a specific battle.
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Figure 2-16. Linear AOR (example 2)
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Figure 2-18. Nonlinear AOR (example 2)
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Disruption Zone

2-38. The disruption zone is the AOR of the disruption force. It is that geographical area and airspace in
which the unit’s disruption force will conduct disruption tasks. This is where the OPFOR will set the
conditions for successful combat actions by fixing enemy forces and placing long-range fires on them.
Units in this zone begin the attack on specific components of the enemy’s combat system, to begin the
disaggregation of that system. Successful actions in the disruption zone will create a window of
opportunity that is exploitable in the battle zone.

2-39. Specific actions in the disruption zone can include—

e Attacking the enemy’s engineer elements. This can leave his maneuver force unable to continue
effective operations in complex terrainr—exposing them to destruction by forces in the battle
zone.

e Stripping away the enemy’s reconnaissance assets while denying him the ability to acquire and
engage OPFOR targets with deep fires. This includes an air defense effort to deny aerial attack
and reconnaissance platforms from targeting OPFOR forces.

Forcing the enemy to deploy early or disrupting his offensive preparations.
Gaining and maintaining reconnaissance contact with key enemy elements.
Deceiving the enemy as to the disposition of OPFOR units.

2-40. The disruption zone is bounded by the battle line and the LOR of the overall AOR. In linear
offensive combat, the higher headquarters may move the battle line and LOR forward as the force
continues successful offensive actions. Thus, the boundaries of the disruption zone will also move
forward during the course of a battle. (See the example in figure 2-16 on page 2-12.) The higher
commander can push the disruption zone forward or outward as forces adopt a defensive posture while
consolidating gains at the end of a successful offensive battle and/or prepare for a subsequent offensive
battle. Disruption zones may be contiguous or noncontiguous. They can also be “layered,” in the sense
that one command’s disruption zone is part of the disruption zone of the next-higher command. (See an
example of this layering in figure 2-17 on page 2-13.)

2-41. Battalions and below do not typically have their own disruption zones. However, they may
conduct actions within the disruption zone of a higher command.

Battle Zone

214

2-42. The battle zone is the portion of the AOR where the OPFOR expects to conduct decisive actions.
Forces in the battle zone will exploit opportunities created by actions in the disruption zone. Using all
elements of combat power, the OPFOR will engage the enemy in close combat to achieve tactical decision
in this zone.

2-43. In the battle zone, the OPFOR is typically trying to accomplish one or more of the following:
Create a penetration in the enemy defense through which exploitation forces can pass.
Draw enemy attention and resources to the action.

Seize terrain.

Inflict casualties on a vulnerable enemy unit.

Prevent the enemy from moving a part of his force to impact OPFOR actions elsewhere on the
battlefield.

2-44. A division or DTG does not always form a division- or DTG-level battle zone per se—that zone
may be the aggregate of the battle zones of its subordinate units. In nonlinear situations, there may be
multiple, noncontiguous brigade or BTG battle zones, and within each the division or DTG would assign
a certain task to the unit charged to operate in that space. The brigade or BTG battle zone provides each of
those subordinate unit commanders the space in which to frame his actions. Battalion and below units
often have AORs that consist almost entirely of battle zones with a small support zone contained within
them.
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2-45. The battle zone is separated from the disruption zone by the battle line and from the support zone
by the support line. In the offense, the commander may adjust the location of these lines in order to
accommodate successful offensive action. In a linear situation, those lines can shift forward during the
course of a successful attack. Thus, the battle zone would also shift forward. (For an example of this, see
figure 2-16 on page 2-12.)

Support Zone

2-46. The support zone is that area of the battlefield designed to be free of significant enemy action and
to permit the effective logistics and administrative support of forces. Security forces will operate in the
support zone in a combat role to defeat enemy special operations forces. Camouflage, concealment, cover,
and deception (C3D) measures will occur throughout the support zone to protect the force from standoff
RISTA and precision attack. A division or DTG support zone may be dispersed within the support zones
of subordinate brigades or BTGs, or the division or DTG may have its own support zone that is separate
from subordinate AORs. If the battle zone moves during the course of a battle, the support zone would
move accordingly. The support zone may be in a sanctuary that is noncontiguous with other zones of the
AOR.

Attack Zone

2-47. An attack zone is given to a subordinate unit with an offensive mission, to delineate clearly where
forces will be conducting offensive maneuver. Attack zones are often used to control offensive action by a
subordinate unit inside a larger defensive battle or operation.

Kill Zone

2-48. A kill zone is a designated area on the battlefield where the OPFOR plans to destroy a key enemy
target. A kill zone may be within the disruption zone or the battle zone. In the defense, it could also be in
the support zone.

FUNCTIONAL ORGANIZATION OF FORCES AND ELEMENTS

2-49. An OPFOR commander specifies in his combat order the initial organization of forces or elements
within his level of command, according to the specific functions he intends his various subordinate units to
perform. At brigade or BTG and above, the subordinate units performing these functions are referred to as
forces, while at battalion or BDET and below, they are called elements.

Note. This portion of chapter 2 provides a brief overview of functional organization as a key
part of the OPFOR C2 process. This provides a common language and a clear understanding of
how the commander intends his subordinates to fight functionally. Thus, subordinates that
perform common tactical tasks such as disruption, fixing, assault, exploitation, security,
deception, or main defense are logically designated as disruption, fixing, assault, exploitation,
security, deception, or main defense forces or elements. OPFOR commanders prefer using the
clearest and most descriptive term to avoid any confusion. For more detailed discussion and
examples of the roles of various functional forces and elements in offense and defense, see
chapters 3 and 4, respectively.

2-50. The OPFOR organizes and designates various forces and elements according to their function in the
planned offensive or defensive action. A number of different functions must be executed each time an
OPFOR unit attempts to accomplish a mission. The functions do not change, regardless of where the force
or element might happen to be located on the battlefield. However, the function (and hence the functional
designation) of a particular force or element may change during the course of the battle. The use of precise
functional designations for every force or element on the battlefield allows for a clearer understanding by
subordinate units of the distinctive functions their commander expects them to perform. It also allows each
force or element to know exactly what all of the others are doing at any time. This knowledge facilitates
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the OPFOR’s ability to make quick adjustments and to adapt very rapidly to shifting tactical situations.
This practice also assists in a more comprehensive planning process by eliminating the likelihood of some
confusion (especially on graphics) of who is responsible for what. Omissions and errors are much easier to
spot using these functional labels rather than relying on unit designators, numbers, or code words.

Note. A unit or group of units designated as a particular functional force or element may also be
called upon to perform other, more specific functions. Therefore, the function of that force or
element, or part(s) of it, may be more accurately described by a more specific functional
designation. For example, a disruption force generally “disrupts,” but also may need to “fix” a
part of the enemy forces. In that case, the entire disruption force could become the fixing force,
or parts of that force could become fixing elements.

2-51. The various functions required to accomplish any given mission can be quite diverse. However, they
can be broken down into two very broad categories: action and enabling.

ACTION FORCES AND ELEMENTS

2-52. One part of the unit or grouping of units conducting a particular offensive or defensive action is
normally responsible for performing the primary function or task that accomplishes the overall mission
goal or objective of that action. In most general terms, therefore, that part can be called the action force or
action element. In most cases, however, the higher unit commander will give the action force or element a
more specific designation that identifies the specific function or task it is intended to perform, which
equates to achieving the objective of the higher command’s mission.

2-53. For example, if the objective of the action at detachment level is to conduct a raid, the element
designated to complete that action may be called the raiding element. In offensive actions at brigade or
BTG and higher, a force that completes the primary offensive mission by exploiting a window of
opportunity created by another force is called the exploitation force. In defensive actions, the unit or
grouping of units that performs the main defensive mission in the battle zone is called the main defense
force or main defense element. However, in a maneuver defense, the main defensive action is executed by a
combination of two functional forces: the contact force and the shielding force.

ENABLING FORCES AND ELEMENTS

2-54. In relation to the action force or element, all other parts of the organization conducting an offensive
or defensive action provide enabling functions of various kinds. In most general terms, therefore, each of
these parts can be called an enabling force or enabling element. However, each subordinate force or
element with an enabling function can be more clearly identified by the specific function or task it
performs. For example, a force that enables by fixing enemy forces so they cannot interfere with the
primary action is a fixing force. Likewise, an element that clears obstacles to permit an action element to
accomplish a detachment’s tactical task is a clearing element.

2-55. Other types of enabling forces or elements designated by their specific function may include—

® Disruption force or element. Operates in the disruption zone; disrupts enemy preparations or
actions; destroys or deceives enemy reconnaissance; begins reducing the effectiveness of key
components of the enemy’s combat system.

e [Fixing force or element. Fixes the enemy by preventing a part of his force from moving from a
specific location for a specific period of time, so it cannot interfere with the primary OPFOR
action.

®  Security force or element. Provides security for other parts of a larger organization, protecting
them from observation, destruction, or becoming fixed.

® Deception force or element. Conducts a deceptive action (such as a demonstration or feint) that
leads the enemy to act in ways prejudicial to enemy interests or favoring the success of an
OPFOR action force or element.
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® Support force or element. Provides support by fire; other combat or combat service support; or
C2 functions for other parts of a larger organization.

OTHER FORCES AND ELEMENTS

2-56. In initial orders, some subordinates are held in a status pending determination of their specific
function. At the commander’s discretion, some forces or elements may be held out of initial action, in
reserve, so that he may influence unforeseen events or take advantage of developing opportunities. These
are designated as reserves (reserve force or reserve element). If and when such units are subsequently
assigned a mission to perform a specific function, they receive the appropriate functional force or element
designation. For example, a reserve force in a defensive operation might become the counterattack force.

2-57. In defensive actions, there may be a particular unit or grouping of units that the OPFOR commander
wants to be protected from enemy observation or fire, to ensure that it will be available after the current
battle or operation is over. This is designated as the protected force.

COMMAND OF FORCES AND ELEMENTS

2-58. Each of the separate functional forces or elements—even when it involves a grouping of multiple
units—has an identified commander. This is often the senior commander of the largest subordinate unit
assigned to that force or element.

Note. A patrol is a platoon- or squad-size grouping task-organized to accomplish a specific
reconnaissance and/or security mission. There are two basic types of patrol: fighting patrol and
reconnaissance patrol. Both are described in chapter 8.

HEADQUARTERS, COMMAND, AND STAFF

2-59. All OPFOR levels of command share parallel staff organization. However, command and staff
elements at various levels are tailored to match differences in scope and span of control.

DTG OR DIVISION COMMAND GROUP AND STAFF

2-60. A DTG or division headquarters includes the command group and the staff. (See figure 2-19 on
page 2-18.) These elements perform the functions required to control the activities of forces preparing for
and conducting combat.

2-61. The primary functions of headquarters are to—
® Make decisions.
® Plan combat actions that accomplish those decisions.
® Acquire and process the information needed to make and execute effective decisions.
e Support the missions of subordinates.
The commander exercises C2 functions through his command group, staff, and subordinate commanders.
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Figure 2-19. DTG or division command group and staff
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Command Group

2-62. The command group consists of the commander, deputy commander (DC), and chief of staff
(COS). Together, they direct and coordinate the activities of the staff and of subordinate forces.

Commander

2-63. The commander directs subordinate commanders and, through his staff and liaison officers,
controls any supporting elements. OPFOR commanders have complete authority over their subordinates
and overall responsibility for those subordinates’ actions. Under the fluid conditions of modern warfare,
even in the course of carefully planned actions, the commander must accomplish assigned missions on his
own initiative without constant guidance from above.

2-64. The commander is responsible for—

The combat capability of subordinate units.
The organization of combat actions.

The maintenance of uninterrupted C2.

The successful conduct of combat missions.

2-65. The commander examines and analyzes the mission he receives (that is, he determines his forces’
place in the senior commander’s concept of the battle or operation). He may do this alone or jointly with
the COS. He then gives instructions to the COS on preparing his forces and staff for combat. He also
provides instructions about the timing of preparations. The commander makes his own assessment of
intelligence data supplied by the chief of intelligence. Then, with advice from all the primary staff
officers, he makes an assessment of his own forces. After discussing his deductions and proposals with
the operations officer and his staff, the commander reaches a decision, issues combat missions to
subordinates, and gives instructions about planning the battle. He then directs coordination within his
organization and with adjacent forces and other elements operating in his AOR.

2-66. During the course of combat, the commander must constantly evaluate the changing situation,
predict likely developments, and issue new combat missions in accordance with his vision of the
battlefield. He also keeps his superiors informed as to the situation and character of friendly and enemy
actions and his current decisions.

Deputy Commander

2-67. In the event the commander is killed or incapacitated, the deputy commander (DC) would assume
command. Barring that eventuality, the primary responsibility of the DC of a DTG or division is to
command the IFC. As IFC commander, he is responsible for executing tactical-level fire support in a
manner consistent with the commander’s intent.

Chief of Staff

2-68. Preeminent among OPFOR staff officers is the chief of staff (COS) position (found at every level
from the General Staff down to battalion). He exercises direct control over the primary staff. During
combat, he is in charge of the main CP when the commander moves to the forward CP. He has the power
to speak in the name of the commander and DC, and he normally countersigns all written orders and
combat documents originating from the commander’s authority. He alone has the authority to sign orders
for the commander or DC and to issue instructions in the commander’s name to subordinate units. In
emergency situations, he can make changes in the tasks given to subordinate commanders. Thus, it is vital
that he understands not merely the commander’s specific instructions but also his general concept and
train of thought. He controls the battle during the commander’s absences.

2-69. The COS is a vital figure in the C2 structure. His role is to serve as the director of staff planning
and as coordinator of all staff inputs that assist the commander’s decisionmaking. He is the commander’s
and DC’s focal point for knowledge about the friendly and enemy situation. He has overall responsibility
for providing the necessary information for the commander to make decisions. Thus, he plays a key role
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in structuring the overall reconnaissance effort, which is a combined arms task, to meet the commander’s
information requirements.

Staff

2-70. A staff provides rapid, responsive planning for combat activity, and then coordinates and monitors
the execution of the resulting plans on behalf of the commander. Proper use of this staff allows the
commander to focus on the most critical issues in a timely manner and to preserve his energies. For
additional detail on the organization of the command group and staff, see FM 7-100.4.

2-71. The staff releases the commander from having to solve administrative and technical problems,
thereby allowing him to concentrate on the battle. The primary function of the staff is to plan and prepare
for combat. Evaluation and knowledge of the operational environment is fundamental to the
decisionmaking process and the direction of troops. After the commander makes the decision, the staff
must organize, coordinate, disseminate, and support the missions of subordinates. Additionally, it is their
responsibility to train and prepare troops for combat, and to monitor the pre-combat and combat
situations.

2-72. In the decisionmaking and planning process, the staff—
Prepares the data and estimates the commander uses to make a decision.
Plans and implements the basic measures for comprehensive support of a combat action.
Organizes communications with subordinate and adjacent headquarters and the next-higher
staff.
Monitors the activities of subordinate staffs.
Coordinates ongoing activity with higher-level and adjacent staffs during a battle or operation.

2-73. The staff consists of three elements: the primary staff, the secondary staff, and the functional staff.
Figure 2-19 on page 2-18 depicts the primary, secondary, and functional staff officers of a DTG or
division headquarters. (It does not show the liaison teams, which support the primary, secondary, and
functional staff.)

Primary and Secondary Staff

2-20

2-74. Each member of the primary staff heads a staff section. Within each section are two or three
secondary staff officers heading subsections subordinate to that primary staff officer.

2-75. Operations Officer. The operations officer heads the operations section, and conducts planning
and prepares plans and orders. Thus, the operations section is the principal staff section. It includes
current operations, future operations, and airspace operations subsections, as well as the functional staff.

2-76. The operations officer also serves as deputy chief of staff. He is responsible for—
Training.

Formulating and writing plans, combat orders, and important combat reports.
Monitoring the work of all other staff sections.

Remaining knowledgeable of the current situation.
e Being ready to present information and recommendations concerning the situation.

In coordination with the intelligence and information section, the operations officer keeps the commander
informed on the progress of the battle and the overall operation.

2-77. Specific duties of the operations section include—

Assisting the commander in the making and execution of combat decisions.

Collecting information concerning the situation of friendly forces.

Preparing and disseminating orders, plans and reports, summaries, and situation overlays.

Providing liaison for the exchange of information within the headquarters and with higher,
subordinate, and adjacent units.

® Organizing the main CP.
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e Organizing troop movement and traffic control.
e Coordinating the organization of reconnaissance with the intelligence and information section.

2-78. The chief of current operations is a secondary staff officer who proactively monitors the course of
current operations and coordinates the actions of forces to ensure execution of the commander’s intent. He
serves as the representative of the commander, COS, and operations officer in their absence and has the
authority to control forces in accordance with the battle plan.

2-79. The chief of future operations is a secondary staff officer who heads the planning staff and ensures
continuous development of future plans and possible branches, sequels, and contingencies. While the
commander and the chief of current operations focus on the current battle, the chief of future operations
and his subsection monitor the friendly and enemy situations and their implications for future battles.
They try to identify any developing situations that require command decisions and/or adaptive measures.
They advise the commander on how and when to make adjustments to the battle plan during the fight.
Planning for various contingencies and anticipated opportunities can facilitate immediate and flexible
response to changes in the situation.

2-80. The chief of airspace operations (CAO) is a secondary staff officer who is responsible for the
control of the division’s or DTG’s airspace. See chapters 9 and 10 for further information on his duties.

2-81. Intelligence Officer. The intelligence officer heads the intelligence and information section,
which consists of the reconnaissance subsection, the information warfare (INFOWAR) subsection, and
the communications subsection. The intelligence officer is responsible for the acquisition, synthesis,
analysis, dissemination, and protection of all information and intelligence related to and required by the
division’s or DTG’s combat actions. He ensures the commander’s intelligence requirements are met. He
provides not only intelligence on the current and future operational environment, but also insight on
opportunities for adaptive and creative responses to ongoing operations. The intelligence officer works in
close coordination with the chief of future operations to establish feedback and input for future operations
and the identification of possible windows of opportunity.

2-82. The intelligence officer also formulates the division’s or DTG’s INFOWAR plan and must
effectively task-organize his staff resources to conduct and execute INFOWAR in a manner that supports
the strategic INFOWAR plan. He is responsible for the coordination of all necessary national or theater-
level assets in support of the INFOWAR plan and executes staff supervision over the INFOWAR and
communications plans. He is supported by three secondary staff officers: the chief of reconnaissance, the
chief of INFOWAR, and the chief of communications.

2-83. The chief of reconnaissance develops reconnaissance plans, gathers information, and evaluates
data on the operational environment. During combat, he supervises the efforts of subordinate
reconnaissance units and reconnaissance staff subsections of subordinate units. Specific responsibilities of
the reconnaissance subsection include—

e Continuously collecting, analyzing, and disseminating information on the operational
environment to the commander and subordinate, higher, and adjacent units.

® Organizing reconnaissance missions, including requests for aerial reconnaissance, in
coordination with the operations section and in support of the INFOWAR plan.

Preparing the reconnaissance plan, in coordination with the operations section.
Preparing the reconnaissance portion of battle plans and combat orders.
Preparing intelligence reports.

Supervising the exploitation of captured enemy documents and materiel.
Supervising interrogation and debriefing activities throughout the command.

Providing targeting data for long-range fires.

2-84. The chief of information warfare is responsible supervising the execution of the division’s or
DTG’s INFOWAR plan. (See chapter 6 for details and components of the INFOWAR plan.) These
responsibilities include—

e Coordinating the employment of INFOWAR assets, both those subordinate to the division or
DTG and those available at higher levels.
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2-22

Planning for and supervising all information protection and security measures.

Supervising the implementation of the deception and perception management plans.

Working with the operations staff to ensure that targets scheduled for destruction support the
INFOWAR plan, and if not, resolving conflicts between INFOWAR needs and operational
needs.

e Recommending to the intelligence officer any necessary actions required to implement the
INFOWAR plan.

2-85. The chief of communications develops a communications plan for the command that is approved
by the intelligence officer and COS. He organizes communications with subordinate, adjacent, and higher
headquarters. To ensure that the commander has continuous and uninterrupted control, the
communications subsection plans the use of all forms of communications, to include satellite
communications (SATCOM), wire, radio, digital, cellular, and couriers. Specific responsibilities of the
communications subsection include—

Establishing SATCOM and radio nets.

Establishing call signs and radio procedures.

Organizing courier and mail service.

Operating the command’s message center.

Supervising the supply, issue, and maintenance of signal equipment.

An additional and extremely important role of the communications officer is to ensure the thorough
integration of interagency, allied, subordinate, supporting, and affiliated forces into the division’s or
DTG’s communications and C2 structure. The division or DTG headquarters is permanently equipped with
a full range of C2 systems compatible with each of the services of the State’s Armed Forces as well as with
other government agencies commonly operating as part of DTGs.

2-86. Resources Officer. The resources officer is responsible for the requisition, acquisition,
distribution, and care of all of the division’s or DTG’s resources, both human and materiel. He ensures the
commander’s logistics and administrative requirements are met and executes staff supervision over the
command’s logistics and administrative procedures. (Logistics procedures are detailed in chapter 14.) He
is supported by two secondary staff officers: the chief of logistics and the chief of administration. One
additional major task of the resources officer is to free the commander from the need to bring his
influence to bear on priority logistics and administrative functions. He is also the officer in charge of the
sustainment CP.

2-87. The chief of logistics heads the logistics system. He is responsible for managing the order, receipt,
and distribution of supplies to sustain the command. He is responsible for the condition and combat
readiness of armaments and related combat equipment and instruments. He is also responsible for their
supply, proper utilization, repair, and evacuation. He oversees the supply and maintenance of the
division’s or DTG’s combat and technical equipment. These responsibilities encompass the essential
wartime tasks of organizing and controlling the division’s or DTG’s recovery, repair, and replacement
system. During combat, he keeps the commander informed on the status of the division’s or DTG’s
equipment.

2-88. The chief of administration supervises all personnel actions and transactions in the division or
DTG. His subsection—

Maintains daily strength reports.

Records changes in TOE of units in the AFS.

Assigns personnel.

Requests replacements.

Records losses.

Administers awards and decorations.

Collects, records, and disposes of war booty.
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Functional Staff

2-89. The functional staff consists of experts in a particular type of military operation or function. (See
figure 2-19 on page 2-18.) These experts advise the command group and the primary and secondary staff
on issues pertaining to their individual areas of expertise. The functional staff consists of the following
elements:

e Integrated fires.

Force protection.

Special-purpose operations.

Weapons of mass destruction (WMD).
Population management.

Infrastructure management.

2-90. In peacetime, the functional staff is a cadre with personnel assigned from appropriate branches. It
has enough personnel to allow continuous 24-hour capability and the communications and information
management tools to allow them to support the commander’s decisionmaking process and exercise staff
supervision over their functional areas throughout the AOR. In wartime, the functional staff receives
liaison teams from subordinate, supporting, allied, and affiliated units that perform tasks in support of
those functional areas.

2-91. Chief of Integrated Fires. The chief of integrated fires is responsible for integrating C2 and
RISTA means with fires and maneuver. He works closely with the division or DTG chief of
reconnaissance and the IFC staff. He also coordinates with the chief of INFOWAR to ensure that
deception and protection and security measures contribute to the success of fire support of offensive and
defensive actions.

2-92. Chief of Force Protection. The chief of force protection is responsible for coordinating activities
to prevent or mitigate the effects of hostile actions against OPFOR personnel, resources, facilities, and
critical information. This protection includes—

® Air, space, and missile defense.
CBRN protection.

Defensive INFOWAR.
Antiterrorism measures.

Counterreconnaissance.
e Engineer survivability measures.

This subsection works closely with those of the chief of WMD and the chief of INFOWAR. Liaison teams
from internal security, air defense, chemical defense, and engineer forces provide advice within their
respective areas of protection.

2-93. Chief of Special-Purpose Operations. The chief of special-purpose operations is responsible for
planning and coordinating the actions of SPF units allocated to a DTG or supporting it from OSC level.
When possible, this subsection receives liaison teams from any affiliated forces that act in concert with
the SPF.

2-94. Chief of WMD. The chief of WMD is responsible for planning the offensive use of WMD. This
functional staff element receives liaison teams from any subordinate or supporting units that contain
WMD delivery means.

2-95. Chief of Population Management. The chief of population management is responsible for
coordinating the actions of Internal Security Forces, as well as psychological warfare, perception
management, civil affairs, and counterintelligence activities. This subsection works closely with the chief
of INFOWAR and receives liaison teams from psychological warfare, civil affairs, counterintelligence,
and Internal Security Forces units allocated to the DTG or operating within the division’s or DTG’s AOR.
There is always a representative of the Ministry of the Interior, and frequently one from the Ministry of
Public Information.
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2-96. Chief of Infrastructure Management. The chief of infrastructure management is responsible for
establishing and maintaining—

® Roads.

Airfields.

Railroads.

Hardened structures (warehouses and storage facilities).
Inland waterways.

Ports.
e Pipelines.

He coordinates with the division or DTG resources officer regarding improvement and maintenance of
supply and evacuation routes. He exercises staff supervision or cognizance over the route construction and
maintenance functions of both civil and combat engineers operating in the division’s or DTG’s AOR. He
coordinates with civilian agencies and the division or DTG chief of communications to ensure adequate
telecommunications support.

Liaison Teams

2-97. Liaison teams support brigade and division staffs (as well as those of tactical groups and
detachments) with detailed expertise in the mission areas of their particular branch or service. They also
provide direct communications to subordinate and supporting units executing missions in those areas.
They are not a permanent part of the staff structure. Liaison team chiefs speak for the commanders of their
respective units. All liaison teams are under the direct control of the operations section. The operations
officer is responsible for ensuring proper placement and utilization of the teams.

2-98. Liaison teams to DTGs and divisions are generally organized with a liaison team chief, two
current operations officers or senior NCOs, and two future operations officers or senior NCOs. This gives
liaison teams the ability to conduct continuous operations and simultaneously execute current plans and
develop future plans. The staff will also receive liaison teams from multinational and interagency
subordinates and from affiliated forces. The number and types of liaison teams is fluid and is determined
by many factors. Liaison teams provide their own equipment. A detailed breakout of personnel and
equipment of a typical liaison team is available in FM 7-100.4.

BTG OR BRIGADE COMMAND GROUP AND STAFF

2-99. Generally speaking, the command group and staff of a BTG or brigade are smaller versions of
those previously described for DTG or division level. The following paragraphs highlight the differences
other than size.

Command Group

2-100. The BTG or brigade command group consists of the commander, DC, and COS. The primary
difference is that the DC does not serve as IFC commander, since there is no IFC at this level of
command.

Commander

2-101. Compared to higher-level commands, much more of the BTG or brigade fight is the direct fire
battle. Therefore, BTG or brigade commanders typically spend more time at the forward CP or with
forward-deployed subordinate units than do DTG or division commanders.

Deputy Commander

2-102. At the BTG or brigade (and below), IFCs do not exist. Thus, the DC is not also the commander of
the IFC.
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Chief of Staff
2-103. At BTG or brigade level, the COS position retains all the characteristics of the DTG or division
COS position. The COS is in charge of the main CP in the absence of the commander.

Staff

2-104. BTG and brigade staffs are naturally smaller and less capable than DTG and division staffs. In
particular, the sections responsible for planning are much reduced, providing the BTG or brigade with the
ability to plan combat actions only 24 to 48 hours into the future.

2-105. Another key difference from the DTG or division staff is that the functional staff is organized
differently. A BTG or brigade functional staff consists of the following elements:

e Fire support coordination.
Force protection.
Special-purpose operations.
WMD.

Population management.

Infrastructure management.

Note. There is no chief of integrated fires or dedicated staff element for integrating fires at the
BTG or brigade level, since this level of command has no IFC. However, the staff at that level
does include a chief of fire support coordination and a fire support coordination staff element
within the functional staff of the operations section. This staff performs all of the necessary
coordination between constituent, dedicated, and supporting fire support elements. See
FM 7-100.4.

2-106. Liaison teams support brigade and BTG staffs with detailed expertise in the mission areas of
subordinate and supporting units. A typical liaison team to a BTG or brigade staff consists of four
personnel: a team chief, an assistant team chief, a staff officer or NCO, and their driver. A detailed
breakout of personnel and equipment of a typical liaison team is available in FM 7-100.4.

BATTALION OR BDET COMMAND SECTION AND STAFF

2-107. The OPFOR battalion or BDET headquarters is function-based and is composed of two sections—
the command section and the staff section. They are highly streamlined and do not contain the robust
planning and control capabilities necessary for higher staffs. For details on the personnel and equipment
in the battalion command and staff sections, see, FM 7-100.4.

Command Section

2-108. The battalion command section consists of the commander, the DC, their vehicle drivers and radio
telephone operators (RTOs). The COS is part of both the command section and the staff. On the
battlefield, however, he is generally located with the staff section because he exercises direct control over
the battalion staff. He is also in direct charge of the main CP in the absence of the commander. In
maneuver units where the battalion command section employs combat vehicles, the command section may
include vehicle gunners as well. Often a staff officer or NCO from the operations and/or intelligence
section accompanies the battalion command section on the battlefield.

2-109. The battalion commander positions himself where he can best influence the critical action on the
battlefield. The DC is typically supervising the execution of the battalion’s second most critical operation
and separate from the battalion commander so that both are not killed by the same engagement. The DC’s
vehicle may be used as a forward or auxiliary CP or observation post (OP).
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Staff

2-110. At battalion level, the staff consists of two elements: the primary staff and the secondary staff.
There is no functional staff below brigade or BTG level. Figure 2-20 on page 2-27 depicts the staff of a
combat battalion headquarters and the liaison teams that support it.

2-111. The battalion staff consists of the operations officer (who also serves as the deputy COS), the
assistant operations officer, the intelligence officer, and the resources officer. At battalion, typically each
member of the primary staff heads a small staff section consisting of themselves and two other soldiers of
the correct specialty. Two staff NCOs serve as day and night shift leaders in the main CP along with
several enlisted soldiers. For more specifics, see FM 7-100.4.

2-112. The battalion staff has the mission to coordinate battlefield functions and to anticipate the
battalion’s needs 6-12 hours into the future. It supports the commander in the completion of combat
orders and ensures his intent is being executed. It is not capable of executing long-range planning or
supporting complex, joint, or interagency operations without augmentation.

2-113. The staff section operates the main CP. Staff vehicles are configured to supplement operations or
for use as a forward or auxiliary CP or as an OP. In the latter case, they will be manned with appropriate
staff personnel. The vehicles in the signal platoon may also be used. The COS may choose to ride in a
utility vehicle or other vehicle.

2-114. Liaison teams may or may not be attached to the battalion. They are not a permanent part of the
battalion staff structure. They may support the battalion staff with detailed expertise in the mission areas
of their own particular branch or service. They provide direct communications to subordinate and
supporting units executing missions in those areas. The battalion staff may also receive liaison teams from
multinational and interagency subordinates and from affiliated forces. The operations officer is
responsible for ensuring proper placement and utilization of the teams. The number and types of liaison
teams is fluid and is determined by many variables. A typical liaison team consists of four personnel: a
team chief, an assistant team chief, a staff NCO, and a driver/RTO. Liaison teams augmenting the
battalion staff provide their own equipment. A detailed breakout of personnel and equipment of a typical
liaison team is available in FM 7-100.4.

Staff Command

2-115. At BTG or brigade level and above, the OPFOR does not use the concept of commanders of
combat support units acting as senior staff officers. However, in order to streamline staff functions at
battalion, the OPFOR relies on commanders of supporting arms units to exercise staff supervision over
their areas.

2-116. The leaders of the battalion’s specialty platoons serve in a staff command role to coordinate key
battlefield functions:

® The commander of the mortar battery also serves as the chief of fire support coordination for the
battalion. (The assistant operations officer functions as the chief of fire support in those units
without a mortar battery but still requiring fire and/or targeting support.)

The signal platoon leader also serves as the battalion chief of communications.
The platoon leader of the reconnaissance platoon serves as the battalion chief of reconnaissance.

The platoon leader of the materiel support platoon serves as the battalion chief of logistics. (The
battalion resources officer may also function as chief of administration.)

The chiefs of reconnaissance and communications coordinate with the main and forward CPs, and the chief
of logistics operates the battalion trains.
2-117. The OPFOR will only employ staff command functions—
e In secondary staff areas (such as administration, logistics, reconnaissance, and communications).

e  With commanders who have sufficient control over the area that the additional staff supervision
functions are not a serious burden to their command responsibilities.
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* The COS is part of the command section and the staff. However he is generally listed with the staff due
to his position on the battlefield (normally with the staff) and because he exercises direct control over
the battalion staff. He is in direct charge of the main CP in the absence of the commander.
** The resources officer may also perform the secondary staff functions of the chief of administration.
However, the materiel support platoon leader serves as chief of logistics.
*** The commander of the mortar battery also serves as the chief of fire support. The assistant operations
officer functions as the chief of fire support in those units without a mortar battery but still requiring fire
and/or targeting support.

Figure 2-20. Battalion command section and staff

COMPANY OR CDET COMMAND AND STAFF

2-118. The basic structure of OPFOR companies or CDETs includes a headquarters and service section.
This section consists of a command team, a support team, and a supply and transport team. Key personnel
are—

e Command Team. Company commander and staff NCO.
e Support Team. DC and first sergeant.
e Supply and Transport Team. Supply sergeant.

9 December 2011 TC 7-100.2 2-27



Chapter 2

COMMAND POSTS

2-119. The OPFOR plans to exercise tactical control over its wartime forces from an integrated system of
CPs. It has designed this system to ensure uninterrupted control of forces. All OPFOR levels of command
share a parallel CP structure, tailored to match the differences in scope and span of control.

2-120. CPs are typically formed in three parts: a control group, a support group, and a communications
group. The control group includes members of the command group or section and staff. The support
group consists of the transport and logistics elements. Whenever possible, the communications group is
remoted from the control and support groups because of its large number of signal vans, generators, and
other special vehicles that would provide a unique signature.

2-121. Because the OPFOR expects its C2 to come under heavy attack in wartime, its military planners
have created a CP structure that emphasizes survivability through dispersal, stringent security measures,
redundancy, and mobility. They have constructed a CP system that can sustain damage with minimum
disruption to the actual C2 process. In the event of disruption, they can quickly reestablish control. This
extensive system of CPs extends from the hardened command facilities of the National Command
Authority to the specially designed command vehicles from which OPFOR tactical commanders control
their units. Tactical CPs and most operational-level CPs have been designed to be very mobile and smaller
than comparable enemy CPs. The number, size, and types of CPs depend on the level of command.

COMMAND POST TYPES

2-122. OPFOR ground forces use five basic and three special types of CPs. Not all levels of command
use all types at all times. (See table 2-2, where parentheses indicate that a type of CP may or may not be
employed at a certain level.) The redundancy provided by multiple CPs helps to ensure that the C2
process remains survivable.

Table 2-2. Command post system

Level of CP Types
Command
S
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DTG/Division X X X X (X) (X) X) | X)
BTG/Brigade X - X X (X) (X) X) | X)
BDET/Battalion | X - X X - (X) - X
CDET/Company - - X X - - - (X)

2-123. For brevity, OPFOR plans and orders may use acronyms for the various types of CP. Thus, main
CP may appear as MCP, integrated fires command CP as IFC CP, forward CP as FCP, sustainment CP as
either SCP or SUSCP, airborne CP as AIRCP, alternate CP as ALTCP, auxiliary CP as AUXCP, and
deception CP as DCP.

Main Command Post

2-28

2-124. The main CP generally is located in a battle zone or in a key sanctuary area or fortified position. It
contains the bulk of the staff. The COS directs its operation. Its primary purpose is to simultaneously
coordinate the activities of subordinate units not yet engaged in combat and plan for subsequent missions.
The particular emphasis on planning in the main CP is on the details of transitioning between current and
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future operations. The main CP is the focus of control. It is less mobile and much larger than the forward
CP. It makes use of hardened sites when possible.

2-125. The COS directs the staff in translating the commander’s decisions into plans and orders. He also
coordinates the movement and deployment of all subordinate units not yet in combat and monitors their
progress and combat readiness. In addition to the COS, personnel present at the main CP include the
liaison teams from subordinate, supporting, allied, and affiliated units, unless their presence is required in
another CP.

IFC Command Post

2-126. The DC of a DTG or division directs the IFC from the /FC CP. The IFC CP possesses the
communications, airspace control, and automated fire control systems required to integrate RISTA means
and execute long-range fires. Each secondary staff subsection and some functional staff subsections have
an element dedicated to the IFC CP. The IFC CP includes liaison teams from fire support, army aviation,
and long-range reconnaissance elements. The IFC CP is typically separated from the main CP. Also for
survivability, the various sections of the IFC headquarters that make up the IFC CP do not necessarily
have to be located in one place.

Forward Command Post

2-127. A commander often establishes a forward CP with a small group of selected staff members. Its
purpose is to provide the commander with information and communications that facilitate his decisions.
The forward CP is deployed at a point from which he can more effectively and personally observe and
influence the battle.

2-128. The personnel at the forward CP are not permanent. The assignment of officers to accompany the
commander is dependent on the mission, situation, and availability of officers, communications, and
transport means. Officers who may accompany the commander include the operations officer and the
chief of reconnaissance. Other primary and or secondary staff officers may also deploy with the forward
CP, depending on the needs of the situation. The secondary staff contains enough personnel to man the
forward CP without degrading its ability to man the main or IFC CPs.

2-129. When formed, and when the commander is present, the forward CP is the main focus of command,
though the COS (remaining in the main CP) has the authority to issue directives in the commander’s
absence.

Sustainment Command Post

2-130. The resources officer establishes and controls the sustainment CP. This CP is deployed in a
position to permit the supervision of execution of sustainment procedures and the movement of support
troops, typically in the support zone. It contains staff officers for fuel supply, medical support, combat
equipment repair, ammunition supply, clothing supply, food supply, prisoner-of-war, and other services. It
interacts closely with the subordinate units to ensure sustained combat capabilities. In nonlinear situations,
multiple sustainment CPs may be formed.

Airborne Command Post

2-131. To maintain control in very fluid situations, when subordinates are spread over a wide area, or
when the other CPs are moving, a commander may use an airborne CP. This is very common in DTG- or
division-level commands, typically aboard helicopters.

Alternate Command Post

2-132. The alternate CP provides for the assumption of command should the CP containing the
commander be incapacitated. The alternate CP is a designation given to an existing CP and is not a
separately established element. The commander will establish which CP will act as an alternate CP to take
command if the main (or forward) CP is destroyed or disabled. For example, the commander might
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designate the IFC CP as the alternate CP during a battle where long-range fires are critical to mission
success. For situations that require reconstituting, he might designate the sustainment CP instead.
Alternate CPs are also formed when fighting in complex terrain, or if the organization is dispersed over a
wider area than usual and lateral communication is difficult.

Auxiliary Command Post

2-133. The commander may create an auxiliary CP to provide C2 over subordinate units fighting on
isolated or remote axes. He may also use it in the event of disrupted control or when he cannot adequately
maintain control from the main CP. An officer appointed at the discretion of the commander mans it.

Deception Command Post

2-134. As part of the overall INFOWAR plan, the OPFOR very often employs deception CPs. These are
complex, multi-sensor-affecting sites integrated into the overall deception plan to assist in achieving
battlefield opportunity by forcing the enemy to focus their command and control warfare efforts against
meaningless positions.

COMMAND POST MOVEMENT

2-135. Plans for relocating the CPs are prepared by the operations section. The CPs are deployed and
prepared in order to ensure that they are reliably covered from enemy ground and aerial reconnaissance,
or from attack by enemy raiding forces.

2-136. Commanders deploy CPs in depth to facilitate control of their AORs. During lengthy moves, CPs
may bound forward along parallel routes, preceded by reconnaissance elements that select the new
locations. Normally, the main and forward CPs do not move at the same time, with one moving while the
other is set up and controlling the battle. During an administrative movement, when there is little or no
likelihood of contact with the enemy, a CP may move into a site previously occupied by another CP.
However, during a tactical movement or when contact is likely, the OPFOR will not occupy a site twice,
because to do so would increase the chances of an enemy locating a CP. While on the move, CPs maintain
continuous contact with subordinates, higher headquarters, and flanking organizations. During movement
halts, the practice is to disperse the CP in a concealed area, camouflaging it if necessary and locating radio
stations and special vehicles some distance from the control and support groups. Because of dispersion in
a mobile environment, CPs are often responsible for their own local ground defenses.

2-137. During the movement of a main CP, the OPFOR maintains continuity of control by handing over
control to either the forward or airborne CP or, more rarely, to the alternate CP. Key staff members often
move to the new location by helicopter to reduce the time spent away from their posts. Before any move,
headquarters’ troops carefully reconnoiter and mark the new location. Engineer preparation provides
protection and concealment.

COMMAND POST LOCATION

2-138. The OPFOR locates CPs in areas affording good concealment, with good road network access
being a secondary consideration. It situates CPs so that no single weapon can eliminate more than one.
Remoting communications facilities lessens the chance of the enemy’s locating the actual command
element by radio direction finding.

2-139. During some particularly difficult phases of a battle, where close cooperation between units is
essential, the forward CP of one element may be colocated with the forward or main CP of another.
Examples are the commitment of an exploitation force or the passing of one organization through another.

COMMAND POST SECURITY

2-140. Security of CPs is important, and the OPFOR takes a number of measures to ensure it. CPs are a
high priority for air defense protection. Ideally, main CPs also locate near reserve elements to gain
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protection from ground attack. Nevertheless, circumstances often dictate that they provide for their own
local defense. Engineers normally dig in and camouflage key elements.

2-141. Good camouflage, the remoting of communications facilities, and the deployment of alternate CPs
make most of the C2 structure fairly survivable. Nevertheless, one of the most important elements, the
forward CP, often remains vulnerable. It forms a distinctive, if small, grouping, usually well within enemy
artillery range. The OPFOR will therefore typically provide key CPs with sufficient engineer and combat
arms support to protect them from enemy artillery or special operations raids.

COMMAND AND CONTROL SYSTEMS

2-142. The OPFOR commander’s C2 requirements are dictated generally by the doctrine, tactics,
procedures, and operational responsibilities applicable to commanders at higher echelons. Battlefield
dispersion, mobility, and increasing firepower under conventional or WMD conditions require reliable,
flexible, and secure C2.

2-143. Expanding C2 requirements include the need for—
e High mobility of combat headquarters and subordinate elements.

e Rapid collection, analysis, and dissemination of information as the basis for planning and
decisionmaking.

® Maintaining effective control of forces operating in a hostile INFOWAR environment.

Supporting communications systems, which are the principal means of C2, must have a degree of mobility,
reliability, flexibility, security, and survivability comparable to the C2 elements being supported.

2-144. Modern warfare has shifted away from large formations arrayed against one another in a linear
fashion, to maneuver warfare conducted across large areas with more lethal, yet smaller, combat forces.
C2 must provide the reliable, long-range communications links necessary to control forces deployed over
greater distances. In order to move with the maneuver forces, the communications systems must be highly
mobile.

COMMUNICATIONS

2-145. The chief characteristics of communications supporting the C2 structure are security, survivability,
and flexibility. Redundancy in equipment, communications links, CPs, and other parts of the C2 system is
the primary means of ensuring the control structure’s security and survivability.

2-146. The organization of communications to meet operational and tactical requirements is the
responsibility of the commander at each level. Prior to combat, the chief of communications, under the
personal direction of the intelligence officer, prepares the communications plan. After approval by the
COS, it becomes an annex to the combat order, for implementation by subordinate signal units. OPFOR
communications reflect the concern of commanders to maintain uninterrupted C2, flexibility, and security.

Signal Assets

2-147. Communication systems employed include—

Man-portable high-frequency (HF) and very-high-frequency (VHF) radios.
HF radio stations.

VHF and ultra-high-frequency (UHF) multichannel radio relay.
Super-high-frequency (SHF) troposcatter systems.

Satellite communications (SATCOM).

Wire and cable (landline as far forward as possible).

Commercial communications networks (including cellular, microwave, radio, wire, digital, and
satellite).

Local area networks and wide area networks.

e Internet and intranet.
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2-148. Encrypted communications are common from battalion upward and may extend to the lowest
levels in many OPFOR units. Units without encrypted communications mitigate the effects of not having
secure communications by their strict adherence to communications and operations security principles,
techniques and procedures. Some examples of these are their use of couriers and other messengers, pre-
arranged signals and techniques, visual and sound signals, directional antennas, and wire and land lines
whenever possible. The OPFOR assumes someone is always listening and takes appropriate
countermeasures.

2-149. Headquarters normally task-organize their signal assets to support the formation of forward, main,
IFC, and sustainment CPs. The numbers and types of signal units can vary greatly depending on the size
and makeup of the force grouping under a particular headquarters. It is possible to extend mobile
communications through the integration of wire and wireless systems and by connecting with fixed
military and civil communications facilities.

2-150. Signal communications are organized through the communications centers that are established to
provide communications for the CPs. All available communications methods are used to integrate the
control and support groups of the CPs with the communications centers.

2-151. The OPFOR also stresses the use of non-electronic means of communications. While radio must
be the principal means of communication in a fluid, mobile battle, the OPFOR is aware of the threat from
enemy signals intelligence, direction finding, and communications jamming. Also, wire and cable are
often not practical in fast-moving situations.

2-152. During periods of radio silence or disruption of radio communications, the OPFOR employs
messengers, liaison officers, and visual and sound signals. Messengers are the preferred method for
delivering combat orders at any time. Representatives from the staff may observe and supervise the
execution of orders. Whenever possible, the OPFOR prefers personal contact between commanders (or
their representatives) and subordinates.

Communications Nets

2-32

2-153. C2 of OPFOR organizations relies on extensive and redundant communications. The OPFOR
primarily uses—
e UHF and SHF SATCOM.
Radio relay multichannel.
HF radio stations.
HF and VHF single-channel radios.
Wire or cable.

2-154. Tactical commands operate two command nets. The commander normally controls the primary
command net from the forward CP, while the COS maintains control of the alternate net from the main
CP. Depending on the distances involved, the primary net may be either HF or VHF. All of the
command’s constituent and dedicated units monitor the command nets. The DTG or division IFC CP also
monitors the command nets.

2-155. The operations officer maintains an operations net monitored by the commander, subordinate and
supporting units, and any alternate or auxiliary CP created. The resources officer also monitors this net
from the sustainment CP.

2-156. The DTG or division DC, as IFC commander, maintains the integrated fires net. This net is
monitored by the elements of the IFC.

2-157. The resources officer maintains the support net. Materiel support, maintenance, and medical units
monitor this net. Subordinate combat arms units may also use this net when requiring additional,
immediate assistance that constituent support assets are unable to provide.

2-158. The chief of reconnaissance maintains an intelligence net, monitored by reconnaissance units,
maneuver units, the commander, DC, COS, and resources officer.
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2-159. The CAO maintains the airspace control net for the purpose of controlling the command’s
airspace. Elements on this net include aviation units, air defense assets, and army aviation liaison teams.

2-160. When required, the commander will create a special mission net, monitored by the COS, that is
employed to control the activities of units conducting a special mission. Examples could be a
reconnaissance detachment or an airborne or heliborne landing force deployed behind enemy lines.
Specific communications systems employed depend on the depth and type of mission.

2-161. The command maintains an air defense and CBRN warning communications net, monitored by all
constituent, dedicated, and supporting units. This net is used for passing tactical alerts and CBRN and air
warning notices. The COS maintains a watch on the DTG- or division-level warning nets at the main CP;
he then disseminates warning where appropriate.

2-162. The command establishes multichannel links between the main and sustainment CPs and the CPs
of subordinate units. These links are used for high-capacity voice and data transmissions. The division or
DTG also establishes multichannel links between the main and sustainment CPs.

2-163. The primary responsibility for maintaining communications of a tactical command with its parent
headquarters rests with the main CP. With the larger staffs and greater communications capabilities of the
main CP, the commander is allowed to focus more on the actual conduct of the battle from the forward
CP. Obviously, when staff members (such as the CAO or chief of reconnaissance) accompany the
commander, they will establish control over their respective nets as required.

2-164. The chief of INFOWAR may also control one or more deception nets designed to mislead enemy
signals intelligence analysis. Integrated into the INFOWAR plan are a description of these nets and
procedures for their use.

Procedures

2-165. Before making contact with the enemy, most radio and radio-relay systems maintain a listening
watch with transmission forbidden or strictly controlled. OPFOR units usually observe radio silence when
defending or departing assembly areas. During radio silence, wire and courier are the primary
communications means. While moving toward the enemy, units normally limit radio transmissions to
various code words informing commanders they have accomplished assigned tasks or have encountered
unexpected difficulties. The OPFOR also uses visual signals, such as flags and flares, to a great extent
during movement. Usually only the commander and reconnaissance elements have permission to transmit.

2-166. In the offense, OPFOR units maintain radio silence until the outbreak of battle, when those
authorized to transmit may do so without restriction. When contact with the enemy occurs, units initiate
normal radio procedures. Subordinate commanders inform the commander—usually by code word—when
they reach objectives, encounter CBRN contamination, make contact with the enemy, or have important
information to report.

COMMAND AND CONTROL SYSTEMS SURVIVABILITY

2-167. Survivability of C2 systems is of great concern, since the C2 elements are typically located within
range of enemy standoff systems, with increased potential for disruption or destruction. The OPFOR
stresses the need to maintain continuous, reliable control of its forces and has undertaken a number of
measures to prevent disruption and enhance survivability, while remaining flexible enough to retain
control of units in combat. These include—

e High mobility of C2 systems and facilities.

e Redundancy of the C2 elements and networks.

® Adherence to operations- and information-security measures.

e Deception.

2-168. INFOWAR activities contribute to C2 survivability. The survivability of the headquarters’
command group is facilitated by the fact that the commander, DC, and COS can be in separate CPs
(forward, IFC, and main CPs, respectively).
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Mobility

2-169. C2 elements must be highly mobile, due to the emphasis on maintaining combat at a rapid tempo.
Because of their proximity to the enemy, CPs and supporting communications must frequently relocate to
avoid detection and subsequent destruction.

2-170. CPs are usually mobile (that is, in vehicles) but may also be fixed. By emphasizing the use of
multiple, mobile CPs, planners minimize the disruption of C2 that would occur with the enemy’s
destruction of these elements of the C2 structure. Highly mobile signal units employing transportable
communications equipment support mobile CPs. This gives OPFOR commanders great flexibility in
organizing and deploying their C2 elements. Thus, they are able to provide effective control in varied
situations.

Redundancy

2-171. The OPFOR has built extensive redundancy into the C2 structure. Multiple CPs are fielded as low
as possible. For communications between levels of command, multiple communications types are
employed. Providing a variety of single- and multichannel links, these systems operate over a wide
frequency spectrum.

Operations and Information Security

2-34

2-172. The consistent adherence to operations- and information-security measures is especially critical,
given the increased capabilities of enemy reconnaissance, the increased role of surprise, and the
proliferation of precision weapons. Given the high priority the enemy places on C2 elements as targets,
maintaining operations security is an important requirement for C2 nodes. This is achieved by the
stringent adherence to information-security procedures and extensive use of C3D.
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Offense

The offense carries the fight to the enemy. The OPFOR sees this as the decisive form
of combat and the ultimate means of imposing its will on the enemy. While
conditions at a particular time or place may require the OPFOR to defend, defeating
an enemy force ultimately requires shifting to the offense. Even within the context of
defense, victory normally requires some sort of offensive action. Therefore, OPFOR
commanders at all levels seek to create and exploit opportunities to take offensive
action, whenever possible.

The aim of offense at the tactical level is to achieve tactical missions in support of an
operation. A tactical command ensures that its subordinate commands thoroughly
understand both the overall goals of the operation and the specific purpose of a
particular mission they are about to execute. In this way, subordinate commands may
continue to execute the mission without direct control by a higher headquarters, if
necessary.

PURPOSE OF THE OFFENSE

3-1. All tactical offensive actions are designed to achieve the goals of an operation through active
measures. However, the purpose or reason, of any given offensive mission varies with the situation, as
determined through the decisionmaking process. The primary distinction among types of offensive
missions is their purpose which is defined by what the commander wants to achieve tactically. Thus, the
OPFOR recognizes six general purposes of tactical offensive missions:

e Gain freedom of movement.

Restrict freedom of movement.

Gain control of key terrain, personnel, or equipment.
Gain information.

Dislocate.

Disrupt.

3-2. These general purposes serve as a guide to understanding the design of an offensive mission and not
as a limit placed on a commander as to how he makes his intent and aim clear. These are not the only
possible purposes of tactical missions but are the most common.

3-3. These six general purposes are only a few of the many reasons the OPFOR might have for attacking
an enemy, a potential enemy, a neighbor, or someone else. The true intent of an attack may reside at the
operational or strategic level, but the attack is executed at the tactical level. Therefore, the actual reason for
the attack may often be difficult to discern. In addition to those listed above, a few other reasons to attack
may be to destroy, deceive, demonstrate dominance, deter (such as to discourage a neighbor from joining a
coalition or alliance), or any number of other purposes.

3-4. In each of these general purposes of tactical offensive missions, the enemy may be destroyed or
attrited to varying levels. Destruction is an inherent part of any attack. The critical tactical factor to the
OPFOR commander initially is not szow to conduct the offensive mission—but rather why. Once the why
has been decided the method with the best chance of achieving tactical success becomes the how.
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ATTACK TO GAIN FREEDOM OF MOVEMENT

3-5. An attack to gain freedom of movement creates a situation in an important part of the battlefield
where other friendly forces can maneuver in a method of their own choosing with little or no opposition.
Such an attack can take many forms, of which the following are some examples:
e Seizing an important mobility corridor to prevent a counterattack into the flank of another
moving force.
e Destroying an air defense unit so that a combat helicopter may use an air avenue of approach at
lower risk.
Breaching a complex obstacle to allow an exploitation force to pass through.
Executing security tasks such as screen, guard, and cover. Such tasks may involve one or more
attacks to gain freedom of movement as a component of the scheme of maneuver.

ATTACK TO RESTRICT FREEDOM OF MOVEMENT

3-6. An attack to restrict freedom of movement prevents the enemy from maneuvering as he chooses.
Restricting attacks can deny key terrain, ambush moving forces, dominate airspace, or fix an enemy
formation. Tactical tasks often associated with restricting attacks are ambush, block, canalize, contain, fix,
interdict, and isolate. The attrition of combat elements and equipment may also limit the enemy units’
ability to move. An example of this may be a preemptive strike on the enemy’s water-crossing or
mineclearing equipment.

ATTACK TO GAIN CONTROL OF KEY TERRAIN, PERSONNEL, OR EQUIPMENT

3-7. An attack to gain control of key terrain, personnel, or equipment is not necessarily terrain focused—
a raid with the objective of taking prisoners or key equipment is also an attack to gain control. Besides the
classic seizure of key terrain that dominates a battlefield, an attack to control may also target facilities such
as economic targets, ports, or airfields. Tactical tasks associated with an attack to control are raid, clear,
destroy, occupy, retain, secure, and seize. Some non-traditional attacks to gain control may be information
attack, computer warfare, electronic warfare, or other forms of information warfare INFOWAR).

ATTACK TO GAIN INFORMATION

3-8. An attack to gain information is a subset of the reconnaissance attack. (See Reconnaissance Attack
later in this chapter.) In this case, the purpose is not to locate to destroy, fix, or occupy but rather to gain
information about the enemy. Quite often the OPFOR will have to penetrate or circumvent the enemy’s
security forces and conduct an attack in order to determine the enemy’s location, dispositions, capabilities,
and intentions.

ATTACK TO DISLOCATE

3-9. An attack to dislocate employs forces to obtain significant positional advantage, rendering the
enemy’s dispositions less valuable, perhaps even irrelevant. It aims to make the enemy expose forces by
reacting to the dislocating action. Dislocation requires enemy commanders to make a choice: accept
neutralization of part of their force or risk its destruction while repositioning. Turning movements and
envelopments produce dislocation. Artillery or other direct or indirect fires may cause an enemy to either
move to a more tenable location or risk severe attrition. Typical tactical tasks associated with dislocation
are ambush, interdict, and neutralize.

ATTACK TO DISRUPT

3-10. An attack to disrupt is used to prevent the enemy from being able to execute an advantageous course
of action (COA) or to degrade his ability to execute that COA. It is also used to create windows of
opportunity to be exploited by the OPFOR. It is an intentional interference (disruption) of enemy plans and
intentions, causing the enemy confusion and the loss of focus, and throwing his battle synchronization into
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turmoil. The OPFOR then quickly exploits the result of the attack to disrupt. A spoiling attack is an
example of an attack to disrupt.

3-11. The OPFOR will use an attack to disrupt in order to upset an enemy’s formation and tempo, interrupt
the enemy’s timetable, cause the enemy to commitment of forces prematurely, and/or cause him to attack in
a piecemeal fashion. The OPFOR will either attack the enemy force with enough combat power to achieve
the desired results with one mass attack, or sustain the attack until the desired results are achieved.

Note. Disrupt is not only a purpose of the offense, but also a tactical task.

3-12. Attacks to disrupt typically focus on a key enemy capability, intention, or vulnerability. They are
also designed to disrupt enemy plans, tempo, infrastructure, logistics, affiliations, C2, formations, or civil
order. However, an attack to disrupt is not limited to any of the above. The OPFOR will use any method
necessary to upset the enemy and cause disorder, disarray, and confusion.

3-13. Attacks to disrupt often have a strong INFOWAR component and may disrupt, limit, deny, and/or
degrade the enemy’s use of the electromagnetic spectrum, especially the enemy’s C2. They may also take
the form of computer warfare and/or information attack.

3-14. Attacks to disrupt are carried out at all levels and are limited only by time and resources available.
The attack to disrupt may not be limited by distance. It may be carried out in proximity to the enemy (as in
an ambush) or from an extreme distance (such as computer warfare or information attack from another
continent) or both simultaneously. The attack to disrupt may be conducted by a single component (an
ambush in contact) or a coordinated attack by several components such as combined arms using armored
fighting vehicles, infantry, artillery, and several elements of INFOWAR (for example, electronic warfare,
deception, perception management, information attack, and/or computer warfare).

3-15. The OPFOR does not limit its attacks to military targets or enemy combatants. The attack to disrupt
may be carried out against noncombatant civilians (even family members of enemy soldiers at home station
or in religious services), diplomats, contractors, or whomever and/or whatever the OPFOR commanders
believe will enhance their probabilities of mission success.

PLANNING THE OFFENSE

3-16. For the OPFOR, the key elements of planning offensive missions are—
e Determining the objective of the offensive action.
Defining time available to complete the action.
Determining the level of planning possible (planned versus situational offense).
Organizing the battlefield.
Organizing forces and elements by function, including affiliated forces.

Organizing INFOWAR activities in support of the offense (see chapter 7).

PLANNED OFFENSE

3-17. A planned offense is an offensive mission or action undertaken when there is sufficient time and
knowledge of the situation to prepare and rehearse forces for specific tasks. Typically, the enemy is in a
defensive position and in a known location. Key considerations in offensive planning are—

e Selecting a clear and appropriate objective.

e Determining which enemy forces (security, reaction, or reserve) must be fixed.

e Developing a reconnaissance plan that locates and tracks all key enemy targets and elements.

°

Creating or taking advantage of a window of opportunity to free friendly forces from any enemy
advantages in precision standoff and situational awareness.

e Determine which component or components of an enemy’s combat system to attack.
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SITUATIONAL OFFENSE

3-18. The OPFOR may also conduct a situational offense. It recognizes that the modern battlefield is
chaotic. Fleeting opportunities to strike at an enemy weakness will continually present themselves and just
as quickly disappear. Although detailed planning and preparation greatly mitigate risk, they are often not
achievable if a window of opportunity is to be exploited.

3-19. The following are examples of conditions that might lead to a situational offense:
® A key enemy unit, system, or capability is exposed.
e The OPFOR has an opportunity to conduct a spoiling attack to disrupt enemy defensive
preparations.

® An OPFOR unit makes contact on favorable terms for subsequent offensive action.

3-20. In a situational offense, the commander develops his assessment of the conditions rapidly and
without a great deal of staff involvement. He provides a basic COA to the staff, which then quickly turns
that COA into an executable combat order. Even more than other types of OPFOR offensive action, the
situational offense relies on implementation of battle drills by subordinate tactical units (see chapter 5).

3-21. Organization of the battlefield in a situational offense will normally be limited to minor changes to
existing control measures. The nature of situational offense is such that it often involves smaller,
independent forces accomplishing discrete missions. These missions will typically require the use of task-
organized tactical groups and detachments of various types.

Note. Any division or brigade receiving additional assets from a higher command becomes a
division tactical group (DTG) or brigade tactical group (BTG). Therefore, references to a
tactical group throughout this chapter may also apply to division or brigade, unless specifically
stated otherwise.

FUNCTIONAL ORGANIZATION OF FORCES FOR THE OFFENSE—TACTICAL GROUPS,
DIVISIONS, AND BRIGADES

3-22. In planning and executing offensive actions, OPFOR commanders at brigade level and above
organize and designate various forces within his level of command according to their function. (See chapter
2.) Thus, subordinate forces understand their roles within the overall battle. However, the organization of
forces can shift dramatically during the course of a battle, if part of the plan does not work or works better
than anticipated. For example, a unit that started out being part of a fixing force might split off and become
an exploitation force, if the opportunity presents itself.

3-23. Each functional force has an identified commander. This is often the senior commander of the largest
subordinate unit assigned to that force. For example, if two BTGs are acting as the DTG’s fixing force, the
senior of the two BTG commanders is the fixing force commander. Since, in this option, each force
commander is also a subordinate unit commander, he controls the force from his unit’s command post
(CP). Another option is to have one of the DTG’s CPs be in charge of a functional force. For example, the
forward CP could control a disruption force or a fixing force. Another possibility would be for the
integrated fires command (IFC) CP to command the disruption force, the exploitation force, or any other
force whose actions must be closely coordinated with fires delivered by the IFC.

3-24. In any case, the force commander is responsible to the tactical group commander to ensure that
combat preparations are made properly and to take charge of the force during the battle. This frees the
tactical group commander from decisions specific to the force’s mission. Even when tactical group
subordinates have responsibility for parts of the disruption zone, there is still an overall tactical group
disruption force commander.

3-25. A battalion or below organization can serve as a functional force (or part of one) for its higher
command. At any given time, it can be part of only a single functional force or a reserve. If, for example, a

TC 7-100.2 9 December 2011



Offense

BTG needed one part of one of its battalions to serve as an enabling force, but needed another part to join
the exploitation force, one of the two battalion subunits would be task organized as a separate detachment.

Enabling Force(s)

3-26. Various types of enabling forces are charged with creating the conditions that allow the action force
the freedom to operate. In order to create a window of opportunity for the action force to succeed, the
enabling force may be required to operate at a high degree of risk and may sustain substantial casualties.
However, an enabling force may not even make contact with the enemy, but instead conduct a
demonstration.

3-27. Battalions and below serving as an enabling force are often required to conduct breaching or
obstacle-clearing tasks, However, it is important to remember that the requirements laid on the enabling
force are tied directly to the type and mission of the action force.

Disruption Force

3-28. In the offense, the disruption force would typically include the disruption force that already existed
in a preceding defensive situation (see chapter 4). It is possible that forces assigned for actions in the
disruption zone in the defense might not have sufficient mobility to do the same in the offense or that
targets may change and require different or additional assets. Thus, the disruption force might require
augmentation. For example, the disruption force for a division or DTG is typically a BTG especially task-
organized for that function. Battalions and below can serve as disruption forces for brigades or BTGs.
However, this mission typically is complex enough for them to be task-organized as detachments.

Fixing Force

3-29. OPFOR offensive actions are founded on the concept of fixing enemy forces so that they are not free
to maneuver. The OPFOR recognizes that units and soldiers can be fixed in a variety of ways. For
example—

e They find themselves without effective communication with higher command.

® Their picture of the battlefield is unclear.

e They are (or believe they are) decisively engaged in combat.

°

They have lost mobility due to complex terrain, obstacles, or weapons of mass destruction
(WMD).

3-30. In the offense, planners will identify which enemy forces need to be fixed and the method by which
they will be fixed. They will then assign this responsibility to a force that has the capability to fix the
required enemy forces with the correct method. The fixing force may consist of a number of units
separated from each other in time and space, particularly if the enemy forces required to be fixed are
likewise separated. A fixing force could consist entirely of affiliated irregular forces. It is possible that a
discrete attack on logistics, command and control (C2), or other systems could fix an enemy without
resorting to deploying large fixing forces.

3-31. Battalions and below often serve as fixing forces for BTGs and are also often capable of performing
this mission without significant task organization. This is particularly true in those cases where simple
suppressive fires are sufficient to fix enemy forces.

Assault Force

3-32. At BTG level, the commander may employ one or more assault forces. This means that one or more
subordinate detachments would conduct an assault to destroy an enemy force or seize a position. However,
the purpose of such an assault is to create or help create the opportunity for the action force to accomplish
the BTG’s overall mission. (See the section on Assault below, under Types of Offensive Action—
Detachment, Battalion, and Company.)
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Security Force

3-33. The security force conducts activities to prevent or mitigate the effects of hostile actions against the
overall tactical-level command and/or its key components. If the commander chooses, he may charge this
security force with providing force protection for the entire area of responsibility (AOR), including the rest
of the functional forces; logistics and administrative elements in the support zone; and other key
installations, facilities, and resources. The security force may include various types of units—such as
infantry, special-purpose forces (SPF), counterreconnaissance, and signals reconnaissance assets—to focus
on enemy special operations and long-range reconnaissance forces operating throughout the AOR. It can
also include Internal Security Forces units allocated to the tactical-level command, with the mission of
protecting the overall command from attack by hostile insurgents, terrorists, and special operations forces.
The security force may also be charged with mitigating the effects of WMD.

Deception Force

3-34. When the INFOWAR plan requires combat forces to take some action (such as a demonstration or
feint), these forces will be designated as deception forces in close-hold executive summaries of the plan.
Wide-distribution copies of the plan will refer to these forces according to the designation given them in
the deception story.

Support Force

3-35. A support force provides support by fire; other combat or combat service support; or C2 functions
for other parts of the tactical group. (When fire support units in the figures in this chapter are not identified
as performing another function, they are probably acting as a support force.)

Action Force(s)

3-36. One part of the tactical group conducting a particular offensive action is normally responsible for
performing the primary function or task that accomplishes the overall goal or objective of that action. In
most general terms, therefore, that part can be called the action force. In most cases, however, the tactical
group commander will give the action force a more specific designation that identifies the specific function
it is intended to perform, which equates to achieving the objective of the tactical group’s mission.

3-37. There are three basic types of action forces: exploitation force, strike force, and mission force. In
some cases there may be more than one such force.

Exploitation Force

3-38. In most types of offensive action at tactical group level, an exploitation force is assigned the task of
achieving the objective of the mission. It typically exploits a window of opportunity created by an enabling
force. In some situations, the exploitation force could engage the ultimate objective with fires only.

Strike Force

3-39. A strike is an offensive COA that rapidly destroys a key enemy organization through a synergistic
combination of massed precision fires and maneuver. The primary objective of a strike is the enemy’s will
and ability to fight. A strike is typically planned and coordinated at the operational level. However, it is
often executed by a tactical-level force. The force that actually accomplishes the final destruction of the
targeted enemy force is called the strike force. (See FM 7-100.1 for more detailed discussion of a strike.)

Mission Force

3-40. In those non-strike offensive actions where the mission can be accomplished without the creation of
a specific window of opportunity, the set of capabilities that accomplish the mission are collectively known
as a mission force. However, the tactical group commander may give a mission force a more specific
designation that identifies its specific function.
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Reserves

3-41. OPFOR offensive reserve formations will be given priorities in terms of whether the staff thinks it
most likely that they will act as a particular type of enabling or action force. The size and composition of
an offensive reserve are entirely situation-dependent.

FUNCTIONAL ORGANIZATION OF ELEMENTS FOR THE OFFENSE—DETACHMENTS,
BATTALIONS, AND BELOW

3-42. An OPFOR detachment is a battalion or company designated to perform a specific mission and task-
organized to do so. Commanders of detachments, battalions, and companies organize their subordinate
units according to the specific functions they intend each subordinate to perform. They use a methodology
of “functional organization” similar to that used by used by brigades and above (see chapter 2). However,
one difference is that commanders at brigade and higher use the term forces when designating functions
within their organization. Commanders at detachment, battalion, and below use the term element. Elements
can be broken down into two very broad categories: action and enabling. However, commanders normally
designate functional elements more specifically, identifying the specific action or the specific means of
accomplishing the function during a particular mission. Commanders may also organize various types of
specialist elements. Depending on the mission and conditions, there may be more than one of some of these
specific element types.

Note. A detachment as a whole can receive a specific mission assigned by a higher commander.
That commander gives the detachment a functional designation based on the role it will play in
his overall mission or the specific function it will perform for him. For example, a detachment
assigned to conduct a raid may be called the raiding detachment or the raiding force of the
higher command.

3-43. The number of functional elements is unlimited and is determined by any number of variables, such
as the size of the overall organization, its mission, and its target. Quite often the distinction between
exactly which element is an action element or an enabling element is blurred because, as the mission
progresses, conditions change or evolve and require adaptation.

Action Elements

3-44. The action element is the element conducting the primary action of the overall organization’s
mission. However, the commander normally gives this element a functional designation that more
specifically describes exactly what activity the element is performing on the battlefield at that particular
time. For example, the action element in a raid may be called the raiding element. If an element
accomplishes the objective of the mission by exploiting an opportunity created by another element, is may
be called the exploitation element. Throughout this TC, the clearest and most descriptive term will be used
to avoid any confusion.

3-45. At a different time or place on the battlefield, the element performing the “primary action” might
have a completely different function and would be labeled accordingly. These are not permanent labels and
differ with specific functions performed.

Enabling Elements

3-46. Enabling elements can enable the primary action in various ways. The most common types are
security elements and support elements. The security element provides local tactical security for the overall
organization and prevents the enemy from influencing mission accomplishment. (A security element
providing front, flank, or rear security may be identified more specifically as the “front security element,”
“flank security element,” or “rear security element.”) The support element provides combat and combat
service support and C2 for the larger organization. Due to such considerations as multiple avenues of
approach, a commander may organize one or more of each of these elements in specific cases.
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Specialist Elements

3-47. In certain situations, a detachment may organize one or more specialist elements. Specialist elements
are typically formed around a unit with a specific capability, such as an obstacle-clearing, reconnaissance,
or deception. Detachments formed around such specialist elements may or may not have a security or
support element depending on their specialty, their location on the battlefield, and the support received
from other units. For example, a movement support detachment (MSD) typically has a reconnaissance and
obstacle-clearing element, plus one or two road and bridge construction and repair elements. If an MSD is
receiving both security and other support from the infantry or mechanized units preparing to move through
the cleared and prepared area, it probably will not have its own support and security elements. In this case,
all of the elements will be dedicated to various types of engineer mobility functions.

PREPARING FOR THE OFFENSE

3-48. In the preparation phase, the OPFOR focuses on ways of applying all available resources and the full
range of actions to place the enemy in the weakest condition and position possible. Commanders prepare
their organizations for all subsequent phases of the offense. They organize the battlefield and their forces
and elements with an eye toward capitalizing on conditions created by successful attacks.

ESTABLISH CONTACT

3-49. The number one priority for all offensive actions is to gain and maintain contact with key enemy
forces. As part of the decisionmaking process, the commander and staff identify which forces must be kept
under watch at all times. The OPFOR will employ whatever technical sensors it has at its disposal to locate
and track enemy forces, but the method of choice is ground reconnaissance. It may also receive
information on the enemy from the civilian populace, local police, or affiliated irregular forces.

MAKE THOROUGH LOGISTICS ARRANGEMENTS

3-50. The OPFOR understands that there is as much chance of an offense being brought to culmination by
a lack of sufficient logistics support as by enemy action. Careful consideration will be given to carried days
of supply and advanced caches to obviate the need for easily disrupted lines of communications (LOCs).

MODIFY THE PLAN WHEN NECESSARY

3-51. The OPFOR takes into account that, while it might consider itself to be in the preparation phase for
one battle, it is continuously in the execution phase. Plans are never considered final. Plans are checked
throughout the course of their development to ensure they are still valid in light of battlefield events.

REHEARSE CRITICAL ACTIONS IN PRIORITY

3-52. The commander establishes the priority for the critical actions expected to take place during the
battle. The force rehearses those actions in as realistic a manner as possible for the remainder of the
preparation time.

EXECUTING THE OFFENSE

3-53. The degree of preparation often determines the nature of the offense in the execution phase.
Successful execution depends on forces that understand their roles in the battle and can swiftly follow
preparatory actions with the maximum possible shock and violence and deny the enemy any opportunity to
recover. A successful execution phase often ends with transition to the defense in order to consolidate
gains, defeat enemy counterattacks, or avoid culmination. In some cases, the execution phase is followed
by continued offensive action to exploit opportunities created by the battle just completed.
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MAINTAIN CONTACT

3-54. The OPFOR will go to great lengths to ensure that its forces maintain contact with key elements of
the enemy force throughout the battle. This includes rapid reconstitution of reconnaissance assets and units
and the use of whatever combat power is necessary to ensure success.

IMPLEMENT BATTLE DRILLS

3-55. The OPFOR derives great flexibility from battle drills. (See chapter 5 for more detail.) Contrary to
the U.S. view that battle drills, especially at higher levels, reduce flexibility, the OPFOR uses minor,
simple, and clear modifications to thoroughly understood and practiced battle drills to adapt to ever-
shifting conditions. It does not write standard procedures into its combat orders and does not write new
orders when a simple shift from current formations and organization will do. OPFOR offensive battle drills
will include, but not be limited to, the following:

e React to all seven forms of contact—direct fire, indirect fire, visual, obstacle, CBRN, electronic
warfare, and air attack.
Fire and maneuver.
Fixing enemy forces.
Situational breaching.

MODIFY THE PLAN WHEN NECESSARY

3-56. The OPFOR is sensitive to the effects of mission dynamics and realizes that the enemy’s actions may
well make an OPFOR unit’s original mission achievable, but completely irrelevant. As an example, a unit
of the fixing force in an attack may be keeping its portion of the enemy force tied down while another
portion of the enemy force is maneuvering nearby to stop the exploitation force. In this case, the OPFOR
unit in question must be ready to transition to a new mission quickly and break contact to fix the
maneuvering enemy force.

SEIZE OPPORTUNITIES

3-57. The OPFOR places maximum emphasis on decentralized execution, initiative, and adaptation.
Subordinate units are expected to take advantage of fleeting opportunities so long as their actions are in
concert with the goals of the higher command.

DOMINATE THE TEMPO OF COMBAT

3-58. Through all actions possible, the OPFOR plans to control the tempo of combat. It will use
continuous attack, INFOWAR, and shifting targets, objectives, and axes to ensure that tactical events are
taking place at the pace it desires.

TYPES OF OFFENSIVE ACTION—TACTICAL GROUPS, DIVISIONS,
AND BRIGADES

3-59. The types of offensive action in OPFOR doctrine are both tactical methods and guides to the design
of COAs. An offensive mission may include subordinate units that are executing different offensive and
defensive COAs within the overall offensive mission framework.

Note. Any division or brigade receiving additional assets from a higher command becomes a
division tactical group (DTG) or brigade tactical group (BTG). Therefore, references to a
tactical group throughout this chapter may also apply to division or brigade, unless specifically
stated otherwise.
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ATTACK

3-60. An attack is an offensive operation that destroys or defeats enemy forces, seizes and secures terrain,
or both. It seeks to achieve tactical decision through primarily military means by defeating the enemy’s
military power. This defeat does not come through the destruction of armored weapons systems but
through the disruption, dislocation, and subsequent paralysis that occurs when combat forces are rendered
irrelevant by the loss of the capability or will to continue the fight. Attack is the method of choice for
OPFOR offensive action. There are two types of attack: integrated attack and dispersed attack.

3-61. The OPFOR does not have a separate design for “exploitation” as a distinct offensive COA.
Exploitation is considered a central part of all integrated and dispersed attacks.

3-62. The OPFOR does not have a separate design for “pursuit” as a distinct offensive COA. A pursuit is
conducted using the same basic COA framework as any other integrated or dispersed attack. The fixing
force gains contact with the fleeing enemy force and slows it or forces it to stop while the assault and
exploitation forces create the conditions for and complete the destruction of the enemy’s C2 and logistics
structure or other systems.

3-63. The OPFOR recognizes that moving forces that make contact must rapidly choose and implement an
offensive or defensive COA. The OPFOR methodology for accomplishing this is discussed in chapter 5.

Integrated Attack

3-64. Integrated attack is an offensive action where the OPFOR seeks military decision by destroying the
enemy’s will and/or ability to continue fighting through the application of combined arms effects.
Integrated attack is often employed when the OPFOR enjoys overmatch with respect to its opponent and is
able to bring all elements of offensive combat power to bear. It may also be employed against a more
sophisticated and capable opponent, if the appropriate window of opportunity is created or available. See
figures 3-1 through 3-3, on pages 3-10 through 3-12 for examples of integrated attacks.
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Figure 3-1. Integrated attack (example 1)
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3-65. The primary objective of an integrated attack is destroying the enemy’s will and ability to fight. The
OPFOR recognizes that modern militaries cannot continue without adequate logistics support and no
military, modern or otherwise, can function without effective command and control.

3-66. Integrated attacks are characterized by—
® Not being focused solely on destruction of ground combat power but often on C2 and logistics.
e Fixing the majority of the enemy’s force in place with the minimum force necessary.

e Isolating the targeted subcomponent(s) of the enemy’s combat system from his main combat
power.

Using complex terrain to force the enemy to fight at a disadvantage.

Using deception and other components of INFOWAR to degrade the enemy’s situational
understanding and ability to target OPFOR formations.

e Using flank attack and envelopment, particularly of enemy forces that have been fixed.
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Figure 3-2. Integrated attack (example 2)

3-67. The OPFOR prefers to conduct integrated attacks when most or all of the following conditions exist:
e The OPFOR possesses significant overmatch in combat power over enemy forces.
e [t possesses at least air parity over the critical portions of the battlefield.

e [t is sufficiently free of enemy standoff reconnaissance and attack systems to be able to operate
without accepting high levels of risk.
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Figure 3-3. Integrated attack (example 3)

Functional Organization for an Integrated Attack

3-68. An integrated attack employs various types of functional forces. The tactical group commander
assigns subordinate units functional designations that correspond to their intended roles in the attack.

Enabling Forces

3-69. An integrated attack often employs fixing, assault, and support forces. A disruption force exists, but
is not created specifically for this type of offensive action.

3-70. Fixing Force. The fixing force in an integrated attack is required to prevent enemy defending forces,
reserves, and quick-response forces from interfering with the actions of the assault and exploitation forces.
The battle will develop rapidly, and enemy forces not in the attack zone cannot be allowed to reposition to
influence the assault and exploitation forces. Maneuver forces, precision fires, air defense units, long-range
antiarmor systems, situational obstacles, chemical weapons, and electronic warfare are well suited to fix
defending forces.

3-71. Assault Force. At BTG level, the commander may employ one or more assault forces. The assault
force in an integrated attack is charged with destroying a particular part of the enemy force or seizing key
positions. Such an assault can create a window of opportunity for an exploitation force. An assault force
may successfully employ infiltration of infantry to carefully pre-selected points to assist the exploitation
force in its penetration of enemy defenses.
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3-72. Support Force. A support force provides support to the attack by fire; other combat or combat
service support; or C2 functions. Smoke and suppressive artillery and rocket fires, combat engineer units,
and air-delivered weapons are well suited to this function.

Action Force

3-73. The most common type of action force in an integrated attack is the exploitation force. Such a force
must be capable of penetrating or avoiding enemy defensive forces and attacking and destroying the
enemy’s support infrastructure before he has time to react. An exploitation force ideally possesses a
combination of mobility, protection, and firepower that permits it to reach the target with sufficient combat
power to accomplish the mission.

Dispersed Attack

3-74. Dispersed attack is the primary manner in which the OPFOR conducts offensive action when
threatened by a superior enemy and/or when unable to mass or provide integrated C2 to an attack. This is
not to say that the dispersed attack cannot or should not be used against peer forces, but as a rule integrated
attack will more completely attain objectives in such situations. Dispersed attack relies on INFOWAR and
dispersion of forces to permit the OPFOR to conduct tactical offensive actions while overmatched by
precision standoff weapons and imagery and signals sensors. The dispersed attack is continuous and comes
from multiple directions. It employs multiple means working together in a very interdependent way. The
attack can be dispersed in time as well as space. See figures 3-4 through 3-6 on pages, 3-14 through 3-16
for examples of dispersed attacks.

3-75. The primary objective of dispersed attack is to take advantage of a window of opportunity to bring
enough combined arms force to bear to destroy the enemy’s will and/or capability to continue fighting. To
achieve this, the OPFOR does not necessarily have to destroy the entire enemy force, but often just destroy
or degrade a key component of the enemy’s combat system.

3-76. Selecting the appropriate component of the enemy’s combat system to destroy or degrade is the first
step in planning the dispersed attack. This component is chosen because of its importance to the enemy and
varies depending on the force involved and the current military situation. For example, an enemy force
dependent on one geographical point for all of its logistics support and reinforcement would be most
vulnerable at that point. Disrupting this activity at the right time and to the right extent may bring about
tactical decision on the current battlefield, or it may open further windows of opportunity to attack the
enemy’s weakened forces at little cost to the OPFOR. In another example, an enemy force preparing to
attack may be disrupted by an OPFOR attack whose purpose is to destroy long-range missile artillery,
creating the opportunity for the OPFOR to achieve standoff with its own missile weapons. In a final
example, the key component chosen may be the personnel of the enemy force. Attacking and causing mass
casualties among infantrymen may delay an enemy offensive in complex terrain while also being
politically unacceptable for the enemy command structure.

3-77. Dispersed attacks are characterized by—
® Not being focused on complete destruction of ground combat power but rather on destroying or
degrading a key component of the enemy’s combat system (often targeting enemy C2 and
logistics).
Fixing and isolating enemy combat power.
Using smaller, independent subordinate elements.
Conducting rapid moves from dispersed locations.
Massing at the last possible moment.
Conducting simultaneous attack at multiple, dispersed locations.

Using deception and other elements of INFOWAR to degrade the enemy’s situational
understanding and ability to target OPFOR formations.
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Figure 3-4. Dispersed attack (example 1)

3-78. The window of opportunity needed to establish conditions favorable to the execution of a dispersed
attack may be one created by the OPFOR or one that develops due to external factors in the operational
environment. When this window must be created, the OPFOR keys on several tasks that must be
accomplished:

® Destroy enemy ground reconnaissance.
Deceive enemy imagery and signals sensors.
Create an uncertain air defense environment.
Selectively deny situational awareness.

Maximize use of complex terrain.

3-14 TC 7-100.2 9 December 2011



Offense

Mountains

/ Ex pldltatlon
F |‘

Force

= \ . .
AT ) Brigade
iz IR Reserve /" : PYY Yy %\‘g N

Road

<§§> Fixing

Force

' Fixing

®®@ s

Force

Fixing
Force

Figure 3-5. Dispersed attack (example 2)

Functional Organization for a Dispersed Attack

3-79. A dispersed attack employs various types of functional forces. The tactical group commander assigns
subordinate units functional designations that correspond to their intended roles in the attack.

Enabling Forces

3-80. A dispersed attack often employs fixing, assault, and support forces. A disruption force exists, but is
not created specifically for this type of offensive action. Deception forces can also play an important role in
a dispersed attack.

3-81. Fixing Force. The fixing force in a dispersed attack is primarily focused on fixing enemy response
forces. Enemy reserves, quick response forces, and precision fire systems that can reorient rapidly will be
those elements most capable of disrupting a dispersed attack. Maneuver forces, precision fires, air defense
and antiarmor ambushes, situational obstacles, chemical weapons, and electronic warfare are well suited to
fix these kinds of units and systems. Dispersed attacks often make use of multiple fixing forces separated
in time and/or space.

3-82. Assault Force. At BTG level, the commander may employ one or more assault forces. The assault
force in an integrated attack is charged with destroying a particular part of the enemy force or seizing key
positions. Such an assault can create favorable conditions for the exploitation force to rapidly move from
dispersed locations and penetrate or infiltrate enemy defenses. An assault force may successfully employ
infiltration of infantry to carefully pre-selected points to assist the exploitation force in its penetration.
Dispersed attacks often make use of multiple assault forces separated in time and/or space.
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3-83. Support Force. A support force provides support to the attack by fire; other combat or combat
service support; or C2 functions. Smoke and suppressive artillery and rocket fires, combat engineer units,
and air-delivered weapons are well suited to this function.

Action Forces

3-84. The most common type of action force in an integrated attack is the exploitation force. Such a force
must be capable, through inherent capabilities or positioning relative to the enemy, of destroying the target
of the attack. In one set of circumstances, a tank brigade may be the unit of choice to maneuver throughout
the battlefield as single platoons in order to have one company reach a vulnerable troop concentration or
soft C2 node. Alternatively, the exploitation force may be a widely dispersed group of SPF teams set to
attack simultaneously at exposed logistics targets. Dispersed attacks often make use of multiple
exploitation forces separated in time and/or space, but often oriented on the same objective or objectives.

Note. The example of a dispersed attack by a BTG in figure 3-6 would unfold in the following
sequence. The disruption force—consisting primarily of SPF teams and a UAV company
(shown at its launch and recovery position)—locates and destroys enemy reconnaissance. Fixing
forces 1, 2, and 3—consisting primarily of mechanized battalion-size detachments (BDETs)—
ensure that the enemy combat battalions and brigade reserve do not have freedom to maneuver.
Support forces 1 and 2—consisting primarily of artillery and antitank weapons—provide direct
and indirect fires that assist the fixing forces. With all enemy combat forces fixed, exploitation
forces 1, 2, and 3—consisting of guerillas, insurgents, INFOWAR, and combined arms forces—
destroy the enemy C2 and logistics structure.
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Figure 3-6. Dispersed attack (example 3)

3-16 TC 7-100.2 9 December 2011



Offense

LIMITED-OBJECTIVE ATTACK

3-85. A limited-objective attack seeks to achieve results critical to the battle plan or even the operation
plan by destroying or denying the enemy key capabilities through primarily military means. The results of
a limited-objective attack typically fall short of tactical or operational decision on the day of battle, but may
be vital to the overall success of the battle or operation. Limited-objective attacks are common while
fighting a stronger enemy with the objective of preserving forces and wearing down the enemy, rather than
achieving decision.

3-86. The primary objective of a limited-objective attack is a particular enemy capability. This may or may
not be a particular man-made system or group of systems, but may also be the capability to take action at
the enemy’s chosen tempo.

3-87. Limited-objective attacks are characterized by—
® Not being focused solely on destruction of ground combat power but often on C2 and logistics.
e Denying the enemy the capability he most needs to execute his plans.
e Maximal use of the systems warfare approach to combat (see chapter 1).
e Significant reliance on a planned or seized window of opportunity.

3-88. Quite often, the limited-objective attack develops as a situational offense. This occurs when an
unclear picture of enemy dispositions suddenly clarifies to some extent and the commander wishes to take
advantage of the knowledge he has gained to disrupt enemy timing. This means that limited-objective
attacks are often conducted by reserve or response forces that can rapidly shift from their current posture to
strike at the enemy.

3-89. There are two types of tactical limited-objective attack: spoiling attack and counterattack. These
share some common characteristics, but differ in purpose.

Spoiling Attack

3-90. The purpose of a spoiling attack is to preempt or seriously impair an enemy attack while the enemy
is in the process of planning, forming, assembling, or preparing to attack. It is designed to control the
tempo of combat by disrupting the timing of enemy operations. The spoiling attack is a type of attack to
disrupt.

3-91. Spoiling attacks do not have to accomplish a great deal to be successful. Conversely, planners must
focus carefully on what effect the attack is trying to achieve and how the attack will achieve that effect. In
some cases, the purpose of the attack will be to remove a key component of the enemy’s combat system. A
successful spoiling attack can make this key component unavailable for the planned attack and therefore
reduces the enemy’s overall chances of success. More typically, the attack is designed to slow the
development of conditions favorable to the enemy’s planned attack. See figure 3-7 on page 3-18 for an
example of a spoiling attack.
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Figure 3-7. Spoiling attack (example)

3-92. Spoiling attacks are characterized by—
® A requirement to have a clear picture of enemy preparations and dispositions.
e Independent, small unit action.
e Highly focused objectives.
°

The possibility that a spoiling attack may open a window of opportunity for other combat
actions.

3-93. The OPFOR seeks to have the following conditions met in order to conduct a spoiling attack:
e Reconnaissance, intelligence, surveillance, and target acquisition (RISTA) establishes a picture
of enemy attack preparations.
Enemy security, reserve, and response forces are located and tracked.
Enemy ground reconnaissance in the attack zone is destroyed or rendered ineffective.

Functional Organization for a Spoiling Attack

3-94. A spoiling attack may or may not involve the use of enabling forces. If enabling forces are required,
the part of the tactical group that actually executes the spoiling attack would be an exploitation force.
Otherwise, it may be called the mission force. The exploitation or mission force will come from a part of
the tactical group that is capable of acting quickly and independently to take advantage of a fleeting
opportunity. Since the spoiling attack is a type of attack to disrupt, the exploitation or mission force might
come from the disruption force. If more combat power is required, it might come from the main defense
force, which would not yet be engaged. A third possibility is that it could come from the tactical group
reserve.
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Counterattack

3-95. A counterattack is a form of attack by part or all of a defending force against an enemy attacking
force with the general objective of denying the enemy his goal in attacking. It is designed to cause an
enemy offensive operation to culminate and allow the OPFOR to return to the offense. A counterattack is
designed to control the tempo of combat by returning the initiative to the OPFOR. See figure 3-8 for an
example of a counterattack.
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Figure 3-8. Counterattack (example)

3-96. Counterattacks are characterized by—

® A shifting in command and support relationships to assume an offensive posture for the
counterattacking force.

A proper identification that the enemy is at or near culmination.
The planned rapid transition of the remainder of the force to the offense.
The possibility that a counterattack may open a window of opportunity for other combat actions.

3-97. The OPFOR seeks to set the following conditions for a counterattack:
® [ ocate and track enemy reserve forces and cause them to be committed.
e Destroy enemy reconnaissance forces that could observe counterattack preparations.
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Functional Organization for a Counterattack

3-98. Functional organization for a counterattack involves many of the same types of forces as for an
integrated or dispersed attack. However, the exact nature of their functions may differ due to the fact that
the counterattack comes out of a defensive posture. (To a large degree, functional organization of forces is
the same for spoiling attacks and counterattacks. That is because both types of limited-objective attack are
carried out under similar conditions.)

Enabling Forces

3-99. A counterattack often employs fixing, assault, and support forces. The disruption force was generally
part of a previous OPFOR defensive posture.

3-100. Fixing Force. The fixing force in a counterattack is that part of the force engaged in defensive
action with the enemy. These forces continue to fight from their current positions and seek to account for
the key parts of the enemy array and ensure they are not able to break contact and reposition. Additionally,
the fixing force has the mission of making contact with and destroying enemy reconnaissance forces and
any combat forces that may have penetrated the OPFOR defense.

3-101. Assault Force. In a counterattack, the assault force (if one is used) is often assigned the mission of
forcing the enemy to commit his reserve so that the enemy commander has no further mobile forces with
which to react. If the fixing force has already forced this commitment, the counterattack design may forego
the creation of an assault force.

3-102. Support Force. A support force can provide support to a counterattack by fire; other combat or
combat service support; or C2 functions. Due to the time-sensitive and highly mobile nature of the
counterattack, fire support may be the most critical.

Action Forces

3-103. The most common type of action force in a counterattack is an exploitation force. A larger-scale
counterattack may involve more than one exploitation force.

3-104. The exploitation force in a counterattack bypasses engaged enemy forces to attack and destroy the
enemy’s support infrastructure before he has time or freedom to react. An exploitation force ideally
possesses a combination of mobility, protection, and firepower that permits it to reach the target with
sufficient combat power to accomplish the mission.

TACTICAL OFFENSIVE ACTIONS—DETACHMENTS, BATTALIONS,
AND BELOW

3-105. OPFOR commanders of detachments, battalions, and below select the offensive action best suited
to accomplishing their mission. Units at this level typically are called upon to execute one combat mission
at a time. Therefore, it would be rare for such a unit to employ more than one type of offensive action
simultaneously. At the tactical level, all OPFOR units, organizations, elements, and even plans are dynamic
and adapt very quickly to the situation.

Note. Any battalion or company receiving additional assets from a higher command becomes a
battalion-size detachment (BDET) or company-size detachment (CDET). Therefore, references
to a detachment throughout this chapter may also apply to battalion or company, unless
specifically stated otherwise.

ASSAULT

3-20

3-106. An assault is an attack that destroys an enemy force through firepower and the physical occupation
and/or destruction of his position. An assault is the basic form of OPFOR tactical offensive combat.
Therefore, other types of offensive action may include an element that conducts an assault to complete the
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mission; however, that element will typically be given a designation that corresponds to the specific
mission accomplished. (For example, an element that conducts an assault in the completion of an ambush
would be called the ambush element.)

3-107. The OPFOR does not have a separate design for “mounted” and “dismounted” assaults, since the
same basic principles apply to any assault action. An assault may have to make use of whatever units can
take advantage of a window of opportunity, but the OPFOR views all assaults as combined arms actions.
See figures 3-9 through 3-11 on pages 3-21 through 3-23 for examples of assault.
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Figure 3-9. Assault (example 1)

Functional Organization for an Assault

3-108. A detachment conducting an ambush typically is organized into three elements: the assault
element, the security element, and the support element.

Assault Element.

3-109. The assault element is the action element. It maneuvers to and seizes the enemy position,
destroying any forces there.

Security Element

3-110. The security element provides early warning of approaching enemy forces and prevents them from
reinforcing the assaulted unit. Security elements often make use of terrain choke points, obstacles,
ambushes and other techniques to resist larger forces for the duration of the assault. The commander may
(or may be forced to) accept risk and employ a security element that can only provide early warning but is
not strong enough to halt or repel enemy reinforcements. This decision is based on the specific situation.
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Support Element

3-111. The support element provides the assaulting detachment with one or more of the following:

C2.

Mobility support.

Combat service support (CSS).
Supporting direct fire (such as small arms, grenade launchers, or infantry antitank weapons).
Supporting indirect fire (such as mortars or artillery).
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Figure 3-10. Assault (example 2)

Organizing the Battlefield for an Assault

3-112. The detachment conducting an assault is given an AOR in which to operate. A key decision with
respect to the AOR will be whether or not a higher headquarters is controlling the airspace associated with

the assault.

3-113. The combat order, which assigns the AOR, will often identify the enemy position being assaulted
as the primary objective, with associated attack routes and/or axes. Support by fire positions will typically
be assigned for use by the support element. The security element will have battle positions that overwatch
key enemy air and ground avenues of approach with covered and concealed routes to and from those

positions.

3-22
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Figure 3-11. Assault (example 3)

Executing an Assault

3-114. An assault is the most violent COA a military force can undertake. The nature of an assault
demands an integrated combined-arms approach. Indeed, a simple direct assault has a very low chance of
success without some significant mitigating factors. Decisive OPFOR assaults are characterized by—

e [solation of the objective (enemy position) so that it cannot be reinforced during the battle.
e Effective tactical security.

e Effective suppression of the enemy force to permit the assault element to move against the
enemy position without receiving destructive fire.

® Violent fire and maneuver against the enemy.

Assault Element

3-115. The assault element must be able to maneuver from its assault position to the objective and destroy
the enemy located there. It can conduct attack by fire, but this is not an optimal methodology and should
only be used when necessary. Typical tactical tasks expected of the assault element are—

® C(Clear.

e Destroy.
e Occupy.
e Secure.
e Seize.
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3-116. Speed of execution is critical to an assault. At a minimum, the assault element must move with all
practical speed once it has left its attack position. However, the OPFOR goal in an assault is for all the
elements to execute their tasks with as much speed as can be achieved. For example, the longer the security
element takes to move to its positions and isolate the objective, the more time the enemy has to react even
before the assault element has begun maneuvering. Therefore, the OPFOR prefers as much of the action of
the three elements of an assault to be simultaneous as possible. OPFOR small units practice the assault
continually and have clear battle drills for all of the key tasks required in an assault.

3-117. In addition to speed, the assault element will use surprise; limited visibility; complex terrain;
and/or camouflage, concealment, cover, and deception (C3D). These can allow the assault element to
achieve the mission while remaining combat effective. The OPFOR intent is to maintain lethal velocity in
the assault by using the synergistic effects of any or all methods and/or options available.

Security Element

3-118. The security element is typically the first element to act in an assault. The security element moves
to a position (or positions) where it can deny the enemy freedom of movement along any ground or air
avenues of approach that can reinforce the objective or interfere with the mission of the assault element.
The security element is equipped and organized such that it can detect enemy forces and prevent them from
contacting the rest of the detachment. The security element normally is assigned a screen, guard, or cover
task, but may also be called upon to perform other tactical tasks in support of its purpose:

e Ambush.
Block.
Canalize.
Contain.
Delay.
Destroy.
Disrupt.
Fix.
Interdict.
Isolate.

Support Element

3-119. The support element can have a wide range of functions in an assault. Typically the detachment
commander exercises C2 from within a part of the support element, unless his analysis deems success
requires he leads the assault element personally. The support element controls all combat support (CS) and
CSS functions as well as any supporting fires. The support element typically does not become decisively
engaged but parts of it may employ direct suppressive fires. Tasks typically expected of support elements
in the assault are—

® Attack by fire.
Disrupt.
Fix.
Neutralize.
Support by fire.
Canalize.

Contain.

Command and Control of an Assault

3-24

3-120. Typically, the commander positions himself with the support element and the deputy commander
moves with the assault element, although this may be reversed. The primary function of control of the
assault is to arrange units and tasks in time and space so that the assault element begins movement with all
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capabilities of the support element brought to bear, the security element providing the detachment’s
freedom to operate and the objective isolated.

Assaults in Complex Terrain

3-121. Fighting in complex terrain slows the rate of advance, requiring a high consumption of manpower
and materiel, especially ammunition. In the offense, combat in cities is avoided whenever possible, either
by bypassing defended localities or by seizing towns from the march before the enemy can erect defenses.
When there is no alternative, units reorganize their combat formations to attack an urban area by assault.
The attackers can exploit undefended towns by using them as avenues of approach or assembly areas. For
fighting in urban areas, the OPFOR prefers to establish urban detachments. See chapter 6 for additional
information on urban detachments, their composition, and how they fight.

Note. Complex terrain is a topographical area consisting of an urban center larger than a village
and/or of two or more types of restrictive terrain or environmental conditions occupying the
same space. (Restrictive terrain or environmental conditions include, but are not limited to,
slope, high altitude, forestation, severe weather, and urbanization.)

3-122. The burden of combat in cities usually falls on infantry troops, supported by other arms. Tank
units can be used to seal off pockets of resistance en route to the town or city, to envelop and cut off the
city, or to provide reinforcements or mobile reserves for mechanized infantry units.

3-123. Complex terrain has both advantages and disadvantages for assaulting troops. Due to its unique
combination of restrictive terrain and environmental conditions, complex terrain imposes significant
limitations on observation, maneuver, fires, and intelligence collection. It reduces engagement ranges,
thereby easing the task of keeping the assault element protected during its approach to the objective.
However, it also provides the enemy cover and concealment on the objective as well as natural obstacles to
movement and good ambush positions along that same approach. This is especially the case when the
enemy is defending in an urban area.

3-124. Assaults in close, mixed or open terrain always face the possibility of obstacles restricting
movement to the objective. Obstacles in complex terrain—man-made or not—are virtually a certainty.
Typically then, assault detachments include a specialist element designed to execute mobility and/or
shaping tasks in support of the assault element. This element, made up of sappers and other supporting
arms, may be known as an obstacle-clearing element. Its functions would be similar to those of
reconnaissance and obstacle-clearing element in a movement support detachment (see chapter 12).

Support of the Assault

3-125. An assault typically requires several types of support. These can include reconnaissance, fire
support, air defense, and INFOWAR.

Reconnaissance

3-126. Reconnaissance effort in support of an assault can begin long before the assault is executed. A
higher level of command may control this effort, or it may allocate additional reconnaissance assets to a
detachment. However, the unit conducting an assault often has to rely on its own reconnaissance effort to a
large degree in order to take advantage of a window of opportunity to execute an assault. Reconnaissance
patrols in support of an assault are typically given the following missions:

Determine and observe enemy reinforcement and counterattack routes.
Determine composition and disposition of the forces on the objective.
Locate and mark enemy countermobility and survivability effort.
Locate and track enemy response forces.

Defeat enemy C3D effort.
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Fire Support

3-127. The primary mission of fire support in an assault is to suppress the objective and protect the
advance of the assault element. Precision munitions may be used to destroy key systems that threaten the
assault force and prevent effective reinforcement of the objective. Fire support assets committed to the
assault are typically part of the support element.

Air Defense

3-128. The typical purpose of air defense support to an assault is to prevent enemy air power from
influencing the action of the assault element. It is possible to find air defense systems and measures in all
three elements of an assault.

3-129. Air defense systems in the security element provide early warning and defeat enemy aerial
response to the assault. Such systems also target enemy aerial reconnaissance such as unmanned aerial
vehicles (UAVs) to prevent the enemy from having a clear picture of the assault action. Air defense
systems in the support element provide overwatch of the assault element and the objective.

3-130. Air defense systems are least likely to be found in the assault element. However, such situations
as long attack axes, which require the assault force to operate out of the range of systems in the support
element for any length of time, may dictate this disposition of air defense systems.

3-131. Some air defense systems may prove useful in close combat such as urban areas. Air defense
weapons usually have a very high angle of fire allowing them to target the upper stories of buildings. High-
explosive rounds allow the weapons to shoot through the bottom floor of the top story, successfully
engaging enemy troops and/or equipment located on roof tops. The accuracy and lethality of air defense
weapons also facilitates their role as a devastating ground weapon when used against personnel,
equipment, buildings, and lightly armored vehicles.

INFOWAR

3-132. INFOWAR supports the assault primarily by helping isolate the objective. This is often done by—
e Deceiving forces at the objective as to the timing, location, and/or intent of the assault.
e Conducting deception operations to fix response forces.
e Isolating the objective with electronic warfare.

Note: A simple, effective, and successful technique often employed by the OPFOR is to distract
and then flank with multiple coordinated assaults.

AMBUSH

3-133. An ambush is a surprise attack from a concealed position, used against moving or temporarily
halted targets. Such targets could include truck convoys, railway trains, boats, individual vehicles, or
dismounted troops. In an ambush, enemy action determines the time, and the OPFOR sets the place.
Ambushes may be conducted to—

e Destroy or capture personnel and supplies.

e Harass and demoralize the enemy.

e Delay or block movement of personnel and supplies.

e (analize enemy movement by making certain routes useless for traffic.

3-134. The OPFOR also uses ambush as a primary psychological warfare tool. The psychological effect is
magnified by the OPFOR use of multi-tiered ambushes. A common tactic is to spring an ambush and set
other ambushes along the relief or reaction force’s likely avenues of approach. (For an example, see figure
3-17 on page 3-34.) Another tactic is to attack enemy medical evacuation assets, especially if the number
of these assets is limited. The destruction of means to evacuate wounded instills a sense of tentativeness in
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the enemy soldiers because they realize that, should they become wounded or injured, medical help will
not be forthcoming.

Note. Prior to springing an ambush, the OPFOR may prefer to wait until enemy sweep
operations end. As enemy units return to garrison, tired, low on fuel, and lax after searching for
an extended time and not engaging, the OPFOR strikes hard.

3-135. Cutting LOCs is a basic OPFOR tactic. The OPFOR attempts to avoid enemy maneuver units and
concentrate on ambushes along supporting LOCs. Attacking LOCs damages an enemy’s economic
infrastructure, isolates military units, and attrits the enemy with little risk to the ambush force. Successful
ambushes usually result in concentrating the majority of movements to principal roads, railroads, or
waterways where targets are more vulnerable to attack by other forces.

3-136. Key factors in an ambush are—

Surprise.

Control.

Coordinated fires and shock (timing).
Simplicity.

Discipline.

Security (and enemy secondary reaction).
Withdrawal.

Functional Organization for an Ambush

3-137. Similar to an assault, a detachment conducting an ambush is typically organized into three
elements: the ambush element, the security element, and the support element. There may be more than one
of each of these types of element.

Ambush Element

3-138. The ambush element of an ambush has the mission of attacking and destroying enemy elements in
the kill zone(s). The ambush element conducts the main attack against the ambush target that includes
halting the column, killing or capturing personnel, recovering supplies and equipment, and destroying
unwanted vehicles or supplies that cannot be moved.

Security Element

3-139. The security element of an ambush has the mission to prevent enemy elements from responding to
the ambush before the main action is concluded. Failing that, it prevents the ambush element from
becoming decisively engaged. This is often accomplished simply by providing early warning.

3-140. Security elements are placed on roads and trails leading to the ambush site to warn the ambush
element of the enemy approach. These elements isolate the ambush site using roadblocks, other ambushes,
and outposts. They also assist in covering the withdrawal of the ambush element from the ambush site. The
distance between the security element and the ambush element is dictated by terrain. In many instances, it
may be necessary to organize secondary ambushes and roadblocks to intercept and delay enemy
reinforcements.

Support Element

3-141. The support element of an ambush has the same basic functions as that of an assault. It is quite
often involved in supporting the ambush element with direct and/or indirect fires.
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Planning and Preparation for an Ambush

3-142. The planning and preparation of an ambush is similar that for a raid, except that selecting an
ambush site is an additional consideration. A detachment is typically assigned a battle zone in which to
execute an ambush, since such attacks typically do not require control of airspace at the detachment level.
The area where the enemy force is to be destroyed is delineated by one or more kill zones.

3-143. The mission may be a single ambush against one target or a series of ambushes against targets on
one or more LOCs. The probable size, strength, and composition of the enemy force that is to be
ambushed, formations the enemy is likely to use, and enemy reinforcement capabilities are considered.
Favorable terrain for an ambush, providing unobserved routes for approach and withdrawal, must be
selected.

3-144. The time of the ambush should coincide with periods of limited visibility, offering a wider choice
of positions and better opportunities to surprise and confuse the enemy. However, movement and control
are more difficult during a night ambush. Night ambushes are more suitable when the mission can be
accomplished during, or immediately following, the initial burst of fire. They require a maximum number
of automatic weapons to be used at close range. Night ambushes can hinder the enemy’s use of LOCs at
night, while friendly aircraft can attack the same routes during the day (if the enemy does not have air
superiority). Daylight ambushes facilitate control and permit offensive action for a longer period of time.
Daylight ambushes also provide an opportunity for more effective fire from such weapons as rocket
launchers and antiarmor weapons.

Site Selection

3-145. In selecting the ambush site, the basic consideration is favorable terrain, although limitations such
as deficiencies in firepower and lack of resupply during actions may govern the choice of the ambush site.
The site should have firing positions offering concealment and favorable fields of fire. Whenever possible,
firing should be conducted from the screen of foliage. The terrain at the site should serve to canalize the
enemy into a kill zone. The entire kill zone is covered by fire so that there is no dead space that would
allow the enemy to organize resistance. The ambush force should take advantage of natural obstacles such
as defiles, swamps, and cliffs to restrict enemy maneuvers against the force. When natural obstacles do not
exist, mines, demolitions, barbed or concertina wire, and other concealed obstacles are employed to
canalize the enemy.

Movement

3-146. The ambush force moves over a pre-selected route or routes to the ambush site. One or more
mission support sites (MSSs) or rendezvous points usually are necessary along the route to the ambush site.
Last-minute intelligence is provided by reconnaissance elements, and final coordination for the ambush is
made at the MSS or the assembly area.

Action at the Ambush Site

3-147. The ambush force moves to an assembly area near the ambush site. Security elements take up their
positions first and then the ambush elements move into place. As the approaching enemy force is detected,
or at a predesignated time, the ambush force commander decides whether or not to execute the ambush.
This decision is based on the size of the enemy force, enemy guard and security measures, and the
estimated value of the target in light of the probable cost to the ambush force.

Executing an Ambush

3-148. If the decision is made to execute the ambush, enemy security elements or advance guards are
allowed to pass through the main ambush position. When the head of the enemy main force reaches a
predetermined point, then fire, demolitions, or obstacles halt it. At this signal, the entire ambush element
opens fire. Designated security elements engage the enemy’s advance and rear security elements to prevent
reinforcement of the main force. The volume of fire is violent, rapid, directed at enemy personnel exiting
from vehicles, and concentrated on vehicles mounting automatic weapons. Antiarmor weapons (such as
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recoilless rifles and rocket launchers) are used against armored vehicles. Machineguns lay bands of fixed
fire across escape routes, as well as in the kill zone. Mortar projectiles, hand grenades, and rifle grenades,
and directional antipersonnel mines are fired into the kill zone.

3-149. If the commander decides to assault the enemy force, the assault is initiated with a prearranged
signal. After the enemy has been rendered combat ineffective, designated ambush element personnel move
into the kill zone to recover supplies, equipment, and ammunition.

Types of Ambush

3-150. There are three types of OPFOR ambush—annihilation, harassment, or containment—based on the
desired effects and the resources available. Ambushes are frequently employed because they have a great
chance of success and provide force protection. The OPFOR conducts ambushes to kill or capture
personnel, destroy or capture equipment, restrict enemy freedom of movement, and collect information and
supplies.

Annihilation Ambush

3-151. The purpose of an annihilation ambush is to destroy the enemy force. These are violent attacks
designed to ensure the enemy’s return fire, if any, is ineffective. Generally, this type of ambush uses the
terrain to the attacker’s advantage and employs mines and other obstacles to halt the enemy in the kill zone.
The goal of the obstacles is to keep the enemy in the kill zone throughout the action. Using direct, or
indirect, fire systems, the support element destroys or suppresses all enemy forces in the kill zone. It
remains in a concealed location and may have special weapons, such as antitank weapons.

3-152. The support and ambush elements kill enemy personnel and destroy equipment within the kill
zone by concentrated fires. The ambush element remains in covered and concealed positions until the
enemy is rendered combat ineffective. Once that occurs, the ambush element secures the kill zone and
eliminates any remaining enemy personnel that pose a threat. The Ambush element remains in the kill zone
to thoroughly search for any usable information and equipment, which it takes or destroys.

3-153. The security element positions itself to ensure early warning and to prevent the enemy from
escaping the kill zone. Following the initiation of the ambush, the security element seals the kill zone and
does not allow any enemy forces in or out. The ambush force withdraws in sequence; the ambush element
withdraws first, then the support element, and lastly the security element. The entire ambush force
reassembles at a predetermined location and time. For examples of annihilation ambushes see figures 3-12
through 3-14 on pages 3-30 and 3-31.
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Figure 3-14. Annihilation ambush (example 3)

3-154. Annihilation ambushes in complex terrain, including urban environments, often involve task
organizations that the OPFOR calls “hunter-killer (HK) teams.” The HK team structure is extremely lethal
and is especially effective for close fighting in such environments. Although other companies may be used
as well, generally, infantry companies are augmented and task-organized into these HK teams. When task-
organized to ambush armored vehicles, they may be called “antiarmor HK teams” or “HK infantry

antiarmor teams.”

3-155. HK teams primarily fight from ground level. In urban environments, however, they prefer to
attack multi-dimensionally, from basements or sewers and from upper stories and on the tops of buildings.

The targets are engaged simultaneously to maximize effectiveness and confusion.

3-156. At a minimum, each HK infantry antiarmor team is composed of gunners of infantry antiarmor
weapons, a machinegunner, a sniper, and one or more riflemen. Multiple HK teams simultaneously attack a
single armored vehicle. Kill shots are generally made against the top, rear, and sides of vehicles from
multiple dimensions. The teams prefer to trap vehicle columns in city streets where destruction of the first
and last vehicles will trap the column and allow its total destruction. Single vehicles are easily defeated.

3-157. The HK teams use command detonated, controllable, and side-attack mines (antitank, anti-vehicle,
and antipersonnel) in conjunction with predetermined artillery and mortar fires. Side-attack (off-route)
mines may be placed out of sight, such as inside windows and alleys. Figure 3-15 on page 3-32 is an
example an annihilation ambush conducted by HK teams in a complex, urban environment.
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Harassment Ambush
3-158. A harassment ambush interferes with routine enemy activities, impedes the enemy’s freedom of
movement, and has a psychological impact on enemy personnel. The OPFOR may choose to conduct a
harassment ambush if the enemy has superior combat power. This type of ambush does not require the use
of obstacles to keep the enemy in the kill zone. Compared to an annihilation ambush, the detachment
typically conducts a harassment ambush at a greater distance from the enemy, up to the maximum effective

range of its weapons. See the example of a harassment ambush at figure 3-16
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Figure 3-16. Harassment ambush (example)

3-159. Many times, the ambush and support elements are combined to provide better control of fires
throughout the kill zone, which may be quite wide. The ambush and support elements concentrate massive
direct and indirect fires in the kill zone. The security element provides early warning.

3-160. Harassment ambushes may be accomplished with very little in the way of resources. The ambush
and security elements may be as little as two to four personnel combined. In cases where the primary
weapon system is one or more explosive devices, the ambush may be conducted by one or two personnel
or even by a time-delayed fusing system.

3-161. While the ambush and support elements withdraw, the security element may remain to provide
warning and to delay enemy forces if necessary. As in all ambushes, the detachment may emplace mines
and plan for indirect fires to cover withdrawal routes.

3-162. Harassment ambushes can affect enemy convoy activity. The convoy’s security element may be
selected as the specific target of the ambush, and the fire of the ambush element is directed against it.
Repeated ambushes against the enemy security element can—

e Cause the use of disproportionately strong forces in the enemy security element. This may leave
other portions of the enemy main force vulnerable or require the diversion of additional troops
to convoy duty.

e (reate an adverse psychological effect upon enemy troops, and the continued casualties suffered
by the enemy security element may make such duty unpopular.

9 December 2011 TC 7-100.2 3-33



Chapter 3

Containment Ambush

3-163. A containment ambush is a security measure that is usually part of a larger action. It is used to
prevent the enemy from using an avenue of approach or interdicting another action, such as a raid or
another ambush. The ambush element may secure the kill zone, as described in the annihilation ambush,
although this is not required for success. The support and security elements perform the same functions as

those described in the annihilation ambush.

3-164. Obstacles may be an integral part of a successful containment ambush. They serve two functions:
to prevent the enemy from using the avenue of approach and to hold the enemy in the kill zone. Within
time constraints, the ambush force may erect multiple, mutually supporting obstacles covered by direct and
indirect fires. See figures 3-17 and 3-18 on pages 3-34 and 3-35 for examples of containment ambushes.
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Figure 3-17. Containment ambush (example 1)
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Figure 3-18. Containment ambush (example 2)

Command and Control of an Ambush

3-165. Typically, the commander positions himself with the support element and the deputy moves with
the ambush element, although this may be reversed. The primary function of control of the ambush is to
arrange units and tasks in time and space so that the ambush element initiates the ambush when the target is
most vulnerable while ensuring the detachment is able to break contact when the action is complete.

Support of an Ambush

3-166. An ambush typically requires several types of support. These can include reconnaissance, fire
support, air defense, engineer, logistics, and INFOWAR.

Reconnaissance
3-167. Reconnaissance is critical to a successful ambush. Reconnaissance establishes the time the enemy
unit will be in the kill zone, determines the best terrain on which to attack and locates response forces and

provides early warning.

Fire Support
3-168. Fire support units are almost always in the support element. They provide fires into the kill zone,
illumination over it, or smoke to permit withdrawal.

Air Defense
3-169. In the event of an aerial ambush target, air defense units may make up the balance of the ambush
element. When the ambush target is a ground unit, air defense is most likely found in the security
element(s) where it can provide early warning and fires against aerial response forces.
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Engineer

3-170. The primary task of engineers in an ambush is countermobility—both in support of the security
element’s mission of isolating the ambush area and to hinder enemy exiting the kill zone.

Logistics

3-171. Ambushes are typically not multi-day battles. The detachment will move from a secured location
with everything it needs to complete the mission. In those rare instances where the situation supports a
multi-day hide prior to executing the ambush, the detachment will be required to move with its own extra
life support. Resupply of an ambush detachment would significantly increase the chances of its detection
and defeat its purpose.

INFOWAR

3-172. INFOWAR primarily supports ambushes by concealing the action through deception and
information protection. Successful ambushes may be used by an INFOWAR campaign as tools to show the
failure of enemy force protection efforts.

Ambushes in Complex Terrain

3-173. Complex terrain is ideal for ambushes due to the cover and concealment it provides. It provides
cover and concealment to the ambush detachment, canalizes enemy forces into the kill zone(s) and permits
easy withdrawal. Ambushes require that the ambush element remain concealed until the initiation of the
attack. Complex generally provides the OPFOR the capability to conduct a 360-degree multi-dimensional
ambush.

RAID

3-174. A raid is an attack against a stationary target for the purposes of its capture or destruction that
culminates in the withdrawal of the raiding force to safe territory. Raids can also be used to secure
information and to confuse or deceive the enemy. The keys to the successful accomplishment of any are
raid surprise, firepower, and violence. The raid ends with a planned withdrawal upon completion of the
assigned mission. See figures 3-19 and 3-20 for examples of raids.

3-175. Raids are characterized by—

e Destroying or damage key systems or facilities (such as CPs, communication facilities, supply
depots, radar sites), providing or denying critical information, or securing hostages or prisoners.

Destroy, damage, or capture supplies or LOCs.

Support the INFOWAR plan. Raids can distract attention from other OPFOR actions, to keep
the enemy off balance, and to cause the enemy to deploy additional units to protect critical sites.

® OPFOR sensor(s) with capability and mission to find and track the target. Sensors are often
ground reconnaissance, but may include UAVs or satellites.

A C2 method to link raiding force and sensors.

Supporting operation(s)—usually primarily INFOWAR—to create window of opportunity for
raiding force to operate.
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Functional Organization for a Raid

3-176. The size of the raiding force depends upon its mission, the nature and location of the target, and
the enemy situation. The raiding force may vary from a detachment attacking a large supply depot to an
SPF team attacking a checkpoint or a portion of unprotected railroad track. Regardless of size, the raiding
force typically consists of three elements: raiding, security, and support. It may involve other functional
elements, such as a fixing element.

Note. The functional designations of elements in figure 3-20 on page 3-37 provide additional
examples of the possibilities for identifying functions more specifically. (See Functional
Organization of Elements for the Offense—Detachments, Battalions, and Companies earlier in
this chapter.) In this case, the air assault infantry platoon labeled “security element” (lower
center of figure 3-20) might have been called “blocking element” or “security element/blocking”
because that is its specific role in this mission. The light mortar platoon, labeled “support
element” in the lower right, might have been labeled “fires element,” “fire support element,” or
“support element/fires.” It could have also been labeled as a “blocking element/fires” because its
purpose is to prevent the enemy infantry at the left from coming across the river bridge to
reinforce or protect the power plant on the right side of the river, which is the objective of the
OPFOR raid.

Raiding Element(s)

3-177. The raiding element executes the major task ensuring the success of the raid. It is charged with the
actual destruction or seizure of the target of the raid. This element must accomplish this through inherent
capabilities and/or positioning relative to the enemy. SPF and infantry trained in night infiltration
techniques are all examples of potential components of a raiding element.

3-178. If, for example, the raid mission is to destroy a critical installation such as a railroad bridge or
tunnel, the raiding element emplaces and detonates the demolition charges. If the target, such as enemy
personnel, is to be neutralized by fire, the raiding element conducts its attack with a high proportion of
automatic weapons. In some instances, the raiding element moves physically onto or into the target; in
other instances, it is able to accomplish its task from a distance. The other elements of the raid are designed
to allow the raiding element access to the target for the time required to accomplish the raid mission.

3-179. The raiding element (and possibly the support element) in a raid may also be required to expose
the target to attack, if necessary. It may be, however, that effective INFOWAR, a mismatch in system
capabilities, use of geography, or even the enemy’s own dispositions create a situation wherein the target is
already sufficiently exposed.

Security Element(s)

3-38

3-180. The primary threat to all elements of a raiding force is being discovered and defeated by enemy
security forces prior to execution of the raid. The security element in a raid is primarily focused on fixing
enemy security and response forces or the enemy’s escape from the objective area. The security element is
equipped and organized such that it can detect enemy forces and prevent them from contacting the rest of
the detachment. The security element also covers the withdrawal of the raiding element and act as a rear
guard for the raiding force. The size of the security element depends upon the size of the enemy’s
capability to intervene and disrupt the raid.
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3-181. The task of a security element in a raid is to occupy enemy security and response forces and force
the enemy to focus on parts of the battlefield away from the raid. Security elements deploy to locations
where they can deny the enemy freedom of movement along any ground or air avenues of approach that
can reinforce the objective or interfere with the mission of the raiding element. The security element
normally gets a screen, guard or cover overall mission, but may also be called upon to perform other
tactical tasks in support of its purpose:

e Ambush.
Block.
Canalize.
Contain.
Destroy.
Delay.
Disrupt.
Fix.
Interdict.

Isolate.

Support Element(s)

3-182. The support element serves as an enabling function and assists in setting the conditions for the
success of the raid. This support may take several forms. The support element provides fire support,
logistics support, reinforcements, to the raiding and security elements. The detachment commander
normally controls the raid from within the support element.

3-183. If needed, support elements may assist the raiding element(s) in reaching the target. They can also
execute one or more complementary tasks, such as—
e Eliminating guards.
Breaching and removing obstacles to the objective.
Conducting diversionary or holding actions.
Canalizing enemy forces.

Providing fire support.

Command and Control of a Raid

3-184. A raid is conducted by elements that are autonomous on the battlefield, but linked by C2 and
purpose. Although sometimes supported with operational assets, raids are primarily conducted by tactical-
level units. They can often involve elements from affiliated forces. A raid is not necessarily tied to scheme
of maneuver, in that the larger part of the overall force may be involved in an operation not directly related
to the raid.

Support of a Raid
3-185. A raid typically requires several types of support. These can include reconnaissance, armor, fire
support, air defense, engineer, logistics, and INFOWAR.

Reconnaissance

3-186. The primary task of reconnaissance in a raid is to locate the target of the raid and track it
accurately until the raiding element is in contact. Additionally, reconnaissance determines locations and
avenues of approach of response forces.
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Armor

3-187. Armored vehicles, with their advantages of speed and firepower, can be used quite effectively in
raids. The challenge in their use is concealing both their movement to the attack and their withdrawal upon
completion of the raid.

Fire Support
3-188. Fire support units (and combat helicopters acting in this role) may be the raiding element of a raid
with or without additional ground forces. Fire support units support raids in a number of ways:
e Suppression of enemy air defenses (SEAD) to support raiding aviation elements.
e Suppression of response forces.
® Smoke to permit withdrawal.

Air Defense

3-189. In a raid, air defense assets are most likely found in the security element(s). In that role, they can
provide early warning and fires against enemy aerial response forces.

Engineer

3-190. Engineers support raids primarily by executing mobility tasks to—
® Permit access to the objective.
e Facilitate withdrawal of the raiding force.

Logistics

3-191. Raids are typically not multi-day battles. The detachment will move from a secured location with
everything it needs to complete the mission.

INFOWAR

3-192. INFOWAR primarily supports raids by concealing the action through deception and information
protection. Successful raids may be used by an INFOWAR campaign as tools to show the failure of enemy
force protection efforts.

RECONNAISSANCE ATTACK

3-193. A reconnaissance attack is a tactical offensive action that locates moving, dispersed, or concealed
enemy elements and either fixes or destroys them. It may also be used by the commander to gain
information about the enemy’s location, dispositions, military capabilities, and quite possibly his
intentions. The OPFOR recognizes that an enemy will take significant measures to prevent the OPFOR
from gaining critical intelligence. Therefore, quite often the OPFOR will have to fight for information,
using an offensive operation to penetrate or circumvent the enemy’s security forces to determine who
and/or what is located where or doing what.

3-194. The reconnaissance attack is the most ambitious—and least preferred—method to gain
information. When other means of gaining information have failed, a detachment can undertake a
reconnaissance attack.

3-195. Key factors in the reconnaissance attack are—
e Situational awareness.
e Contact conditions.
e Tempo.
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Functional Organization for a Reconnaissance Attack

3-196. Depending on the situation, the detachment commander organizing a reconnaissance attack may
designate reconnaissance, security, and/or action elements. There may be more than one of each type. The
commander may also form various types of support elements.

Reconaissance Element(s)

3-197. 1If the purpose of the reconnaissance attack is merely to gain information, the commander may
organize several reconnaissance elements. Their role is to locate enemy elements operating in the
detachment’s AOR. If the purpose is to also be able to fix and/or destroy the located enemy elements, the
reconnaissance elements would provide reconnaissance support to the elements that carry out those
functions. (If specialized reconnaissance elements are not formed, this role may be performed by security
elements.)

Security Element(s)

3-198. If the commander believes he has sufficient combat power to engage enemy elements that may be
located, he may also organize one or more security elements. Security elements can either work in
conjunction with reconnaissance elements (if they exist) or perform the reconnaissance role on their own.
Upon locating an enemy element, a security element should be capable of isolating the enemy by blocking
avenues of withdrawal or reinforcement of the enemy unit and/or fixing the enemy. (When it performs
those functions, it may be called a blocking element or fixing element.)

Action Element(s)

3-199. If the detachment commander believes he has sufficient combat power to defeat enemy element(s)
that are located, he may also organize one or more action elements. (These elements may receive a
functional designation that more specifically describes the nature of the action by which they accomplish
the mission.) Once an enemy element is located and/or fixed, the action element(s) will attack it with the
goal of destroying it. There may or may not be one action element for each security element.

Support Element(s)

3-200. One or more support elements can perform various supporting tasks. (See Support of a
Reconnaissance Attack, below.)

Organizing the Battlefield for a Reconnaissance Attack
3-201. Multiple attack routes often characterize reconnaissance attacks. There may also be objective rally
points and orientation objectives.

Executing a Reconnaissance Attack

3-202. Multiple elements normally infiltrate or maneuver separately to find and then fix or destroy enemy
elements. A reconnaissance attack is initiated by multiple security elements and/or reconnaissance elements
moving through and to likely points of contact with enemy elements that need to be destroyed or fixed.
Success relies on the ability of the security elements (and reconnaissance elements, if separate) to operate
independently. See figure 3-21 on page 3-42 for an example of a reconnaissance attack.
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Support of a Reconnaissance Attack

3-203. A reconnaissance attack typically requires several types of support. These can include
reconnaissance, armor, fire support, aviation, air defense, engineer, logistics, and INFOWAR.

Reconnaissance

3-204. There are two basic methods for conducting reconnaissance in a reconnaissance attack. The first is
for each security element to perform its own reconnaissance tasks, therefore being responsible for both
finding an enemy force and fixing it. The second method is for the detachment to organize reconnaissance
elements that have the mission to find the enemy forces in the detachment AOR and use security elements
solely for the task of fixing those forces.

Armor

3-42

3-205. Depending on the situation, armored vehicles may be used in any of the elements of a
reconnaissance attack. In a reconnaissance or security element, thermal imagers and other electro-optical
aids on armored vehicles can assist in the detection and identification of enemy forces.

3-206. Armored vehicles could provide the security element in a reconnaissance attack with a
combination of firepower and protection that significantly enhances the mission of fixing the enemy. The
mobility and speed of these forces permit them to s