
ART 5.9 Conduct Cyber Electromagnetic Activities

Units that perform this task conduct cyber electromagnetic activities 
as part of combined arms operations to seize, retain, and exploit an 
advantage over adversaries and enemies in both cyberspace and
across the electromagnetic spectrum; deny and degrade adversary 
and enemy use of the same; and protect friendly mission command 
networks and systems. (USACAC)

NO. Scale Measure
01 Yes/No Unit operated an enterprise network for computer and 

telecommunication networks at multiple levels of 
classification, providing end-to-end assured cyber 
network operations.

02 Yes/No Unit developed the commander's overall situational 
awareness to support decisionmaking processes. Unit 
established public or private partnerships for 
commanders and their staffs to monitor the status of 
the elements of critical infrastructure supporting both 
garrison and deployment activities.

03 Yes/No Unit conducted cyber war to include cyber exploitation, 
cyber attack, and dynamic cyber defense to detect, 
deter, disrupt, and deny adversary activities to maintain
friendly freedom of action and degrade enemy freedom 
of action.

04 Yes/No Unit performed development, engineering, and analysis 
to support and enable effective cyber network 
operations and cyber warfare.

05 Yes/No Unit conducted electronic attack using electromagnetic 
energy, directed energy, or antiradiation capabilities to 
attack personnel, facilities, or equipment.

06 Yes/No Unit efficiently used the electromagnetic spectrum while 
in a joint operational environment to enable the 
warfighter's operation plan.

07 Yes/No Unit efficiently integrated cyber electromagnetic 
activities in support of decisive action.
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