
ART 2.4.2.5 Provide Intelligence Support to Military Deception

This task identifies capabilities and limitations of the threat’s 
intelligence collection capabilities, systems, and means and identifies 
threat biases and perceptions. (FM 2-0) (USAICoE)

NO. Scale Measure
01 Yes/No Unit identified profiles of key threat leaders.
02 Yes/No Unit outlined the threat decision-making processes, 

patterns, and biases.
03 Yes/No Unit identified the threat?s decision-making 

dissemination processes, patterns, and means.
04 Yes/No Unit identified the threat perceptions of the military 

situation in the AO.
05 Yes/No Unit identified capabilities and limitations of threat 

intelligence and security services.
06 Yes/No Unit completed combat assessment for deception 

operations.
07 Time To determine support required for deception operations.
08 Time To determine specific intelligence requirements for 

deception.
09 Time To provide combat assessments in support of deception.
10 Percent Of threat forces and targets who were deceived.

Supporting Collective Tasks:

Task 
No.

Title Proponent Echelon

34-5-
0918

Conduct Counterintelligence (CI) 
Screening of Local Employed Persons

34 - Combat 
Electronic 
Warfare and 
Intelligence 
(Collective)

Team 
(TOE)

71-9-
5630

Conduct Military Deception in the Joint 
Operations Area (Division Echelon and 
Above [Operational])

71 - 
Combined 
Arms 
(Collective)

Echelons 
Above 
Corps


