
ART 2.1.2.4 Create Intelligence Databases

This task entails creating and maintaining unclassified and classified 
databases. Its purpose is to establish interoperable and collaborative 
environments for Army forces, joint forces, national agencies, and 
multinational organizations. This task facilitates intelligence analysis, 
reporting, production, dissemination, sustainment, and intelligence 
reach. It also includes the requirements for formatting and 
standardization, indexing and correlation, normalization, storage, 
security protocols, and associated applications. The following must be 
addressed in database development, management, and maintenance: 
data sources; information redundancy; import and export standards; 
data management and standards; update and backup procedures; and 
data mining, query, and search protocols. (FM 2-0) (USAICoE)

NO. Scale Measure
01 Yes/No Unit established and maintained classified and 

unclassified databases at the appropriate echelons and 
organizations.

02 Yes/No Unit established prerequisite training for users on 
database use, data mining, searches, queries, and 
update and backup.

03 Yes/No Unit established local standing operating procedures 
(SOPs) for database use; data mining, searches, and 
queries; and update and backup procedures.

04 Yes/No The intelligence database was used for collaborative 
analysis and production, dissemination, and intelligence 
reach.

05 Yes/No The intelligence database was adequate for 
collaborative analysis and production, dissemination, 
and intelligence reach.

06 Yes/No The intelligence database was adequate for 
interoperability across the area of operations to include 
subordinate elements’ collaborative analysis and 
production, dissemination, and intelligence reach.

07 Yes/No Policies and procedures were in place for reporting 
issues with database security and database deficiencies 
or corruption.

08 Yes/No Adequate redundancy was built into the database.



09 Yes/No Policies and procedures were provided for database 
administration.

10 Yes/No Unit designated a primary and alternate database 
manager to ensure local SOPs meet appropriate 
standards for Army, joint, interagency, and multinational 
policies and regulations.

11 Yes/No Unit established training program for the primary and 
alternate database managers.

12 Yes/No Policies and procedures were in place for implementing 
Service procedures and a data redundancy plan.

13 Yes/No Policies and procedures were in place for database 
security.

14 Yes/No Policies and procedures were in place for a database 
backup and update.

15 Time That database was down or unavailable due to service, 
administration, or update.

16 Time Between the primary database failing and the 
redundancy capability was initialized.

17 Time That primary or alternate database manager spent on 
correcting or resolving deficiencies or corruptions with 
the primary or redundant database.

18 Percent Of database used for collaborative analysis and 
production, dissemination, and intelligence reach.

19 Percent Of time the redundancy capability was used in place of 
the primary database.

Supporting Collective Tasks:

Task 
No.

Title Proponent Echelon

34-5-
3052

Establish Access to Automated 
Intelligence Networks

34 - Combat 
Electronic 
Warfare and 
Intelligence 
(Collective)

Team 
(TOE)

34-5-
3056

Control Intelligence System 
Communications

34 - Combat 
Electronic 
Warfare and 
Intelligence 

Team 
(TOE)



(Collective)
71-9-
5730

Develop Multinational Intelligence and 
Information Sharing Structure (Division 
Echelon and Above [Operational])

71 - 
Combined 
Arms 
(Collective)

Echelons 
Above 
Corps


