
ART 2.1.4 Generate Intelligence Knowledge

Generate intelligence knowledge is a continuous, user-defined task 
driven by the commander. It begins before mission receipt and 
provides the relevant knowledge required regarding the operational 
environment for the conduct of operations. As soon as the intelligence 
officer and other staff sections begin to collect data on the operational 
environment, they should organize the data into databases that meet 
the commander’s visualization requirements. The execution of this 
task must follow all applicable policies and regulations on information 
collection and operations security. The information and intelligence 
obtained are refined into knowledge for use in mission analysis through 
functional analysis. Information is obtained through intelligence reach; 
research; data mining; database access; academic studies, products, 
or materials; intelligence archives; open-source intelligence; and other 
information sources. Generate intelligence knowledge is the foundation 
for performing intelligence preparation of the battlefield and mission 
analysis. The primary product of the generate intelligence knowledge 
task is the initial data files and intelligence survey. (FM 2-0) (USAICoE)

NO. Scale Measure
01 Yes/No Unit obtained detailed information on threat 

characteristics (composition, disposition, tactics, 
training, logistics, operational effectiveness, fires, 
communications, personality, intelligence, reach, 
agencies, nongovernmental organizations, and other 
threats) in and affecting the operational environment.

02 Yes/No Unit obtained detailed information on the types of 
environment, such as desert, urban, jungle, arctic, and 
mountain, and the military aspects of terrain.

03 Yes/No Unit obtained detailed information on recent and 
historical weather trends, seasonal patterns, aspects of 
weather, and weather zones in the operational 
environment. Unit effectively used and integrated the 
information to determine how the weather potentially 
affects friendly and enemy forces and operations in the 
operational environment.

04 Yes/No Unit obtained detailed information on civil 
considerations within and affecting the environment.



05 Yes/No Unit used the analytic functions and functional analysis.
06 Yes/No Unit followed all applicable policies and regulations 

when collecting information and operations security.

Supporting Collective Tasks:

Task 
No.

Title Proponent Echelon

34-5-
0230

Conduct Electronic Media Exploitation 
(MEDEX)

34 - Combat 
Electronic 
Warfare and 
Intelligence 
(Collective)

Team 
(TOE)

34-5-
0713

Conduct a Signals Intelligence (SIGINT) 
Survey

34 - Combat 
Electronic 
Warfare and 
Intelligence 
(Collective)

Team 
(TOE)

34-5-
0714

Provide Support to Nonlethal Targeting 34 - Combat 
Electronic 
Warfare and 
Intelligence 
(Collective)

Team 
(TOE)

34-5-
3140

Perform Human Intelligence (HUMINT) 
Operations Cell (HOC) Missions

34 - Combat 
Electronic 
Warfare and 
Intelligence 
(Collective)

Team 
(TOE)

71-8-
7651

Assess Organizational Performance 
(Brigade - Corps)

71 - 
Combined 
Arms 
(Collective)

Corps

71-8-
7654

Evaluate Organizational Use of 
Knowledge Management Processes 
(Brigade - Corps)

71 - 
Combined 
Arms 
(Collective)

Corps


