
ART 6.5.2 Conduct Critical Installations and Facilities Security

Use protective measures to prevent or reduce the effects of enemy 
hostile acts (such as sabotage, insurgent actions, and terrorist attack) 
against unit critical facilities and systems designated as Site Security 
Level-A or Protection Level I. Protective measures include conducting 
local security operations, protecting individuals and systems, preparing 
fighting positions, preparing protective positions, employing protective 
equipment, reacting to enemy direct fire, reacting to enemy indirect 
fire, reacting to enemy aerial attack, reacting to a terrorist 
incident.(USASMDC)

NO. Scale Measure
01 Yes/No Security force protected installation or facility from 

damage.
02 Yes/No Unit established executable antiterrorism program
03 Yes/No Unit established procedures to change force protection 

conditions.
04 Yes/No Unit had procedures to respond to enemy use of 

chemical, biological, radiological,nuclear, and high-yield 
explosives weapons.

05 Yes/No Antiterrorism and physical security plan was 
coordinated, approved, and executable.

06 Time To refine base and base cluster defense plan.
07 Time For a higher headquarters to assess base and base 

cluster defense plans.
08 Time To coordinate additional assets for unit lines of 

communications.
09 Time For reaction forces and response forces to respond to 

enemy threats to critical installations or facilities.
10 Time To review counterintelligence plans for major tactical 

units in the AO.
11 Percent Of unit to secure critical installations and provide facility 

security.
12 Percent Of successful level I, level II, and terrorist attacks in 

echelon sustainment area.
13 Percent Decrease in friendly installations and facilities 

capabilities due to successful attacks.
14 Percent Of critical installations and facilities hardened against 



attack.
15 Percent Of alternate path communications supporting operations 

in the area of operations.
16 Percent Of friendly installations and unit having current 

counterterrorism or antiterrorism training programs in 
effect.

17 Percent Of threat assessments passed within established 
criteria.

18 Number Of level I, level II, and terrorist attacks attempted 
against critical installations and facilities in the unit 
sustainment area.

19 Percent Of tactical units in the AO that have counterintelligence 
plans.

20 Number Of friendly force actions that disrupt enemy intelligence 
collection efforts.

21 Number Of enemy acts against friendly forces near the unit.
22 Number Of instances of operations degraded, disrupted, 

delayed, or modified due to successful enemy 
penetration of critical installations and facilities.

Supporting Collective Tasks:

Task 
No.

Title Proponent Echelon

05-6-
0068

Conduct Base Cluster Operations 05 - 
Engineers 
(Collective)

Brigade

19-2-
2009

Perform Deep-Water Port Security 19 - Military 
Police 
(Collective)

Company

19-2-
2010

Perform Pipeline Security 19 - Military 
Police 
(Collective)

Company

19-2-
2012

Perform Area Damage Control 19 - Military 
Police 
(Collective)

Company

19-2-
2204

Perform Security of Critical Sites 19 - Military 
Police 
(Collective)

Company



19-2-
2405

Perform Security for Downed Aircraft 19 - Military 
Police 
(Collective)

Company

19-3-
2008

Conduct Security of Conventional 
Ammunition Supply Point (ASP)

19 - Military 
Police 
(Collective)

Platoon

19-3-
2009

Provide Support for Deepwater Port 
Security

19 - Military 
Police 
(Collective)

Platoon

19-3-
2010

Conduct Pipeline Security 19 - Military 
Police 
(Collective)

Platoon

19-3-
2011

Conduct Railway Security 19 - Military 
Police 
(Collective)

Platoon

19-3-
2012

Support Area Damage Control 19 - Military 
Police 
(Collective)

Platoon

19-3-
2213

Conduct Critical Site Security 19 - Military 
Police 
(Collective)

Platoon

19-3-
9003

Conduct Physical Security Operations 19 - Military 
Police 
(Collective)

Platoon

34-4-
1300

Maintain Operations Security in 
Garrison

34 - Combat 
Electronic 
Warfare and 
Intelligence 
(Collective)

Section

34-6-
0502

Implement a Personnel Security 
Program

34 - Combat 
Electronic 
Warfare and 
Intelligence 
(Collective)

Brigade

40-6-
1001

Conduct Ground-based Midcourse 
Defense Critical Installations and 
Facilities Security  (Battalion - Brigade)

40 - Space 
and Missile 
Defense 
(Collective)

Brigade


