
ART 2.4.1 Provide Intelligence Support to Targeting

The intelligence officer (supported by the entire staff) provides the fire 
support coordinator, information engagement officer, and electronic 
warfare  officer, and other staff officers with information and 
intelligence for targeting the threat’s forces and systems with direct 
and indirect lethal and nonlethal fires. The information and intelligence 
includes identification of threat capabilities and limitations. The 
targeting process uses the decide, detect, deliver, and assess 
methodology. The intelligence officer supports targeting by providing 
accurate, current intelligence and information to the staff and ensures 
the ISR plan supports the finalized targeting plan. (FM 2-0) (USAICoE)
Note: This task branch supports ART 3.2 (Detect and Locate Surface 
Targets) and is a byproduct of decide, detect, deliver, and assess.

NO. Scale Measure
01 Yes/No The intelligence officer identified threat command and 

control nodes, to include all aspects.
02 Yes/No The intelligence officer identified threat communications 

systems, to include all aspects.
03 Yes/No The intelligence officer identified threat computer 

systems, to include all aspects.
04 Yes/No The fire support coordinator, information engagement 

officer, and electronic warfare officer received 
information and intelligence support for targeting of the 
threat’s forces through lethal and nonlethal fires.

05 Yes/No Risks to targeting cultural, historic sites, religious 
centers, medical facilities, natural resources, hazard 
areas (such as nuclear power plants, chemical facilities, 
oil refineries, etc) were assessed and included in target 
nomination criteria.

06 Time To detect all aspects of the threat command and control 
nodes.

07 Time To detect all aspects of the threat communication 
systems.

08 Time To detect all aspects of the threat computer systems.
09 Time To provide the fire support coordinator, information 

engagement officer, and electronic warfare officer, 
information and intelligence support for targeting of the 



threat’s forces through lethal and nonlethal fires, to 
include updates.

10 Percent Of threat command and control nodes vulnerable to 
electronic attack and electronic support.

11 Percent Of threat computer systems vulnerable to computer 
network attack and computer network exploit.

12 Percent Of threat command and control nodes disrupted and 
degraded.

13 Percent Of threat command and control nodes monitored.
14 Percent Of threat computer systems compromised.
15 Percent Of threat computer systems monitored.

Supporting Collective Tasks:

Task 
No.

Title Proponent Echelon

01-1-
5140

Plan Aerial Close Combat Attack 
(CCA) Missions

01 - 
Aviation/Aviation 
Logistics 
(Collective)

Battalion

34-3-
0050

Conduct an Intelligence Survey 34 - Combat 
Electronic 
Warfare and 
Intelligence 
(Collective)

Platoon

34-3-
0053

Coordinate a Special Purpose (Quick 
Reaction Capability) Collection 
Mission

34 - Combat 
Electronic 
Warfare and 
Intelligence 
(Collective)

Platoon

34-3-
0103

Coordinate Analysis and Control 
Element (ACE) Operations

34 - Combat 
Electronic 
Warfare and 
Intelligence 
(Collective)

Platoon

34-4-
1722

Provide Tactical Exploitation System 
(TES) Support To the Intelligence 
Process

34 - Combat 
Electronic 
Warfare and 
Intelligence 

Section



(Collective)
34-5-
0231

Conduct Cellular Exploitation 
(CELLEX)

34 - Combat 
Electronic 
Warfare and 
Intelligence 
(Collective)

Team 
(TOE)

34-5-
0472

Provide Intelligence Support Team 
Input to Targeting

34 - Combat 
Electronic 
Warfare and 
Intelligence 
(Collective)

Team 
(TOE)

34-5-
0701

Conduct Voice Communications 
Intercept Using the AN/MLQ-40 
Prophet System On the Move

34 - Combat 
Electronic 
Warfare and 
Intelligence 
(Collective)

Team 
(TOE)

34-5-
0711

Conduct Signals Intelligence 
Terminal Guidance (STG) Actions on 
a Mobile Target

34 - Combat 
Electronic 
Warfare and 
Intelligence 
(Collective)

Team 
(TOE)

34-5-
0712

Conduct Signals Intelligence 
Terminal Guidance (STG) Actions on 
a Stationary Target

34 - Combat 
Electronic 
Warfare and 
Intelligence 
(Collective)

Team 
(TOE)

34-5-
0713

Conduct a Signals Intelligence 
(SIGINT) Survey

34 - Combat 
Electronic 
Warfare and 
Intelligence 
(Collective)

Team 
(TOE)

34-5-
1713

Provide Distributive Tactical 
Exploitation System/Tactical 
Exploitation System-Lite (DTES/TES-
Lite) Support to Intelligence 
Operations

34 - Combat 
Electronic 
Warfare and 
Intelligence 
(Collective)

Team 
(TOE)

34-5-
3050

Develop Imagery Intelligence (IMINT) 
Products

34 - Combat 
Electronic 
Warfare and 
Intelligence 

Team 
(TOE)



(Collective)
34-5-
3054

Provide Geospatial Intelligence 
Support to Intelligence Operations

34 - Combat 
Electronic 
Warfare and 
Intelligence 
(Collective)

Team 
(TOE)

34-6-
2041

Produce Intelligence Products 34 - Combat 
Electronic 
Warfare and 
Intelligence 
(Collective)

Brigade

34-6-
2047

Provide Intelligence Support to 
Targeting

34 - Combat 
Electronic 
Warfare and 
Intelligence 
(Collective)

Brigade

34-6-
4000

Integrate JOA Intelligence, 
Surveillance, and Reconnaissance 
(ISR) with CBRNE Situation

34 - Combat 
Electronic 
Warfare and 
Intelligence 
(Collective)

Brigade

34-6-
4001

Conduct Information Collection, 
Surveillance, and Reconnaissance of 
CBRN Threats

34 - Combat 
Electronic 
Warfare and 
Intelligence 
(Collective)

Brigade

44-9-
8116

Process Specific Information 
Requirements (SIR) Data (Echelons 
Above Corps) for Theater Missile 
Defense

44 - Air Defense 
(Collective)

Echelons 
Above 
Corps

44-9-
8117

Provide Intelligence Support to 
Targeting (Echelons Above Corps)

44 - Air Defense 
(Collective)

Echelons 
Above 
Corps

71-8-
2410

Provide Intelligence Support to 
Targeting (Battalion - Corps)

71 - Combined 
Arms 
(Collective)

Corps


